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General Description

VAX and PDP11 Hardware Virtualization allows users of HP VAX and PDP11 (Previously known as DIGITAL VAX and PDP11) computers to move
application software and user data to a modern Intel or AMD based x86 compatible platform without having to make changes to software and data. VAX
and PDP11 Hardware Virtualization is a software solution that replaces VAX and PDP11 hardware.

This approach is best understood when the VAX and PDP11 Hardware Virtualization Software is viewed as a special interface between the old VAX and
PDP11 software and a new hardware platform. Basically, the CHARON software presents a VAX and PDP11 hardware interface to the original VAX and
PDP11 software, so that the existing software cannot detect a difference. This means no changes have to be made to the existing software. User
programs and data can be copied to a new modern industry standard server (64-bit or 32-bit Intel or AMD) and continue to run for many more years.

The VAX and PDP11 virtualization software is designed to replace single and multi-CPU VAX and PDP11 computer systems, including:

PDP11/93

PDP11/94

MicroVAX |l

MicroVAX 3600, 3900

MicroVAX 3100 models 96 and 98
VAXserver 3600, 3900

VAX 4000 models 106, 108, 700, and 705
VAXstation 4000 model 90

VAX 6310

VAX 6610, 6620, 6630, 6640, 6650 and 6660
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The principles of VAX and PDP11 Hardware Virtualization

Virtualized hardware

CHARON-VAX and CHARON-PDP virtualize various VAX and PDP11 architectures and meet or exceed the performance level of these VAX and PDP11
systems when run on the recommended hardware platform. Our VAX and PDP11 emulator product is currently available in the following variants:

CHARON-PDP includes:

® PDP11/93
® PDP11/94

CHARON-VAX includes:

MicroVAX Il
MicroVAX 3600
MicroVAX 3900

VAX 6310
VAX 6610
VAX 6620
VAX 6630
VAX 6640
VAX 6500
VAX 6660

VAXserver 3600 (depending on license supports up to 512 MB of emulated memory)
VAXserver 3900 (depending on license supports up to 512 MB of emulated memory)
MicroVAX 3100 models 96 and 98

VAX 4000 models 106, 108, 700 and 705

VAXstation 4000 model 90

The following table explains which hardware boards CHARON virtualizes:

Subsystem

Serial Lines Controllers

XMI Disks/Tapes Controllers

Bl Disks Controllers

QBUS Disks Controllers
QBUS/UNIBUS Tapes Controllers
SCSI Controllers

DSSI Subsystem

Cl Subsystem

Network Controllers

Covered VAX and PDP11 hardware

UART, QUART, CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11,
DzQ11, DL11, DLV11, DZ11, DHW42-AA, DHW42-BA, DHW42-CA

KDM70
KDB50
RQDX3
TQK50, TUK50
NCR53C94
SHAC, HSD50
CIXCD, HSJ50

DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI, PMADAA

Host platform

The Virtualization Software presents standard VAX and PDP11 devices to the VAX and PDP11 operating system, allowing the OS to function as though it
were still running on a VAX and PDP11 computer. For example, virtual disk container files in a directory or physical devices of the host Windows platform
are presented by the Virtualization Software to the VAX and PDP11 OS as emulated SCSI disks attached to a SCSI adapter.

© Stromasys, 2019
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With the use of current storage technology, disks do not have to be physically attached to the Host platform, they can also reside on a SAN or iSCSI
storage structure.

A similar translation process is also valid for other emulated hardware devices.
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Conventions

Throughout the document(s) these conventions are followed

Notation

$

#

>

User i nput
<pat h>

Qut put

[1

dskO

Description

The dollar sign in interactive examples indicates an operating system prompt for VMS.

The dollar sign can also indicate non superuser prompt for UNIX / Linux.

The number sign represents the superuser prompt for UNIX / Linux.

The right angle bracket in interactive examples indicates an operating system prompt for Windows command (cmd.exe).
Bold monospace type in interactive examples indicates typed user input.

Bold monospace type enclosed by angle brackets indicates command parameters and parameter values.

Monospace type in interactive examples, indicates command response output.

In syntax definitions, brackets indicate items that are optional.

In syntax definitions, a horizontal ellipsis indicates that the preceding item can be repeated one or more times.

Italic monospace type, in interactive examples, indicates typed context dependent user input.

The following definitions apply

Term  Description

Host | The system on which the emulator runs, also called the Charon server

Guest = The operating system running on a Charon instance, for example, Tru64 UNIX, OpenVMS, Solaris, MPE or HP-UX

© Stromasys, 2019
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CHARON-VAX and CHARON-PDP for Windows installation

Table of contents
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Introduction

CHARON-VAX / CHARON-PDP products are distributed in form of a zip file that contains the CHARON-VAX / CHARON-PDP installation executable
("InstallShell.exe"). The InstallShell procedure offers the possibility to select several modules to install. It is recommended to install all modules (the

default).

CHARON-VAX / CHARON-PDP installation consists of the following steps:

Perform host system checks (hardware and software) to ensure the host platform meets minimum CHARON-VAX / CHARON-PDP installation
requirements

Optionally, create a specific CHARON username with administrative privileges

Extract CHARON-VAX / CHARON-PDP installation procedure files from its archive

Install CHARON-VAX / CHARON-PDP by running "InstallShell.exe" installer and following the instructions

Install CHARON-VAX / CHARON-PDP license (hardware dongle or software license)

Configure CHARON-VAX / CHARON-PDP host system, for example, network adapter, host OS services, etc.

© Stromasys, 2019 71325
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Hardware Requirements

Number of CPU cores

Each CHARON-VAX / CHARON-PDP emulated CPU requires a corresponding physical core. So the total number of the host CPUs must exceed the
number of emulated CPUs since some of the host CPUs must be dedicated to serving CHARON /O operations and host operating system needs.

The following table shows the minimum and recommended number of CPUs required for VAX/PDP11 models:

CHARON-VAX / CHARON-PDP model Minimal number of host CPU cores Recommended number of host CPU cores

VAX 6610 2 4
VAX 6620 3 4
VAX 6630 4 6
VAX 6640 6 8
VAX 6650 8 12
VAX 6660 8 12
Other models 2 2

When starting, the CHARON-VAX software checks the available number of host CPU cores. Currently, this check is based on the maximum number of
VAX CPUs that can be emulated, not on the number of the actually configured VAX CPUs. Therefore the number of host CPU cores recommended for the
maximum number of emulated CPUs - as shown in the right column of the table above - must be available. If the available number of host CPU cores is
below this number, CHARON-VAX will issue a warning message even if the requirements for the configured number of VAX CPUs are fulfilled. The
CHARON-VAX software will work despite this warning if the requirements for the configured number of VAX CPUs are fulfilled.

Hyperthreading must be switched off completely. Disable hyperthreading in the BIOS settings of the physical host or, for a VMware virtual
machine, edit the virtual machine properties, select the Resources tab then select Advanced CPU. Set the Hyperthreaded Core Sharing mode
to None.

CPU type and speed

Since CHARON-VAX / CHARON-PDP utilizes the LAHF instruction during VAX/PDP11 CPU emulation, please avoid using early (pre-2005) AMD64 and
Intel 64 CPUs in CHARON host system since they lack this capability. AMD Athlon 64, Opteron and Turion 64 revision D processors from March 2005 and
Intel Pentium 4 G1 stepping from December 2005 are LAHF instruction capable.

Concerning CPU speed, the general recommendation is that higher CPU frequency is better since it allows better emulated VAX/PDP11 performance.
The minimal recommendation is at least 3 GHz.

Operative memory

The minimum host memory size depends on the amount of VAX/PDP11 memory to be emulated and on the number of CHARON-VAX / CHARON-PDP
instances to be run on one host.
The minimum host memory is calculated according to the following formula:

The minimum host memory = (2Gb + the amount of VAX/PDP11 memory emulated) per CHARON-VAX / CHARON-PDP instance.

The maximum amount of VAX memory that can be created in the CHARON-VAX/66x0 products and supported by OpenVMS/VAX is 3584 Mb.
For details, see the memory size specification

Only in the case of a 32-bit host OS, when more than 1.5 GB VAX memory is configured, a 32 bit Windows host system must be configured for "large
application memory". This is done by adding the /PAE and /3GB switches to the Windows boot.ini file.

To set the /PAE and /3GB startup switch in Windows:

. Right-click My Computer and select Properties. The System Properties dialog box will appear.

. Click the "Advanced" tab.

. In the "Startup and Recovery" area, click "Settings". The "Startup and Recovery" dialog box will appear.

. In the System startup area, click "Edit". This will open the Windows boot.ini file in Notepad.

. In the [Operating Systems] section, add the following switches to the end of the startup line that includes the /fastdetect switch: /PAE and /3GB
. Save the changes and close Notepad.

. Click OK two times to close the open dialog boxes, and then restart the computer for the change to take effect.

NO OB WN -
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Disk storage

The total amount of disk space required for CHARON-VAX / CHARON-PDP can be calculated as a sum of all the disk/tape image sizes plus 500 MB for
the CHARON software plus space required for the normal host OS.

Ethernet adapters

CHARON-VAX / CHARON-PDP networking assumes dedicated host Ethernet adapters; their number must be equal to the emulated adapters to be
configured in CHARON-VAX / CHARON-PDP11. One adapter (optionally) can be left to the host for TCP/IP networking etc.

In case of VMware-based CHARON host it is mandatory to use "E1000" virtual network adapter. Please avoid usage of "E1000E" adapter since
it may lead to problems with some TCP/IP services!

Starting with ESXi 6.5, it is not possible to select E1000 adapter when a new virtual machine is created using Windows Server 2012 and 2016
templates.

The following workarounds are avaible:

® import the virtual machine from an older version of ESXi
® do not select Windows Server 2012 or 2016 during virtual machine creation but "Windows 10/64bit" or "Other/Other 64bit" for example.

Software Requirements

Microsoft Windows Server 2016 Standard and Datacenter Editions, 64 bit version

Microsoft Windows Server 2012 R2 Standard and Datacenter Editions, 64 bit version (please notice that only R2 revision is supported)
Windows 10 Pro and Enterprise Editions, 32 bit and 64 bit version

Microsoft Windows Server 2008 R2 (SP1) Standard and Enterprise Editions, 64 bit version (please notice that only R2 revision is supported)
Microsoft Windows 7 Professional and Ultimate (SP1) Editions, 32 bit and 64 bit versions

Microsoft Windows 8.1 Professional Edition, 32 and 64 bit versions

VMware ESXi 5.5 and 6.x up to 6.7 (requires a supported Windows operating system on top of a ESXi virtual machine)

Microsoft Hyper-V (requires a supported Windows operating system on top of a Hyper-V virtual machine)

Host system preparation

All antivirus, screen saver, automatic (scheduled) backup and any other CPU consuming software as well as software that is able to temporarily
lock CHARON files (such as automatic indexing) must be turned off, uninstalled and disabled. Alternatively it is also possible to exclude all
CHARON executables and material folders from scanning for viruses, but please note that scanning slows down CHARON host anyway - it may
be critical for some installations requiring maximum performance.

The power scheme must be set to "High Performance" with all the "Sleep" and "Standby" modes turned off.

The automatic installation of Microsoft updates must be disabled. MS updates to the CHARON host must be done only in specific service
maintainence periods established by the system administrator. Before applying new updates one must shutdown the operating system running
on CHARON and stop all the running CHARON instances and services.

© Stromasys, 2019 9/325
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In case a network-wide license (red dongle or software license) is going to be used, the following operations have to be performed:

® On server side (where network license will reside): open port 1947 for both TCP and UDP

® On the client side, if broadcast search for remote licenses is to be used, UDP traffic from port 1947 of the license server to ports 30000-65535 of
the client must be permitted.

® Both on server and client sides: setup default gateway

Please consult with your Windows User's Guide on details.

If stricter firewall rules are required, it is possible to open the ports 30000-65535 and 1947 only for the "Sentinel HASP License Manager" (haspl
ms.exe) service (it will be installed by CHARON-VAX / CHARON-PDP11).

In case if any magneto-optical (MO) drive installed on host system is going to be used with CHARON (mapped as "\\.\PhysicalDrive<N>" to some of
CHARON emulated disk controllers) the host "MediaChangeNotification" (MSN) service must be switched off manually for this drive according to the
following procedure:

1. Type "regedit" in the search field under "Start" menu or press Windows+R and enter "regedit"; press Enter to run the found applet.
2. Find the "AlwaysDisableMCN" parameter in the following way:

HKEY_LOCAL_MACHI NE
+ SYSTEM
+ Current Control Set
+ Enum
+ SCsl
+ Di sk&en_DEC&Prod_RWZ53_ | (C) DEC <- This one depends on Vendor and Model of your MO drive
+ 5&f d233cf &0&000500 <- This one depends on hardware connection (SCSI ID of MO drive, location of SCSI HBA
on the host's mainboard, etc ...)
+ Device Paraneters
+ Medi aChangeNoti fication
+ Al waysDi sabl eMCN = DWORD: 00000000

3. Change the "AlwaysDisableMCN" parameter to "1", for example: "AlwaysDisableMCN = DWORD:00000001".

4. Reboot the host system.

Before installation

1. Login as the local system administrator ("Administrator") on the host system.
2. Create a special user for running CHARON-VAX / CHARON-PDP (optional). This user must have all the administrative privileges. Please consult

with your Windows User's Guide on details.

The CHARON installation procedure will create a special group called CHARON-GRP and the current user will be automatically
included to this group. Do not remove this group and do not remove any CHARON user from it, otherwise a problem with virtual
memory allocation may appear on CHARON startup.

The created user may belong to some domain, but please note that in this case you have to add this user to the CHARON-GRP
manually as it is described in this article and then reboot CHARON host.

3. Stay logged in as local system administrator ("Administrator") or log off and login as the CHARON-VAX / CHARON-PDP user having

administrative privileges (if this option has been chosen).
4. Create a special directory for the CHARON-VAX / CHARON-PDP distribution kit and copy the provided files there.

© Stromasys, 2019 10/ 325
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Upgrade cases:

From Action
version

4.7 and | First uninstall all CHARON products.
below

4.8 The version 4.9 can be installed directly.

I'. Please note it is mandatory to update all existing CHARON Virtual Machines to make them run the latest version using the Virtual
Machines Manager, VM Configuration tab - otherwise they will remain at V4.8.

Distribution preparation

1. Extract the content of the distribution archive to the current directory or copy the content of the provided distribution directory to the current

directory.
2. Run the "InstallShell.exe" file:
j HASP.def 15.03.2013 14:54
o InstallShell.exe 15052018 14:54
j] InstallShellCHS.dII 15.05.2018 14:54

© Stromasys, 2019 11/325



Document number: 30-16-078-002

Installation

The following description assumes this is the first installation of CHARON-VAX / CHARON-PDP on the target host. Installation of additional CHARON
products later follows the same procedure.

All the following examples are given for CHARON-VAX product. Installation of CHARON-PDP/11 is the same except the name of the product.

The first dialog lists the CHARON-VAX / CHARON-PDP product:

o CHARON Installation Wizard - Products

1

| Fwalable Products
Product Name fomn
|@ SUSLLI D (e R

| P S e o s e e N B
C H A RO N means Some anr (18 arg n 5

[ 5elect all products  [] Display companents page

ok [ Net> ]| conce

Select the CHARON-VAX product, or all products, by checking the corresponding box. Select the "Display components page" to include the products
components page if you need it. Typically it is not required.

The CHARON products may be highlighted with a red color. This indicates that the CHARON host configuration does not meet
CHARON requirements. To see what requirements are not met, point the mouse cursor on that product and a pop-up box with details will
appear.

Press the "Next" button.

© Stromasys, 2019 12/ 325



Document number: 30-16-078-002

o CHAROM Installation Wizard - End User Software License and Limited Warranky

End User Software License and Limted Wamanty

SUGTTIESYS

angirmered solutions

This is an agreement belween Jmomasys 34 of Geneva, Swilzedand, Licensor. and = &
. the end user, Licenses:

YOU ACKNOWLEDGE THAT YOU HAVE READ THIS SOFTWARE LICENSE
NTRACT AND LIMITED WARRANTY, UNDERSTAND IT, AND AGREE TO BE
BOUND BY ITS TERMS AND CONDITIONS.

©

1. Grard of License

The Licensor grants to the Licensea, a non-exclusive right to use the kcensed

! of the Software Product fhereinafter the “SOFTWARE™) in accordance
the terma contained in this Licenss. Unless the contrary is specifically indicated in
product specification, this License permits the Licensees to run a single instance of
SOFTWARE on the computer.

2. Orwnership of Software
STROMASYS retains the copyright. title and ownership of the SOFTWARE and the
wrikten materials regardiess of the form or media in or on which the onginal and other
3. Access and Transfers

W

CHARON

@ Agee (O Disagree

Read the license, check "Agree" if you agree and press the "Next" button.

If "Display components page" option was selected, the setup procedure will display a dialog for the CHARON-VAX product components:

o CHAROM Installation Wizard - The Components

— Description
vid 9.19401 | PRODUCT NAME:
6 stromasvs CHARON-VAX for Windows
j angirmersd Wuﬁﬂﬁ-:y EE NDISE Packet Driver varsion &.4.0 vd. 919401
NI PC/GFIB PPT ditver vierslon 2. PRODUCT DESCRIPTION:
= bidgh Emulators CHARON-VAX for Windows
e MicroVAX || emulator v, 9.19401
sy MicraVAX3100 Mode! 96 emulator
gy MicroVAX3100 Model 38 emulator
Bl Micro VX 3600 emulator
Flp MicroVAX3900 emulator
[Flp VAX 4000 Model 106 emulator
gy VAX 4000 Mode! 108 emulator
FAlzp VA 4000 Mode! 700 emulator
g VAX 4000 Model 705 emulator
e VAX 6310 enwistor Desktop lcon
EAgp VAX 6610 emulator Mark as default Emulator
Flgp VAX 6620 emudator
~Ags VAX 6630 emulater _
e VAX 6640 emulator Space Requirements
:-E@E@ :ﬂiﬁm’a sl This selection: 24098 Mb
CHARON . Rl VARsenver 3600 emulator " ik Total space: 240,98 Mb

i\, It is strongly recommended to leave the selection as it is unless you clearly understand what the impact is if you uncheck some modules.

© Stromasys, 2019
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o CHAROM Installation Wizard - Installation Folder

Location of the CHARON installaions tree
& stromasys
angirmered solutions
Choose the installation directony
C:\Program Files\CHARON e

CHARON

Select a directory to be used for CHARON installation or use the default. The path can either be entered manually or selected using the "Browse" button.

Once done, press the "Next" button to start the installation of the selected components.

o CHAROM Installation Wizard - Installation Progress

& stromasys

Funinirg "MetDiag coie” vath parsmeters “—instal sipackelnf™. Please wal. ..

CHARON

< Black Meet Canc:el
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During the CHARON installation procedure, you will have to confirm the installation of the CHARON-specific network driver. Press the "Install" button:

B Windows Security

Would you like to install this device software?

Mame: STROMASYS SA Metweork Pretocol

- Publisher: Stromasys 54

B4 Always trust software from “Stromasys SA”. Install I Don't Install |

@) You should only install driver software from publishers you trust. How can |
decide which device software is safe to install?

Once the installation is done, the following dialog will be displayed:

o CHAROMN [nstallation Wizard - Installation is completed

&

stromasys

angirmered selubions

Installation is completed successfully!

computer

CHARON

Press finish to et from the CHARON Installation Wizerd
In order to complete the installation &'s required to reboat

[+] Reboot computer now

]

i._ It is strongly recommended to reboot the CHARON host system immediately: leave the "Reboot computer now" box checked and press the "Finish"

button.

© Stromasys, 2019
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Once the host system is up again, you will notice a new shortcut, "CHARON Virtual Machines Manager", created on the desktop during the installation
procedure:

The CHARON Virtual Machines Manager is an essential utility for CHARON management. CHARON installation always keeps most up-to-date version
of CHARON Virtual Machines Manager provided by all the installed kits.

In case of upgrade from V4.8, update all existing CHARON Virtual Machines to make them run the latest version - otherwise they will remain at
V4.8. See the following chapters for details.

The CHARON installation procedure has created the following structure under the "Start" menu:

. Alien 5kin Software
. CHARON

> CHARON Virtual Machines Manage:
. CHAROMN-AXP

CHARON-VAX / CHARON-PDP home directory

By default CHARON is installed in the "C:\Program Files\CHARON" directory. It has the following subdirectories:

Directory Description
Build_XXX\x86 (and Build_XXX\x64 on x64 Contains product executables and libraries
systems)
Drivers Contains the CHARON drivers
Chapi Contains CHARON API files used for creating new emulated devices
InstallShell Contains the CHARON installation procedure executables
Logs Contains the CHARON installation log
Redistributables Contains the redistributables needed for CHARON running (already installed, except the license
alert script)
Virtual Machines Manager Contains the most up-to-date version of CHARON Virtual Machines Manager
Virtual Machine Templates Contains templates for creating CHARON Virtual Machines
Virtual Machines Contains the CHARON Virtual Machines
Virtual Disk Images Contains the CHARON virtual disk images, for example "charoncp012" and "idle_vms_pkg_v3.0"

The "Virtual Machine Templates" directory contains template configuration files to build CHARON Virtual Machine using the CHARON Virtual Machines
Manager. We will focus our attention on this subject in the next chapter.

© Stromasys, 2019 16/ 325
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License installation

Regular HASP USB dongle

If the CHARON license is stored on a regular USB dongle, just connect it to the host USB port.

If the CHARON host is accessed remotely, please note that the contents of a regular HASP license cannot be displayed using RDP. ILO or
iDRAC or some other console-capable program must be used.

Network HASP USB dongle

If the CHARON license is a network license (red USB dongle), it is possible either to connect it to the host USB port (to use it locally and provide it to other
hosts on the local network at the same time) or to install it on a local network "license server" for remote access from this particular host.

If a remote license server is to be used:

® Copy the file "hasp_i nst al I \ haspdi nst . zi p" from the CHARON distribution to any directory on the server, for example "C: \ Tenp".
® Extract the content of this archive to the same directory.

® |ogin as "Administrator" on the server and open "cnd. exe" from the "Start" menu.

® Switch to that directory.

® |nstall the extracted file.

Example:

...>cd c:\tenp

c:\tenp> haspdi nst.exe -fr -kp -nonsg
c:\tenp> haspdinst.exe -install -cm

® Copy the file "hasp_i nstal | \ haspl i b. zi p" from the CHARON distribution to any directory on the server, for example "C: \ Tenp".

® Extract the contents of this archive to the same directory.

® Copy the file "haspvl i b_68704. dl | "to "C:\ Program Fi | es (x86)\ Conmon Fi | es\ Al addi n Shar ed\ HASP" (in case of x64 host) or "C
:\ Program Fi | es\ Conrmpon Fil es\ Al addi n Shar ed\ HASP" (in case of x86 host)

® Connect the network HASP dongle to the server USB port.

Network HASP (red dongles) licenses have no restrictions with respect to remote access.
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Software license

If the CHARON license is a software license (SL), it is installed on the host using the following procedure:

1. Double click the "CHARON Virtual Machines Manager" icon on the desktop or select this utility in the tray menu; select the "Host Information and
Utilities" section and press the "License Update Tool" button:

» CHARON VM Manager

VM Control | VM Configuration Host Information & Utilities

The list of CHARON emulators:

CHARDN AR, 4,9.13401:
Wi B000 Model BB0, Wi G000 Mods| B50, Wik B000 Model 640, Wak 6000 Model B30, W& 6000 Model B20, Vi BOOD Model 810, WaX E000 Model 310,
Wiaed 4000 Model 705, VA 4000 Mode| 700, WAk 4000 Model 102, VaX 4000 Model 106, Wakstation 4000 Model 90, Vidkzerver 2900 [512ME RAM extension), Viidserver 3300 (12
Wiizerver 3900, Viakiserver 3500 [312ME RAaM edlension]. Viddizerver 3500 [128ME RaM edension). Viaxserver 3800, MicsdWiadd Il Microliéed 3300, MiceoWide 3600,
MicioViasd 100 Model 92, Micraax 3100 Model 96

The list of most recent installed components and tocks:

Sentinel HASF Run-Time envianment vession: 780780221

HASP License Details application (hasp_view] v. 1,28

License Update tool (hasp_nus] v. 7.3

Netwark Control Center application [netdiag) v. 1.52

CHARDON dewvice check application [devcheck] v. 1.4

Vitlual Disk tool mkdskwin] v, 2.19

< >

Sentinel Admin Coriral Center HASP License Details License Update Tool MNetwork Control Center Device Check Tool Wirbual Dizgk Tool
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The following default dialog window will appear:

Collect Status Information | Apply License File Transfer License

U aE aF aF oF oF oF oF oF oF oF oF oF oF ¥ 4

Collect information fram this computer to enable:
(L) Update of existing protection key
Installation of new protection key

|Collect Information |

If you're installing a "Provisional" (demo) license, jump to step 5

2. Ensure no license dongle is connected, select the "Installation of new protection key" radio-box and press the "Collect Information" button. The

following window will appear:

¥ Save Key Status As [=
mi' & » Computer » Local Dak(C) » Temp » vlﬁ-” Search Temp _ﬂ"
Cirganize = e folder = o

Ur Favortes = Date modfaed Tepe taze
B Dettop b parsw MOGHI4 1654 Filefoldes
). Downiozds L Install_Wiind 7085 05062004 G410 File Folder
&F Drophox

&, ReceraPlaces

w4 Libraries
-.: Documents =
o Music
! Pichwres
57 Subwversion
H videss

™ Computer
& Local Disk [C:)
i Lecal Dk (E9)
& nikolsev (Ynscn

File narme:  Fingerpint
Swce 25 type: | Upelate receipt file ["e2) =

=/ Hide Fedders [ s | [ Comcel

Specify the directory and name of the system "fingerprint" file to be created then press the "Save" button.
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3. The "License Update Service" will save the fingerprint file under the given name and report the status:

Collect Status Information | Apply License File Transfer License

15:15: 5%
Fingerprint retrieved,

AL oY oF oF oF oF oF oF oF oF oF oF oF oF oF 4

Collect information from this computer to enable:
() Update of existing protection key
@ Installation of new protection key

|Collect Information |

4. Send the resulting file to STROMASYS. In return STROMASYS will provide you with a ".v2c" file, for example "Your License.v2c".

5. Copy the received v2c file to CHARON host in the folder of your choice and select the "Apply License File" tab:

| Collect Status Information | Apply License File | Transfer License |

IIIIIIIIIIIII"L

pdate File
Apply Update |
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6. Press the "..." button and browse for the received v2c file.
Example:

¥ Salect the File 1o apply

@,‘;:_}" b Computer b Locsl Dak (C:) » Temp » - | g e Fifag 2

Cirganize = e folder

W Ferome L

B Detktop DETSW 2062004 1654
. Downloads Install_Win_7085_05262014 T306.2004 1510 File f

&F Drepbox Veur Laenevde

&L FeceraPlaces

4 Libraries
" Documerts
'I." Music
e Pictses
= Subrversion

E Videcd

' Computer
&L Local Dk [C)
Ca Lecal Ditk (B9

¥ pikoleey {Virscrmel
Sl Mrtaerk
All juppedted Tles ("hii "vle® = |

Filé nasrie
Dpen |v. Cancel

Press the "Open" button to apply the license.
7. From the "CHARON Virtual Machines Manager" utility (see above) select the "Host Information and Utilities" section and press the "Sentinel

Admin Control Center" button or (optionally) invoke the system default web browser and enter the URL http://localhost: 1947 to display the "Sentin
el Admin Control Center" (ACC) web interface. This interface allows you to view and manage the CHARON licenses.
8. Ensure that the software license is now visible in the "Sentinel Keys" section of the ACC.

Software licenses are always network licenses. Hence, they have no restrictions with respect to being displayed or accessed via a remote

connection.
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License validity verification

Check the CHARON license validity by invoking the "Charon License Details" utility to make sure that the CHARON license is visible and is
correct. Double click the "CHARON Virtual Machines Manager" icon on the desktop or select this utility in the tray menu; select the "Host Information and
Utilities" section and press the "HASP License Details" button:

» CHAROMN VM Manager

VM Control | VM Configuration Host Information & Utilities

The list of CHARON emulstors:

CHARDON V&, 4919400
Wi B000 hiodel BED, Vi G000 Maodel 650, Vi< 6000 Model 640, V& 6000 Model B30, Wi 6000 Model 620, Vi B000 Model 510, Wik G000 Model 310,
Weod 4000 Model 705, Wik 4000 Model 700, VA 4000 Model 108, W&k 4000 Model 106, Viakstation 4000 bodel 90, Viakzerver 3900 [512MEB RaM extension], Yakszerver 390012
Warserver 3900, Viarserver 3800 [512ME Rab extension], Viéxserver 3800 [128ME RAM extension], Védiserver 3600, Micravialx I, MicroWidi 3900, Microviéx 3600,
MicagVidi 3100 Model 98, Microvai 3100 Model 36

The list of most recent installed components and tools;

Sentinel HASP Run-Time enviionment version: 780780221

HASP License Details application (hasp_view]v. 1,28

License Update tool (hasp_rus] v. 7.3

Network Conbial Center application [netdiag) v. 1.52

CHAROMN device check application [devcheck] ». 1.4

Willual Disk tool [mkdskwin] v, 219

£ >

I Sentirel Admin Contial Center HASP Licenie Details License Update Tool Metwork Cantrol Center Device Check Tool Wirlual Dizk Tool
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084 Licerse Detais

beemekeys:1gsismar ) | sosmisnos 00 EEEESENUNN

LLicerme Manager running ak hest: KIRILL -
License Manager IF address: 137.0.0. 1

Sentinel-+HL Met key detected.
The Pryscal Key ID; 1422726238
Licerse bype: License Dongle {Network capable)

CHAROH Senbnel HASP License ey section

The Licerse Fumber: 03.mec. test. cenber kind
The Licerse Keyld: 1422720200

The Magter Keyld: 327774524

Foelemse date: 13-18N-2017

Release trme: 1354625

Updaie numbesr: 1

[Endl User nawmes MISC
Purdhasing Customer name: STROMASTS

Virhual Mardware: POP 1193, POP 11594
Prochact Name: CHAROHN-PDP

My Viersion: &

Operating system type requnsments: 3, dhit
Hest Operaling Sysbem required: WINDOWS, LINUI
P showed: 16

e virbiaal memony: 65526M8

CHAPT enablad

Prechact exparabion date: 02-0ct-2017 02:55
frestances aliowed: 2

Feature mumber; 1
Chedcinterval: 60 minutes

€ ]

| Refeshomentboense | Fiefresh boenses kst | Copy bcense detais tn Ciphoard | Exit

® Verify the the license content is displayed correctly and no error message is shown

® Verify the content of the license looks correct. Check for example the license number, the major and minor versions, the minimum and maximum
build numbers, the CHARON-AXP products and allowed hardware (CHARON-AXP models). More details on the license content can be found in
the CHARON-VAX / CHARON-PDP Licensing chapter of this Guide.
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Troubleshooting

If the CHARON license content cannot be displayed by the "CHARON License Details" utility or it is incorrect, check that the license is available and
correctly used:

1. From the "CHARON Virtual Machines Manager" utility (see above) select the "Host Information and Utilities" section and press the "Sentinel
Admin Control Center" button or (optionally) invoke the system default web browser and enter the URL http://localhost:1947 to display the "Sentin
el Admin Control Center" (ACC) web interface.

2. Click on the "Sentinel Keys" link to open up the "Sentinel Keys Section" page

3. Make sure that one and only one CHARON HASP or SL license is present.

Problem Action

No license is displayed Make sure that all the recommendations above about remote access to the host are fulfilled (if remote access takes
place) and the HASP USB key is not broken and its LED indicator is lit (meaning that it is used by the host).

Only one License key / SL is Contact STROMASYS to request a new license update.
seen and its content is
incorrect

Several License keys / SLs are = Remove all of them except the one provided by STROMASYS for the installed version of CHARON.
displayed

Removing licenses can be done by physical disconnection of the corresponding USB HASP keys from the CHARON host and physical disconnection of
the network HASP keys from all hosts on a local network (or by disabling remote access to network licenses from the CHARON host - see detailed
explanation below).

Software licenses can also be uninstalled using the method, described in the "Removing CHARON-VAX Software Licenses" chapter of this Guide.

For license servers accessible only via non-broadcast search it is also possible to disable access to network licenses if only a local license is to be used:
Click on the "Configuration" link to open the "Configuration for Sentinel Manager" page.

Uncheck the "Allow Access to Remote Licenses" checkbox from the "Access to Remote License Managers" tab then press the "Submit" button to
apply changes.

Starting with Charon-AXP/VAX 4.9 for Linux and Charon-AXP/VAX version 4.8 for Windows the Charon emulator products do not follow the
settings in the Sentinel ACC with respect to querying remote license servers and network visibility. They perform a broadcast search for
network licenses even if this has been disabled in the Sentinel ACC. If this behavior has to be prevented for specific reasons, the network
access of the system has to be temporarily restricted or disabled, for example by blocking the relevant traffic in a firewall. Another possibility
would be to block access to the network license at the license server side.

Note that such methods can negatively impact other functions of the system or, in the case of blocking access to a network license on the
server, even the functions on other license clients.

It is possible to have several licenses available to CHARON-VAX at the same time. In this case you have to specify in the CHARON-VAX
configuration file the license key ids to be used.

Example:

set session |icense_key_id="1877752571, 354850588"
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Network configuration

If the CHARON virtual machine needs access to the network, one or more dedicated network interfaces cleared from any other protocols including TCP/IP

will have to be defined.

Configuring the network is done with the "Network Control Center" (NCC) utility. Double click the "CHARON Virtual Machines Manager" icon on the
desktop or select this utility in the tray menu; select the "Host Information and Utilities" section and press the "Network Control Center" button:

» CHAROMN VM Manager

VM Control | VM Configuration Host Information & Utilities

The list of CHARDOM emulstors:

CHARON Vs, 4.9.13400:
Wi B000 Model BB0, ik BO00 Modsl 650, %A&X 6000 Model B40. VAX 6000 Model B30, Wak 6000 Model 620, WaX BO00 Modsl 610, Ak G000 Model 310,
Wik 4000 Model 705, i 4000 Model 700, %A 4000 Model 108, Vax 4000 Model 108, Vakistation 4000 Model 90, Vikserver 2900 [512ME RAM extension], Viserver 3930012
Wakserver 3900, Varzerver J600 [512MB Rab extension], ViaXserver 3600 [128ME RAM exension], Védiserver 3600, MicraViaix |1, MicroWiéi 3300, MicroViex! 3600,
MicogVaix 3100 Model 98,  Microv/ai 3100 Model 36

The list of most recent installed components and tools:

Sentinel HASP Run-Time environment version: 7.80078022.1

HASP License Details application [hasp_view]v. 1,28

License Update tool (hasp_mus] v, 7.2

Metwork Contral Center application [netdiag] v. 1.52

CHARDN dewvice check application [devcheck] v. 1.4

Virlual Disk toal frmkdskwin] v, 2.19

£ >

I Sentinel Admin Cortrol Center HASP Licenze Detailz License Update Tool Metwork Control Center Device Check Tool Wirual Digk Tool
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In the appearing dialog, select "Configure NIC":

CHARON Network Control Center

CHARON Network Control Center.
Introduction page.

The CHARON Netwerk Control Center designed to manage CHARON networking including:

= Installation/de-installation of the CHARON network drivers;
- Configuring physical adapters to be used by the CHAROMN Host system;
- Troubleshooting the physical adapter setup;
- Checking that adapter supports MAC address change.
- Cheecking fior the MAC address dupbcation on the LAN;
- Checking for the IP address duplication on the LAN:
- Suggesting the configuration file settings:
- Disable TCP chimney offload for CHARDN emidators;
MIC activity
(NS driver v. 5.3.0 or later should be installed
and CHARDM running to enable Moritor feature);

~ Please select the action to continuwe:
 Instal /Upgrade
* Configure NIC
™ Troubleshoot NIC dedicated for CHARON
" Disable TCP chimney offioad

€ Manitor CHARDN NIC activity

Bacl I Mext > | Cancel Help

© Stromasys, 2019

26/325



Document number: 30-16-078-002

Press the "Next" button, the following dialog will appear:

CHAROMN Network Control Center

CHAROM Network Control Center.
Physical Adapter configuration,

Please select the physical adapter from the fist,

on the adapter state and configuration, you can use the buttons to multiplex adapter, de-multiples adapler, dedicate
adapter to CHARON or release adapterto the host,

When you took all planned actions, select the adapter you wart to configure and press Next button to continue with adapter
configuration.

%] Realtek PCle GBE Famiy Controler PHYSICAL USED BY THE HOST "Charon”
£ Intel{R) 82579LM Gigabit Network Connection  PHYSICAL USED BY THE HOST "MSC™

Dedicate adapter to CHARON Heleare adaplar o HOST

<Back [ Nea> |  Concel Hep |

Select the interface to be dedicated to CHARON (in our example it is Realtek PCle GBE Family Controller named "Charon") and press the "Dedicate
adapter to CHARON" button.

CHARON supports VLAN adapters. If you are going to use them, proceed with their installation and configuration according to the network
adapter vendor User's Guide and then select the VLAN interface in the dialog shown above, the same as you do for a regular network interface.
There is no difference in configuring a regular network adapter and a VLAN one, so all the provided instructions are fully applicable for VLAN
adapters as well.
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After few seconds the chosen interface will be assigned to CHARON:

CHAROMN Network Control Center

CHARON Network Control Center.

Please select the physical adapter from the fist,

on the adapter state and configuration, you can use the buttons to multiplex adapter, de-multiples adapler, dedicate
adapter to CHARON or release adapterto the host,

When you took all planned actions, select the adapter you wart to configure and press Next button to continue with adapter
configuration.

Adapter Name | Comment |
'ﬁ Realtek PCle GBE Family Contraler PHYSICAL DEDICATED TO CHARON "Charon”
7 intel(R) 82579LM Gigabit Network Connection  PHYSICAL USED BY THE HOST "MSC”

Dedicate adsptes to CHAROM Release adapler te HOST

S [ s ] e Il 0

o It is possible to release the interface back to the CHARON host by selecting the target interface and pressing the "Release adapter to HOST" button.
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The next step displays the text to be included in the CHARON configuration file for the interface dedicated to CHARON. Select the target interface and
press the "Next" button. The following dialog will appear:

CHARON Network Control Center

CHARON Network Control Center.,
Propaosals for configuration file reconds,

The CHAROM Metwork Control Center Config Fie suggestion step.

Please select the network interface you plan to use {depending on emulated model) and check the suggested configuration file
settings with one you are using. The settings are suggested for primary adapter only,

For sscondany adapter configuration and adapter options (see the your system's "User Guide® for details).

IRLIS 5 { i 6, Microh e 4 3 ] " DEQMA (" DELQA  DESGQA
[BATEA T, [MicTohid 4 08 EZA " SGEC
Al sites .. " DEMNA
CHARON-AXP (MphaServer D510, D520, ES40, GS80, GS160, ) -EwWA ' DES00AA " DESO0BA C DE435
H Kl 0. DS ES40 - GER0. G516 =1 FDEWE
L [ o [ Y B2 Easll Iasall a5 el | = E1A
[ :'_; i | = Of r DEEHI
e FIF] 4 ..;,'5,— S r" PHmM
NIC connection name.
load DESO0AA dec 1xdx EWA intedface=EWAD
load packet_port/chnstwk EWAD mefaces"connection:Charon”
Copy suggestions to clipboand |

<Back | Met> |  Cencel Help

Selecting the target emulated network interface displays the configuration lines specific for the selected CHARON host network interface. Press the "Copy
suggestions to clipboard" button to copy the suggested configuration lines. They can be pasted into the CHARON-VAX / CHARON-PDP configuration file
during the next editing session by pressing "Ctrl-V".

Press the the "Cancel" button to exit from the "Network Control Center" utility.
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Restart the "Network Control Center" utility again and select "Disable TCP chimney offload for CHARON":

CHAROMN Network Control Center

CHARON Network Control Center.
Intreduction page.

The CHARON Network Control Center designed to manage CHARDN networking inchading:

- Installation/de-installation of the CHAROMN network drivers:
- Configuring physical adapters to be used by the CHARON/Host system;
- Troubleshaating the physical adapter setup;
- Checking that adapter supports MAC address change.
- Checking for the MALC address duplication on the LAN;
= Checking for the |P address duplication on the LAN:
- Suggesting the corfiguration file settings:
- Disable TCP chimney offload for CHARDMN emudators;
MIC activity
(NDMS driver v, 5.3.0 or later should be installed
and CHARDM running to enable Monior feature);

 Please select the action to continuwe:
™ Install/Upgrade
C Configues NIC
" Troubleshoot NIC dedicated for CHARON
# Disable TCP chimney offioad
" Manibes CHARDM MIC activily

Bacl I Meat » | Cancel Help

Press the "Next" button to apply the "offload" parameters settings.

Press the "Cancel" button to exit from the "Network Control Center" utility.

/1, When the NIC properties are configured in Windows, a reboot of the CHARON host is required for the changes, specifically "offload" parameters, to
take effect.
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After installation

If you plan to use the local system administrator account ("Administrator") or the CHARON-VAX / CHARON-PDP user having administrative privileges, no
other actions are required.

If the CHARON-VAX / CHARON-PDP user belongs to some domain, you have to add this user to the CHARON-GRP group as it is described in
this article and then reboot the CHARON host.

Otherwise it is possible to use a standard account (both local and domain) for running CHARON-VAX / CHARON-PDP:

1. Login as the local system administrator ("Administrator") on the host system.

2. Create a special user for running CHARON-VAX / CHARON-PDP. This user must have standard privileges. Please consult with your Windows
User's Guide on details.

3. Add this user to the CHARON-GRP group as it is described in this article and then reboot CHARON host.

4. Login as the created user.
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Running and managing CHARON-VAX and CHARON-PDP for Windows

Table of Contents

® Starting CHARON Virtual Machines Manager
® (Creating a CHARON Virtual Machine
® (Creating a CHARON VM using provided templates
® (Creating a CHARON VM using an existing configuration file
Running a CHARON Virtual Machine
Stopping a CHARON Virtual Machine
Removing a CHARON Virtual Machine
Modifying a CHARON Virtual Machine
® Exploring CHARON Virtual Machine Home Directory
® Making a new virtual disk
® CHARON Virtual Machine configuration file
® CHARON Virtual Machine startup mode
® CHARON version to be used for CHARON VM
® Service functions
® Running CHARON utilities

Starting CHARON Virtual Machines Manager

CHARON execution is controlled by the "CHARON Virtual Machines Manager" that manages each CHARON instance, called a "CHARON Virtual
Machine", running on the host.

The CHARON installation procedure creates a shortcut on the desktop and under the Windows Start menu for the CHARON Virtual Machines Manager.

Desktop shortcut:

CHARGM
Wirtual ..

"Start" menu shortcut:

. CHAROMN
> CHAROM Virtual hachines Managet
L. CHARDM-AXP r

The CHARON Virtual Machines Manager runs automatically at Windows startup. If it is minimized to tray, it can be re-opened in the following way:

After clicking the shortcuts, the main dialog of CHARON Virtual Machines Manager appears.
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Creating a CHARON Virtual Machine

Creating a CHARON VM using provided templates

CHARON installation contains a set of template files for creating a base configuration for each VAX/PDP11 model. Once the CHARON Virtual Machine
(VM) is created using these templates it can be configured further to meet your requirements and all the specifics of the emulated system.

By default the CHARON templates do not contain any specification for disks and network; you need to update the configuration file created from
the template to specify your specific disk and network configuration.

Start the CHARON Virtual Machines Manager (see above) and press the "Create VM from Template" button:

» CHAROM VM Manager

WM Control | vM Configuration | Host Information & Utilities |
CHARDOM Virtual Machine
""" L KIRILL (this host) Welcome to the Stromasys CHARON Virtual Machine Manager!
To continue, select a virtual machine [VM] from the list, create a new virtual
machine, or add an existing virtual machine.
To create a new virtual machine, use the <{Create VM from Template> button to
choose one of the VM templates provided.
To add an existing virtual machine to the CHARON Virtual Machine Manager, use
the <Add Existing VM> button to provide the configuration file of an existing VM.
Create Vi from Template Add Existing VM Update Vi List

In the appearing dialog select the VAX/PDP11 hardware model:
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Create Virtual Machine from a Template

o

[~ List of installed products

Select hasdware model:

icraite 3100 Model SE

b |l

Micravisx 3100 Model S8
Microvibsd 3100 Model 58
Microliak 3500

MicrawA 3900
Microva I Chags Eighas:
Wi 4000 Model 106

Wik 4000 Model 108

o VX 4000 Model 700

Witk 4000 Model 706

Witk G000 Model 310

Vi G000 Model 610

Wiag G000 Model 620

Wi GO0 Model 620

Wi G000 Model 40

Wi BOD0 Model BS0

Wiy BODD Model 620

WVisenser 3600

Wizerver 3600 [128ME RAM extension)
Vilserver 3600 [512MB FiéM extension) Change |  Explore..
VaKzaner 3900

Vikzenver 3900 [128ME RAM extension)
Wikzenser 3900 51 2ME RAM extension) o

Corcel_|

i

Note the Home Directory for the VM (see screenshot below), it will be used by default for storing logs, virtual disk images, toy and container files if no path
is specified in the configuration file.

Specify a name for the VM and press the "Create" button:

[ Create Virtual Machine from a Tempiate ==
-List of inztalled prodiscts -

Select hardware model

[MicrewAs<: 3600 -]

Template Catalogus:
il:"Prngram Files\CHARDOM W itual Machine Templates\, Change Explore...

- Configuration -
Mewe Vihual Maching Mame;
IH p_hv3E00

Home diechony:

[I::‘.F'ragam Files"\CHARONWitual Machinesihy MW IE00Y Change Explore...

o | coca |

The CHARON Virtual Machines Manager will report the VM has been created successfully:
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ServiceManager u

,ii CHAROM Virtual Machine created successfully.

oK

It will then appear in the left pane:

Why_MV3600 - CHARON VM Manager

WM Control | yM Configuration | Host Information & Utilities |

CHAROM Vitual Machine Status: Stopped

= l KIRILL [thas host) D ates: Meszage 1D: | Message test:
i, by _MV3E00 280607 13:30:14 00000249  Logoing started.
20180607 12:30:14 00000345 session: loading buil-in configuration ""Microh/as_3600"...
2018-06-07 13:30:14 00000346 sestior: .. done loading buill-in configuration “Microviai_3800"
2018-06-07 1230014 0000034 zession: [nading confiouration file "C:\Program Files\CHAR QR \Wirual Machines\My_MW 3800wy 3k6 clg"'
20180607 123014 0000032 The previous meszage has been repeated 2 times.
280607 133014 00000348 seszion .. done loading confiquration file “configuration_name ichg’
2180607 13:30:14 00000348 The previous meszage has been repeated 2 times.
20180607 12:30:14  000003F2 zession: default log file size limit iz 4194304 byles
20180807 123014 00000244 Logong stopped.

Creating a CHARON VM using an existing configuration file

It is also possible to use an existing configuration file for creating a CHARON Virtual Machine.

Open the CHARON Virtual Machines Manager (see above) and press the "Add Existing VM" button:
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WM Control | ¥M Configuration | Host Information & Utilities |
CHARDM Vitual Machines
- JlL KIRILL [this host) Welcome to the Stromasys CHARON Yirtual Machine Manager!
To continue, select a virtual machine [VM]) from the list, create a new virtual
machine, or add an existing virtual machine.
To create a new virtual machine, use the <Create YM from Template> button to
choose one of the VM templates provided.
To add an existing virtual machine to the CHARON Virtual Machine Manager, use
the <Add Existing YM> button to provide the configuration file of an existing VM.
Create VM from Templste Add Esasting Vi Update Vi List

In the appearing dialog select the target configuration file by pressing the "Browse" button:

Create Virtual Machine from a Configuration File SR 0 e e ]

Virtual Machine name:

Home dreckary:

Select the configuration file and press the "Open" button:
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@ | 0 » Computer » Kl (C:) » Dev » test » v|~l’-1-:|:°':.'.f:"!r.'.' 3
Organize »  New folder = 0l @
fr Favarites - Hame - Drate moddfed - Type Size
B Desktop I Logs 05,04 2016 3:45 File foldes
i Dovwnloads 2 esdl.cfg 14.01.2016 14:53 CFG File 12 KB
iF Dropbex L0 w3kl 98 cfg 19.08.2015 14:35 LCFG File 12 KB
& RecentPlaces | 2] wetic108.cfg 14122015 13:39 CFG File 16 KB
3 wfikG20.cfg 20082015 17:00 CFG Fele T KB
4 Libraries
* Documents 5
&' Music
= Prctures
7 Subversion
B videes
1 Compiter
&L waill ()
L@ nikolaey (Vimscn
File pame: 3kl 98.2fg - [ﬁhmnﬂunﬁgurabun file {"v:f: '..
[ Spen ] Cancel !

Never select a configuration file template provided in the Charon installation folder as these files could be overwritten with patching.

Enter the CHARON Virtual Machine name and note the Home Directory for this VM, it will be used by default for storing logs, virtual disk images, toy and
container files if no path is specified in the configuration file.

Press the "Create" button:

Create Virtual Machine frem a Configuration File |

Configuration File:

| mv3k198.cfg Browse. .. I

Virtual Machine name:

| My_MicroVAX[E100

Home directory:
C:\Devitest)

Create Cancel I

The CHARON Virtual Machines Manager will report the VM has been created successfully:
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ServiceManager m

g ii CHAROM Virtual Machine created successfully.

oK

It will then appear in the left pane:

o My _MicroVAX3100 - CHARON VM Manager

VM Control | VM Configuration | Hest Information & Utilities |

CHAROM Yinual Machine Staluz Stopped
= EIRILL [this host) Diate: | Message ID: | Message test:
O My_MicroVaX3100 2018-06-07 13:34:21 00000249  Loggmng started.

2018-06-07 13:34:21 00000345  sessior: loading builtin configuration "Microbiai_3100_Model 96"
2018-06-07 13:34:21 00000346  sessior: ... done boading builk-in configuration "Micrabax_3100_Modsl_96"
2018-06-07 13:34:21 00000344  session: loading configuration file “myv3k198.cfg™...

2018-06-07 13:34:21 00000348 segzion; ... done boading configuration file "'mre 3k 198 cfg™

2018-06-07 133427 00000244  Loggng stopped.

Running a CHARON Virtual Machine

Select the target CHARON VM in the left pane and press the "Start" button:
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My MV3600 - CHARON VM Manager

¥M Control I\I"H Configuration | Host Information & Utilities |

CHAROM Virusl Machine Staluz Stopped
E-B KIRILL (ihis host) Date: | Message ID: | Message text
—E 20180607 13,37:32 00000249 Logging started.

20180607 13:37:32 00000345 zezsion loading builtin configuration "MicralE>_3800",.,
20180607 13:37:32 00000346 session: ... done leading built-in configuration “MiciaWax_ 600"
20180607 13:37:32 00000348 seasion loading configueation file "C \Program Fles\CHARDOM\Vitual Machines\by MW 3800wy 3kE. cig™
2M806-07 1237:32 00000344  The previous message has been repeated 2 limes.
2018-06-07 123732  000003AB seggion ... done loading configuration file “configuration_name. icig™
2018-06-07 13.37:32  000003AR The previous message has been repeated 2 times,
20180607 13:37:32  000003F2 zession: default log file size limit i 4154304 bytes
20M806-07 13:37:32 00000244 Logging stapped.
< >

Create VM from Template | Add Existing M UpdsteVMList | Stat | Sioc | FemovevM | EditConiigwetion | UpdsteLog | DispleyLog | Srowtonoie

CHARON Virtual Machines Manager will display the execution log:
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_ My MV3600 - CHARGN VM Manager

CHARON Virtusl Maching

VM Control | VM Configuration | Host Information & Utilities |

E1-EL KIRILL (this host)
I My _MV3G00

Create VM from Template

Add Existing VM

Stalus: Started
Diate: | Message|D: | Message test
201806-07 13:39:37 00000249 Logging started.
20180607 133337 00000345 session: leading built-in configuration "Micrahiax_3800",.,
20180807 13:32:37 00000346 session: ... done leading built-in configuration “'MicioWax_ 600"
20180607 13:39:37 00000347 segsion loading service conliguation "My MW3IE00"
2M806-07 1233:37 00000348 segsiore . done Inading service configuatan My kY3600
201806-07 123937 00000348  sessionc loadng configusation file “'C:\Program FlesA\CHAROM Wirtual Machines\My_My 3800wy 3kE. cig™
2018-06-07 133937 00000348  The previous message has been repeated 2 times,
201806-07 13:33:37 00000348 zesson ... done loading configuration file “configuration_name. icfg™
201806-07 13:33:37 00000348 The previous message has been repeated 2 times.
201806-07 13:39:37  000003F2 session default log file size imit iz 4134304 bytes
201806-07 13:39:37 00000328 Start request received,
201806-07 13:39:37  000D0ZAC  sessionc process affinity iz D0D0D00000DOOOFE, spstem affinity is 00000000000000FF
201806-07 13:39:37 00000301 session 10 domain affinity iz D000000000000003, CPU domain affinity is 00000000000000FC
201806-07 13:39:37  000D024D Checking the avalable fcense key "'1422726238",
20180607 13:39:37 00000240 The previous message has been iepeated 26 times.
201806-07 13:39:38 00000408 CHARDMN VA [Microv/ax 3600, V 4.9 B 19401, May 10 2018 / 000.msc. test center nikolsey / 19181541
20158-06-07 13:39:38 00000336 The end uzer of thiz saftware has agreed to STROMASYS' Temns and Conditions for Saftwase License anc
201806-07 13:39:38 00000057 05 Erwironment: Microsoft Windows 10 Pro, 64-bit (Build 17134)
201206-07 13:39:38 00000058 Host CPU:  IntellR] =2on(R) CPU E31275 @ 3 40GHz 8.
201506-07 13:39:38 00000033 Host Memory:  24320Mb
201506-07 13:39:38  0000041F Configuration durp::
201806-07 13:39:38  0000041F . $ession;
201806-07 13:39:38  0000041F . . configuration_name = "My_MMy3E00"
201806-07 13:39:38  0000041F . . log_method = “append™
20180607 13:33:38 000004718 SSC: Mullibedia Timer conection is enabled,
20180607 13:33:39 00000001 CPU: The ACE opfion iz omilted: ensble ACE a3 license defaul,
20180607 13:39:39 000001 33 Advanced CPU Emulation [ACE] enabled.
201806-07 13:33:39  0000032C Uy IE00'" started.
201806-07 13:39:39 00000419 0F&0; Connected. Remote 127.0.0.1:61468.
£ >
Update i List | Start I Stop | Remove Vid Edit Configur sticr: Update Log | DisplapLog | Show Conscle

o Note the color meaning:

Colors

Red

Light blue

Light yellow

Purple

Meaning Example

Error Thisisanerror message
Warning This is a warning message

Information This is an informational message

Begin/End Begin/End
of the Windows

system log

The console of this particular CHARON VM will then appear (if defined in the configuration file):
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Depending on settings, Windows may display a Firewall warning dialog asking to confirm CHARON access to different networks.

W Windews Security Alert

G Windows Firewall has blocked some features of this program

weindowes Firesal has blocked some features of Charon-axF, AlphaSeryer 0S20 emulsbor on sl
public, pereate and domain netwoeks.

Bame: Charon-AP, AlphaServer DE20 emulstor
Pubdkshir: STROMASYS SA
Path: Ciprogram fles|charonibulld 17101 084 ds20. 0

Allowy Charon-A3F, AlphaServer D520 amulator bo cormmunicate an these netsorks:
o | Doormsin nstweorks, such &5 & workplaos netwaork:

o | Priviabe networks, such as my home or work nebwork:

+ | Public networks, such &2 thoss in sinports and coffes dhops (not recommendad
bescasse these networks often have Rtk or no seouncy)

Allow access | | Cancel

£

Check the desired options and press the "Allow access" button.

If you closed the CHARON VM console, it is always possible to re-open it by pressing the "Show Console" button:

Update Log Dizplay Log | | Show Conzole

o Closing the console will not stop the CHARON Virtual Machine
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Stopping a CHARON Virtual Machine

l_ Note: before stopping the virtual machine from the CHARON Virtual Machines Manager, a clean shutdown of the operating system running on the VM
has to be performed.

Select the target CHARON VM in the left pane and press the "Stop" button. A dialog will appear to confirm, select "Yes" to continue to stop the VM:

My MV3G00 - CHARON VM Manager

VM Control | vM Configuration | Host Information & Utilities |

CHAROH Virlusl Machine Stslus Started
- KIRILL (this host) Date: | MessageD: | Message text:
- My_MY3600] 20120607 13,39:37 00000249 Logging stated.

20180607 13:35:37 00000345 gession: loading builkin configuration "Micra\iax_3600",.,

2018-08-07 13:39:37 00000346 sesgon . done loading builtin eonfiguration "'MicioWiax_3600"

2018-06-07 13:39:37  0O0D03AT segsior lnading service configuration "My kY3600

2018-06-07 12:39:37 00000348 segsiore ... done loading service configuration My 3600

201806-07 123937 00000348  sessionc loadng configusation file “'C:\Program FlesA\CHAROM Wirtual Machines\My_My 3800wy 3kE. cig™
2018-06-07 1233337 00000348 The previous message has been repeated 2 times,

201806-07 13:33:37 00000348 zesson ... done loading configuration file “configuration_name. icfg™

2018-06-07 133537 000003AR The previous message has been repeated 2 tmes.

201806-07 13:39:37  000003F2 segsion default log file size limit iz 4134304 bytes

201806-07 13:39:37 00000328 Start request received,

201806-07 13:39:37  000D03AC  session: process affinity iz 00D0D00O000D0C0FF, spstem affinity is 00000000000000FF

201806-07 13:39:37 00000301 session 10 domain affinity iz D000000000000003, CPU domain affinity is 00000000000000FC
20180607 13:39:37 00000240 Checking the avalable icense key ''1422726238"

20180607 13:39:37 00000240 The previous message has been iepeated 26 times.

201806-07 13:33:38 00000408 CHARDOMN VA [Microh/ax 3600), V 4.9 B 19401, May 102018 / 000 msc. test center nikolsey / 19181541
2018-06-07 13:39:38 00000336 The end uzer of thiz software has agreed to STROMASYS' Temns and Conditions for Softwase Licenze anc
201806-07 13:39:38 00000057 05 Erwironment: Microsoft \Windows 10 Pro, 64-bit (Build 17134)

201806-07 13:39:38 00000058 Host CPU:  IntellR] Xeon(R) CPU E31275 @ 3 40GHz «8.

201506-07 13:39:38 00000033 Host Memory:  24320Mb

201806-07 13:39:38  0000041F Configusation dump::

201806-07 13:39:38  0000041F . session;

201806-07 13:39:38  0000041F . . coniguration_name = "My_MMy3E00"

201806-07 13:39:38  0000041F .. log_method = "append"”

20180607 13:33:38 000004718 SSC: MuliMadia Timer camection is enabled,

20180807 13:33:39 00000001 CPU: The ACE opfion is omitted; ensble ACE as license default,

20180607 13:39:39 000001 33 Advanced CPU Emulation [ACE] enabled.

201806-07 13:33:339  0000032C y_MWIE00" started.

201506-07 13:39:39 00000419 0F&0; Connected. Remote 127.0.0.1:61468.

Create VM lrom Template Add Esisting WM Update Vi List | Start I Stop | Remove Wid Edit Configus stian Update Log Display Log Show Console

Removing a CHARON Virtual Machine

To remove a CHARON VM, select it and press the "Remove VM" button:
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_ My MV3600 - CHARGN VM Manager

VM Control | VM Configuration | Host Information & Utilities |

CHAROM Wirtual Maching Status: Started

E1-E KIRILL (this host) Diate: Message |D: | Message text
) 20180607 133937 00000249 Logging started.
20180607 13,3337 00000345 zession: loading built-in configuration "Micrahiax_3800",.,
20180807 13:32:37 00000346 session: ... done leading built-in configuration “'MicioWax_ 600"
20180607 13:39:37 00000347 segsion loading service conliguation "My MW3IE00"
2M806-07 1233:37 00000348 segsiore . done Inading service configuatan My kY3600
201806-07 123937 00000348  sessionc loadng configusation file “'C:\Program FlesA\CHAROM Wirtual Machines\My_My 3800wy 3kE. cig™
2018-06-07 133937 00000348  The previous message has been repeated 2 times,
201806-07 13:33:37 00000348 zesson ... done loading configuration file “configuration_name. icfg™
201806-07 13:33:37 00000348 The previous message has been repeated 2 times.
201806-07 13:39:37  000003F2 session default log file size imit iz 4134304 bytes
201806-07 13:39:37 00000328 Start request received,
201806-07 13:39:37  000D0ZAC  sessionc process affinity iz D0D0D00000DOOOFE, spstem affinity is 00000000000000FF
201806-07 13:39:37 00000301 session 10 domain affinity iz D000000000000003, CPU domain affinity is 00000000000000FC
200180807 13:3%:37 00000240 Checking the avalable fcense key ''1422726238"
2M806-07 13:33:37 00000240 The previous message has been iepeated 26 times.
201806-07 13:39:38 00000408 CHARDMN VA [Microv/ax 3600, V 4.9 B 19401, May 10 2018 / 000.msc. test center nikolsey / 19181541
20158-06-07 13:39:38 00000336 The end uzer of thiz saftware has agreed to STROMASYS' Temns and Conditions for Saftwase License anc
201806-07 13:39:38 00000057 05 Erwironment: Microsoft Windows 10 Pro, 64-bit (Build 17134)
201206-07 13:39:38 00000058 Host CPU:  IntellR] =2on(R) CPU E31275 @ 3 40GHz 8.
201506-07 13:39:38 00000033 Host Memory:  24320Mb
201506-07 13:39:38  0000041F Configuration durp::
201806-07 13:39:38  0000041F . $ession;
201806-07 13:39:38  0000041F . . configuration_name = "My_MMy3E00"
201806-07 13:39:35  DODDD41F .. log_method = "append”
20180607 13:32:38 00000418 S5C: MultiMedia Tinver comection iz enabled,
20180607 13:33:39 00000001 CPU: The ACE opfion iz omilted: ensble ACE a3 license defaul,
20180607 13:39:39 000001 33 Advanced CPU Emulation [ACE] enabled.
201806-07 13:33:39  0000032C "My _MW3I500" started.
201806-07 13:39:39 00000419 0F&0; Connected. Remote 127.0.0.1:61468.

Create VM from Template Add Ewisting WM Update Vi List | Start [ Step | Remove Wid Edit Corfigue stion I Undatel.og] Display Log | Show Conscle

I, The Virtual machine has to be stopped before removing it (see Stopping a CHARON Virtual Machine chapter above)

A confirmation dialog will be displayed:

[ Remove Virtual Machine Dialog =

CHAROH Yirtual Machine name:

IMy_MVSEEIEI

Remove Cancel |

Press the "Remove" button and confirm the CHARON VM removal by pressing the "Yes" button:

| serviceManager Tz

i@ Do you really want to remove the selected virtual machine?

Yes MNe
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Modifying a CHARON Virtual Machine

Select the target CHARON VM and switch to the "VM Configuration" tab to see its features:

My MV3G00 - CHARON VM Manager

WM Control VM Configuration | Hast Information & Utilities |

The Home directory contains the virtual machine configuration file and is the default location for the following components of this
virtual machine:

- ¥irtual machine log file[s];

- Virtual machine ROM, V¥Disk(s] and other data.

Hame directory: |E:\P'Fu-gr¥n Files\CHARONWintual Machines\My_MV3600% Explore,. | Create Vitual Disk

Press the <Edit Configuration File> button to edit the configuration file using the Notepad editor.
Modify the configuration to accurately reflect the features of the system to be emulated.
Press the <Apply> button to confirm the virtual machine configuration file changes.

Condiguration fe: FW:*E-CEI Edit Configuration File 1

Services are set to manual start by default. Automatic start at boot can be enabled after
successfully testing the configuration. You can change this setting below.

Statup type: | Manual =l

By default, virtual machine is created with the latest CHARON executable image version
installed on the system. To change the version of the executable image for the VM:
choose the desired executable image from the list box below, press the {Apply> button, restart the VM.

Executable: [CHARONVEX, 4.9.19401 =] Apply ]

Using this dialog it is possible to:

Explore the Home Directory of the CHARON VM.

Create virtual disks by pressing the "Create Virtual Disks" button.
Edit the CHARON VM configuration file.

Change the startup mode.

Select the CHARON version used for this Virtual Machine.

Exploring CHARON Virtual Machine Home Directory

Press the "Explore" button to open up a Windows Explorer window showing the content of the selected CHARON VM home folder:

The Home directory contains the virtual machine configuration file and is the default location for the following components of this
virtual machine:

- Virtual machine log file[s];

- Virtual machine ROM, VDisk[s] and other data.

Home directony: |C:'\nglan Files\CHARDM Wirtual MachinesiMy_ Y 3E00Y I Explare... l Create Vitual Disk

o This content includes the CHARON VM configuration file and may also include virtual disks and tapes images, logs, ROM files, etc.
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Making a new virtual disk

It is very convenient to use the "Create Virtual Disk" button to create empty disk images in the CHARON VM Home Directory:

The Home directory contains the virtual machine configuration file and is the default location for the following components of this
virtual machine:

- ¥irtual machine log file[s];

- ¥irtual machine ROM, ¥Disk([s] and other data.

Home directorny: C:\Pragram Files\CHARD N Y irtual MachinesyMyp_ MY 36004 Explare... I Create ‘irtual Disk

The MkDisk utility will be called for this operation:

o MEDISE

File Help

stromasys
J@:}?‘? engineered solutions

Dk Image generator hor ‘Windows

|&.II contioliers ...'.J
|‘5-:I':c' Disk Type _:J
|

— Digk Propesties-

see [ [ MNumberofblocks [
Sectors | Blocksie: il

({018 I Cutton Dk | EMHM..J

WWW.STROMASYS.COM

Refer to the "Utilities" section of this User's Guide for more information about the MkDisk utility.

CHARON Virtual Machine configuration file

Press the "Edit Configuration file" button:

Press the <Edit Configuration File> button to edit the configuration file using the Notepad editor.
Modify the configuration to accurately reflect the features of the system to be emulated.
Press the <Apply> button to confirm the virtual machine configuration file changes.

Configuration file: mv3k196.cfg E dit Configuration File
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Alternatively it is possible to select the target CHARON VM and press the "Edit Configuration" button:

o My _MV3E00 - CHARON VM Manager

CHAROM Virtual Machine

WM Control | vM Configuration | Host Information & Utilities |

Staluz: Stopped

B KIRILL (this host)

el 4y MV3500

Create Vi from Template

Add Existing Vi

Drate: | Mezzage 10: | hessage bexl: ~

201806-07 13:39:37 00000346 session: ... done loading builkin configuration "Micialii<_3600"

20180607 13,3337 00000347 session: loading service configuation "My MW3E00"..,

20180607 13:33:37 00000348 sesson .. done loading serice configuabon “ky_My 800"

201806-07 12:39:37 00000348  seesion loading conligurstion file "C:\Program Fles\CHARDMN Virtual Machines\My_ My IB00\mv3KE.c

20180607 13:33:37 00000348 The previous mezsage has been iepeated 2 limes.

20180607 123337 000003AR sexsiore . done lnading confiqueation file “configuration_name. ichg”

2018-06-07 13:39:37  000003AR The previous message has been repeated 2 times,

201806-07 13:39:37  000003F2 segson default log file size limit iz 4134304 bytes

201806-07 13:39:37 00000328 Start request recemved,

201806-07 13:39:37  000003AC  session: process affinity iz 0000000000D000FF , system affinity is 00000000000000FF

201806-07 13:39:37 00000301 sesgzon: |0 domain affinity is 0000000000000003, CPU domain affnity is 00000000000000FC

201806-07 13:39:37 00000240 Checking the avalable icense key "'1422726238",

201806-07 13:39:37  0000024D The previous message has been repeated 26 times.

20180607 13:39:38 00000408 CHAR DM A& [Mecrodiéx 3600), Y 4.9 B 19401, May 10 2018 / 000 mzc. test center, nikolsey / 19181

2018-08-07 13:39:38 00000338 The end user of thiz saftware has agreed to STROMASYS' Temme and Conditions for Softwase License

201806-07 1339:38 00000057 05 Ervitonment: Mictasall \Windows 10 Pro, 54-bil [Build 17134).

201806-07 13:39:38  000D0ODSS Host CPU:  Intel[R] Xeon(R) CPU E31275 @ 3 40GHz 8.

201806-07 13:39:38 00000053 Host Memory:  24320Mb

2018-06-07 133938 DO0D041F Configuration durnp::

201806-07 13:39:38  0000041F . $EsTion;

201806-07 13:39:38  0000041F . . configuration_name = "My_ky 3600

201806-07 13:39:38  0000041F .. log_method = “append"”

201806-07 13:39:38 00000418 55C: Multitdedia Timer comection is enabled,

201806-07 13:39:35 00000001 CPU: The ACE oplion is omitted; enable ACE as license defaudt,

2018-08-07 13:39:39 000D0133 Advanced CPU Emulation [ACE) ensbled.

20180607 13:33:39  0000D032C My MY IE00" shacked,

201806-07 13:39:39 00000419 OPAD: Connected. Remote 127.0.0.1:61468,

20180607 13:44:13 00000320 "Miceaiesd 3500 stop request received

20180607 13:44:13 00000240 Licenzing component received stop request.

201506-07 13:4413  0000032E Stopped.

201806-07 13:44:13 00000244, Logging stopped. w

< >
Update Vi List Start 5op | Remove /i Edit Configur stion Update Log | Displaglog | Show Consale

The configuration file specifies all the settings of the CHARON VM. This will be discussed in the next chapter.

CHARON Virtual Machine startup mode

By default, the CHARON VM startup mode is set to "Manual" meaning a user has to start the CHARON VM manually using the CHARON Virtual
Machines Manager after a host reboot. If the CHARON VM has to start automatically, select the "Automatic" option.

I, Setting the mode to "Automatic" will only start the CHARON VM, it will not boot the operating system. This part will be discussed in the next chapter.

Select the CHARON VM startup behavior in the "Startup type" drop down list:

Services are set to manual start by default. Automatic start at boot can be enabled after
successfully testing the configuration. You can change this setting below.

Startup type:

© Stromasys, 2019

IManuaI

46/ 325




Document number: 30-16-078-002

CHARON version to be used for CHARON VM

The CHARON installation procedure allows several versions of CHARON to be installed on the host at the same time (V4.8 and later only). This option
can be used for testing.

I, If a patch has been applied to a specific version, only the patched version will appear, not the vanilla one. If you need to rollback to a vanilla version,
please uninstall the patch according to the documentation provided with the patch.

Select the target CHARON version from the "Executable" drop-down list and press the "Apply" button:
By default, virtual machine is created with the latest CHARON executable image version

installed on the system. To change the version of the executable image for the VM:
choose the desired executable image from the list box below, press the <Apply> button, restart the VM.

Executable; |EHAF|DN-\I.-‘-'«><, 4.9.19401 ;] Apply

Service functions

Additional functionalities are available and described below:

Function Description
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Update
Log

Display
Log

The CHARON Virtual Machines Manager updates the displayed log every 5 minutes and displays up to 1024 lines by default. It can be

changed in the "Settings" dialog of the program system menu.

Right click on top of the CHARON Virtual Machines Manager window and select "Settings":

Restore

Move
oize
= Minimize
o Maximize
x Close Alt+F4
About CHARON VM Management ...
Settings

Exit

chines root folder.
e directory.

In the appearing dialog you can change the interval:

Settings Dialog

~Log update interval -

Mumber of minutes (1.. 1440): | g

r~Mumber of ines to dsplay
Specify number from 256 to 32768 (set to 0 for urdmited): |1E|'24

W Tuen ON filter for CHAROM Debug mesages

O Cancel |

If it is required to see most up-to-date version of the log, press the "Update Log" button.

Available from the VM control tab, bottom right.

Creates a separate window containing the selected CHARON VM log
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Show Available from the VM control tab, bottom right, and if the VM is running.
Console
Opens the selected CHARON VM console if it has been closed

Running CHARON utilities

Select the "Host Information & Ultilities" tab to get a quick access to the CHARON utilities:

My MV3G00 - CHARON VM Manager

VM Control | VM Configuration Host Information & Utilities

The list of CHARON emulstors:

CHARON V&, 4913400
Weod G000 Model BB0, Wi 6000 Model 650, W&k 6000 Model 640, V& 6000 Model 630, Wk G000 Model 620, Wiax B000 Model 610, “AX E000 Model 310,
Wil 4000 Model 705, il 4000 Modsl 700, VAX 4000 Model 108, Wax 4000 Madel 106, Vakstation 4000 Model 90, Vikserver 3900 [512MB RAM extension], Vserver 3930012
Wakserver 3900, Varzerver J600 [512MB Rab extension], ViaXserver 3600 [128ME RAM exension], Védiserver 3600, MicraViaix |1, MicroWiéi 3300, MicroViex! 3600,
Micioiai 3100 Model 98, Microba 3100 Model 36

The list of most recent installed components and tools:

Sentinel HASP Run-Time environment version: 7.80078022.1

HASF License Details application (hasp_view]v. 1.28

License Update tool (hasp_rus] v. 7.3

Metwork Contial Center application [netdiag] v. 1.52

CHARDON dewice check application [dewcheck] v. 1.4

Virtual Disk tool (mkdskwin) v, 219

£ >

l Sentinel Admin Control Center HASP Licenze Detailz Licenze Update Tool Metwork Control Center Device Check Tool Wirual Digk Tool

These utilities are described below:

Button Description

Sentinel Admin Control Center = Used to view CHARON licenses and manage them.

HASP License Details Used to display the CHARON license content.

License Update Tool Used to manage the CHARON licenses, collect the host system fingerprint.

Network Control Center Used to configure the CHARON network.

Device check tool Used to review the system resources that can be mapped to CHARON.

Virtual Disk Toool GUI-based utility used to create custom or standard CHARON virtual disk containers.
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CHARON-VAX and CHARON-PDP for Windows configuration

Table of Contents

Creation of CHARON VM configuration
VAX/PDP11 model specification
Configuration name
Log file parameters
® Rotating log (default)
® Single log
TOY, ROM and EEPROM containers
KW11 timer
ACE mode
Emulated memory (RAM) size
Console
® Mapping to system resources
® Exit on pressing F6 button
® Disk subsystem
® MSCP disk controllers (RQDX3, KDB50, KDM70)
® SCSil controller NCR53C94
® Tape subsystem
® TQK50 controller
® TUKS50 controller
Serial Lines
Networking
Auto boot
Host load balance for SMP systems

Creation of CHARON VM configuration

When a CHARON Virtual Machine (VM) is created from a template using the CHARON Virtual Machines Manager, it has to be updated to meet the
desired configuration.

This configuration is represented as a text file ("configuration file") containing some specific keywords to define the main settings such as amount of
memory, number of CPUs, peripheral devices as well as specifics of CHARON VM executions such as name of VM log file, number of host CPUs used for
emulation, etc.

To change the configuration file, open the CHARON Virtual Machines Manager from its shortcut on Desktop / Start menu or from the tray menu item,
select the target CHARON VM and press the "Edit Configuration" button:
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_ My MV3600 - CHARGN VM Manager

VM Control | VM Configuration | Host Information & Utilities |

CHAROM Virusl Machine Staluz Stopped
& KIRILL (this host) Date: | MessagelD: | Message test: A
- 20180607 13,3937 00000346 session .. done loading builtin configuration “Miciohi:_3600"

20180607 133337 00000347 session loading service configuration "My My 3600",.,

20180607 13:39:37 00000348 segsion ... done loading service configuation "My_My'3600"

20180607 13:33:37 00000348 segsion loading configuration file "C \Progiam Fles\CHAROM\Vitual M achines\bMy MW 3800w 3kE. o
20806-07 123337 00000344  The previous message has been repeated 2 limes.

2018-06-07 1239:37  000003AB seggion ... done loading configuration file “configuration_name. icig™

2018-06-07 13.39:37  000003AR The previous message has been repeated 2 bmes,

201806-07 13:39:37  000003F2 session default log file size limit iz 4134304 bytes

201806-07 13:39:37 00000328 Start request recemved,

201806-07 13:39:37  000003AC  sessionc process affinity i 00000000000000FF , system affinity is 00000000000000FF

201806-07 13:39:37 00000301 seggion: |0 domain affinity is 0000000000000003, CPU domain affeity is 00000000000000FC
201806-07 13:39:37  000D024D  Checking the avalable izense key '"1422726238",

20180607 133337 00000240 The previous messags has been repeated 26 times,

20180807 13:33:32  000D0408 CHARDMA&X [MicrahA 3E00). WV 4.9 B 19407, Map 1002018 7 000, mec. test.center nikolaey / 19181
20180607 13:39:38 00000336 The end use: of thiz solware has agieed to STROMASYS' Temmes and Conditions for Saftwane License
20180607 13:33:38 00000037 05 Ervitonment: Mictasaft Windaws 10 Pra, 64-bit (Build 17134).

201806-07 13:33:38 00000038  Host CPU:  Intel(R] Xeon(R) CPU E31275 @ 3 40GHz 8.

201806-07 13:39:38 000000533 Host Memory:  24320Mb

201206-07 13:39:38  0000041F Corifiguration dunp::

201806-07 13:39:38  0000041F . session:

201506-07 13:39:38  0000041F . . conliguration_name = "My_ky 3600

201806-07 13:39:38  0000041F . . log_method = “append"”

201806-07 13:39:38 00000418 S5C: MuliMedia Timer comection is enabled,

201806-07 13:39:39 00000001 CPU: The ACE oplion is omitted: enable ACE as license default,

20180607 13:33:39 00000733 Advanced CPU Emulation [ACE] enabled.

20180607 13:33:39  0000032C "y MW IEO0" shacked.

201806-07 13:39:39 00000419 OPAD: Connected Remaote 127.0.0.1:61468.

208-06-07 124413 00000320 “Miciohisd 3600 stop request received

2018-06-07 12:44:13 00000240 Licenzing comparent recerved stop request,

201506-07 13:4413  0000032E Stopped,

201806-07 12:4413 00000248  Logging stopped.

< >

Create VM fiom Template | Add Existing YM UpdetevMiist | Stat | i | RemovevM | EdtConfigwelion | Updatelog | DisplayLog | Srouonce
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Notepad will be used to edit the configuration file:

ifg - Notepad

File Edit Formnat View Help

[ A
§ Copyright (C) 1955-2016 STROMASYS

4 All rights reserved.

£

# The scftware contained on this media 13 propristary to and embodies

¥ the confidential technology of ATROMASYS. Possession, use, duplication,

§ or dissemination of the software and media is authorized only pursuant

§ to a valid written license from STRCMASYS.

E

¥

$ Sample configuration file for MicroVAX 3600.

£

) S O S S e S S SR e G S p———————
set session hw model = MicroVaX 3600

§ et e S
#

# Choose a name for the instance, if needed, to differentiate it among other
# instances running on the sams host.

4

B o s e o o o T T
include configuration name.icfg

‘ ---------------------------------------
kS

# Use the following commands to disable the rotating LOG files and enable

# a single LOG file. Select either append or overwrite (for sach time the

§ instance starts) and specify desired log path and file name.

$

e e e e e s
s=t session log method = append

$§s=2t session log method = overwrite

fset session leg = MicroVAX 3600.leg

b 4 = T
i

§ The following line tells the emulator where to preserve NVEAM content.

4 The file maintains the current time of the emulated VAX (when it is not

4 running) and other conscle parameters (such as default boot device).

#
T T L Sy DSy ares
$s2t toy container="charon.dat" w

VAX/PDP11 model specification

The first configuration statement is the specification of the exact VAX/PDP11 hardware model to emulate, for example:

set session hw_nodel = M croVAX 3600

You must leave this line untouched.

ﬁ If you create the CHARON VM configuration file from scratch, it must be the very first uncommented line in the configuration file.
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Configuration name

The next configuration statement is the "Configuration name" option. If the virtual machine has been created using an existing template, the configuration
name is defined in the configuration_name.icfg file otherwise it is defined directly in the configuration file using the "set session configuration_name =
<...>" syntax:

include configuration_nane.icfg

Notes:

® The configuration name is reported in the log file and is used to set the log file name for rotating log (see explanations further).

® Changing the configuration name in the "configuration_name.icfg" file does not change the name of the virtual machine at Virtual Machines
Manager level.

® The "configuration_name.icfg" file can be found in the home directiory of the VM. Select the target VM, open "VM Configuration" tab and press
"Explore" button.

The configuration name can be any label that is meaningful.

Example:

set session configuration_name = My_VAX

It is possible to specify a configuration name containing spaces, in this case use quotation marks:

set session configuration_nanme = "My VAX'

Log file parameters

The execution of a CHARON VM creates one log file or a set of log files reflecting the progress of its start-up and ongoing operation: start and end time of
execution, system information, license and configuration details, warnings, reports on problems that may occur, etc. In case of problems with either the
running CHARON VM or the emulated system configuration (such as the absence or malfunction of certain devices), the log file is the primary source to
be analyzed for troubleshooting.

o If it becomes necessary to contact Stromasys for support, the configuration and log files will be requested to begin the problem resolution.

Here is an example of a CHARON VM log file:

20180607: 133937: | NFO : 0: 00000249: et hane. cxx(9010) : Loggi ng started.

20180607: 133937: | NFO : 0: 000003A5: et hane. cxx( 131): session: loading built-in configuration "M croVAX 3600". ..
20180607: 133937: | NFO : 0: 000003A6: et hane. cxx( 163): session: ... done loading built-in configuration

"M cr oVAX_3600"

20180607: 133937: | NFO : 0: 000003A7: et hane. cxx( 321): session: |oading service configuration "M/_MW3600"...

o

20180607: 133937: | NFO : 0: 000003A8: et hane. cxx( 356): session: ... done |oading service configuration "M_MW3600"
20180607: 133937: | NFO : 0: 000003AA: et hane. cxx( 404): session: |oading configuration file "C: \Program

Fi | es\ CHARON\ Vi rtual Machi nes\ My_Mv3600\ nv3k6. cfg". ..

The previ ous nessage has been repeated 2 tines.

20180607: 133937: | NFO : 0: 000003AB: et hane. cxx( 579): session: ... done |oading configuration file
"configuration_nane.icfg"

The previous nmessage has been repeated 2 tines.

20180607: 133937: I NFO : 0: 000003F2: sesngr. cxx(1410): session: default log file size limt is 4194304 bytes
20180607: 133937: I NFO : 0: 0000032B: et hane. cxx(2694): Start request received.

20180607: 133937: | NFO : 0: 000003AC: et hane. cxx( 805): session: process affinity is 00000000000000FF, system
affinity is 00000000000000FF

20180607: 133937: | NFO : 0: 000003D1: et hane. cxx(1463): session: |/O donain affinity is 0000000000000003, CPU domain
affinity is 00000000000000FC

20180607: 133937: | NFO : 0: 0000024D: | i censenman(1823): Checking the available |icense key "1422726238".

The previous nmessage has been repeated 26 tines.

20180607: 133938: | NFO : 0: 00000408: et hane. cxx(2867): CHARON- VAX (M croVAX 3600), V 4.9 B 19402, May 10 2018 /

000. nsc. test. center.ni kol aev / 1918154109

20180607: 133938: | NFO : 0: 00000336: et hane. cxx(2908): The end user of this software has agreed to STROVASYS Terns
and Conditions for Software License and Limted Warranty, as described at: http://ww. stronasys. conl pub/ doc/ 30-

o
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17- 033. pdf

20180607: 133938: | NFO

17134).

20180607: 133938: | NFO

20180607: 133938: | NFO

20180607: 133938: | NFO
sessi on:

: 0: 00000097: et hane.

: 0: 00000098: et hane.
: 0: 00000099: et hane.
: 0: 0000041F: et hane.

configuration_nane = "M/_M3600"
| og_nethod = "append"

cxx(2987):

cxx(2992):
cxx(2997):
cxx(3223):

| og_l ocal e = "English"

| og_show _nessages = "al | "
. log_repeat_filter = "on"
cdal

mm tiner_correction_disable = "fal se"
| PR

mm tiner_correction_disable = "fal se"
RAM

size = "16"
SSC:

cl ock_period = "20000"

mm tiner_correction_disable = "fal se"
g_bus

mm tiner_correction_disable = "fal se"

interface = "enabl ed"
UART:

line = "OPAO"

rx_done_del ay = "10000"
t x_done_del ay = "50"

tx_buffer_interval = "2000"
baud_rate = "9600"
stop_len = "1"
char _len = "8"
parity = "none"
dtr = "off"
rts = "off"
. force_character_mask = "255"
BDR:
boot = "manual "
node = "nornal "
OPAO
trace = "di sabl ed"
port = "10003"

application
20180607: 133938: | NFO
20180607: 133939: | NFO
defaul t.
20180607: 133939: | NFO
20180607: 133939: | NFO
20180607: 133939: | NFO
20180607: 134413: | NFO
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:0: 00000133:
: 0: 0000032C: et hane.
: 0: 00000419: wi nscki
: 0: 0000032D: et hane.

= "putty.exe -load OPAQ"
:0: 00000418: busenul
: 0: 00000001:

t pool .

t pool .

.cx( 188):
cxx(1374):

cxx(1606):
cxx(2730):
0.¢(2703):
cxx(2776):

CS Environnent: Mcrosoft Wndows 10 Pro,
Host CPU. Intel (R} Xeon(R) CPU E31275 @ 3. 40GHz x8.
Host Menory: 24320M
Configuration dunp::

SSC:
CPU:

Mul ti Media Tinmer correction is enabl ed.
The ACE option is omtted;

Advanced CPU Enul ation (ACE) enabl ed.
"My_MW3600" started.

OPAQ: Connected. Renpte 127.0.0.1:61468.
"M croVAX 3600" stop request received.

enabl e ACE as |icense

64-bit (Build
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20180607: 134413: | NFO : 0: 0000024D: 1 i censeman(1823): Li censi ng conmponent received stop request.
20180607: 134413: |1 NFO : 0: 0000032E: et hane. cxx(2794): St opped.
20180607: 134413: |1 NFO : 0: 0000024A: et hane. cxx(9706) : Loggi ng st opped.
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The next group of parameters defines the name of the CHARON VM log file and how the CHARON VM will use it:

set session | og_nethod = append
#set session |og_nethod = overwite
#set session log = "M croVAX_3600. | og"

Rotating log (default)

By default the CHARON utilizes a so-called "rotating log" method. This means that a new default log file is always created each time the CHARON VM
starts and if the size of the log file exceeds 64Kb (previous log files are kept).

This mode is turned on if all the log parameters above are disabled (commented out) or the "session_log" parameter is pointing to a directory rather than
to afile. If a directory is specified, the log files will be created in that directory.

The names of the rotating log files are composed as follows:

configuration_nane- YYYY- MM DD- hh- mm ss- XXXXXXXXX. | 0g

If the "Configuration name" parameter described before is omitted (commented out), the log name has the following format instead:

hw_nodel - YYYY- MM DD- hh- nm sS- XXXXXXXXX. | 0g

Note that "xxxxxxxxx" is an increasing decimal number starting from "000000000" to separate log files with the same time of creation.
I The "log" parameter, if specified, must correspond to an existing folder.

o If the path is not specified, the log file is created in the "Home directory" mentioned in the VM Configuration tab of the CHARON Virtual Machine
Manager.

Single log

Alternatively it is possible to use a single log file. Uncomment the "set session log" line and specify the desired log file name. Optionally, a path can be
added to the log file name.

o If the path is not specified, the log file is created in the "Home directory" mentioned in the VM Configuration tab of the CHARON Virtual Machine
Manager.

The log file can be extended specifying "log_method = append" (*recommended for reporting issues*) or overwritten, specifying "log_method = overwrite".

Below is a specification of a CHARON VM log file located in the "C: \ My | ogs" directory which will be appended each time the CHARON VM starts:

set session | og_nethod = append
set session log = "C:\M | ogs\ny_vax. | og"

TOY, ROM and EEPROM containers

The TOY, ROM and EEPROM containers have to be configured. Their presence depends on the VAX/PDP11 model. It is always recommended to enable
them. If a container file of the given name does not exist, starting the CHARON VM will create it.

TOY means "Time of Year". Its container records time, date and some console parameters while the CHARON VM is not running. It is highly
recommended to define and activate this container:

set toy container = "charon.dat"
The ROM container stores an intermediate state of the Flash ROM and some console parameters. It is highly recommended to define and activate this

container:

set rom contai ner = "vx4k106. ront

© Stromasys, 2019 56 /325



Document number: 30-16-078-002

EEPROM stores the NVRAM content. It is highly recommended to define and activate this container:

set eeprom contai ner = "charon. ronf

KW11 timer

PDP11/93 and PDP11/94 emulators require the KW11 system timer to be configured:

#set KWL1 frequency = 50
#set KWL1 frequency 60

Uncomment the line corresponding to the frequency used in the RSX11/RT11 systems to be migrated if needed.

ACE mode

The next setting indicates whether the CHARON VM will use the Advanced CPU Emulation (ACE) mode:

#set cpu ace_node = fal se
#set cpu ace_node = true

o Note that ACE significantly speeds up CHARON execution.
Uncomment the desired mode. ACE uses a significant amount of host memory for its normal operation. Check the host resources before enabling.

The "ace_mode" mode is license dependent, the "Charon-xx/Plus" products have ACE mode enabled by default.

Emulated memory (RAM) size

The next parameter defines the amount of host memory the CHARON VM reserves for the emulation:

#set ramsize = 32
set ramsize = 64

The amount of RAM is specified in MB. It cannot exceed or be lower than certain values specific for each VAX/PDP11 model. It is very important to keep
the listed predefined increment between possible memory values.
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The following table shows all the parameters:

Hardware Model

PDP1193

PDP1194

MicroVAX_II
MicroVAX_3600
MicroVAX_3900
VAXserver_3600
VAXserver_3900
VAXserver_3600_128
VAXserver_3900_128
MicroVAX_3100_Model_96
VAXstation_4000_Model_90
VAX_4000_Model_106
VAX_6000_Model_310
VAXserver_3600_512
VAXserver_3900_512
MicroVAX_3100_Model_98
VAX_4000_Model_108
VAX_4000_Model_700
VAX_4000_Model_705
VAX_6610

VAX_6620

VAX_6630

VAX_6640

VAX_6650

VAX_6660

It is possible to leave the RAM line commented out. In this case the model's default RAM amount is used.

Note that in some particular orders your license may restrict the maximum RAM amount of each VAX/PDP11 model.

© Stromasys, 2019

RAM size (in MB)

Min Max
2 4

2 4

1 16

16 64

16 64

16 64

16 64

32 128
32 128
16 128
16 128
16 128
32 512
32 512
32 512
16 512
16 512
64 | 512
64 | 512
128 3584
128 3584
128 3584
128 3584
128 3584
128 3584

Default

2
2
16
16
16
16
16
32
32
16
16
16
32
32
32
16
16
64
64
128
128
128
128
128
128

Increment

2
2
1,8,16
16
16
16
16
32
32
16
16
16
32
32
32
16
16
64
64
128
128
128
128
128
128
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Mapping to system resources

Console

The next step is the specification of the VAX/PDP11 console (OPAO) serial line:

#l oad physical _serial _line/chserial OPAO |ine="\\.\COM"
#l oad virtual _serial _line/chserial OPAO port=10003
load virtual _serial _line/chserial OPAO port=10003 application="putty.exe -1oad OPAD"

The goal of this configuration step is to tell the CHARON VM what host device to use as the virtual system console. The following options are available:

Option Description
physical_serial_line = Mapping to host "\.\COM<n>" physical serial line.
virtual_serial_line Mapping to an IP port of CHARON VM host.
Using this mapping it is possible to connect to the CHARON VM console and disconnect from it at any time without usage of

CHARON Virtual Machines Manager "Show Console" option.lt is also possible to start up some chosen application to connect to
the CHARON VM console IP port.

Parameter Description
port Specifies an IP port on the host to which the CHARON VM console will be mapped
application = A string specifying a name of an application to be started together with CHARON VM to provide emulation of

VAX/PDP11 console (terminal emulator)lt is assumed that this application has already been configured to use the
IP port specified by the corresponding "port" parameter

Example:

load virtual _serial _line/chserial OPAO port=10003 application="putty.exe -l oad OPA0"

In the example above, the CHARON VM uses the IP port "10003" for the VAX/PDP11 console and starts the "Putty" terminal
emulator (included in the CHARON installation kit) with the "OPAQ" saved session directing it to connect to the IP port "10003". If
the terminal emulator is closed, it is always possible to reopen it with the "Show Console" feature from the CHARON Virtual
Machines Manager.

The default setting is:

load virtual _serial _|ine/chserial OPAO port=10003 application="putty.exe -load OPAQO"
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Note that the VAX 4000 and MicroVAX 3100 models have a 4-line QUART adapter onboard, so their configuration for the console line looks a bit different:

#1 oad physical _serial _|ine/chserial TTAO line="\\.\COM"

#l oad virtual _serial _Iine/chserial TTAO port=10000

#l oad virtual _serial _line/chserial TTAO port=10000 applicati on="putty.exe -load TTAQ"
#set quart |ine[0] =TTAO

#l oad physical _serial _line/chserial TTAl |ine="\\.\COwW"

#l oad virtual _serial _line/chserial TTAl port=10001

#l oad virtual _serial _line/chserial TTAl port=10001 application="putty.exe -load TTAL"
#set quart line[1]=TTAl

#l oad physical _serial _line/chserial OPAO |ine="\\.\COwW"

#l oad virtual _serial _line/chserial OPAO port=10003

load virtual _serial _|line/chserial OPAO port=10003 application="putty.exe -load OPAO"
set quart |ine[3]=0PA0

When using the VAX 4000 and MicroVAX 3100 models, it is possible to configure up to 4 independent console lines: OPAO, TTAOQ, TTA1 and TTA2. The
main one is OPAOQ.

Note that additional parameters for the CHARON VM serial lines configuration can be added. Follow this link for details.

Exit on pressing F6 button

It is recommended to set a hot key to stop the VM from the console (when the console is accessed remotely for example):

set OPAO stop_on = F6

This line allows the CHARON VM to be stopped by pressing the "F6" key.

Disk subsystem

The disk subsystem and the mapping to the system resources can be done using the samples given in the template configuration files.
CHARON supports MSCP, DSSI, Cl and SCSI disk controllers.

The examples below are for MSCP and SCSI controllers only. DSSI controllers are discussed in details in the following section, Cl controllers - in this
section.
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MSCP disk controllers (RQDX3, KDB50, KDM70)

Below is a typical configuration sample for the MSCP disk controller RQDX3:

#load RQDX3 DUA

#set DUA container[0]="<file-name>.vdisk"

#set DUA container[1]="\\.\PhysicalDrive<N>"

#set DUA container[2]="\\.\PhysicalDrive(DevID =
XXX-XXXK-XXXK-XKKK XXX K -XXKK XXX K-XXXK>)"

#set DUA container[3]="\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
#set DUA container[4]="\.\CdRom<N>"

#set DUA container[5]="<file-name>.iso"

#set DUA container[6]="\\.\A:"

#set DUA container[7]="\.\H:"

#load RQDX3 DUB address-=...
#load RQDX3 DUC address=...

The first line ("load RQDX3 DUA") loads disk controller RQDX3 with name DUA, followed by 6 lines showing different ways of mapping to the host
resources:

®  Mapping to the file representing a physical disk of the VAX/PDP11 system (disk image).
B "<file-name>.vdisk"
These files can be created from scratch with "MkDisk" utility. Data and OS disks backups are transferred from the original system via
tapes or network and restored into these container files.

Mapping may also include the full path (recommended), for example: "C:\My disks\my_boot_disk.vdisk"

Example:

set DUA cont ai ner[ 0] ="ny_boot abl e_di sk. vdi sk"

Using compressed folders to store virtual disks and tapes is not supported

®  Mapping to physical disk.
® "\ \PhysicalDrive<N>"

I, Be careful not to destroy all the information from the disk dedicated to CHARON VM by mistake. These disks must not be formatted
by the host OS.

Example:

set DUA container[1] ="\\.\Physical Drivel"

®  Mapping to physical disk by its WWID.
B "\ \PhysicalDrive(DevID = <XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX>)"
1. Be careful not to destroy all the information from the disk dedicated to CHARON VM by mistake. These disks must not be formatted
by the host OS.

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set DUA container[2]="\\.\Physical Drive(Devl D= 6008- 05F3- 0005- 2950- BFSE- 0B86- AOC7- 0001) "

®  Mapping to iSCSI disks.
B "\ \PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iSCSI target name. LUN specifies LUN on connected iSCSI disk.

Example:
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set DUA container[3]="\\.\Physical Drive(i Scsi Target= iqgn.2008-04:iscsi.charon-target-testl,

®  Mapping to CD-ROM device.
B "\\CdRom<N>"

Example:

set DUA container[4]="\\.\CdRonD"

®  Mapping to an ISO file for reading distribution CD-ROM image.
B "<file-name>.iso"

Mapping may also include the full path (recommended), for example: "C:\My disks\vms_distributive.iso"

Example:

set DUA container[5]="vns_distributive.iso"

®  Mapping to Floppy drive.
EOMLACY

Example:

set DUA container[6] ="\\.\A"

®  Mapping to some other type of drive, for example magneto-optical drive.
BOM\A<N>"

Example:

set DUA container[6]="\\.\H"

The numbers in the square brackets represent the unit numbers associated with each container of the MSCP controller. For example, the 3rd "set DUA"
line of the configuration sample above creates disk "DUA2". The maximum unit number allowed is 9999, significantly more than the original hardware

provided.

It is possible to load several RQDX3 controllers DUB, DUC, etc. (see lines 6-7, above) by configuring specific addresses for them on the Qbus. Use the
"CONFIGURE" utility available on the VAX console to determine the addresses. Please refer to specific HP documentation for further information.

Please also refer to the HP documentation for information on placement of additional KDM70 controllers on an XMI bus (VAX 6000 models) and additional

KDB50 controllers on a Bl bus (VAX 6310).

Note that the KDM70 controller is capable of mapping to files representing tapes (tape images) and physical tape devices:

set PUA contai ner[ 600]
set PUA contai ner[ 601]

"<fil e-nane>. vt ape"
"\\ .\ TapeO"

Follow this link for details of (T)MSCP controllers configuration.
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SCSI controller NCR53C94

The VAX 4000 and MicroVAX 3100 models have an NCR53C94 SCSI controller on board for the support of different types of SCSI devices including disks
and tapes. Optionally a second controller can be added.

Below is a typical configuration template for a preloaded "PKA" NCR53C94 SCSI controller:

# Mapping to disk imge
| oad virtual _scsi _di sk pka_0 scsi_bus=pka scsi _i d=0
set pka_0 container="<file-name>. vdi sk"

# Mapping to physical disk

load virtual _scsi_di sk pka_1l scsi_bus=pka scsi _id=1

set pka_1 container[0]="\\.\Physical Dri ve<N>"

set pka_1 container[1] ="\\.\Physical Drive(Devl D =<XXX- XXXX- XXXX- XXXX- XXXX- XXXX- XXXX- XXXX>) "

# Mapping to host CD-ROM or DVD- ROM
| oad virtual _scsi_cdrom pka_3 scsi_bus=pka scsi _i d=3
set pka_3 container="\\.\ CdRonkN>"

# Mapping to *.1SO i nage
| oad virtual _scsi_cdrom pka_4 scsi_bus=pka scsi _i d=4
set pka_4 container="<fil e-nane>.iso"

# Mapping to tape drive recognized by W ndows
| oad physical _scsi _device pka_5 scsi_bus=pka scsi _i d=5
set pka_5 container="\\.\Tape<N>"

# Mapping to tape inmage
| oad virtual _scsi_tape pka_6 scsi_bus=pka scsi _i d=6
set pka_6 container="<fil e-nane>. vt ape"

# Include this line to get access to "PKB" adapter
incl ude kzdda. cfg

# Mapping to host floppy drive
| oad fl oppy_scsi_device pkb_6 scsi_bus=pkb scsi _i d=6
set pkb_6 container="\\.\A"
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Note that NCR53C94 SCSI controller mapping to system resources is done via specific auxiliary objects:

Mapping Object

virtual_scsi_disk

physical_scsi_device

virtual_scsi_cdrom

virtual_scsi_tape

floppy_scsi_device

© Stromasys, 2019

Description
Mapping to a file representing VAX/PDP11 disk (disk image) on the host physical disk:

® "<file-name>.vdisk"
These files can be created from scratch with "MkDisk" utility. Data and OS disk backups are transferred from the original
system via tapes or network and restored into these container files. Mapping may also include the full path
(recommended), for example: "C:\My disks\my_boot_disk.vdisk"

Using compressed folders to store virtual disks and tapes is not supported

® "\\.\PhysicalDrive<N>" - mapping to physical disk.
Be careful not to destroy all the information from the disk dedicated to CHARON VM by mistake!
These disks must not be formatted by the host OS.

® "\\\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)" - mapping to physical disk by its WWID.
Be careful not to destroy all the information from the disk dedicated to CHARON VM by mistake!
These disks must not be formatted by the host OS.
DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

® "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)" - mapping to iSCSI disks.
iScsiTarget addresses the disk by its iSCSI target name.
LUN specifies LUN on connected iSCSI disk.
Mapping to a host SCSI device:
® "\\.\Tape<N>" - mapping to a SCSI tape drive known to Windows
Mapping to a host CD-ROM (not only SCSI) or to ISO image:
® "\\\CdRom<N>" - name of host CD-ROM drive

® "<file-name>.iso" - name of ISO image. It may contain the full path, for example: "C: \ My
di sks\vns_di stributive.iso"

Mapping to a file representing tape (tape image). It may contain a path, for example: "C: \ My t apes\ backup. vt ape"

Mapping to a host floppy drive:
® "\\\A:" or "\\.\B:" - name of host CD-ROM drive. This parameter can be omitted.
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Let's look at the syntax of the mapping objects. All of them have several important parameters:

Mapping objects Description

parameters

scsi_bus The name of the NCR53C94 SCSI controller. A typical value for the first and only preloaded NCR53C94 SCSI controller is "PKA"

scsi_id SCSI address of this particular mapped device. Note that the preloaded NCR53C94 SCSI controller claims address "7"; addresses
0-6 are vacant and usable.
The resulting names of virtual SCSI devices as they are seen in VAX/VMS are made up of the VMS name of the SCSI controller
and the device address. For PKA, the device names in VMS will be DKAO, DKA1 etc

container A keyword for specification of which host device is mapped to a particular virtual SCSI device. It can be disk or tape image,

physical disk etc

It is possible to configure another NCR53C94 SCSI controller "PKB" by uncommenting the "include kzdda.cfg" line:

#i ncl ude kzdda.cfg

#l oad virtual _scsi_disk pkb_0 scsi_bus=pkb scsi _i d=0
#set pkb_O contai ner="<fil e-name>. vdi sk"

In the example above the "pkb_0" virtual SCSI device uses "PKB" controller by specifying a parameter "scsi_bus=pkb"
o Note that versions of VAX/VMS older than 5.5-2H4 do not support the optional SCSI controller and might fail to boot if it is loaded.

Follow this link for details of NCR53C94 SCSI controller controllers configuration.

Tape subsystem

Some MSCP and SCSI controllers support tape devices. CHARON also emulates specific MSCP tape devices such as TQK50 and TUK50.

Follow this link for more details of (T)MSCP controllers configuration.

Using compressed folders to store virtual disks and tapes is not supported

TQKS50 controller

Example statements to configure a TQK50 controller are shown below:

# oad TQK50 MUA

#set MUA contai ner[ 0] ="<fil e- name>. vt ape”
#set MUA container[1]="\\.\TapeN'

#l oad TQK50 MJUB address=. ..
#l oad TQK50 MJUC address=. ..

The first line ("l oad TQK50 MJA") loads a tape controller TQK50 and names it MUA. The following 2 lines demonstrate different ways of mapping to host
resources:

Type of mapping Description
"<file-name>.vtape" Mapping to the file representing the tape (tape image).
These files are created automatically.
Mapping may also include a full path (recommended), for example: "C: \ My t apes\ backup. vt ape"

"\W.\TapeN" Mapping to a host tape device.

Numbers in the square brackets represent unit numbers associated with each container of the TQK50 controller. For example, the 2nd "set MUA" line of
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the configuration sample above creates the "MUA1" tape drive. The maximum unit number allowed is 9999, significantly more than the original hardware

provided

It is possible to load several TQK50 controllers (see the lines 4-5) by configuring specific addresses for them on the Qbus. Use the "CONFIGURE" utility
available on the VAX console to determine the addresses. Please refer to specific HP documentation for further information.

TUK50 controller

TUK50 is a UNIBUS controller used by the VAX 6310:

| oad DWBUA UBA vax_bi _node_id = 14

I oad TUK50 MUA

#set MUA cont ai ner[ 0]
#set MUA cont ai ner[ 0]

"<file-name>. vt ape"
"\\.\ TapeN'

The first line loads a UNIBUS Bl adapter "DWBUA". Configure then the "TUK50" tape controller the same way as the TQK50.

Serial Lines

CHARON supports the following serial lines controllers: CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11, DL11, DLV11, DZ11, DHW42-AA,
DHW42-BA and DHW42-CA.

All of them are configured according to the following template:

#l oad DHv11/ DHV11 TXA
| oad DHQL1/ DHV11 TXA

#l oad CXY08/ DHV11 TXA
#l oad CXA16/DHV11 TXA
#l oad CXB16/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COwn"
#l oad virtual _serial _line/chserial TXAO port=10010
#set TXA |ine[ 0] =TXAO

#l oad physical _serial _line/chserial TXAl |ine="\\.\COwn"
#l oad virtual _serial _line/chserial TXAl port=10011
#set TXA |ine[1] =TXAl

#1 oad DHV11/ DHV11l TXB address=...
#1 oad DHQL1l/ DHV11l TXB address=...
#1 oad CXY08/ DHV11l TXB address=...
#1 oad CXA16/ DHV11l TXB address=...
#1 oad CXB16/ DHV11l TXB address=...

The first 5 lines above are example given for loading serial line controllers of different types. The name of the controller (in this example) will be "TXA".
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Once the controller is loaded it can be mapped to system resources (lines 6-11). The following options are available:

Option Description
physical_serial_line = Mapping to host "\.\COM<N>" serial line

virtual_serial_line Mapping to an IP port. This mapping makes it possible to connect to and disconnect from the CHARON VM serial line at any
time.lt is also possible to start up some chosen application to connect to the CHARON serial line IP port.

Parameter Description
port Specifies an IP port on the host to which the CHARON VM serial line will be mapped

application = A string specifying a name of an application to be started together with CHARON to provide emulation of
VAX/PDP11 serial line (terminal emulator)lt is assumed that this application has already been configured to use
the IP port specified by the corresponding "port" parameter

Example:

load virtual _serial _|line/chserial TXAO port=10011 applicati on="putty.exe -load TXA0"

In the example above, the CHARON VM uses the IP port "10011" for the VAX/PDP11 serial line and starts the "Putty" terminal
emulator (included the CHARON installation kit) with a "TXAOQ" saved session directing it to connect to the IP port "10011".

Note that the "Putty" saved session used in this example is not installed during the CHARON installation procedure. It
has to be created manually to connect to the chosen port (“10011" in this example).You can use the OPAO console
configuration specifics as an example to create your own "Putty" configurations.lt is also possible to use other terminal
emulators. Consult with their User's Guides to learn how to specify loading specific configuration on their startup.

Look at the line "set TXA | i ne[ 0] =TXAQ" in the example. This one and the following lines of similar syntax map the loaded virtual controller ("TXA") to
instances of the host serial lines ("TXA<N>").

The number of possible serial lines for each controller depends on its type and corresponds to the HP specification for a given controller.

It is possible to load several CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11, DL11, DLV11 and DZ11 controllers (see the lines 12-16) by
configuring specific addresses for them on the Qbus. Use the "CONFIGURE" utility available on the VAX/PDP11 console to determine the addresses.
Please refer to specific HP documentation for further information.

The VAX 4000 and MicroVAX3100 models support DHW42-AA, DHW42-BA and DHW42-CA serial lines adapters:

#l oad DHWI2AA/ DHV11 TXA
#|l oad DHWI2BA/ DHV11 TXA
#l oad DHWI2CA/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXAO port=10010
#set TXA |ine[ 0] =TXAO

Configuring these adapters is the same as above, except it is possible to load one and only one instance of DHW42-AA, DHW42-BA or DHW42-CA.

Note that additional parameters for CHARON VM serial lines configuration can be added. Follow this link for details.
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CHARON supports DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI and PMADAA virtual network adapters.

All of them are configured in a similar way:

| oad DELQA/ DEQNA XQA

| oad packet_port/chnetw k XQAO i nterface="connection: Charon"
set XQA interface=XQA0

#| oad DELQA X@B address=...
#| oad DELQA XQC address=...

In the example above the first line loads DELQA virtual adapter with a name "XQA"; the following 2 lines map it to host network interface having a name
"Charon" ("connection" is a key word).

The mapping is performed in 2 steps:

1. A mapping object "packet_port" with a name "XQAQ" is loaded and connected to host interface having a name "Charon" so the CHARON VM wiill

use this interface for its networking
2. The loaded DELQA virtual adapter "XQA" is connected to the "packet_port" object "XQA0"

It is possible to load several DEQNA, DESQA, DELQA, DEUNA and DELUA controllers (see the lines 4-5) by configuring specific addresses for them on
the Qbus. Use the "CONFIGURE" utility available on the VAX/PDP11 console to determine the addresses. Please refer to specific HP documentation for

further information.

Some network adapters available in the CHARON VM are preloaded (for example, the SGEC controller for the MicroVAX 3100 with the predefined name
"EZA"), so their configuration is even more simple:

| oad packet _port/chnetwk EZAOi nterface="connecti on: Charon"

set EZA interface=EZAO

CHARON supports VLAN adapters. If used, proceed with their installation and configuration according to the network adapter vendor User's
Guide and then use the resulting VLAN interface the same way as the regular network interface.

After few seconds the chosen interface will be assigned to CHARON:

Follow this link for more details of CHARON VM network controllers configuration.
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Auto boot

CHARON can be configured to automatically boot an operating system at start up.

The MicroVAX 3100, VAX/PDP11 6310 and VAX/PDP11 4000 models boot automatically if the correct boot flags are set at the VAX/PDP11 console level:

>>>set halt reboot

Please check that the TOY, EEPROM and ROM containers (see above) are enabled so the updated parameters are saved upon reboot.

The ROM of certain VAX models (MicroVAX I, MicroVAX 3600, MicroVAX 3900, VAXserver 3600 and VAXserver 3900) does not allow the SRM console
to accept the commands to enable auto booting. In this case, a specific parameter can be defined in the configuration file as a workaround:

set bdr boot =auto

The CHARON-VAX 6000 models have a similar configuration setting:

set xm boot =aut o

The CHARON-PDP models have the following setting:

set cpu_0O auto_boot = "DU0"

These configuration lines are specified in the template configuration files in commented out form. In case of absence please add the corresponding line
according to the examples above.

Host load balance for SMP systems

The VAX 6620 through VAX6660 models emulate 2-6 CPUs respectively. In this situation, loading of the host system can be tuned with the following
configuration file settings:

Setting Description Example
affinity This setting binds the running instance of the emulator CPUs to particular
host CPUs.This should be used for soft partitioning host CPU resources or for | ' set session affinity = "0, 2, 4, 6"

isolating multiple CHARON instances on the same host from each other.

By default the emulator instance allocates as many host CPUs as possible.

The “affinity” parameter overrides the default and allows explicit specification
of which host CPUs will be used by the instance. The affinity does not reserve
the CPU for exclusive use.

n_of_io_cpus | Reserves host CPUs (of those specified by “affinity” parameter, if any) for use
by the emulator for I/O handling. set session n_of _io_cpus = 2

By default the emulator instance reserves one third of available host CPUs for
I/0 processing (round down, at least one).

The “n_of_io_cpus” parameter overrides the default by specifying the number
of I/0 host CPUs explicitly.
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Migration to CHARON-VAX and CHARON-PDP for Windows

Table of Contents

Introduction

Creating CHARON Virtual Machine

Collecting information about the source VAX system
Creation of CHARON-VAX configuration file

Making disk images

Installation of VAX operating system

Making remote backups

Restore backups to CHARON-VAX disks
Alternative ways of data transfer

Introduction

This section describes how to migrate your VAX system to CHARON-VAX. We will use a sample MicroVAX 3600 system to demonstrate the migration
procedure. The process is similar for all CHARON-VAX models.

CHARON-PDP/11 migration is done in similar way except for the step of acquiring the QBUS addresses and vectors directly from console. Instead this
information should be collected directly from the RSX11/RT11 operating system installed on the host to be migrated. Please refer to the RSX11/RT11
User's Guide for guidelines.

If CHARON-VAX based virtual system needs to be created from scratch, refer to this Application Note describing how to find proper Qbus
addresses and Vectors for each virtul device.
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Creating CHARON Virtual Machine

As a first step it is required to create a CHARON Virtual Machine (VM) using the CHARON Virtual Machines Manager in the following way:

Press the "Create VM from Template" button:

» CHAROMN VM Manager

VM Control | vM Configuration | Host Information & Utilities |
CHARON Virlual Machine

""" L KIRILL (thiz host) Welcome to the Stromasys CHARON Virtual Machine Manager!
To continue, select a virtual machine [VM) from the list, create a new virtual
machine, or add an existing virtual machine.
To create a new virtual machine, use the {Create VM from Template> button to
choose one of the VM templates provided.
To add an existing virtual machine to the CHARON Virtual Machine Manager, use
the <Add Existing VM> button to provide the configuration file of an existing VM.

Create VM from Template Add Evisting VM Update Vi List
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Specify the HP VAX model to be emulated and the name of the VM then press the "Create" button:

- List of Festalled products -

Select hardware model

[Creste Vitual Mchinefrom a Template

|Micreviai 3600

Template Catalogue:

- Configuration —
Mewe Vihual Maching Mame:

;C'\Prngram File=\CHAROM \Witual Machine Templates',

Change Explore...

[My_Mw3s0d

Heeme directony:

[E:\F‘regam Files"\CHARONWitual Machines\iy WMVIE00My_ MY IE00WMy MY 3IT00 Change Explore...

cova|

The VM will be created:

o Ny _MV3B00 - CHARON VM Manager

VM Control | ¥M Configuration | Host Information & Utilities |

CHAROMN Vartual Machine

Status: Stopped

E-JE KIRILL (this host)
i, My_MV3E00
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D ate: | Meszage ID: | Message text:

20180607 133014 00000243 Logoing stated.

20M18-06-07 133014 00000345 seszior: [nading buil-in configuration *'Microh/8x_3600"

20180807 13:30:14 00000346 seszior: .. done loading buill-in configuration “Microva_3800"

20180607 13:30:14 00000344  zession: loading configuration file “C:\Program Files\CHAROM YWirual Machines\My_by3800wmy3kE.clg"’
20M18-06-07 123014 00000348  The previous meszage hat been repeated 2 times.

20M8-06-07 133014 00000348 zeszion: .. done loading configuration file “configuration_name ichg’

20180607 123014 00000348 The previous meszage has been repeated 2 times.

20180607 1330014 000003F2  session: default log file size limit iz 4154304 bles

20180607 133014 000002448  Logong stopped.
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Select the VM from the left pane and press the "Edit Configuration" button:

o My MV3E00 - CHARON VM Manager

VM Control | VM Configuration | Host Information & Utilities |

CHAROM Virual Machine Staluz Stopped
&1L KIRILL (this host) Date: | MessageD: | Message text: A
B 20180607 133937 00000346 session: ... done loading builtin configuration “Miciie_3600"

201806-07 13:39:37  000D03AT session: loading service configuration "My _MY3IE0D", .

20180607 13,33:37 00000348 session .. done loading service configuabon ky_MY3E00"

2018-06-07 12:39:37 00000344  seesion: loading conigurstion file "'C:\Program Fles\CHAROM Virtual Machines\My_ My 3IE00\my3kE.c
201806-07 123937 00000344  The previous message has been repeated 2 limes,

201806-07 13:33:37 00000348 session . done loading configuration file “configuration_name. icfg™

20168-06-07 133937 000003AR The previous message has been repeated 2 mes.

201806-07 13:39:37  000003F2 segson default log file size limit iz 4134304 bytes

201506-07 13:39:37 00000328 Start request recenved,

20M1206-07 12:39:37  000003AC  session: process affinity iz 00000000000000FF, spstem affinity is 00000000000000FF

201806-07 13:39:37 00000301 session: 10 domain affinity is 0000000000000003, CPU domain affnity i 00000000000000FC
201806-07 13:39:37 00000240 Checking the avalable icense key "1422726238",

201806-07 13:39:37  000D024D The previous message has been repeated 26 times.

20180807 13:33:38  000D0408 CHAR DM A& [Micro/d 3E00), V 4.9 B 19401, May 10 2018 / 000 msc. test center nikolasy / 19181
2018-06-07 12.39:38 00000336 The end user of thiz saftware has agreed to STROMASYS® Temrme and Conditions for Softwase License
201806-07 12:39:38 00000057 05 Erwironment: Microsolt Windows 10 Pro, 64-bit (Build 17134).

201806-07 13:39:38 00000038 Host CPU:  Intel{R] Xeon(R) CPU E31275 @ 3 40GHz 8.

201806-07 13:39:38 00000059 Host Memory:  24320Mb

201806-07 13:39:38  0000041F Corfiguration dunip::

201506-07 13:39:38  0000041F . session;

201806-07 13:39:38  0000041F . . configuration_name = "My_ky 3600

201806-07 13:39:38  0000041F .. log_method = “append"”

2018-06-07 13:39:38 00000418 SSC: Muldedia Timer comection is enabled,

2018:06-07 13:3%:39 00000001 CPU: The ACE oplion is omitted: enable ACE as license default,

2018-06-07 13:39:33 QO0DO133 Advanced CPU Emidation [ACE] ensbled.

2018-06-07 13:39:39  00D032C "My MY IE00" stacked,

201806-07 13:39:39 00000419 OPAD: Connected. Remote 127.0.0.1:61468,

2018-06-07 134413 00000320 “Microviti 3600 stop request received

2018-06-07 134413 00000240 Licensing comparent received stop request.

201806-07 13:44:13  0000032E Stapped.

201806-07 13:44:13 00000244, Logging stopped.

< >

Create Vi fnom Template Add Existing VM Update VM List Start | | Femove Vid Edit Configur stion | Update Log Displap Log | Show Consale

The VM configuration file will be opened in Notepad. Now the file can be updated to reproduce the target HP VAX configuration.
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The first step is to determine the exact configuration of your VAX hardware in order to create the CHARON VM configuration file.

Turn on your source VAX system. At the ">>>" prompt, issue the "show gbus" and "show devi ce" commands:

>>>show gbus

Scan of Qbus |/0O Space

-200000DC (760334) = FFFF (300) RQDX3/ KDA50/ RRD50/ RQC25/ KFQSA- DI SK
- 200000DE (760336) = 0B40

-20000124 (760444) = FFFF (304) TQK50/ TQK70/ TUB1E/ RV20/ KFQSA- TAPE
-20000126 (760446) = 0BCO

-20000140 (760500) = 0080 (310) DHQL1l/ DHV11/ CXAl6/ CXB16/ CXY08
-20000142 (760502) = F081

-20000144 (760504) = DD18

-20000146 (760506) = 0140

-20000148 (760510) = 0000

-2000014A (760512) = 0000

-2000014C (760514) = 8000

-2000014E (760516) = 0000

-20000150 (760520) = 0080 (320) DHQL1/ DHV11/ CXAl6/ CXB16/ CXY08
-20000152 (760522) = F081

-20000154 (760524) = DD18

-20000156 (760526) = 0140

-20000158 (760530) = 0000

-2000015A (760532) = 0000

-2000015C (760534) = 8000

-2000015E (760536) = 0000

-20001468 (772150) = FFFF (154) RQDX3/ KDA50/ RRD50/ RQC25/ KFQSA- DI SK
-2000146A (772152) = 0B40

-20001920 (774440) = FF08 (120) DELQA/ DEQNA/ DESQA

20001922 (774442) = FFOO
20001924 (774444) = FFO1
20001926 (774446) = FF02
20001928 (774450) = FFD2
-2000192A (774452) = FF14
-2000192C (774454) = CO00
-2000192E (774456) = 1030
-20001940 (774500) = FFFF (260) TQK50/ TQK70/ TUSLE/ RV20/ KFQSA- TAPE
-20001942 (774502) = OBCO

-20001F40 (777500) = 0020 (004) |PCR

Scan of Qous Menory Space
>>>

>>>show devi ce

UQSSP Di sk Controller 0 (772150)
-DUAO (Rz23)

-DUAL (RZ24)

UQSSP Di sk Controller 1 (760334)
-DUB2 (RZ25)
- DUB3 (RZ26)

UQSSP Tape Controller 0 (774500)
- MUAO (TK50)

UQSSP Tape Controller 1 (760444)
-MUB3 (TK50)

Et hernet Adapter 0 (774440)
- XQAO0 (08-00-01-02-D3-CC)

© Stromasys, 2019 741325



Document number: 30-16-078-002

The source VAX configuration in this example is:

Controller Address

RQDX3

RQDX3

TQK50
TQKS50
DHQ11
DHQ11

DESQA

To find out the exact types of controllers please refer to the source VAX system documentation.
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772150

760334

774500

760444

760520

760500

774440

Devices on controller

-DUAO (RZ23)
-DUA1 (RZ24)

-DUB2 (RZ25)
-DUB3 (RZ26)

-MUAO (TK50)

-MUB3 (TK50)

-XQAO0
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Creation of CHARON-VAX configuration file

Using the above information, the following parameters and values can be set in the configuration file:

#

# First RQDX3 controller on address 772150

#

| oad RQDX3/ RQDX3 DUA addr ess=017772150

set DUA container[0]="C:\ M disks\rz23. vdi sk"
set DUA container[1] ="C \ My disks\rz24. vdi sk"

#

# Second RQDX3 controller on address 760334
#

| oad RQDX3/ RQDX3 DUB addr ess=017760334

set DUB container[2]="C \ M disks\rz25. vdi sk"
set DUB container[3]="C \M disks\rz26. vdi sk"

#

# First TQK50 controller on address 774500

#

| oad TQK50/ TQK50 MUA addr ess=017774500

set MJA container[0]="C:\ My tapes\tapel.vtape"

#

# Second TQK50 controller on address 760444

#

| oad TQK50/ TQK50 MUB addr ess=017760444

set MJUB container[3]="C\M tapes\tape2.vtape"

#

# First DHQL1 controller on address 760500

#

| oad DHQL1/ DHV11 TXA addr ess=017760500

load virtual _serial _line/chserial TXAO port=10010
set TXA |ine[ 0] =TXA0

#

# Second DHQL1 controller on address 760520

#

| oad DHQL1/ DHV11 TXB addr ess=017760520

load virtual _serial _|ine/chserial TXBO port=10011
set TXB |ine[ 0] =TXBO

#

# DESQA controller on address 774440

#

| oad DESQA/ DEQNA XQA addr ess=017774440 i nt erface=XQA0

| oad packet _port/chnetwk XQAO interface="connection: Charon"

Note the Qbus addresses specification:

®  The number is prefixed with "0", meaning it is an octal value.
B The number of digits reflects the 22 bit Qbus architecture.

Additional DHQ11 serial lines can be mapped later. For now, only 2 lines are configured. They are mapped to IP ports 10010 and 10011.

The DESQA controller is mapped to a network interface having the name "Charon". This interface will be used for the CHARON VM (see the Installation
section for more details) on this particular host.
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Making disk images

In our example, the mapping of the RQDX3 controller and the TQK50 tapes include physical devices and disk and tape images. The tape images have not
to be manually created whereas the disk images have to be created as described below.

Our example creates disk images of the original physical type. In reality, this step is the best opportunity in the migration to provision larger disks to get
extra storage space.

Create special directories for storing disk and tape images. The created directories are referenced in the sample configuration file above.

...>cd C\
C\> nkdir "M disks"
C\> nkdir "My tapes"

This operation can also be done using Windows Explorer.
o Alternatively it is possible to put the tape and disk images in the CHARON VM Home Directory.

Start the "MkDisk" utility by pressing the "Virtual Disk Tool" button in the "Host Information & Ultilities" tab of the CHARON Virtual Machines Manager:

o My_MV3E00 - CHARON VM Manager

VM Control | VM Configuration Host Information & Ulilities

The list of CHARDN emulators:

CHARDN A&, 4.9.19400
Wiy B000 Model BBD, Vax B000 Model B50, Vax E000 Model B40, Viax 6000 Model 630, V& 6000 Model 620, VX B000 Model 610, Viakx E000 Model 310,
Wy 4000 Model 705, Vak 4000 Model 700, VA 4000 Model 108, Viakx 4000 Model 106, Viaistation 4000 Model 30, Viarizerver 3900 [512ME RaM extension], VéXserver 330012
Warzerver 3900, Whxzerver J500 [512MB RaM extension], VéRserver 3800 [128ME RAM extension]. Vaiiserver 3600, MicraWdix 11, Microbdi 3300, MicroVidx 3600,
Micioiiaix 3100 Madel 98, Microv'ax 3100 Model 96

The list of most recent installed components and tocls:

Sentinel HASP Run-Time enviionment vession: 7.80.78022.1

HASP License Details application (hasp_view]v. 1,28

License Update tool [hasp_nus] v. 7.3

Metwork Conliol Center application [netdiag) v. 1.52

CHARON device check application [devcheck] v. 1.4

Wirtual Digk tool [mkdskwin] v, 218

< >

Sentinel Admin Control Center HASP Licenze Detailz License Update Tool Metwork Control Center I | Device Check Tool Virlual Digk Tool
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The following dialog will appear:

I MEDISK

File Help

Stromasys

’ engineered solutions

Dizk Imane generaton for Windowes

|ﬂa|l contrallers ;J

|Select Disk Type

— Disk Froperties

Se [ | Mumberofblocks [
Sectors | Block size: |

L.

v

Create DNsk Image I Curstiorn Disk | Create Hetadata...l

WWW.STROMASYS.COM

Select "VAX" in the "Select System" drop-down menu, "MSCP" in the "All Controllers" drop-down menu and "RZ24" (for example) in the "Select Disk
Type" drop-down menu.
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Press then the "Create Disk Image" button:

I MEDISK = b4

File Help

stromasys

Dizk Imane generaton for Windowes

(I Ed
|MscP =
|Rz24
— Disk Froperties

Siee: [ 2001 [Mb  MNumber of blocks 403732

Sectors: I = Block size: I 512

Create Disk 1mage| Custorn Disk | Create Hetadatal

WWW.STROMASYS.COM
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The utility will ask you to specify the output file name. Select the "C:\My disks" directory that has been created earlier, or create it directly in the dialog, and
press the "Save" button:

() [ » Computer » Kl (C) » My Disks = [#2 ][ search py Disks o]
Organize = Mew folder 3= - (7]
= Marme - Date modified Type Size
53 Libraries
3 Docurnents Mo tems match your search.
o Music L
[E=] Pictures
=7 Subversion
B videos =
18 Computer
& Kl (C) W
59 nikolaey (\imsen
= 4| FIr LS
File name: m -
Save 85 type: | Disk images (*.vdisk) -
' Hide Folders swve | | conca |

The "MkDisk" utility will create the requested disk image:

I

Cancel

Repeat this sequence for the disks "RZ28.vdisk", "RZ22.vdisk" and "RZ23.vdisk". Place them in the same folder.

© Stromasys, 2019 80/ 325



Document number: 30-16-078-002

Installation of VAX operating system

The next step is to transfer the data from the source VAX system to CHARON VM. The easiest way to do this is via backup over the network but for this
operation a bootable network-enabled operating system on a CHARON-VAX disk image or physical disk is needed.

The example configures the CHARON-VAX MicroVAX 3600 system for installation of VAX/VMS from a distribution CD-ROM (usually it is "\.\CdRomOQ" if
the host has only one CD-ROM drive):

#

# First RQDX3 controller on address 772150 with addition of 3 units: a disk for VAX VM5, storage disk and
CD-ROM dri ve

#

| oad RQDX3/ RQDX3 DUA addr ess=017772150

set DUA container[0]="C:\ My disks\rz23. vdi sk"

set DUA container[1] ="C \ My di sks\rz24. vdi sk"

set DUA container[2]="C \M disks\new vns_system vdi sk"

set DUA container[3]="C \M disks\backup_storage. vdi sk"

set DUA container[4]="\\.\CdRonD"

I, DUAS3 will be the disk where all the source disks will be copied so its size needs to be large enough to store all the disk backup images.

Create an empty disk image for installation of VAX/VMS and another one for storing backups from the source VAX system as it is shown in the section
above.

Run the CHARON VM and boot from the CDROM named "dua4" ("migration.cfg" is the configuration file we use in this example):

...> nm3k6 migration.cfg

KA650- A V5.3, VMB 2.7

Perform ng normal systemtests.
40..39..38..37..36..35..34..33..32..31..30..29..28..27..26..25..
24..23..22..21..20..19..18..17..16..15..14..13..12..11..10..09..
08..07..06..05..04..03..

Tests conpl et ed.

>>>poot dua4

Install VAX/VMS including DECnet on "dua2". The DECnet address must belong to the same area as the source VAX system.

Login to the newly installed VMS system and initialize the disk that will be used to store the backups. Let's assume its prompt is "newns$ "

newns$ | NI T DUA3: SCRATCH
newns$ MOUNT/ SYSTEM NOASSI| ST DUA3: SCRATCH

Making remote backups

Now we are ready to create disk backups of the source VAX system on the CHARON VM.

Boot the CHARON VM and make sure that the source VAX system is available via DECnet.

Login to the source VAX system. Stop all the batch queues, kick off the users, stop all the applications and close the databases if there are. The
commands listed in SYSSMANAGER:SYSHUTDWN.COM may be helpful. The goal is to close as many files as possible. The system disk will have
several files opened (pagefile, swapfile, etc.) and this is a normal situation.

o The use of the "SHOW DEVICE /FILES" command would be of help to know files opened on a disk.

In this example, the CHARON VM system is node 1.400.

Issue the following commands from the source VAX. Let's assume its prompt is "sour ce$ ":

sour ce$ BACKUP/ | MAGE/ | GNORE=I NTERLOCK DUAO: 1.400"user nane password”:: DUA3: [ 000000] DUAO. BCK/ SAVE
sour ce$ BACKUP/ | MAGE/ | GNORE=I NTERLOCK DUA1: 1.400"user nane password”:: DUA3: [ 000000] DUAL. BCK/ SAVE

When the backup operation will be completed, the disk "DUA3" of the CHARON VM will contain 2 savesets: "DUAQ0.BCK" and "DUA1.BCK".
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Restore backups to CHARON-VAX disks

The savesets have now to be restored on their corresponding virtual disks. Login to the CHARON VM guest OS and issue this sequence of commands:

newns$ MOUNT/ FOREI GN DUAO:
newns$ BACKUP/ | MAGE DUA3: [ 000000] DUAQO. BCK/ SAVE DUAO:
newns$ DI SMOUNT DUAO:

newns$ MOUNT/ FOREI GN DUAL:
newns$ BACKUP/ | MAGE DUA3: [ 000000] DUAL. BCK/ SAVE DUAL:
newns$ DI SMOUNT DUAL:

If you are going to have the CHARON VM and the original physical VAX on the network at the same time, you must change the network identity of one
system, usually the CHARON VM.

The easiest way is to boot the CHARON VM on the restored system disk with the network disabled and to configure new addresses then enable the
network and reboot.

o The NIC can be disabled with a i nt er f ace="(di sabl ed) " statement in the CHARON VM configuration file.

Alternative ways of data transfer

Some alternative methods of data transfer are also possible. For example:

® Connect a SCSI tape drive to the CHARON-VAX / CHARON-PDP host via a PCI card
® Map the tape drive in the CHARON VM configuration file
a. Restore the source VAX system backups from tape to disk images via VMS/RSX11/RT11 running on the CHARON VM
b. Boot from standalone backups and restore the content to the CHARON VM virtual disks
® Dump the source VAX/PDP11 system backups to tape images using the "mtd" utility and:
a. Boot from the freshly installed VMS/RSX11/RT11 system and restore the tape images to the CHARON VM virtual disks
b. Boot from the standalone backup and restore the content to the CHARON VM virtual disks
® Create a network cluster between the source VAX/PDP11 system and the CHARON VM (it is possible to use the source system as a boot
server); then perform simple backups from one disk to another:

$ BACKUP/ | MAGE/ | GNORE=I NTERLOCK REAL$DUAO: DUAO:
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CHARON-VAX for Windows DSSI cluster

Table of Contents

® |ntroduction

® General description

® Configuration steps

® Example 1: Dual node DSSI cluster with 4 shared disks

® Example 2: Triple node DSSI cluster with multiple iSCSI disks

Introduction

This section describes how to configure a DSSI cluster in CHARON-VAX for Windows.

General description

The DSSI storage subsystem for the CHARON VAX 4000 106, 108, 700 and 705 models is based on the emulation of "SHAC" host adapters. Routing of
SCS cluster information among the emulated "SHAC" host adapters of multiple nodes is done via separate TCP/IP links.

The DSSI storage subsystem is functionally emulated and operates at a much higher rate of throughput than the original hardware.
Connections to the physical DSSI hardware is neither possible nor planned for future releases.

The current version of DSSI emulation for CHARON-VAX supports up to 3 VAX nodes in a virtual DSSI cluster and handles a maximum cluster size of 8
nodes. A single virtual DSSI network supports up to 256 storage elements.

For more details on a DSSI configuration follow this link.

Configuration steps

To create a CHARON-VAX DSSI cluster, the following elements must be configured:
1. "SHAC" host adapter
2. "HSD50" storage controller

DSSI hardware topology is emulated by establishing TCP/IP channels between the emulated SHAC host adapters of each CHARON Virtual Machine
(VM). The emulated HSD50 storage controllers are then connected to every SHAC host adapter in the virtual DSSI network.

Cluster operation requires (virtual) disks that are simultaneously accessible by all CHARON VMs involved. This can be implemented for instance by using
a properly configured iSCSI initiator / target structure or a fiber channel storage back-end. Disks on a multiport SCSI switch are not acceptable, as a SCSI
switch does not provide true simultaneous access to multiple nodes.

© Stromasys, 2019 83/325



Document number: 30-16-078-002

Steps to configure DSSI cluster:

1. Set unique ID for SHAC controller of each VM

Configuration = |Ds of SHAC is set using console (and stored in ROM file, so make sure the ROM file is specified in configuration file) in the
following way:

>>>sho dssi _id
DSSI _ID Bus 0/ A
DSSI_ID Bus 1/B

nn
[N

>>>set dssi_id 0 2
>>>set dssi_id 1 2

Description I Note that value of "dssi_id" must be unique for each SHAC instances and HSD50 controllers must not use them; for
example if 0 and 1 is used as SHAC ID of different VMs the HDS50 controller instance cannot use ID 0 and 1.

2. Configure preloaded SHAC adapters PAA

Configuration

set PAA port[<ID of the node to connect to>]=<port to receive connection fromthe node specified by |D>
host[<I D of the node to connect to>]="<connected node host>: <connected node port>"

Example:

set PAA port[2]=11012 host[ 2] ="pol | ux: 11021"

In this example a VAX node SHAC adapter connects to a host "pollux" (having ID=2) to its port 11021 and expects connection
from it on the port 11012.

Description The second step is to interconnect SHAC adapters of different VMs.
Use ID of the nodes as a reference for interconnections as it is shown in the example at left.

Detailed meaning of the parameters is explained in "example_1" section below

3. Load HSD50 adapter

Configuration
| oad HSD50 <i nstance nanme> dssi _host =<SHAC i nst ance> dssi _node_i d=<HSD50 node | D>

Example:

| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=3

In this example HSD50 controller instance "DISKS" is loaded, connected to "PAA" SHAC controller and assigned with ID 3.

Description Load HSD50 instance, assign ID for it and connect it to "PAA" SHAC adapter.

For each member of cluster an identical definition of HSD50 controllers must be loaded. It is convenient to introduce a specific
include configuration file containing the same configuration commands as it is shown in "example_2" section below.

I Note that <HSD50 node ID> parameter must be unique for each SHAC and HSD50 instances; for example if 0 and 1 are
used as IDs for nodes (see the Step 1) the HDS50 instance cannot use 0 or 1, but it can be set to 3, for example.
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4. Set SCS system ID and allocation class
Configuration
set <HSD50 i nstance name> scs_system i d=<SCS | D> nscp_al | ocation_cl ass=<al | ocati on cl ass>
Example:

set DI SKS scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

In this example HSD50 instance "DISKS" (configured at the previous step) is assigned with SCS ID "3238746238" and MSCP
allocation class 1.

Description Set SCS system ID and the MSCP allocation class.

I These setting must be the same for all HSD50 controllers loaded!

Note that the MSCP allocation class must be different from the allocation class of the VAX node (excuding some
special cases when they can be the same - please refer to OpenVMS Guides on Clusters configuration for more
details).

For nodes it is set using MODPARAMS.DAT and AUTOGEN

Refer to OpenVMS User's Guides for details

5. Configure mapping to the system resources

Configuration
set <HSD50 instance nane> container[<unit nunber>] = <mappi ng>

Example:

set DI SKS cont ai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-rz24-vis-v6. 2. vdi sk"

In this example the Unit 0 of the HSD50 controller instance "DISKS" is mapped to some disk image, located in some shared
directory on disk server.

Description The final step is specifying HSD50 mapping to the system resources.

Since the disks should be distributed between different VMs they should be located as disk images on some shared space or
- alternatively - CHARON host should use such mechanism as iSCSI to address the common disks on some disk storage
(they appear locally as "\\.\PhysicalDrive<N>").

See the sections below for different examples of the mapping.

It is advisable to start any field test with implementing the cluster examples provided below
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Example 1: Dual node DSSI cluster with 4 shared disks

To setup two emulated VAX 4000 Model 108 VMs, we need two host machines, preferably running the same version of Windows.
Assume that these host systems have network host names CASTOR and POLLUX in the host TCP/IP network.
The following are CHARON VM configuration files for the emulated VAX 4000 Model 108 nodes running on CASTOR and POLLUX:

CASTOR node

set PAA port[2]=11012 host[2] =" pol | ux: 11021”
| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=3
set DI SKS scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS cont ai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-r z24- virs- v6. 2. vdi sk"
set DI SKS contai ner[ 1] ="\\Di skServer\ Shar e\ dual-rz24-vms-v6. 2. vdi sk"
set DI SKS cont ai ner[ 2] ="\\Di skServer\ Shar e\ dua2-rz24-vins-v6. 2. vdi sk"
set DI SKS contai ner[ 3] ="\\Di skServer\ Shar e\ dua3-rz24-vins-v6. 2. vdi sk"

POLLUX node

set PAA port[1]=11021 host[ 1] ="castor:11012"
| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=3
set DISKS scs_system_id=3238746238 mscp_allocation_class=1

set DI SKS contai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-r z24- vns- v6. 2. vdi sk"
set DI SKS contai ner[1] ="\\ Di skServer\ Shar e\ dual-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[2] ="\\Di skServer\ Shar e\ dua2-r z24- vns-v6. 2. vdi sk"
set DI SKS

cont ai ner[ 3] ="\\ Di skServer\ Shar e\ dua3-r z24-vns-v6. 2. vdi sk"

Let's review both configurations step-by-step.

1. The first line of both configuration files establishes parameters for the preloaded "PAA" SHAC host adapter. Only 2 parameters of SHAC are impo
rtant for us in this situation:

Parameter Description

port An integer value that specifies the TCP/IP port number on which an emulated SHAC host adapter listens for connections from
another emulated SHAC host adapter.

Possible port values range from 1024 through 32767.

host A string value that specifies the TCP/IP host name (and optional TCP/IP port number) to connect to another emulated SHAC host
adapter.

The syntax for the string is “host-name[:port-no]” with possible values for "port-no" in the range from 1024 through 32767.

Thus, CASTOR connects to POLLUX's port 11021 and listens for POLLUX's connection on port 11012, POLLUX connects to CASTOR's port
11012 and listens for CASTOR's connection on port 11021
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2. The second and third lines of both configuration files are for loading "DISKS", HSD50 storage controllers and its parametrization:

Parameter Description
dssi_host A string value that specifies the instance name of the emulated SHAC host adapter serving the virtual DSSI network.

If this value is not set, CHARON VM tries to locate the host adapter automatically. This automatic lookup works only if
the CHARON VM configuration has exactly one instance of the emulated SHAC host adapter.

dssi_node_id An integer value that specifies the address of an emulated HSD50 storage controller on a virtual DSSI network.
Possible values range from 0 through 7 (initially set to 0).

1. Note that this parameter must be unique for each SHAC and HSD50 instance; for example if 0 and 1 are used as
the IDs for differents ports of "PAA" the HDS50 instance cannot use 0 or 1. But it can use 3 for example.

scs_system_id A string value that specifies the SCSNODENAME of the emulated HSD50 storage controller.
The string can consist of up to 10 characters. Possible characters are uppercase letters: A through Z and integers.
mscp_allocation_class = An integer value that specifies the ALLOCLASS of an emulated HSD50 storage controller.

Possible values are from 0 through 255 (initially set to 0).

Note that the MSCP allocation class must be the same as the allocation class of the VAX node.
For nodes it is set using MODPARAMS.DAT and AUTOGEN

Refer to OpenVMS User's Guides for details

In both configuration files, the names of the emulated HSD50 storage controller "DISKS" must be identical. Not following this rule can
cause data corruption on the (virtual) disks.

3. The last lines demonstrate mapping "DISKS" HSD50 storage controller to disk images, shared between both hosts. A "container" parameter is
used for this purpose. This example assumes that all disk images are accessible from both host machines via Microsoft share or some other
realization. It is also possible to create a network drive and use it in the CHARON VM configuration files abobe.
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Example 2: Triple node DSSI cluster with multiple iSCSI disks

In this example we assume that all three host systems have an iSCSI initiator and are connected to a common iSCSI server. The iSCSI disk server
provides 8 virtual disks with R/W access on all hosts. These disks are configured as "\\.\PhysicalDrive0" to "\\.\PhysicalDrive7" on each of the host
machines.

The storage configuration must be identical on all three nodes. It is recommended to describe the storage structure in a separate configuration file to be
included in each CHARON VM configuration file with the use of the "include" instruction (name of the configuration file set to "disksets.cfg" in this
example) and store it on a common network share ("\\DiskServer\Share"):

| oad HSD50 DI SKS1 dssi _host =PAA dssi _node_i d=4
set DI SKS1 scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS1 container[1]="\\.\Physical Drive0"
set DI SKS1 container[2]="\\.\Physical Drivel"
set DI SKS1 container[3]="\\.\Physical Drive2"
set DI SKS1 container[4]="\\.\Physical Drive3"

| oad HSD50 DI SKS2 dssi _host =PAA dssi _node_i d=5
set DI SKS2 scs_system i d=1256412654 nscp_al | ocati on_cl ass=2

set DI SKS2 container[5]="\\.\Physical Drive4"
set DI SKS2 container[6]="\\.\Physical Drive5"
set DI SKS2 container[7]="\\.\Physical Drive6"
set DI SKS2 container[8]="\\.\Physical Drive7"

CHARON VM configuration file for the emulated VAX 4000 Model 108 node running on HOST001 is as follows:

set PAA port[2]=11012 host[2]="host 002: 11021"
set PAA port[3]=11013 host[ 3] ="host 003: 11031

include \\Di skServer\ Share\di sksets. cfg

CHARON VM configuration file for the emulated VAX 4000 Model 108 node running on HOST002 is as follows:

set PAA port[1] =11021 host[1] =" host001: 11012"
set PAA port[3]=11023 host[ 3] =" host 003: 11032"

incl ude \\ Di skServer\ Share\di sksets. cfg

CHARON VM configuration file for the emulated VAX 4000 Model 108 node running on HOST003 is as follows:

set PAA port[1]=11031 host[1]="host 001: 11013"
set PAA port[2]=11032 host[2]="host 002: 11023"

include \\Di skServer\ Share\di sksets.cfg
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CHARON-VAX for Windows CI cluster
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Introduction

This section describes how to configure a CHARON-VAX for a Windows CI cluster.

General description

A virtual CIXCD is the functional equivalent of a hardware CIXCD host adapter with the exception that there is no physical layer to connect to a hardware
Cl infrastructure. The current hardware is much faster than the physical Cl implementation, therefore if such a connection were even possible, it would
limit the virtual system throughput.

For data storage, the CIXCD connects to one or more virtual HSJ50 controllers that are loaded as separate components in the configuration file. To
configure VAX ClI clusters, the virtual CIXCDs of the multiple CHARON Virtual Machines (VMs) are interconnected via TCP/IP links.

It is advisable to start any field test based on the cluster examples provided below
Configuring virtual ClI clusters requires many configurable parameters and these parameters need to be the same on all servers.

The current Cl implementation for CHARON-VAX/66x0 supports up to 8 VAX VMs in a virtual Cl cluster and handles a maximum cluster size of 128
nodes. A single virtual C/ network supports up to 256 storage elements.

For more details on CI configuration follow this link.

Configuration steps

To create a CHARON-VAX ClI cluster, both of the following elements must be configured:
1. "CIXCD" host adapter
2. "HSJ50" storage controller

Cl hardware topology is emulated by establishing TCP/IP channels between the emulated CIXCD host adapters of each CHARON VM. The emulated
HSJ50 storage controllers are then connected to every CIXCD host adapter in the virtual Cl network.

Cluster operations require that (virtual) disks are simultaneously accessible by all CHARON VMs involved. This can be implemented, for instance, by
using a properly configured iSCSI initiator / target structure or a fiber channel storage back-end. Disks on a multiport SCSI switch are not acceptable
- because a SCSI switch does not provide true simultaneous access to multiple nodes.

It is advisable to start any field test with implementing the cluster examples provided below
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Example 1: Dual node CI cluster with 4 shared disks

In this example, setting up two CHARON VMs, two host machines, preferably running the same version of Windows, are required.
Assume that these host systems have network host names CASTOR and POLLUX in the host TCP/IP network.
The following are CHARON VM configuration files for the emulated VAX 6610 nodes running on CASTOR and POLLUX:

CASTOR node

| oad Cl XCD PAA ci _node_i d=1

set PAA port[2]=11012 host[ 2] ="pol | ux: 11021"

| oad HSJ50 DI SKS ci _host =PAA ci _node_i d=101

set DI SKS scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS contai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-rz24- vis-v6. 2. vdi sk"
set DI SKS contai ner[ 1] ="\\Di skServer\ Shar e\ dual-rz24-vms-v6. 2. vdi sk"
set DI SKS contai ner[2]="\\Di skServer\ Shar e\ dua2-rz24-vis-v6. 2. vdi sk"
set DI SKS contai ner[ 3] ="\\Di skServer\ Shar e\ dua3-rz24-vins-v6. 2. vdi sk"

POLLUX node

| oad Cl XCD PAA ci _node_i d=2

set PAA port[1]=11021 host[1]="castor:11012"

| oad HSJ50 DI SKS ci _host =PAA ci _node_i d=101

set DISKS scs_system_id=3238746238 mscp_allocation_class=1

set DI SKS contai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-r z24- virs- v6. 2. vdi sk"
set DI SKS contai ner[ 1] ="\\Di skServer\ Shar e\ dual-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[2]="\\Di skServer\ Shar e\ dua2-rz24-vns-v6. 2. vdi sk"
set DI SKS

cont ai ner[ 3] ="\\ Di skServer\ Shar e\ dua3-rz24-vns-v6. 2. vdi sk"

Let's review both configurations step-by-step.

1. The first two lines of both configuration files load and establish parameters for the "PAA" CIXCD host adapter. Only 3 CIXCD parameters are
important for us in this situation:

Parameter Description
ci_node_id = An integer value that specifies the address of the virtual CIXCD host adapter on the virtual Cl network.
Possible values range from 0 through 127 (Initially set to 127).

port An integer value that specifies the TCP/IP port number at which the emulated CIXCD host adapter listens for connections from
another emulated CIXCD host adapter with a certain Cl node id. Possible values range from 1024 through 32767.

host A string value that specifies the TCP/IP host name (and optional TCP/IP port number) to connect to another emulated CIXCD
host adapter with certain Cl node.

The syntax for the string is “host-name[:port-no]” with possible values for "port-no" in the range from 1024 through 32767.

Thus, CASTOR connects to POLLUX's port 11021 and listens for POLLUX's connection on port 11012, POLLUX connects to CASTOR's port
11012 and listens for CASTOR's connection on port 11021
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2. The third and fourth lines of both configuration file "DISKS" HSJ50 storage controller and its parameters:

Parameter Description
ci_host A string value that specifies an instance name of the emulated CIXCD host adapter serving the virtual Cl network.

If this value is not set, CHARON VM tries to locate the host adapter automatically. This automatic lookup works only if
the CHARON VM configuration has exactly one instance of an emulated CIXCD host adapter.

ci_node_id An integer value that specifies the address of the emulated HSJ50 storage controller on a virtual Cl network. Possible
values are from 0 through 7 (initially set to 0).

scs_system_id A string value that specifies the SCSNODENAME of the emulated HSJ50 storage controller.

The string consists of up to 10 characters. Possible characters are uppercase letters A through Z and the integers 0
through 9.

mscp_allocation_class = An integer value that specifies the ALLOCLASS of an emulated HSJ50 storage controller.

Possible values range from 0 through 255 (initially set to 0).

In both configuration files, the data related to the emulated HSJ50 storage controller, the "DISKS" must be identical. Not following this
rule can cause data corruption on the (virtual) disks.

3. The next lines demonstrate the mapping of the "DISKS" HSJ50 storage controller to the disk images, shared between both hosts. A "container
parameter is used for this purpose. This example assumes that all disk images are accessible from both host machines via a network share or
some other realization.
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Example 2: Triple node CI cluster with multiple iSCSI disks

In this example we assume that all three host systems have an iSCSI initiator and are connected to a common iSCSI server. The iSCSI disk server
provides 8 virtual disks with R/W access on all hosts. These disks are configured as "\.\PhysicalDrive0" ... "\.\PhysicalDrive7" on each of the host
machines.

The storage configuration must be identical on all three nodes, it is recommended to describe the storage structure in a separate configuration file to be
included in each CHARON VM configuration file with the "include" instruction (in this example the name of the configuration file set to "disksets.cfg") and
store it on a common network share ("\DiskServer\Share"):

| oad HSJ50 DI SKS1 ci _node_i d=4
set DI SKS1 scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS1 container[1] ="\\.\Physical Dri ve0"
set DI SKS1 container[2]="\\.\Physical Drivel"
set DI SKS1 container[3]="\\.\Physical Drive2"
set DI SKS1 container[4]="\\.\Physical Drive3"

| oad HSJ50 DI SKS2 ci _node_i d=5
set DI SKS2 scs_system i d=1256412654 nscp_al | ocati on_cl ass=2

set DI SKS2 container[5]="\\.\Physical Drive4"
set DI SKS2 container[6]="\\.\Physical Drive5"
set DI SKS2 container[7]="\\.\Physical Drive6"
set DI SKS2 container[8]="\\.\Physical Drive7"

CHARON VM configuration file for the emulated VAX 6610 node running on HOST001 is as follows:

| oad Cl XCD PAA ci _node_id=1

set PAA port[2]=11012 host[ 2] =" host 002: 11021"
set PAA port[3]=11013 host[ 3] ="host 003: 11031

include \\Di skServer\ Share\di sksets.cfg

CHARON VM configuration file for the emulated VAX 6610 node running on HOST002 is as follows:

| oad Cl XCD PAA ci _node_i d=2

set PAA port[1]=11021 host[ 1] ="host 001: 11012"
set PAA port[3]=11023 host[ 3] ="host 003: 11032"

include \\Di skServer\ Share\di sksets.cfg
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CHARON VM configuration file for the emulated VAX 6610 node running on HOST003 is as follows:

| oad Cl XCD PAA ci _node_i d=3

set PAA port[1]=11031 host[1] =" host001: 11013"
set PAA port[2]=11032 host[ 2] =" host 002: 11023"

include \\Di skServer\ Share\di sksets.cfg
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CHARON-VAX and CHARON-PDP for Windows licensing
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General description

The CHARON-VAX / CHARON-PDP products are protected by licenses issued on a customer basis by STROMASYS Inc. The CHARON-VAX /
CHARON-PDP license defines all the specifics of a particular CHARON-VAX / CHARON-PDP distribution and its usage.

The license is implemented in the form of a hardware dongle (a Sentinel HASP key) or a software license bound to the hardware. Please be careful with
your license key, in case of loss or damage, the CHARON VMs will not run or start until the license key is replaced. For extra protection, STROMASYS
recommends the use of a backup license key (purchased separately) that can replace the main license key for a restricted period of time. It is possible to
specify the backup license in the CHARON VM configuration file to prevent CHARON VM from stopping in case the main license dongle is no longer
accessible.

The CHARON-VAX / CHARON-PDP license is read upon the start of each instance of CHARON VM and at a specified interval (defined by the license
content) during the emulated system execution (default is 1 hour). If CHARON VM detects the absence (or malfunction) of the license key or software
license, CHARON VM will try to use a backup license (if specified in the configuration file). If the license is not available or not specified, CHARON

VM displays a warning message in the log file requesting the license key reconnection or software license reactivation. If the license is not reconnectedor
reactivated within a given period of time (the check interval), CHARON VM exits.

o The CHARON-VAX / CHARON-PDP main license is time restricted or unlimited, the backup license is limited by the number of executions (1
execution = 1 interval check)

Note that if the time-restricted license is used and it expires, the CHARON VM tries to find its replacement automatically and, if found, proceeds using the
replacement license.

The CHARON-VAX / CHARON-PDP software license is not distributed for Proof-of-Concept and evaluation installations. Only hardware dongles
are used in these cases.

It is important to connect the HASP license keys to the computer powered on even if the CHARON VM is not running because the keys
contain a built-in battery that needs to be charged. If the battery is completely discharged, the license key can be irreparably damaged.

Update of the CHARON VM license can be performed on the fly without stopping the CHARON VM. The expiration date and execution counter can be
updated, however the CHARON VM virtual hardware configuration should remain unchanged. At the next license check, the CHARON VM will use the
updated license.

The following sections list all the main parameters of the CHARON-VAX / CHARON-PDP licensing mechanism.
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Parameters defined by CHARON VM license

The following table represents all the parameters defined by the CHARON VM license:

General Products relevant Optional
® Physical key ID ® Commercial product name ® Possibility to attach hardware
® |icense Number ® Commercial product code QBUS/UNIBUS hardware via
® End user name ® Commercial product version and range of build numbers suitable for adapter
® Master key ID running ® Parameter that reduces the
® License release date ® Range of CHARON VM virtual models available for running maximum speed of the program
and time ® Type of host CPU required ® Parameter that enables the
® Update Number ® Host operating system required product to support additional
® Purchasing Company ® Number of virtual CPUs enabled for virtual SMP systems serial lines through an option
name. In most cases ®  Minimum number of host CPU cores required board from a company such as
the company to which ®  Minimum host memory required DIGI
the key was issued ® Maximum memory emulated. If not present the value defaults to the ® Parameter that prohibits use of
originally maximum memory possible for the particular virtual system. Note that the Advanced CPU Emulation. If not
maximum memory may not be available to the virtual system if the host present. thg Advanced CPU
) o . Emulation is enabled
computer has insufficient physical memory. ® Parameter that
® Maximum number of CHARON VM instances that can be run concurrently enables the emulation
®  Whether or not CHAPI (CHARON API) can be used with this product of the IEQ11-A IEEE488
® Product and Field Test expiration dates (if any) Controller (on top
® Product and Field Test executions counter (if any) of the DCI-3100 IEEE488
®  Maximum number of hosts that may run CHARON VM concurrently (in the Controller)
case of a networking license) ® Parameter that
® | evel of support (if any), end date of any support contract, the "First Line" enables the emulation
Service Provider of the DRV11-WA I/O controller
[ ]

Frequency of CHARON VM license checking during CHARON VM
execution

(on top of the DCI-1100 1/O
controller)

CHARON-VAX / CHARON-PDP licensing models

CHARON-VAX / CHARON-PDP licensing models are divided into 3 groups:

Regular Sentinel HASP keys

This is the most common way of CHARON-VAX / CHARON-PDP licensing.

The CHARON-VAX / CHARON-PDP license is embedded in a Sentinel HASP dongle. This license is available only on the host where the dongle is
physically installed.

The CHARON-VAX / CHARON-PDP installation procedure takes care of the Sentinel HASP run-time (driver) installation. Once the CHARON-VAX /
CHARON-PDP product has been installed, it is possible to plug in the regular license key and proceed with using CHARON-VAX / CHARON-PDP without
additional configuration steps.

The number of CHARON VMs allowed to run on a particular host may be restricted by the license content (see above).

Network Sentinel HASP keys

The Network Sentinel HASP key (red dongle) can be shared between several hosts running CHARON virtual machines (including the host on which the
network license is installed).

If CHARON-VAX / CHARON-PDP is installed on the host where the network key is connected, no additional steps are required. The Sentinel driver is
activated as part of the CHARON-VAX / CHARON-PDP installation. If the host does not have CHARON-VAX / CHARON-PDP installed, the host can still
distribute the connected network license(s) to the CHARON virtual machines running on other hosts. In this case the Sentinel driver must be installed on
the host manually.

The Sentinel run-time driver is distributed as a part of the CHARON-VAX / CHARON-PDP kit. Please see the "License installation" section of this chapter
for details.

Once the Sentinel run-time driver is installed and the network license is connected, the CHARON VM can be started on any appropriate host on the LAN
network segment.
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CHARON-AXP/VAX version 4.7 build 171-01 introduced a change with respect to network licenses. In previous versions of CHARON-AXP/VAX
a network license controlled the maximum number of client host systems and CHARON instances per host system (station/instance mode).

In the current CHARON-AXP/VAX versions a network license controls the maximum overall number of active instances, which can be
distributed across client host systems according to the preference of the customer.

Software licenses

The CHARON-VAX / CHARON-PDP Software License (SL) is a "virtual" key with exactly the same functionality as the hardware dongle. It does not
require any hardware but the installation of the Sentinel run-time environment is required.

The Software Licenses (SL) are best suited for stable environments because their correct function depends on certain characteristics of the host
system. Changing any of these characteristics will invalidate the license.

® |f the CHARON host runs on real hardware, the software licenses are by default tightly bound to the hardware for which they were

issued. If major hardware characteristics of the system are changed, the license will be disabled.
If the CHARON host runs in a virtual environment (e.g. VMware), software licenses are normally bound to the virtual machine ID and
a set of additional characteristics of the virtual machine. If any of these parameters are changed, the license will be disabled.

For a more detailed description of the restrictions, please refer to Software Licensing restrictions or contact your Stromasys representative.

Software licenses are always network-wide on Windows, so they behave the same way as Network HASP keys.
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Multiple licenses configuration and backup license

For any type of licensing, a CHARON VM can use only one valid ("active") license (of given vendor code) at a time.

The "HASP License details" utility (it can be started from CHARON Virtual Machines Manager) displays a range of available licenses but note that, by
default, a CHARON VM may use any of them as the "active" one - unless it is directly specified by the "license_key_id" parameter (see below). The utility
provides the license numbers and ID / IP addresses of the hosts where the licenses are installed.

The general recommendation is to avoid the usage of multiple keys in one network segment. Use only one locally installed license per host or one network
license per local network segment containing several CHARON hosts.

When needed, it is possible to use a special parameter in the CHARON VM configuration files to specify exactly which license must be used by each
particular CHARON VM:

Parameter license_key_id
Type Text string

Value A set of Sentinel Key IDs that specifies the license keys to be used by CHARON. It is also possibly to use a keyword "any" to force
CHARGON to look for a suitable license in all available keys if the license is not found in the specified keys.

Example:

set session |icense_key_ id = "1877752571, 354850588, any"

Based on the presence of this parameter in the configuration file, CHARON behaves as follows:

1. No keys are specified (the parameter is absent)
CHARON performs an unqualified search for any suitable key in unspecified order. If no key is found, CHARON exits.

2. One or many keys are specified
CHARON performs a qualified search for a regular license key in the specified order. If it is not found, CHARON exits (if the keyword
"any" is not set).

If the keyword "any" is specified then if no valid license has been found in the keys with specified ID’s all other available keys are
examined for valid license as well.

The order in which keys are specified is very important. If a valid license was found in the key which ID was not the first one
specified in configuration file, then available keys are periodically re-scanned and if the key with the ID earlier in the list than the
current one is found CHARON tries to find a valid license there and in case of success switches to that key.

This parameter also specifies the license which will be used as backup if the active license expires.
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License installation

Installation from scratch

Before installing the license make sure that the Sentinel run-time (driver) to be installed is collected from your CHARON kit or
provided by STROMASYS on request for your particular product. Do not update the Sentinel run-time (driver) from online or any other
sources, including the Sentinel web site.

In case of several CHARON kits containing different versions of Sentinel run-time (driver), the last one, having the most recent
version, must be installed. The CHARON installation performs this operation automatically.

At the moment CHARON supports Sentinel HASP keys, Sentinel HL and Sentinel Software Licenses (SL).
Installation of a CHARON-VAX / CHARON-PDP regular or network license consists of:

1. Installation of the Sentinel run-time environment on the CHARON-VAX / CHARON-PDP host (regular and network keys) or on the host that will
distribute CHARON-VAX / CHARON-PDP licenses over a local network segment (network key only). The Sentinel software is
installed automatically by CHARON-VAX / CHARON-PDP for Windows.

2. Physical connection of the HASP license dongle to the CHARON-VAX / CHARON-PDP host or to the host distributing the CHARON-VAX /
CHARON-PDP license over the local network segment.

3. Collecting the system fingerprint (*.c2v file), sending it to STROMASYS and applying the update (*.v2c file) in case of software license (and in
case of updating HASP dongle license). See the details below.

When a manual installation of the Sentinel run-time is required (in the case of the network license server that does not have CHARON-AXP installed):

1. Login as Administrator

2. Open the CHARON-VAX/PDP kit folder

3. Switch to the "hasp_i nst al | " subfolder

4. Unzip the archive "haspdi nst . zi p" located in this folder

5. Open "cmd.exe" and switch to the folder where the files were unzipped
6. Execute the following commands:

...> haspdinst.exe -fr -kp -nomsg
..> haspdinst.exe -install -cm
7. Extract the contents of this archive "haspl i b. zi p* to the same directory.

. Copy the file "haspvl i b_68704.dl | "to "C:\ Program Fil es (x86)\ Cormon Fil es\ Al addi n Shar ed\ HASP" (in case of x64 host) or "C
2\ Program Fi |l es\ Conmon Fil es\ Al addi n Shar ed\ HASP" (in case of x86 host)

o]

Note that the following operations have to be performed on installation phase for network licenses:

® On the server side (where the network license will reside): open port 1947 for both TCP and UDP

® On the client side, if broadcast search for remote licenses is to be used, UDP traffic from port 1947 of the license server to ports 30000-
65535 of the client must be permitted.

® Both on server and client sides: setup default gateway

Please consult with your Windows User's Guide on details.

If stricter firewall rules are required, it is possible to open the ports 30000-65535 and 1947 only for the "Sentinel HASP License
Manager" (hasplms.exe) service (it will be installed by CHARON-VAX / CHARON-PDP).
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Replacement of currently installed Sentinel run-time

Replacement of the currently installed Sentinel Run-time can be needed in case of installation of specific run-time provided by STROMASYS.
[ ]
To proceed, remove the current version of Sentinel run-time:
® | ogin as Administrator
Extract the content of the unique ZIP file residing in “hasp_install” directory of the CHARON distribution to the same folder.
Run “cmd.exe” from the “Start” menu of host computer
“cd” to the “hasp_install” directory
Issue the following command:

...> haspdinst.exe -fr -kp -nomnsg

Install the other Sentinel run-time:
® “cd” to the directory where the target run-time resides
® |ssue the following command:

...> haspdinst.exe -install -cm

® ‘“cd” to the “hasp_install” directory

Extract the contents of this archive "haspl i b. zi p* to the same directory.

® Copy the file "haspvl i b_68704. dl | "to "C:\ Program Fi |l es (x86)\ Common Fi | es\ Al addi n Shar ed\ HASP" (in case of x64
host) or "C: \ Program Fi | es\ Common Fi | es\ Al addi n Shar ed\ HASP" (in case of x86 host)

You do not need to perform this procedure for Sentinel HL keys - local and network ones (red dongle) used as local.
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Installation and update of CHARON-VAX/PDP Software License or HL/HASP dongle License

The CHARON-VAX / CHARON-PDP software licenses can be installed / updated according to the procedure described below:

® |nstall CHARON-VAX / CHARON-PDP together with Sentinel run-time (Sentinel run-time is an essential part of CHARON-VAX / CHARON-PDP fo
r Windows distribution)

® Reboot the host system

Connect the HASP dongle to the host system (in case of update of a license located on a dongle)

® Collect the CHARON-VAX / CHARON-PDP host fingerprint file ("*.c2v")

Open the CHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the "License Update tool" button to
envoke the "License Update Service" utility:

Mo RAVAESD - LA OR URA hA
(,’ Wiy WAVEE00 - CHARON VI Manager o s

VM Control | VM Configuration Host Information & Utilities

The list of CHARDON emulators:

CHARON &, 4.9.13400;
Wik B000 Model BED, A 5000 Model 650, Wax B000 Model 540, VA 6000 Model B30, WAk 5000 Model 620, Vi B000 Modsel 610, VA 000 Model 310,
Wi 4000 Model 705, Wax 4000 Model 700, V& 4000 Model 108, Wax 4000 Model 106, Wéistation 4000 Model 90, Viiserver 3900 [512MB RAM extension], Vékiserer 3900 [12
Warzerver 3900, Viakzerver 3800 [512ME BAM extension]. Viddiserver 3800 [128ME RAM extension]. Vakserver 3600, MicsdVal I, MicroVax 3300, Miceoliai 3600,
Micioviax 3100 Model 98, Micravidx 3100 Model 36

The list of most recent installed components and tooks:

Sentinel HASP Fun-Time ervironment version: 7.80.780221

HASP License Details application (hasp_view]v. 1.28

License Update tool (hasp_nus] v. 7.2

MNetwork Control Center application [netdiag) v. 1.52

CHARON device check application [deveheck] v. 1.4

Wirtual Digk. tool [mkdskwing v, 219

£ >
Sentinel Admin Control Center HASP License Details License Update Tool Metwork Control Center Device Check Tool | Wirlual Digk Tool I
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® |n the utility dialog popup switch to the "Collect Status Information" tab (opened by default) then select:
® "Installation of new protection key" in case of Software License if no Software License has been already installed on the host.

Example:
" >
RUS folla)=s

Collect Status Information | Apply Licsnse File | Transfer Licensa |

gV G N ¥ W N P W N

Colect information from this computer fo enable:
Update of existing protecton key
@ Instalabon of new protection key

® "Update of existing protection key" in case of HL/HASP dongle or Software License that has been already installed on the host and
needs updating.
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Example:

Collect Status Information | Apply Licansa Fie | Transfar Licanse |

V¥ W W N N N Y N Y

Colect information from this computer to enable:
@ Update of existing protection key
) Installabon of new protection key

When using HASP dongles, select only the "Update of existing protection key" option.

In case of Software License use the "Installation of new protection key" option if the host does not have any Software License
installed and the "Update of existing protection key" option if an already installed Software License has to be updated.

® Press the "Collect Information" button. In the popup dialog choose the place to store the "Fingerprint.c2v" file and press the "Save" button:

¥ Save Key Status As =]
ﬁuﬂ J » Computer » Local Dk (C) » Temp » - | 3 I| Search Temp =l
Organice = Mew folder s=-
4r Favorites k= g : Drate modidied Type Size
B Desktop L. DETEN 20062014 16:54 File folder
b Deowmioads Lo Irestall_WinT_T086_05262004

23062014 18:10 File folder
£ Dropbex

% RecentPlace

w4 Librasies
_:' Doouments E
o Music
] Pictures
=T Subversion
B videos

18 Computer
&L Local Disk ()
s Local Dick {E)
¥ nikolser (Yumacn

Fie name  Fingerpeint
Save s type [Update receipt file (".c2v)

= Hide Folders
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® A message should appear similar to this example, confirming the fingerprint has been collected successfully.

| Collect Status Information | Apply License File | Transfer License |

llllllllllllllllL

paseri =

| Apply Update

® Send the ".c2v" file ("Fingerprint.c2v" in the example above) to STROMASYS

® STOMASYS will send you a ".v2c¢" file in return. Put it somewhere on the CHARON-VAX / CHARON-PDP host.

® Open up the "License Update Service" utility the way described above and open the "Apply License File" tab:

Colct Status Information | Apply License Fle | Transfer License |

15:15:54%
Fingerprint retrieved,

AR AR A R o o 2R o8 o8 o8 o8 o8 o8 o8 o

Colect information from this computer to enable;
(2 Update of existing protection key
@ Instalation of new protecton key
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Press the "..." button beside the "Update File" edit-box. In the popup select the license file received from STROMASYS:

= it eroresy T ==

% RecentPlace:

4 Librasies
¥ Documents
& Misic
= Pictures
B3 Subversion
B videes

18 Computer

&5 Local Disk ()

a Local Disk (E)

S nikolsev (Vumaecmail
S Metwork

File name

m-l b ¢ Computer » Local Dk (C) » Temp » vlﬁ-'l Srarch Temg f=
Organize = Mew febder #- 0 @
"( Faworites Mg - Drate modidied Type Size

L] Desktop 4. DETSW 20062004 1654 File folder
b Dewmloads 4o Install_WanT_T0B6_05262004 23.06.2014 18:10 File folder
¥ Dvopbox | Wour Licensevc 01.08.2014 16:17 WAL File 1KB

[ 41 suppored fies (rharwde* =
(o o) [ Goma |

Press the "Open" button and apply the license.

® Open the CHARON Virtual Machines Manager, switch to the "Host Information & Ultilities" tab and press the "Sentinel Admin Control Center"

button:
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$r My MVIE00 - CHARON VM Manager = s

M Control | ¥M Configuration Host Information & Utilities

The list of CHARON emulators:

CHARDHN A, 4.9.193400;
Wy 6000 Model 660, iéx 6000 Model 650, Vi 6000 Model 640, W& E000Model B30, 'ix 6000 Model 620, VX BO0D Model 610, ViAX B000 Model 310,
Wiaed 4000 Model 705, A 4000 Mode| 700, WAk 4000 Model 108, W&k 4000 Model 108, Vaistation 4000 Model 90, VidXzerver 3900 [512ME RaM extension), Viéizerver 3300 (12
Wibzerver 3900, Vikzerver 3500 [512MB RAM ewlension]. Viddzerver 3500 [128MB RaM edension]. Vékserver 3800, MicsoWadl I, Microliésd 3300, MiceoWax 3500,
Iicaovie 3100 Model 98, Microlé 3100 Model 36

The list of mast recent installed components and tocks:

Sentinel HASP Run-Time enviianment vession: 7.80.730221

HASP License Details application (hasp_view] v. 1,28

License Update tool [hasp_nus] v. 7.3

Network Contrel Center application [netdiag) v. 1.52

CHARON device check application [devcheck) v. 1.4

Wirlual Drigk. tool [mkdskwin] v, 219

< >
Sentinel Admin Cortrol Center HASP License Details License Update Tool Metwork Comtral Center Device Check Tool | Wirual Digk Taoal I

or - alternatively - start any web browser on this system and go to the http://localhost:1947 page to access the "Sentinel HASP Admin Control
Center" (ACC).
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® Ensure that the license appears in the “Sentinel Keys” menu.

As the content of the installed software or HL/HASP license is not shown by the Sentinel HASP Admin Control Center, press the "HASP License
Details" button in the "Host Information & Ultilities" section of the CHARON Virtual Machines Manager (see above) to display it:

Lecemse Detads

ucense veys: [NCRCURRUUNN 1<za726238 00|
RDP sesuon detected, boense access might be mited! -

In this case CHARDM products won't run in appbcs bon mode,
Please run CHARON ag 2 Windows service to manpge CHAR DN products wath koenses.

Licersse Manager running at host: KIRAL
Liceree Manager [P address: 127.0.0.1

Sentingl-HL Net key detected.
The Physical Key ID: 1918154109

CHARON Senbnel HASP License key sechion

Thae Licenae Nusnber: D00, mec. best. canber, nkolaey
The License Keyld: 1918154109

The Master Keyld: 1283872778

Riedames date: 2-DEC-2017

Product Licerme Mumber: CHAP 0P
Wirftual Hardwasre: AlphaServer_DS10, AlphaServer DS10L, AlphaServer D515, AphaSserver D520, AlphaSerser D525, Alphaterver FS40, AlphaServer FS45, AlphaSersr
Product Name: CHARON-AXP

mawsﬁmmwmm Bt
Host Operating System required: WINDOWS, LINUEX
CPUrs alowed: 16

€ >

Refresh arrent boense Refresh beenses kst | Copy beanse detals to Cipboard | Exit j

Note that the following operations have to be performed on installation phase for network-wide software licenses:

® On the server side (where network license will reside): open port 1947 for both TCP and UDP

® On the client side, if broadcast search for remote licenses is to be used, UDP traffic from port 1947 of the license server to ports 30000-
65535 of the client must be permitted.

® Both on server and client sides: setup default gateway

Please consult with your Windows User's Guide on details.

If stricter firewall rules are required, it is possible to open the ports 30000-65535 and 1947 only for the "Sentinel HASP License
Manager" (hasplms.exe) service (it will be installed by CHARON-VAX / CHARON-PDP).
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License management

CHARON-VAX / CHARON-PDP license management is performed by the Sentinel Admin Control Center and specific utilities.

Sentinel Admin Control Center

The Sentinel Admin Control Center (ACC) is the web-interface to the Sentinel run-time environment. It allows the viewing and managing of any available
keys, enabling and disabling them, controlling usage of remote keys etc.

Sentinel Admin Control Center is not able to display CHARON-VAX / CHARON-PDP licenses. To do this operation, open the CHARON Virtual
Machines Manager, switch to the "Host Information & Ultilities" tab and press the "HASP License Details" button (see below).

To access the Sentinel Admin Control Center, open the tCHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the
"Sentinel Admin Control Center" button:

) MVIERT - CELA RN WA A
c; Wy MV IE00 - CHAROM VM Manager . -,

VM Control | VM Configuration Host Information & Utilities

The list of CHARDN emulstors:

CHARDN A2, 4.9.19401;
Wi 6000 Model 6BD, Vax B000 Model 650, VaX B000 Model B40, V& 6000 Model 630, V& 000 Model 620, Vidx B000 Model 610, VA E000 Model 310,
Wi 4000 Model 705, Vak 4000 Model 700, VAX 4000 Model 108, V& 4000 Model 105, Vastation 4000 Model 30, WVakserver 3900 [512MB RaM extension], Viékiserver 390012
Warzerver 3900, VArzerver JE00 [512MB RaM extension]. Viékzerver 3600 [128ME RAM extension]. Vakiserver 3500, Micsovai |, Microvéx 3900, MicroWidil 3500,
Miciovia 3100 Model 98, Microba 3100 Model 36

The list of most recent installed components and tooks:

Sentinel HASP Run-Time enviionment vession: 7.80.78022.1

HASP License Details application (hasp_view]v. 1,28

Licenze Update ool [hasp_rus] v. 7.3

Metwork Conlial Center appheation [netdiag] v. 1.52

CHARON device check application [devcheck] v. 1.4

Willual Disk tool [mkdskwin] v, 219

< >
Sentingl Admin Contial Center HASP Licenze Details License Update Tool Metwork Cantrol Center Device Check Tool | Wirlual Dizk Tool I
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or - alternatively - start any web browser on this system and go to the http://localhost: 1947 page.

Example:

gemalto Sentinel Admin Control Center

Sentinel Keys Available on redhat? . localdomain

Sentine Keys # Location Vendor Hey D Key Type Configuration Verslon Sessions Actlons
Products 1 Loca 68704 445532399 HASP HL Time [ ZE - 3.25 = Progucts| Features| Sessions
Fealures (BE704) Blinkan| €2V
Sessions 2 Local GETOM 527830790 HASP HL Time (SN - 325 - Products | Features | Sessions
(odlaid) Blinkan| | C2v
Update/Attach 3 Local  GETO4 1202236799 HASP HL - 325 - 'Products | Features| Sessions
. (BETOL) HetTima 10 Blinkan| C2V
. 4 Local 66704 362831868 HASP HLTime S - 3.25 - Progucts| Features| Sessians
Conifiguraticn (BETO4)
) Blinkan | | C2W
Ditgrostics

This example demonstrates that 4 license keys are available:
1. A network key ("HASP-HL NetTime") on the host "XEON4WAYW?7"
2. A network key installed locally
3. An HASP-HL installed locally
4. A network-wide software license on the host "RH64"

The Sentinel Admin Control Center reports that there is one opened session on key #4. The other keys are not being used at the moment.

For a more detailed description of the Sentinel Admin Control Center, please refer to its "Help" section.

A helpful feature of the Sentinel Admin Control Center is the ability to disable access to remote keys. If the network key is installed locally, access to the
key from remote hosts can be disabled. The following examples demonstrate how this can be done.

To disable access to remote keys, switch to the "Access to Remote License Managers" tab, uncheck the "Allow Access to Remote Licenses" check box
then press the "Submit" button to apply this change:

gemalto Sentinel Admin Control Center

{:nnhguraﬂnn for Sentinel License MR.I‘IFI.UF![ on cergs, stromasys.com

Options
Surgingd Keys Bani Setsngs ] Lisers Access 10 Remose Licenss Managers Accous hom Femete Chienls I Delachasle Licenses I Mertwcti
Products
Faaluirs Alow Access o Remote Licerses [gmpy
B Brnaacast Search for Reenote Licenses v
Lplaer AL Aggres sy Search for Remobe Licenses
Remobe Licente Seavch Paramters
Actads Log
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To disable access to the locally installed license key from remote hosts, switch to the "Access from Remote Clients" tab, uncheck the "Allow Access from
Remote Clients" check box then press the "Submit" button to apply this setting:

| 0 ]
gemalto Sentinel Admin Control Center
m Configuration for Sentinel License Manager on ceres.sromasys.com
Sorenal Keys Basic Semngs | Users | Access to Remow License Managers | Access from Rematn Clients Detscnable Liconses | Wotwork |
Produsts
Fealutes
5 CLaT iy, & NeTRoei-Salded Sanlired] TRt Ry IS Pl CONFRRCIR RO BhiS Lo h'.‘ul.k?“'l
. Allow Acoess from Femobe Clients @
Agtirid Fpstetons .
Access Log
ConfigUInion
Crsgrersnes
Halp
Abot

Shinw Pristiat Clenl ASgess Wenl TR Ad e R N T SO I WiCE Dy e Speclied. AR 00N A & Malch B heond, svidadion S1eps
allowsall is implcthy added 1o end of list

Submit | Cancel | | SelDelauls

License management utility

CHARON-VAX / CHARON-PDP for Windows provides two specific utilities for license management:

® "HASP View" - This utility is used to display the license(s) content.
® ‘"License Update Service" - This utility is used to collect key status information and host fingerprint (C2V) files and to apply updates (".v2c" files).

Please refer to the "Utilities" section of this Guide for more details.
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Removing CHARON-VAX / CHARON-PDP software licenses

The following procedure must be applied to remove the software license (SL):

1. Open the CHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the "Sentinel Admin Control Center"
button:

VM Control | VM Configuration Host Information & Utilities

The list of CHARDOM emulators:

CHARDN M, 4.9.19401:
Wiy B000 Model BED, VAxX 5000 Mode| 650, Wax B000 Model 640, VA 6000 Model B30, VA& 5000 Model 620, Wi BO00 Modsl 610, VAX 6000 Model 310,
Vo 4000 Model 705, VA 4000 Mode| 700, Vax 4000 Model 108, Vax 4000 Model 105, Viakstation 4000 Model 90, Viék{server 3900 [512MEB RaM etersion]. Védzerver 3900 12
Wigerver 3900, Viakzerver 3800 [512ME RaM extension], Viékserver 3800 [128ME RaM extension]. Véxserver 3600, MicsdWald I, MicroVidd 3300, Miceoiai 3600,
MicioVii 3100 Model 98, MicroVéx 3100 Model 36

The list of most recent installed components and tooks:

Sentinel HASP Fun-Time ervionment version: 7.80.780221

HASP License Details application (hasp_view] v. 1.28

License Update tool (hasp_us] v. 7.3

Metwork Conticl Center application [netdiag) v. 1.52

CHARDON device check application [deveheck] v. 1.4

Wilual Digk tool [mkdskwin] v, 219

< >
Sentinel Admin Control Center HASP License Details License Update Tool Metwork Control Center Device Check Tool | Virual Dizk Tool I

or - alternatively - start any web browser on this system and go to the http://localhost:1947 page.

2. In the "Sentinel HASP Admin Control Center" (ACC), select the "Sentinel Keys" option in the left pane and locate the target "Sentinel SL
AdminMode" license.
3. Press the "Certificates" button at the right side of the SL description:

gemalto Sentinel Admin Control Center
m Sentinel Keys Available on localhostlocaldomain

Senting Keys 8 Location Vendor Koy D Ky Type Eontig: i 5

Producis 1 Local a7 BO1OCOGOAZITEGBGEL HASESL v T.E = | Peoducts | Foaums | Sexsions | CenBcales
Featres RO} s Wiz cav

SeRsions Closdl
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. Note the name of the correspondent certificate in the "Certificates" section. The name is in the form of <Keyl D>_base. v2c
. Remove the corresponding certificate file in the "C: \ Program Fi | es\ Cormon Fi | es\ Saf eNet Senti nel \ Senti nel

LDK\i nst al | ed\ 68704" folder.

. Reboot the CHARON host.
. Start the "Sentinel HASP Admin Control Center" (ACC) again to ensure the SL has been removed.

License Deinstallation

To completely remove a CHARON-VAX / CHARON-PDP license from a host, remove the Sentinel run-time driver using the following procedure:

Login as Administrator

Open the CHARON CHARON-VAX / CHARON-PDP kit folder

Switch to the "hasp_install" subfolder

Unzip the archive located in this folder

Open "cmd.exe" and switch to the folder where the files were unzipped
Execute the following command:

...> haspdinst.exe -fr -kp -nonsg

Unplug the license dongle. Note that the Sentinel run-time driver is uninstalled automatically when a complete uninstallation of CHARON-VAX /
CHARON-PDP is performed.

Special "backup" license keys

Backup keys are provided by STROMASYS along with the standard license dongles. It is strongly recommended to order a backup key to recover
immediately from damage or loss of the main license key. The backup keys use a counter (integer) value hardcoded inside the key, this integer value is a
number of hours CHARON-VAX / CHARON-PDP is allowed to run. Each time CHARON-VAX / CHARON-PDP checks the license (every hour), the value
is decreased (by 1 hour). Please note that the backup keys have restricted functionality:

The run time is typically limited to 720 hours (30 days). This is the time alloted to get a replacement dongle from STROMASYS.
A backup license may be valid only until a certain date.
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CHARON-VAX and CHARON-PDP for Windows utilities

General description

CHARON-VAX / CHARON-PDP provides the following set of utilities:

Utility

Host Device Check
Network Control Center
MkDisk

MkDskCmd

HASP View

License Update Service

License expiration check
mtd

CHARON Log Monitor and
Dispatcher

HOSTPrint
VT-30TV

CHARON Guest Utilities for
OpenVMS

© Stromasys, 2019

Description

Used to review system resources that can be mapped to CHARON.

Used to configure a CHARON network.

GUI-based utility used to create custom or standard CHARON virtual disk containers.

Command line utility used to create custom or standard CHARON virtual disk containers.
This utility also may be used to transfer virtual disks of one type to virtual disks of another type.

Used to display the CHARON license content.

Used to manage CHARON licenses, collect the host system fingerprint and to transfer software licenses from one
host to another.

Used to warn user about expiration of CHARON license
Used to create CHARON tape images from physical tapes and to write tape images back to physical tapes.

Used to trace CHARON log files and run a specific program on certain conditions.

Used to print CHARON output to Windows printers.
TV-30TV screen emulation.

Used to manage virtual tapes and CHARON performance.
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Host Device Check

Table of Contents

General Description

Reviewing available physical disks
Reviewing all the available host resources
Collecting the configuration strings

General Description

The "Host Device Check" utility is used to review system resources that can be mapped to CHARON.

Open the CHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the "Device Check Tool" button:

» CHAROMN VM Manager

VM Control | VM Configuration Host Information & Utilities

The list of CHARDN emulstors:

CHARON-&P, 4.9.19401:
AlphaServer GSB0, AlphaServer G5320, AlphaServer GS1ED, AlphaServer ES45, AlphaServer ES40, AlphaServer D525, AlphaServer D520,
AlphaServer DS15, AlphaServer DS10L, AlghaServes DS10, AlphaServer 800, AlphaServer 4100, AlphaServer 4000, AlphaServes 400,
AlphaServer 2100, AlphaServer 2000, &lphaServer 1200, AlphaServer 10004, AlphaServer 1000

The list of most recent installed components and tools:

Sentinel HASP Rur-Time environment versior: 7.80L7E022.1

HASP License Details application (hasp_view]v. 1,28

License Update tool [hasp_rus] v. 7.3

Metwork Conliol Center application [netdiag] v. 1.52

CHAROMN device check application [devcheck] v. 1.4

Wittuad Digk tool [mkdskwin] . 219

Sentinel Admin Control Center HASP Licenze Detailz License Update Tool Metwork Control Center | | Device Check Tool Wirual Digk Tool
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Reviewing available physical disks

By default the "Host Device Check" utility reports the available physical disks:

B Host Device Check for CHAROMN, Version 1.4 (Build 194071)

Device clazz

Open | Save Az | Copy path to clipboard |

Service Adapter Bus Target D LUM | Mame Device path D ezcription |Jze with CHAROM

Unusable device Emulator device string | Devicecontans Windows system
Cloze |

Microsoft Windows 10, (Build 17134) |KIRILL |1 urona 2018 1. 13:18:01 y

,i\, Please note that the unusable devices and the devices containing Windows system (see corresponding colors above) must not be mapped to
CHARON!

Reviewing all the available host resources

Select "All drives" in the "Device class" drop-down list:

B Host Device Check for CHAROM, Version 1.4 (Build 19401)

Device class: | Disk diives | Open
Diisk. dirves

Service || Tape dives )| LUN | Name
CO-ROM dives
_Flnpq:q,l disk dirves
Printers
Storage Controllars
Unknown devices
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The "Host Device Check" utility will display all the host resources:

B Host Device Check for CHARON, Version 1.4 (Build 19401)

Device class: | EUEHES Open
Service | Adapter | Bus | TargetlD | LUM | Mame | Description | Lise with CHARON |
prinker Microsaft Print ta POF [redirected 2) Printet device W AMicrosolt Print to POF [redirscted 2)
prinker Fax lredirected 2) Printer device WWOWFan [redirectad 2)
prirker Microsoft XPS Docurment SWiiter (redir... Printer device WWiMicrosolt ¥PS Document Writer [1...
prinker Canon iPT200 series redirected 2) Pririter device WACanon IP7200 series [rediected 2)
prinker Send To OneMote 2013 Printer device ‘\WhSend To OneMote 2013
prirker Prirter rear me Printer device \WAPrinter near me
prinker MPID4E684 [HP Laserlet M1536dnf ... Printer device WWANFID 48684 [HP Laser) et b1536...
prinker MPIZEODTE [HP Lazer)et P2055dn) Printer device WWANFIZEODTE [HP Laser)et P2055. .
prinker Microsoft XPS Document Wiiter Priniter device Whhicrosoft XPS Document Writer
prinker Microscft Print to PDF Printer device W SMiciosoft Pint to PDF
prinker Fax Printer device \OWFam
cdkom W A\Scsil: T55TcopCDDVDW SH-2228B SB0D CO/DVD/BD dive S\ ACdRomD
Unusable device Emulator device stiing | DevicecolansWindowssystem |
Close |
Micreseft Windows 10, (Build 17134) 1 urora 2018 r. 13:28:44 4

It is also possible to choose all the other categories to narrow the possible mapping options list.

Note the "Use with CHARON" column contains the actual configuration options for each available device to be inserted, if needed, in the CHARON

configuration file (see below).

Collecting the configuration strings

To collect the actual configuration strings to be used in the CHARON configuration file, select the target device and press the "Copy path to clipboard"

button:

M Host Device Check for CHAROMN, Version 1.4 (Build 19401)

Device class: |4l drives DOpen Copy pethmhboasd|
Service | Adapter | Bus | TargetlD | LUN | Mame | Description | Use vith CHARON |
prinker Microscft Print to PDF [rediected 2] Printer device ‘A AMicrosoft Pint to PDF [redirected 2)
prinker Fax [redirected 2] Printer device Wh5Fax [redirected 2]

prirker Microzoft XPS Docurment Siiter [redir.. Printer device WoMicrozolt XPS Document Writer [
prinker Canon iPT200 series redirected 2] Pririter device WACanon iP7200 series [rediected 2)
prinker Send To OneMote 2013 Printer device WWhSend To OneMote 2013

printer Pririter near me Printer device W APrnter near me

prinker MPID4E684 [HF Laserlet M1536dnf .. Printer device WANPID 48684 [HP Lasen et M1536..
prinker MPIZEOD?E [HP Lazerlet P2055d0) Printer device WANPIZEDD 7E [HP Laser)et P2055...
prirter Microsalt XPS Document \wWiiker Printer device WiMicrosoft KPS Document Wiiter
prinker Microsoft Print to PDF Printer device “WiMiciosoft Pant to PDF

prinker Fax Printer device \WAFax

Unusable devics Emulator device stiing [ DevicscontansWindowssyster |
Close |
Microsoft Windows 10, (Build 17134) 11 woma 2018 r. 13:30:49 A

The selected configuration string will be copied to the clipboard, it can then be pasted to the CHARON configuration file (using the "CTRL-V" keys

combination for example).

The buttons "Open" and "Save As..." help to open up the displayed options in form of text file and save this text file under some given name.
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Network Control Center

Table of Contents

General Description
Installation of CHARON network drivers
Deinstallation of the CHARON network driver
Configuring the host network interfaces for CHARON
Release of the host network interfaces
Troubleshooting the CHARON network interfaces configuration
Disable "offload" parameters

® Configuration type 1

® Configuration type 2

® Configuration type 3
® Monitoring the CHARON network activity

General Description

The "Network Control Center" utility is used to configure, verify dedicated network interfaces and trace network activity for a CHARON network.

Open the CHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the "Network Control Center" button:

» CHARON VM Manager

WM Control | VM Configuration Host Information & Utilities |

The list of CHARDN emulators:

CHARDN V2, 4.9.19401;
Wi 6000 Model 6BD, Vax B000 Model 650, VaX B000 Model B40, V& 6000 Model 630, V& 000 Model 620, Vidx B000 Model 610, VA E000 Model 310,
Yo 4000 Model 705, Vil 4000 Model 700, VAX 4000 Model 108, VA 4000 Model 106, ik station 4000 Model 90, Vikzerver 3900 [512ME RAM extenzion]. Viakserver 390012
Warzerver 3900, Whxzerver J500 [512MB RaM extension], VéRserver 3600 [128ME RAM extension]. Veakiserver 3600, MicraWaix 11, Microbai 3900, Microvidx 3600,
MicigVia 3100 Model 98, MicroV&x 3100 Model 36

The list of most recent installed components and tools:

Sentinel HASP Run-Time enviionment vession: 7.80.78022.1

HA&SP License Details application (hasp_view]v. 1,28

Licenze Update ool [hasp_ius] v. 7.3

Network Conlicl Center application [netdiag] v. 1.52

CHAROMN device check application [devecheck] v. 1.4

Wirtual Dizk tool [mkdskwin] v, 2158

< >

l Sentirel Admin Contial Center HASP Licenze Details License Update Tool Hetwark Cantrol Center Device Check Tool Wirlual Dizk Tool

Installation of CHARON network drivers

By default a CHARON network driver is automatically installed by the CHARON installation procedure.
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When it is needed to install a modified driver, use the following procedure.Select"Install/Upgrade" and press the "Next" button:

CHARON Network Control Center.
Irtroduction page.

The CHARON Metwork Contrel Canter designed to manage CHARON netwaorking including:

« Installation/de-installation of the CHARON network drivers;
- Configuring physical adapters to be used by the CHARDM Host system;
- Trowbleshooting the: physical adapter setup:
- Checking that adapter supports MAC address change.
- Checking for the MAC address duplication on the LAN;
- Checking for the P address duplication on the LAN;
- Dizable TCP chimney offioad for CHARON emulators:
- Monitoring MNIC activiy
(MDIS driver w. 5.3.0 or later should be installed
and CHARON running to enable Monitor feature);

Select the desired function and click MNest buthon for continie.

Flease select the action to continue:
& Install/Upgrade
" Configure NIC
™ Troubleshoot NIC dedicated for CHARON

(™ Digable TCP chimney offload for CHARON
" Maonitor CHARDN MIC aciity
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Select "Install/lUpgrade CHARON NDIS driver" checkbox and press the "Select" button:

1

 CHAROM Network Control Center

CHARON Network Control Center.
Instalation./Upgrade page.

A the CHAROMN Network Control Center Installation page you can:

- Remove all CHAROM network: drivers
- Ingtal Upgrade CHARON NDIS driver

[T Remove all CHARON Metwork Drivers

¥ Install/Upgrade CHAROMN NDIS driver Select

Press the "Browse" button:

Driver installation dialog

—Driver details:

Browse

k

Cancel

EL
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Browse for the target "sri packet . i nf " file (by default it is located in the "C: \ Pr ogr am Fi | es\ CHARON\ Dri ver s\ NDI S6_X. X. X. XXXXX" directory),
select it and press the "Open" button:

Open =5

@_Qvl | « Program Files » CHARON » Drivers » NDIS6_6.4.0.16300 | #4 || Search NDi55 64.0.16300 P

Organize = Mew falder =~ [ @
= RecentPlaces - Mame Date modified Type Saze
o | sripacket.inf 06.05.2014 201 Setup Information IKE
4 Libraries
! Documents
J" Music
= Pictures
=7 Subwversicn

H Videos

I'..F Computer
£ kil (£3)
(= ] nikolsey mscn -

File name: sripacket.inf ~ [ INE Files .inf) -

o

If the CHARON network driver has been acquired directly from STROMASYS, put it in a temporary directory and choose the "sri packet . i nf " file from
this directory in the dialog above.

Review the version of the driver and, if it is correct, press the "Ok" button:

-

Driver installation dialog @

—Driver details:

C:\Program Files\CHAROM\Drivers\MDIS6_6.4.0. 16300 sripac -
Build: 04/01/2014 Browse
Version: 6.4.0,16300

Provider info:

STROMASYS S5A

CHARON Packet Protocal (MDISG) v6.4

Protocol designed to work as part of CHARON network
CHARON Packet Protocol (MDISE) v6.4

Cancel

Ep
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The Network Control Center will display the previous dialog with the path to the CHARON network driver. Press the "Next" button in the popup below to
continue:

i

~ CHAROM Network Control Center

CHARON Network Control Center.
Instalation/Upgrade page.

A the CHAROMN Network Control Center Installation page you can:

= Remove all CHAROM network drivers
- Instal/Upgrade CHARON NDIS driver

[T Remove all CHARON Metwork Drivers

W Install/Upgrade CHARON NDIS driver CMProgram Rles\CHARON'\Drivers\ND156_6.4.0.162300Na Select

< Back I et > I Cancel Help

The utility will begin the CHARON network driver installation. If Windows Security asks you to confirm the driver installation, press the "Install" button:

- it

Windows Security @

Would you like to install this device software?

Mame: STROMASYS SA Metwork Protocol
—h Publisher: Strornasys 54

[T Ahways trust software from "Stromasys SA". Install ] [ Don't Install J

@ You should only install driver software from publishers you trust. How can [
decide which device software is safe to install?
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The driver installation will resume:

-

Pleaze wait...

Please wait For CHARCOM MDIS network driver inskallation,

At the completion of the network installation procedure, the utility will display the following log:

[ CHAROM Network Control Center

CHAROMN Network Control Center.
Application log & results.

i)

[~ Show detaled log

Diate: | Message |D: ] Message Text:

201510-20 ... 04000091 NETCFG-UTILITY: The network corfiguration check resulls:

201510:20 ... 02000095 NETCFG-UTILITY: CHAROMN NDIS driver version info:

2015-10-20 ... 0400009F NETCFRG-UTILITY" Driver is at 'C:\Windows\system 3\ DRIVERS \sripacket sys'
20151020 ... 02000040 NETCFG-UTILITY: Driver is THARON Packet Profocol (MDISE) Driver
201510-20 ... 04000041 METCFG-UTILITY: Driver version '6.4.0,16300"

201510:20 ... 04000099 NETCFG-UTILITY: The CHAROMN MDIS driver ks up to date.

2015-10-20 ... 0400003E NETCFG-UTILITY: The network setup books consistent.

201510-20 ... 04000138 NETCFG-UTILITY: Successfully install CHAROMN NDIS network driver.

Save Log in file

Review the log, make sure it is correct. You can save the log to a file by pressing the "Save Log in file" btton in case the log file has to be sent to

Stromasys Customer Support.

Select "Show detailed log" to display more detail.

Press the "Finish" button to exit.
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Deinstallation of the CHARON network driver

Start the utility and select "Install/Upgrade"; press the "Next" button:

CHARON Network Control Center.
Introduction page.

The CHARON Metwork Control Cenfer designed to manage CHARON networking including:

Installation/de-installation of the CHAROM network drivers;

Configuring physical adapters to be used by the CHAROM.,Host system;
Troubleshaoting the physical adapter satup:

- Checking for the MAL address duplication on the LAN;

- Checking for the: IP address duplication on the LAN.

- Suggesting the configuration fils settings:

- Disable TCP chimney offload for CHAROMN emulators;

- Monioring MIC activity

(MDIS driver w. 5.3.0 or later should be installed

and CHARON running to enable Monitor feature);

Select the desired function and click Next button for continue.

Pleass salact the action to continus:
= Install/Upgrade
(" Configure NIC
" Troubdeshoot MIC dedicated for CHARON

(" Disable TCP chimney officad for CHARON
" Wonitor CHARON MIC activity
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Select "Remove all CHARON Network Drivers" and press the "Next" button:

 CHAROM Network Control Center

CHARON Network Control Center.
Instalation./Upgrade page.

At the CHARON Network Control Center Installation page you can:

- Remove all CHAROM network: drivers
- Ingtal Upgrade CHARON NDIS driver

¥ Remove all CHARON Metwork Drivers

il

Mest »
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The utility will report that the CHARON drivers have been removed:

= S—
.- CHAROM Network Contral Center |
CHARON Network Control Center.
Application log & results.
Diate: | Message |0 ] Mezsage Text:

20151020 ... 04000136 NETCFG-UTILITY: Successfully remove CHARON network drivers.

1 | m | [

[~ Show detaled log
Save Log in file

Review the log for errors. You can save the log to a file by pressing the "Save Log in file" button in case the log file has to be sent to
Stromasys Customer Support.
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Select "Show detailed log" to display more detail.

CHARON Network Control Center.

Application log & results.
Diate: | Haaaagu ID: | Message Text:

2015-10-20 ... METCFG-UTILITY: Driver is 8t 'T\Windows\system32\DRIVERS \sripacket sys’

2015-10-20 .. mmnmn NETCFG-UTILITY: Driveris THARON Packet Protocal (NDISE) Driver’

2015-10:20 ...  04000D0AT METCFG-UTILITY: Driver version '6.4.0.16300°

20151020 ... 04000098  NETCFG-UTILITY: The CHARON MDIS driver s up to date.

20151020 ... 04000098  NETCRG-UTILITY: The network setup looks consistent,

2015-10:20... 04000168  NETCFG-UTILITY: Waming: detected problem with: Inted(R) 825 75LM Gagabit Network Conne
20151020 0400007C  NETCFG-UTILITY: For CHAROM netwerking, the Intemat Pretocel Version 4 [TCP/IPv4) must
2015-10-20 ... 04000070  NETCFG-UTILITY: Disabling the TCP/IP can result in loasing host connactions.

20151020 ... 04000080  NETCFG-UTILITY: For CHARON networking, the CHAROM MDIS must be snablad! o
20151020 .. 04000250  NETCFG-UTILITY: The MIC tntel(R) 82579LM Gigab# Metwork Connection’ not configured fol
20151020 ... 02000250 NETCRG-UTILITY: The NIC Realtek PCle GBE Family Controller’ not configured for CHAROM
20151020 ... 0400009F  NETCRG-UTILITY: Driveris 2 C-\Windows'system32\DRIVERS \sripacket sys’

20151020 ... 04000040 NETCRG-UTILITY: Driver is THARDN Packet Protocol (NDISE) Driver”

20151020 ...  040000A1 NETCFG-UTILITY: Driver version '6.4.0.16300°

20151020 ... 04000128 NETCFG-UTILITY: Selected action: Driver nstalation/Updating

20151020 ... 04000147  NETCFGE-UTILITY: Choose <NEXT> Wizard button firom Clrtraduction Page).

20151020 ... 04000136  NETCRG-UTILITY: Successfull remave CHARON network drivers. m
N m | I

W Show detaled log

Save Log in file

Press the "Finish" button to exit.
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Configuring the host network interfaces for CHARON

Start the utility, select "Configure NIC" and press the "Next" button:

CHARON Network Control Center.
Introduction page.

The CHARON Metwork Control Cenfer designed to manage CHARON networking including:

Installation/de-installation of the CHAROM network drivers;

Configuring physical adapters to be used by the CHAROM.,Host system;
Troubleshaoting the physical adapter satup:

- Checking for the MAL address duplication on the LAN;

- Checking for the: IP address duplication on the LAN.

- Suggesting the configuration fils settings:

- Disable TCP chimney offload for CHAROMN emulators;

- Monioring MIC activity

(MDIS driver w. 5.3.0 or later should be installed

and CHARON running to enable Monitor feature);

Select the desired function and click Next button for continue.

Pleass salact the action to continus:
" Install/Upgrade
{* Configure NIC
" Troubdeshoot MIC dedicated for CHARON

(" Disable TCP chimney officad for CHARON
" Wonitor CHARON MIC activity
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Select the host interface to be dedicated to CHARON (in the example below it is "Charon"), press "Dedicate adapter to CHARON":

 CHAROMN MNetwork Control Center

CHARON Network Control Center.

Flease select the physical adaptes from the list.

Depanding on the adapter state and configuration, you can use the buttons to multiple: adapter, de-multiples adapter, dedicate
adapter to CHARON or release adapter to the host,

When you took all planned actions, select the adapter you want to configure and press Next button to continue with adapter
configuration.

Adapter Name [ Comment |
& Inted(R) B2579LM Gigabit Network Conmection  PHYSICAL USED BY THE HOST “M5C"
21| Realtek PCle GBE Family Controller PHYSICAL USED BY THE HOST “Chamon™

Dedicate adapter to CHARON eleaze adapter la HOST

{MIM:-IM Help

Install and configure VLAN adapters, according to the vendor's User's Guide, if required. Select the VLAN adapter in the dialog box in the above example.
A VLAN adapter is not configured differently, the same procedure should be followed.
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The Network Control Center will dedicate the selected adapter to CHARON. Press the "Next" button.

CHARON Network Control Center.

Pleas= select the physical adapter from the list.

Depending on the adapter state and configuration. you can wse the buttons to multiplex adapter, de-muttiples adapter, dedicate
adapter to CHARON or release adapter to the host,

When you took all planned actions, select the adapter you want to configure and press Next button to continue with adapter
configuration.

& Inted(R) B2579LM Gigabit Network Conmection  PHYSICAL USED BY THE HOST “M5C"
21| Realtek PCle GBE Family Controller PHYSICAL DEDICATED TO CHARON “Charon”

Dedicate adapter to CHARDMN Release adapterto HOST

< Back Mest » Cancel Help
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The next dialog helps to define the correct lines for the CHARON configuration file. Select the target emulated network adapter and press the "Copy
suggestions to clipboard" button:

CHARON Network Control Center

CHARON Network Control Center.,
Propaosals for configuration file reconds,

The CHAROMN Metwork Control Center Config File suggestion step.

Please select the network interface you plan to use {depending on emulated model) and check the suggested configuration file
settings with one you are using. The settings are suggested for primary adapter only.

For sscondany adapter configuration and adapter options (see the your system's "User Guide® for details).

" DEGNA (" DELOA (" DESQA
" SGEC
" DEMMA
+ DESODAA ( DESOOBA ¢ DE435
HAF TR &5P (Al 0ES1EN. L ElA " DEE0Z
HAROM-&5P (4l o =h P il
" DEBNI
T & FFurba T PHmM
NIC conneclion name.
load DESD0AA/dec2 1xdx EWA interface=EWAD
load packet_port/chnstwk EWAD mefaces"connection:Charon”
Copy suggestions to clipboard |

o [ | e Hel

It is possible to paste the content of the clipboard to the CHARON configuration file as shown in the example below:

| oad DELQA/ DEQNA XQA interface=XQA 0
| oad packet _port/chnetwk XQA O interface="connection: Charon"
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Press the "Next" button to see the log file:

—
CHAROM Network Contral Center i
CHARON Network Control Center.
Application log & results.
Diate: | Message |0 I Mezsage Text:
2015-10-20 ... 04000131 NETCFG-UTILITY: Selected action: Dedicate to CHARODMN adapter Realek PCle GBE Family Cor

2015-10-20 .. 04000251 NETCFG-UTILITY: The NIC Reakek PCle GBE Family Controller’ corfigured for CHARON networ
2015-10:20 ... 04000250 NETCFG-UTILITY: The NIC Tnt=l(R]) 8E25735LM Gigabi Metwork Connection’ not configured for Ck
2015-10-20 ... 04000251 METCFG-UTILITY: The NIC Realtek PCle GBE Family Controller’ configured for CHARON netweor
20151020 ... 04000126 NETCFG-UTILITY: The NIC Realtek PCle GBE Family Controller’ configuration is comect!
201510:20 ... 040007126 METCFG-UTILITY: The NIC Realtek PCle GBE Family Controller’ configuration is comect!
2015-10-20 ... 04000128 NETCFG-UTILITY: Selected adapter: Reatek PCle GEE Family Controller (PHYSICAL DEDICATE
2015-10-20 ... 04000251 NETCFG-UTILITY: The NIC Reakek PCle GBE Family Controller’ corfigured for CHARON netwaos
2015-10:20 ... 04000126 NETCFG-UTILITY: The NIC Fealtek PCle GBE Family Controller’ corfiguration is comect!
2015-10-20 ... 04000147 NETCFG-UTILITY: Choose <MEXT> Wizard button frem OChoossadapter Config).

2015-10:20 ... 0420007164 NETCFG-UTILITY: The CHAROMN Metwork Control Center Config File suggestion step.
2015-10:20 ... 04000133 METCFG-UTILITY: Net Configuration suggestion: NIC connection name load DESO0BA/dec21xdb
201510:20 ... 040007133 NETCFG-UTILITY: Net Configuration suggestion: NIC connection name load DEB0245255¢ E1A
2015-10-20 ... 04000133 NETCHG-UTILITY: Net Configuration suggestion: NIC connection name Joad DESDIBA/ dec2 1xdb
2015-10:20 ... 04000147 NETCFG-UTILITY: Choose <NEXT> Wizard buttan from CConfigFilePage).

N 1 | b
[~ Show detaled log
Save Log in file

«:MIMICHMI Help

Review the log for errors. Save the log to a file by pressing the "Save Log in file" button in case the log file has to be sent to Stromasys Customer Support.
Select "Show detailed log" to display more detail.

Press the "Finish" button to exit.
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Release of the host network interfaces

Start the utility, select "Configure NIC" and press the "Next" button:

CHARON Network Control Center.
Introduction page.

The CHARON Metwork Control Cenfer designed to manage CHARON networking including:

Installation/de-installation of the CHAROM network drivers;

Configuring physical adapters to be used by the CHAROM.,Host system;
Troubleshaoting the physical adapter satup:

- Checking for the MAL address duplication on the LAN;

- Checking for the: IP address duplication on the LAN.

- Suggesting the configuration fils settings:

- Disable TCP chimney offload for CHAROMN emulators;

- Monioring MIC activity

(MDIS driver w. 5.3.0 or later should be installed

and CHARON running to enable Monitor feature);

Select the desired function and click Next button for continue.

Pleass salact the action to continus:
" Install/Upgrade
{* Configure NIC
" Troubdeshoot MIC dedicated for CHARON

(" Disable TCP chimney officad for CHARON
" Wonitor CHARON MIC activity
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Select the interface to be released back to the host (in the example below its name is "Charon"), press the "Release adapter to HOST" button:

CHARON Network Control Center.

Pleas= select the physical adapter from the list.

Depending on the adapter state and configuration. you can wse the buttons to multiplex adapter, de-muttiples adapter, dedicate
adapter to CHARON or release adapter to the host,

When you took all planned actions, select the adapter you want to configure and press Next button to continue with adapter
configuration.

Adapter Name I Comment
& Inted(R) B2579LM Gigabit Network Conmection  PHYSICAL USED BY THE HOST “M5C"
21| Realtek PCle GBE Family Controller PHYSICAL DEDICATED TO CHARON “Charon”

Dedicate adapter to CHARDMN Release adapterto HOST

< Back Mest » Cancel Help
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Press the "Next" button and review the log of this operation:

CHARON Network Control Center.

Application log & results.

Diate: | Message |0 I Mezsage Text:

20151020 ... 04000132 NETCFG-UTILITY: Selected action: Release to HOST adapter Reakek PCle GBE Family Control
20151020 ... 04000250 NETCFG-UTILITY: The NIC Trtel(R) 825795LM Gigaba Netward: Connection” not eonfigured fior Ck
20151020 ... 04000250 MNETCFG-UTILITY: The NIC ‘Realtek PCle GBE Family Controller’ not configured for CHARON net
20151020 ... 0400012 NETCFG-UTILITY: Selectad adapter; Reattek PCle GBE Family Controler (FHYSICAL USED BY™
2015-10-20 ... 04000250 NETCFG-UTILITY: The NIC FRealtek PCle GBE Family Controller’ not configured for CHAROM net
2015-10:20 ... 040007147 NETCRG-UTILITY: Choose <NEXT> Wizard button from CChooseadapter_Config).

Save Log in file

Select "Show detailed log" to display more detail.

Press the "Finish" button to exit.
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Troubleshooting the CHARON network interfaces configuration

Start the utility, select "Troubleshoot NIC dedicated for CHARON" and press the "Next" button:

CHARON Network Control Center.
Introduction page.

The CHARON Metwork Control Cenfer designed to manage CHARON networking including:

Installation/de-installation of the CHAROM network drivers;

Configuring physical adapters to be used by the CHAROM.,Host system;
Troubleshaoting the physical adapter satup:

- Checking for the MAL address duplication on the LAN;

- Checking for the: IP address duplication on the LAN.

- Suggesting the configuration fils settings:

- Disable TCP chimney offload for CHAROMN emulators;

- Monioring MIC activity

(MDIS driver w. 5.3.0 or later should be installed

and CHARON running to enable Monitor feature);

Select the desired function and click Next button for continue.

Please selact the action to continue:

" InstalUpgrade

" Configure NIC

(¥ Troubleshoot NIC dedicated for CHARON
" Disable TCP chimney offioad for CHARON
€ Monitor CHARON MIC activity
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Select the target interface and press the "Next" button:

CHARON Network Control Center.
Chaoose CHAROM Adapter.

Flease select adapter you want 1o manitonng.

CHAROMN Metwork Control Center assumes, that you are using selected adapter for CHARON nefworking, unless it is detected
as multiplexed, Please take care and do not select the adapter. you are using for your Windows netwarking,

To start CHARON NIC monitoring, select the adapterfs) from the list and click the Neot button.

Adapter Name [ Comment |
ﬂ Intel(R) 825 73LM Gigabit Network Connection  PHYSICAL USED BY THE HOST "MSC”
v Realtek PCle GBE Family Controller PHYSICAL DEDICATED TO CHARON "Charon”

< Back Mest » Cancel Help
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Review the status of the interface:

CHARON Metwork Control Center.
View Adapter Setlings.

The selected adapter has the following configurstion.
Press Naxt button to continue with LAN tests.

Realtek PCle GBE Family Controller
L[ @ Intemet Protocol Version 4 (TCP/IPvd)
0 @ Intemet Protocol Version & (TCP/PvE)
i (] @ GoS Packet Scheduler
i [] @ NDIS Caplure Light\Weight Fiter
i ] @ WP Lightweight Fiker
O @ Link-Layer Topslagy Discovery Mapper 10 Deiver

-~ @ Lnk-Layer Topology Discovery Responder
— -~ @ Point to Point Protocal Over Bthemet
0O @ NDIS Usemade /0 Protocol

LA B FUADAR Bt Bk and IPIESEL W A

< Back Mest » Cancel Help
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In the example below, there is an issue with the host TCP/IP being enabled on the CHARON interface. Review the problem description, select "Fix the
adapter configuration" and press the "Next" button.

—
CHARQON Metwork Control Center e
CHARON Network Control Center.
Fic thee adapter corfiguration .
The CHARON Metwork Contrel Center found emor(z) in the adapler’s configuration.

You can stop here and fix outined problems manually or let the CHAROMN Network Control Center to fix them by checking the:
Fix adapter configuration’ checkbox and pressing Next button, Please be sure, thal you do not use adapter for your Windows
networking.

'« ] ® Reahek PCle GBE Famiy Controller

4] @ \ntemet Protocol Viersion 4 (TCP/IPvd)
2| 0O Intemet Protocol Version & (TCP/1PvE)
[0 @ Qo5 Packet Scheduler
.0 @ NDIS Capéure Light\Waight Fiker
O & WFFP Lightweight Fier

= =[O0 Lnk-Layer Topclogy Discovery Mapper 1/D Driver

201510-20... 04000070  METCFG-UTILITY: Disablng the TCP/IP can result in loosing host connections. -

2005-10-20 ... 04000147 METCFG-UTILITY: Choose <NEXT > Wizard button §rom CChooseAdapter).

2015-10-20 ... 04000250 NETCFG-UTILITY: The MIC ‘Reatek PCle GEE Family Controller” not configured for CHAF =

F T ] p
¥ Foxthe adapter configuration

< Back Mest » Cancel Help
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The utility will fix issues and report a good status for the interface. Press the "Next" button, the following dialog will appear:

 CHAROM Network Control Center =

CHARON Network Control Center.
Step 1 LAM tests.

The CHARON Metwork Control Center Step 1 LAM tests.

To start the Step 1 tests, please define the DECnet address you are using or plan to use with your CHAROMN installation. ¥ you
do not use the DECnet or want to skip the tests check the "Skip tests” checkbax below .

Thee whole Step 1 LAN tests took appradmately 3 minutes to complete,

Desred DECnet address [z [

™ Skip tests

cBack | Net> | |-mr_-|
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The Network Control Center offers to check whether the DECnet address, to be used by CHARON, is unique on the network in this step. Enter the desired
DECnet address, for the CHARON guest, and press the "Next" button:

" CHARON Network Control Center |

CHARON Network Control Center.
Step 1 LAM tests progress.

The CHARON Metwoark Control Center displays the tests completion progress.
At ary fime you can abort the tests by pressing Cancel' button,

| [ canca Help
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Once the checking is completed, if there are issues, the utility will abort the test and display a log containing information about the issues found:

[~ Show detaled log

'CHARON Network Control Center =
CHARON Network Control Center.
Boplication log & results.
Diate: | Message ID: | Message Teut:
201510-20 .. 04000250  NETCFG-UTILITY: The NIC Feahek FCle GBE Family Controller’ not configured for CHAROM net
201510-20 .. 04000078 NETCFG-UTILITY: The ktemet Frotocel Version 4 (TCP/1Pv4) was disabled.
201510-20 .. 04000251  NETCFG-UTILITY: The NIC Fealtek PCle GBE Family Controller’ corfigured for CHARON netwar
20151020 .. 04000147  NETCFG-UTILITY: Choose <NEXT> Wizard button from CFoctdapter).
201510-20 .. 04000251  NETCFG-UTILITY: The NIC Fealtek PCle GBE Family Controller’ configured for CHARGN netwar
2015-10:20 .. 04000147  NETCFG-UTILITY: Choose <NEXT> Wizard bution from CShowAdapter).
2015-10-20 .. 04000135  NETCFG-UTILITY: Perform DECnet test. Area: 52, node: 25
201510-20 .. O4DD00ES  NETCFG-UTILITY: The DECret test resubts:
201510-20 .. 04000103 NETCFG-UTILITY: The permanent MAC address is: F8-D1-11-00-F&-EE.
201510-20 .. 04000104  NETCFG-UTILITY: WARNING! The connection speed is over 10Mbs (1000Mbgps). The networkic
201570-20 .. O40000EE  NETCFG-UTILITY: Running wih corfiguration: 52 25,
2015-10:20 .. 04000107  NETCFG-UTILITY: Trying to resolve the MAC address duplication, subtest 1...
201510-20 .. O40000EC  NETCFG-UTILITY: WARNING! MAL address duplication found.
2015-10:20 .. O4DD00ED  NETCFG-UTILITY: The host with DECnet address 52.25 (AA-00-04-00-15-D0) exdst on the LAN.
201510:20 .. OD40000F1  NETCFG-UTILITY: The traffic was detected on the LAN connected via Reaktek FCle GBE Family
201510:20 .. D40000F2  NETCFG-UTILITY: The connection through the NIC Fealtek PCle GBE Famiy Cortroller’ appear:
N I | b

Save Log in file
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If no issues are found, the utility will offer to check the CHARON TCP/IP networking the same way:

" CHARON Network Control Center %

CHARON Network Control Center.
Step 2 LAM tests.

The CHARDN Network Control Center Step 2 LAN tests.

To start the Step 2 tests please define the IP addness and subnet mask you are using or plan to usa with your CHAROMN installation
oryour LAN's subnet address and subnet mask, f you want to skip that tests check the "Skip tests’ checkbox below,

WARNING: The IP address duplication test can result in the boosing connections by the Windows host that using the |P address
you specily.

The whole Step 2 tests duration depends on the size of you subnet. Typscaly, for class C networks, or subnetted networks with
amourt of node ™ 256 the whole Step 2 tests took ™15 minutes madmum.

Desired IP address (or subnet address) |

Subnet mask [

[~ Skip tests
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Enter the IP address and subnet mask to be used by the CHARON guest then press the "Next" button:

| CHARON Network Control Center %

CHARON Network Control Center.
Step 2 LAM tests.

The CHARDN Network Control Center Step 2 LAN tests.

To start the Step 2 tests please define the IP addness and subnet mask you are using or plan to usa with your CHAROMN installation
oryour LAN's subnet address and subnet mask, f you want to skip that tests check the "Skip tests’ checkbox below,

WARNING: The IP address duplication test can result in the boosing connections by the Windows host that using the |P address
you specily.

The whole Step 2 tests duration depends on the size of you subnet. Typscaly, for class C networks, or subnetted networks with
amourt of node ™ 256 the whole Step 2 tests took ™15 minutes madmum.

Desired IF address (or subnet address) | 12 168 . 1 .
Subnet mask [255.255.255.0
[~ Skip tests
< Back Mest » Cancel Help
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The Network Control Center will display the log of the performed operations:

I~ Show detailed log

B CHARON Metwork Control Center
CHAROMN Hetwork Control Center.
Application log & results.

[ ate: | Meszszage ID: | Mezsage Text -
240820 ... 04000118 METCFG-UTILITY: Rurining the sublest 3.

200402820 ... 04000114 METCFG-UTILITY: Rurring the sublest 4.

20040220 ... 04000028 HETCFG-UTILITY: WaRMIMG! The possible I[P address conflict iz found.

20M4-08.20 . 04000129 METCFG-UTILITY: Thea 192.168.1.36 have two MAC address 00-07-E9-15-8C17 and 00-0C-61
24-02-20,,, 040000128 MHETCFG UTILITY: "WARNIMG! The possible IP addiess conflict is found,

20M4-08-20 ... 04000129 METCFG-UTILITY: The 192.168.1.36 have two MAC addiess 00-07-E9-15-8C-17 and 00-0C-6
204-0s-20 ... 04000128 HETCFG-UTILITY: WARNING! The possible I[P address condlict is fownd.

204-02-20 ... 04000029 METCFG-UTILITY: The 192.168.1.36 have lvsa MALC addeesz: 00-07-E9-15.5C-16 and 00-0C-6
204-08-20 . 04000028 HETCFG-UTILITY: WARNIMG! The possible [P address conflict is fowund.

2014-02.20 . 0400029 METCFG-UTILITY: The 192.168.1.26 have bwa MAL address 00.07.-E9-15.5C-16 and 00-0C-El
20040820 .. 04000128 METCFG-UTILITY: WARNIMG! The possible I[P address condlict iz found,

2M4-08-20 ... 04000129 METCFG-UTILITY: The 192.168.1.36 have two MAC address 00-07-£9-15.5C-17 and 00-0C-6
20140820 ... O40000F4  METCFG-UTILITY: MAC address duplication does not found, =
2014-02-20 ... 040000F1 METCFG-UTILITY: The hialfic was detecled on the LAN connected via ‘Realtek PCle GBE Far
20M14-08-20 ... D40000F2 HETCFG-UTILITY: The connection thaawugh the NIC 'Realtek PCle GEE Family Controller’ appe
200140220 ... 040001 B4 METCFG-UTILITY: The CHAROM Nelwaik Condral Centes Config File suggestion step.
2040820 . 04000047 METCFG-UTILITY: Chooze <MEXT > Wizard bulton [from CConhgFilePage). i
3n~||ﬂ.m.m n.m:ur'rm.t BIE TR A ITH 1T 1D bard obinned ba e ear -

Save Log i file

< Back Firiizh Cancel Help

Select "Show detailed log" for more detail.

Press the "Finish" button to exit.
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Disable "offload" parameters

The Network Control Center is able to disable "offload" parameters for CHARON. It is highly recommended to disable them to avoid problems with TCP/IP
networking.

Start the utility, select "Disable TCP chimney offload for CHARON" and press the "Next" button:

[~ CHARON Network Control Center ==

CHARON Network Control Center.
Introduction page.

The CHARON Metwork Contrel Canter designed to manage CHARON networking including:

- Installation/de-installation of the CHARON network drivers;
- Configuring physical adapters to be used by the CHAROM,Host system:
- Troubleshaooting the: physical adapter setup:
- Checking the connection reliability
- Checking that adapter supports MAC address change.
- Checking for the MAL address duplication on the LAN;
- Checking for the P address duplication on the LAN;

- Suggesting the configuration file settings:
- Disable TCP chimney offload for CHARON emulators;
- Mordonng MIC activity

(NDIS driver v. 5.3.0 or later should be installed
and CHARON running to enable Monitor feature):

Select the desired function and click MNeod button for continue.

Flease select the action to continue:

" Instal/Upgrade

(" Configure NIC

" Troubleshoot MIC dedicated for CHAROMN
{* Disable TCP chimney officad for CHARON
" Wonitor CHARON MIC actity

The "offload" parameters will be reset for all CHARON emulators (executable files).
Press the "Finish" button to exit.

/I', Please note to restart the CHARON host to enable this settings.

= More information on details of disabling TCP chimney offload is available

© Stromasys, 2019 144/ 325



Document number: 30-16-078-002

Operating Notes Charon version Configuration
system steps
Windows TCP Chimney offload must be disabled. ® CHARON-VAX V4.7 and Configuration
2008 R2 CHARON-AXP V4.7 Build type 1
Note: TCP Chimney Offload is a networking technology that helps transfer the 171-10 and above
Windows workload from the CPU to a network adapter during network data transfer. (patched)
2012 R2 ® Charon-AXP/PDP/VAX
. V4.8 Build 183-02 and

Windows Warning above l(" atched) "
2016 The commands to enable and disable TCP Chimney Offload for P

specific applications and ports require that the Windows Firewall old : f Confi ti
Windows service and Base Filtering Engine (BFE) services are running. Before Chaer:):‘flg(lg;l:DoPNAX tyg: gura on
7 using these commands or the Network Control Center Utility, ensure

that the Windows Firewall service and BFE service are running.
Windows
D ) . . I Do not use the network
Windows I Running guests will have to be powered off/on for the new settings to be control center utility to disable

10 taken into account. TCP chimney offload. Please use
only the manual settings

. - ) described in this chapter
— To check TCP Chimney offload is disabled, use the following commands:

C.\ W ndows\ syst enB2>net sh int tcp show gl obal

Querying active state...

TCP d obal Paraneters

Recei ve-Side Scaling State : enabl ed

Chimey O fload State . disabl ed
Net DVA Stat e . disabled
Direct Cache Access (DCA) . disabl ed

To revert back to the original settings manually, use the following command:

C:\ W ndows\ syst enB2>netsh int tcp set gl obal
chi mey=aut omatic

Older I Running guests will have to be powered off/on for the new settings to be Charon-AXP/PDP/VAX versions = Configuration
versions  taken into account supported on these old type 3

of versions of Windows

Windows

Configuration type 1

® Charon-AXP/VAX V4.T:
® open the Start menu, select "All Programs" then "CHARON", select your Charon product version, "Utilities" then "Network
Controler Center version x.xx".
® Charon-AXP/PDP/VAX V4.8:
® Double click the "CHARON Virtual Machine Manager" icon on desktop or select this utility in the tray menu; select "Host
Information and Utilities" section and press "Network Control Center" button.

® From the "Network Control Center" utility main page, select the "Disable TCP chimney offload for CHARON" option:
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The CHARON Matwerk: Contrel Carer designed to manags CHARON netwodking including:

= Installation.de-nataliation of the CHARDN networ drivers:

- Corfiguring pinsical adaplers to be used by the CHARON Host system;
- Troubleshooting the physical adapter setup:

= Checking the connection relabdty.

- Suggesing the configuration fils ssifings;
- Disable TCF chimney offioad for CHARDN emutsiors:
- NIC activity
(MDIS driver v 5.3.0 of Iser should ba rslalad
ard CHARON nunning to enable Manior festure):

Salect the desired funclion and cick Ned buthon for continue.

® Click on the "Next" button.

® The TCP Chimney offl

oading will be disabled:

LY

CHARON MNetwork: Conlrol Cender.
Apphcation log & resuks.

Diste: | Message ID: | Messsge Text:

200150205, 04000251 NETCFE-UTILITY: The NIC ‘nt=l(Fl) PRO/1000 MT Metwork Connestion’ configured for CHAR
20150205, 04000126 NETCFE-UTILITY: The NIC Intel(H) PRO/1000 MT Network Connection’ configuration is comes
20150205, (4000126 NETCFE-UTILITY: The NIC Inted(H) PRO./1000 MT MNetwork Connection’ configuration is come
20150205, (4000126 NETCFE-UTILITY: The NIC Inted(H) PRO/1000 MT Network Connection’ configuration is come
20050205, (4000126 NETCFZ-UTILITY: The NIC inted(H) PRO/1000 MT Networks Cornection #7° configuration is o
20150205 (4000126 NETCFG-UTILITY: The NIC Inted(H) PRO/1000 MT Networks Cornection 527 configuration is
2015-02-05... (4000126 NETCFG-UTILITY: The NIC Intel(H) PRO/1000 MT Network Connaction’ configuration is come
20150205, (4000148 NETCRG-UTILITY: Choose <BACK: Wizand button from CChooseadapber_Configh
2015-0205... 04000250 NETCRG-UTILITY: The NIC intel{H) PRO/1000 MT Netwerds Cormaction 24" net configured for

2015-02-05... 1 NETCRG-UTILITY: The MIC intel{H) PRO/1000 MT Netwer: Cormaction 23 configured for CH
20150205 NETCFG-UTILITY: The MIC intel(R) PRO/ 1000 MT Netwers Cornection 52 cenfiguned for CH
20150205 NETCFG-UTILITY: Tha NIC Intel(R) PRO 1000 MT Hetwerk: Cormaction’ configured for

2015-02-05... (400009F HETCFG-UTILITY: Deiver is at T:\Windows'system INDRIVERS eripacket sy’
201502-05... 04000040 NETCRG-UTILITY: Driver is CTHARDN Packet Protocel (NDISE) Driver

20150205 (4000041 NETCRG-UTILITY g 16300
20150205 04000267 NETCFG-UTILITWTCFP offlaad OFF
20150205 04000147 NETCRG-UTILITY: > button from ClriraductionPage).

‘| mn | b

™ Shew detaded log

Save Login fle |

-
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® Click on the "Finish" button to exit.

Configuration type 2

® Open a command line windows with Admin rights
® |ssue the following command:

C:\> netsh int tcp set global chi mey=di sabl ed

® Delete all occurrences of Charon executables in the following table if any as described below:

C:\> netsh interface tcp show chi mey

C:\> netsh interface tcp del ete chi nmeyapplication application="C:\Program Fi | es\ CHARO\\ Bui | d_16400\ x64\ as1000. exe"

Configuration type 3

Intelligent packet processing should be switched off for the network adapters dedicated to CHARON-AXP (naming of the parameters depends on the
network adapter driver):

Adaptive interframe spacing
Flow control

Interrupt moderation
Interrupt moderation rate
Ipv4 checksum offload
Jumbo packet

Large send offload

Disable Priority and VLAN
TCP checksum offload
UDP checksum offload

To do so, open the "Control Panel", select "Network and Internet" and "Network Connections". Right click on the adapter you dedicated to
CHARON, select "Properties” and click on the "Configure" button.

Select the "Advanced" tab and disable the properties mentioned in the list above.

Example:
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= CHAROM_NIC
%!/ _ Enabled
@ Intel(R) PRO/1000 MT Netwark C...

L !

Intel(R) PRO/1000 MT Network Connection Properties =

General | Advanced |Dri'u'er | Details | Power Managaﬂarﬂ

The following properties are available for this netwark: adapter. Click
the property you want to chanoeggthe [eft, and then select its value
on the right.

Property:

Adaptive Inter-Frame Spacing
Flow Cortrol i
Imtemupt Moderation
Intermupt Moderation Rate
|Pv4 Checksum Offload
Jumbo Packet

Large Send Offload (|Pv4)
Link Speed & Duplex

Locally Administered Address
Mumber of Coalesce Buffers
Priority & YLAN

Receive Buffers _ 5
TCP Checksum Offload (IPv4)
Transmit Buffers 2

Value:

Disabled =

m

| ok || cancel

Once all parameters have been turned off, click on the "OK" button.
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Monitoring the CHARON network activity

The Network Control Center is able to monitor CHARON network activity. This function is available only if CHARON is running.

Start the utility, select "Monitor CHARON NIC activity" and press the "Next" button:

CHARON Network Control Center.
Introduction page.

The CHARON Metwork Control Center designed to manage CHARON netwaorking including:

« Installation/de-installation of the CHARON network drivers;
- Configuring physical adapters to be used by the CHARDM,Host system;
- Troubleshoating the: physical adapter setup;
- Checking that adapter supports MAC address change.
- Checking for the MAC address duplication on the LAN;
- Checking for the IP address duplication on the LAM:
- Dizable TCP chimney offioad for CHARON emulstors:
- Monitoring MNIC activiy
(MDIS driver w. 5.3.0 or later should be instaled
and CHAROMN running to enable Monitor feature);

Select the desired function and click Neat button for continue.

Flease select the action to continue:

" Instal/'Upgrade

™ Configure NIC

" Troubleshoot NIC dedicated for CHAROMN
" Disable TCP chimney offioad for CHARON
* Moniter CHARDN MIC activiy
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Select the network interface to monitor (it must be dedicated to CHARON) and press the "Next" button:

CHARON Network Control Center.
Chaoose CHAROM Adapter.

Flease select adapter you want 1o manitonng.

CHAROMN Metwork Control Center assumes, that you are using selected adapter for CHARON nefworking, unless it is detected
as multiplexed, Please take care and do not select the adapter. you are using for your Windows netwarking,

To start CHARON NIC monitoring, select the adapterfs) from the list and click the Neot button.

Adapter Name [ Comment |
ﬂ Intel{R) 825730 Gigabit Metwork Connection  PHYSICAL USED BY THE HOST "M5C”
%] Realtek PCle GBE Family Controller PHYSICAL DEDICATED TO CHARON "Charon™

Reset Adapter Statistics

< Back Mest » Cancel Help
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The utility will display statistics updated in a real time. Note, it is possible to record the statistics in a log file with a selected write interval.

CHARON Network Control Center.
HIC activity monitar.

Statistics for adapter:

IH&M FCle GBE Family Controller

Statistics name | Packet statistics data

MAC address: F8-D1-11-D0-E7-EEDECNET M/A)
Users: 1
Mode; CHPACK

(16258)

L]
{17153)
BT

ﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂh*ﬂﬂ
=

SSSE5SEE88S

< Back
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Press the "Next" button to stop the recording and to see the log of this operation:

20151020 ... 04000251 NETCFG-UTILITY: The NIC Realek PCle GBE Family Controller” corfigured for CHARON networ
20151020 ...  0400012E NETCFG-UTILITY: Selacted adapter: Reatal: PCle GBE Family Controller (PHYSICAL DEDICATE
20151020 ... 04000251 NETCFG-UTILITY: The NIC Realtek: PCle GBE Family Controller’ configurad for CHARON networ
201510-20 ... 04000147 MNETCFG-UTILITY: Choose <NEXT> Wizard button from CChooseddapter).

1 | m |

[~ Show detaled log
Save Log in file

——
CHAROM Network Contrel Center =
CHARON Network Control Center.
Application log & results.
Diate: | Message |0 I Mezsage Text:

Select "Show detailed log" for more detail.

Press the "Finish" button to exit.
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MkDisk

Table of Contents

General Description

Creating empty disk container

Creating disk metadata

Creating custom disk image

Getting information about available disk types

General Description

The "MkDisk" utility is used to create VAX/PDP11 standard or custom empty disk containers (disk images).

Open the CHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the "Virtual Disk Tool" button:

CHARON VM Manager

VM Control | VM Configuration Host Information & Utilities

The list of CHARDOM emulstors:

CHARON V&, 4.9.19400:
Wi B000 Model BB0, ik BO00 Modsl 650, %A&X 6000 Model B40. VAX 6000 Model B30, Wak 6000 Model 620, WaX BO00 Modsl 610, Ak G000 Model 310,
Wy 4000 Model 705, Vak 4000 Model 700, VA 4000 Model 108, Vi 4000 Model 106, Viaistabon 4000 Model 30, Viarizerver 3900 [512MB RaM extension], VaXserver 390012
Wakserver 3900, Varzerver J600 [512MB Rab extension], ViaXserver 3600 [128ME RAM exension], Védiserver 3600, MicraViaix |1, MicroWiéi 3300, MicroViex! 3600,
Micogidix 3100 Model 98, Microv/ai 3100 Model 36

The list of most recent installed components and tools:

Sentingl HASP Run-Time enviionment version: 7.8078022.1

HASP License Details application (hasp_view] v. 1,28

License Update tool (hasp_rus] v. 7.3

Metwork Control Center application [netdiag] v. 1.52

CHARON dewice check application [devcheck] v. 1.4

Wirluad Digk tool [mkdskwin] v, 219

£ >

Sentinel Admin Control Center HASP Licenze Detailz License Update Tool Metwork Control Center | | Device Check Tool Virlual Digk Tool
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The main dialog of the utility will appear:

I MEDISK

File Help

2 stromasys

Dizk Imane generaton for Windowes
A - |

|MI contrallers ;J

|Select Disk Type |

[

— Disk Froperties

Se [ | Mumberofblocks [
Sectors | Block size: |

Create Disk lmage I Custorm Dzl | Create Het.adatal

WWW.STROMASYS.COM
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Creating empty disk container

Select "VAX" or "PDP-11" in the "Select System" drop-down box, "MSCP" in the "All Controllers" drop-down box and choose the desired disk type in the
"Select Disk Type" drop-down box to create an empty disk container:

I MEDISK - .4
File Help

5 stromasys

Dizk Imane generaton for Windowes

|Rz24
— Disk Froperties
Siee: [ 2001 [Mb  MNumber of blocks 403732

Sectors: I = Block size: I 512

CieateDisklmage|  CustonDit | Create Metadsta..

WWW.STROMASYS.COM
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Press the "Create Disk Image" button to proceed. A dialog asking to specify the name of the disk image will appear:

ﬁ.\ ' |
v[ J » Computer b Kirill (C) » My Disks v | 4 || Search My Disks 2|
Organize « Mew folder 3= - B

2 Mame . Date modified Type Size
5 Libraries
3 Documents Mo ibems match your search.
JI Music
= Pictures
[m7 Subwversion
B videos E
18 Computer
& Kirill {C:)
¥ nikelaey (Nimson
- 4| T " 3
File name: M -
Save a5 type: |Disk images (*vdisk) =
~ Hide Folders swe | | cance |

Browse to the target directory, specify the name of the disk image and press the "Save" button. The process of creating the disk container will start:

I

Cancel

The target disk image is created - along with its metadata file (see below) once the process completes.

Creating disk metadata

The disk image metadata file contains important information about the target disk image structure - it is used by CHARON, automatically created with the
same name with a different extension.
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This functionality is needed if you have a disk image of a certain type and you want to generate a metadata file for it.
To create a metatada file press the "Create Metadata..." button:

1 MEDISK - e

File Help

stromasys
- IR

Dizk Imane generaton for Windowes

001 Mhy
|F|224

1~ Disk Froperlies

l Size | 2001 |Mb MHurnbes of blocks 409732

Sectors: I = Block size: i 512

CreateDisklmage | CustonDick | Cieate Metadata..

WWW.STROMASYS.COM
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The "MkDisk" utility will ask you to select a disk container for which to create the metadata file:

Y

ECL )
- [ @

Diate modified Type
|[_'| RZ24.disk 27.10.2015 11:40 WDISK File

%5 RecentPlaces

4 Libraries
]3 Docurnents
J’ hdusic
Pictures
[E7 Subasersion
. Videos

M Computer

& Kirill iC)
o mikalaey (hmscn
g P —————————

File name: RZZ24wdisk
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Select the target disk image and press the "Open" button. The utility will display a dialog for adjusting/correcting the disk image parameters:

[ Metadata configuration dialog ﬂ
—Geomebry — oSl
Bytes per sector:  [S12 vendor: | oEC
Sectors per track: Iﬂﬁ Product: |R224
Tracks per cylinder: I3 Revision: IIJEIIU
Cylinders per unit: | 1348 UDID: |
Seckors per unit: I4DEI?92 WWID: I
—M3CP —aC5
Media bvpe dlass: IDK ;I Mode nanme: |R224—
Media bype name: IREZ'I System 1D In—

Special

Contraller 10: IHSEP Ll Description: | DEC RZ24 WINCHESTER 209 MB 3.5"

Bad block table: " YES &+ ho

carcl_|

Correct the desired parameters if needed and press the "Ok" button. The "MkDisk" utility will create a metadata file, having the same name as the target
disk container, with extension ".avdisk"
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Creating custom disk image

Select "Custom” in the "Select System" drop-down list, enter the desired number of blocks in the "Number of blocks" input box, specify the block size (if it
is different from the default value of 512) in the "Block size" input box and press the "Create Disk Image" button to proceed:

I MEDISK - .4
File Help

stromasys

Dizk Imane generaton for Windowes

[t

=]
|mscP =
i Cuishom Li

]Enhar desired zize in blocks and the bBlock size

— Disk Froperties
Size: | 270 |Gb MHumber of blocks SBESEET Y

Sectors: I Block size: I 512

Create Disk 1mage| Custorn Disk | Create Hetadatal

WWW.STROMASYS.COM

Specify the location and name of the target disk container and press the "Save" button. The utility will create the disk image.
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Getting information about available disk types

Information about the available disk types the "MkDisk" utility is able to create can be obtained by selecting the "Help->Disk Table" menu item. The
following information dialog will appear:

e ————
Supported disks =

Device Descrphon Platfomm Size [Kb]

| DEC RZ22 WIMCHESTER 5.2 MB 35" PDP Wak 5121k -
RZ23 DEC RZ23WIMCHESTER 104 ME 35" POP Wi 102432

RZ23L DEC RZ23L WINCHESTER 121 MB 3.5 PP WA 118872 £
RZ24 DEC RZ24 WIMCHESTER 209 ME 35" POP Ve 204836

RZ24E DEC RZ24 WANCHESTER 209 ME 35" POP AR 204827

RZ24L DEC RZ24L WINCHESTER 245 MB 35" POP Wax 239976

RZ25 DEC RE25WAMCHESTER 425 MB 2.5" PDP. VAR 416268

RZ25E DEC RZ25WIMCHESTER 426 MB 3.5" PDP vax 416052

RZ26 DEC RE26WIMCHESTER 1.5 GE 2.5" PDF Ve 1025430

RZ26F DEC RZ26F WINCHESTER 1.5 GE 3.5" POP Vax 1025542

RZ26L DEC RZ26EL WINCHESTER 1,5 GB 3.5" PDP vax 1025548

RZ27 DEC RZ27 WINCHESTER 1.6 GE 35" PDP Wax 1562704

RZ28 DEC RZ258WINCHESTER 21 GB 35" PDP VA 2055240

RZ28 DEC RZ28WINCHESTER 21 GB 3.5" POP Vi 2055240

RZ29 DEC RZ23WINCHESTER 4.3 GE 35" POP W 4130040

RZ35 DEC RZ35WIMCHESTER 825 MB 35" POP Ve 832314

RZ55 DEC RZ55WIMCHESTER 332 MB 5.25" POP Vi 330420

RZ56 DEC RZ56 WIMCHESTER BES MB 5.25" POP Vi BEOYE0

RZ57 DEC REST WIMCHESTER 1.0 GE 5.25" POP Vi 967265

RZ58 DEC RE58WIMCHESTER 1.38 GB 5.25" PDP Wik 1349587

RZ59 DEC RE53WINCHESTER PDP W 2av7e07 -
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MkDskCmd

Table of Contents

® General Description
® Creating disk images
® Resizing disk images

General Description
The "MkDskCrd" utility:

® Creates empty disk images of a given standard or custom disk type or a custom disk size
® Transfers existing disk images of one type to disk images of another type.

To start the utility open "cnd. exe" from Administrator in the Start menu and switch to the CHARON installation folder then the "\ Bui | d_ XXX\ xXX" child
folder where the utility is located.

Creating disk images

The first step is to obtain the disk type of the disk that needs to be created:

...> nkdskcnd -1i st

This command results in a list of all the supported disk types.

Choose the desired disk type (for example "RZ22") then use the "mkdskcnd" command to create the virtual disk image as shown below:

...> nkdskcnd -disk rz22 -output rz22.vdisk

A disk container "rz22.vdisk" will be created in the current directory.

A file "rz22.avdisk" will also be created. This file helps CHARON to accurately recognize a specific disk image type. It is recommended to put
the ".avdisk" file in the same directory as the created disk image.

It is also possible to create custom disk images using the "- bl count " (blocks count) and "- bl si ze" (blocks size) switches.
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For a list of all available parameters use the "—hel p" switch:

... > nkdskcnd -help

nmkdi sk for CHARON utility v. 1.17
Copyri ght: STROVASYS, 2017

Usage:
nmkdskcmd [ Opti ons]

Opt i ons:
-h, -help - display help screen

-0, -output <file> - specify output file nane

-d, -disk <nane> - specify the disk nane from Di sk table

-z, -blsize <value> - specify the block size in bytes (customdisk image)
-c, -blcount <value> - specify nunber of the blocks (custom disk inage)
-a, -avtable <file> - specify AVDISK table file

-r, -resize <file> [<di sk-nane>]
- resize the disk i mge
<file> - file name of the disk inage to be resized
<di sk-nanme> - nane of the disk fromthe Disk table

<file> will either have the specified nunber of blocks added to the
end or be truncated at the new snaller size.

To specify a customdisk size, use the follow ng paraneters:
-resize <file> -blsize <value> -bl count <val ue>

-s, -shrink - mandatory paraneter when resizing to snaller disk
-1, -list - to display AVDI SK tabl e
-g, -quiet - run in quiet node

Return val ue:
0 - Success
Non zero - Failure

Exanpl es:

nkdskcnd - hel p

nkdskend -1 st

nkdskcnd - avt abl e nkdsk. vtabl e -out put rk07.vdi sk -disk rk07

nkdskcnd - out put di sks\ custom vdi sk -bl size 512 -bl count 16384

nkdskcend -r E:\disks\rz22.vdisk rz59 -a "C:\Program Fi | es\ CHARON di sks\ mkdsk. vt abl e"

The "- avt abl e" parameter is used to work with an alternative disk specification database or to point to the standard database ("nkdsk. vt abl e") ifitis
in a location other than the current directory.

The "- bl count " (blocks count) and "- bl si ze" (blocks size) switches are used to create custom disk images.
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Resizing disk images

The "MkDskCnd" utility is able to resize (copy) disk images of one type to a disk image of another type.
This operation is needed, for example, to obtain more free space on a disk image that already contains data.
Notes:

® |tis not possible to add more free space dynamically. The virtual machine must be stopped before performing this operation.

® Resizing a disk image requires the operating system running on the Charon virtual machine to be able to handle Dynamic Volume Expansion.
Please refer to the documentation of your operating system version. If this is not supported, please create a new virtual disk then backup and
restore the existing data.

If a source disk image is larger than the target disk image, the extra data is lost. If the source disk image is smaller, it will be extended and
padded with null bytes (\0').

An example of the syntax follows:

...> nkdskcnd -resize <source disk file name> <source di sk parameters> [-shrink] [-k]

where:
® <source disk file name> - the file name of the disk image to be resized
® <source disk parameters> - the disk type taken from the list of available disk types displayed by the "nkdskcnd -1 i st" command or the disk
geometry specification (see below).
® _shrink or-k -used to force the shrink when the target disk size is smaller than the source disk size.

Example:

...> nkdskcmd -resize "C:\My Disks\rz22.vdisk" rz25

It is also possible to specify the disk parameters manually with "- bl count / -c" (blocks count) and "- bl si ze / -z" (blocks size) switches:

...> nkdskcnd -resize <source disk file name> -blsize <nunber> -bl count <nunber>

Example:

...> nkdskcnd -r "C:\ My Disks\customvdisk" -z 512 -c 262134

There is a certain delay between the moment when the utility reports that a disk image has been resized and its actual availability to CHARON.
This delay can reach up to several minutes in the case of very large disk resizes. This is because the host operating system needs time
for the actual allocation of the enlarged file on HDD.
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HASP View
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General Description

The "HASP View" utility is used to display the CHARON license content.

Open the CHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the "HASP License Details" button:

M Manager

WM Control | VM Configuration Host Information & Utilities |

The list of CHARDN emulstors:

CHARON-&P, 4.9.19401:
AlphaServer GSB0, AlphaServer G5320, AlphaServer GS1ED, AlphaServer ES45, AlphaServer ES40, AlphaServer D525, AlphaServer D520,
AlphaServer DS15, AlphaServer DS10L, AlghaServes DS10, AlphaServer 800, AlphaServer 4100, AlphaServer 4000, AlphaServes 400,
AlphaServer 2100, AlphaServer 2000, &lphaServer 1200, AlphaServer 10004, AlphaServer 1000

The list of most recent installed components and tools:

Sentinel HASP Rur-Time environment versior: 7.80L7E022.1

HASP License Details application (hasp_view]v. 1,28

License Update tool [hasp_rus] v. 7.3

Metwork Conliol Center application [netdiag] v. 1.52

CHAROMN device check application [devcheck] v. 1.4

Wittuad Digk tool [mkdskwin] . 219

| Sentingl Admin Contral Center HASP License Details License Update Tool Metwork Cortrol Center Device Check Tool Wirlual Digk Toal
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Getting CHARON licenses content

The "HASP View" utility displays the content of the licenses to be used by CHARON.

Example:

icense Details

License keys: 1951572427 (M) | 1918154100 ()

LLicense Manager running at host: KIRTLL A
License Manager [P address: 127.0.0.1

Senbnel-HL Net key detected.
The Fhvysscal Key ID: 1423726238
License type: License Dongle (MNetwork capable)

CHAROM Sentinal HASP License key section

Thez License Number: 003.msc. test.center, kirll
Thee License Keyld: 1422726236

Thes Master Keyld: 827774524

Release date: 13-1AN-2017

Release time: 13:54:25

Update rumber: 1

End Lisar name: MSC

Furchasing Customer name: STROMASYS

Virtual Hardware: PDP 1193, PDP1194

Product Name: CHARON-FDP

Product Code: CHPDP-430oc-WT

Major Yersion: 4

Minor Version: 8

Oparating system type requirements: 38ut, G4t
Hast Operating System required: WINDOWS, LINUX
CPU's allpwed: 16

Madmur virtual memory: 65536M8

CHAPT enabled

Product expiration date: 02-Oct-2017 02:55
Instances allowed: 2

Refresh curenticense | Ruefresh hcenses kst Copy boense detals to Cipboard Exit |

Use the "License keys" tabs to view the content of the CHARON licenses found.
Press the "Refresh key list" button to look for newly added and available licenses.

Note: collecting the license content may take some time. Use the buttons located at the bottom of the window to refresh the license content and to copy
the license details to the clipboard if needed.

Press the "Exit" button to exit from the utility.

© Stromasys, 2019 166/ 325



Document number: 30-16-078-002

License Update Service
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General Description

The "License Update Service" utility is used to manage CHARON licenses, collect the host system fingerprint.

Open the CHARON Virtual Machines Manager, switch to the "Host Information & Utilities" tab and press the "License Update Tool" button:

» CHAROMN VM Manager

WM Control | VM Configuration Host Information & Utilities |

The list of CHARDN emulstors:

CHARON-&P, 4.9.19401:
AlphaServer GSB0, AlphaServer G5320, AlphaServer GS1ED, AlphaServer ES45, AlphaServer ES40, AlphaServer D525, AlphaServer D520,
AlphaServer DS15, AlphaServer DS10L, AlghaServes DS10, AlphaServer 800, AlphaServer 4100, AlphaServer 4000, AlphaServes 400,
AlphaServer 2100, AlphaServer 2000, &lphaServer 1200, AlphaServer 10004, AlphaServer 1000

The list of most recent installed components and tools:

Sentinel HASP Rur-Time environment versior: 7.80L7E022.1

HASP License Details application (hasp_view]v. 1,28

License Update tool [hasp_rus] v. 7.3

Metwork Conliol Center application [netdiag] v. 1.52

CHAROMN device check application [devcheck] v. 1.4

Wittuad Digk tool [mkdskwin] . 219

| Sentingl Admin Contral Center HASP License Details License Update Tool Metwork Cortrol Center Device Check Tool Wirlual Digk Toal

Collecting the host fingerprint and information on an existing license

Open the "Collect Status Information" tab.

Select either "Update of existing protection key" to acquire information on the current hardware of software license or "Installation of new protection key" to
get information on the host system.
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Collect Status Information | Apply License File I Transfer License |

IIIIIIIIIIIIIIIL

(_) Update of existing protection key
i@ Installation of new protection key

Collect information from this computer to enable:

Press the "Collect Information" button and save the fingerprint or the information on the current license to a "*.c2v" file:

5? Save Key Status As

Organize « Mew folder

GOvl J. v Computer » Local Disk () » Temp »

- | +y | | Search Temp

0 Favorites Name
B Desktop ). DETSW
J. Downloads
£3 Dropbox

"l RecentPlaces

4 Libraries
fl Decuments
J’ Music
=] Pictures
57 Subversion
i Videos

1]

M Computer
&, Local Disk (C)
Ca Local Disk (E:)
5 nikelaey (\imscn

File name: Fingerprint

| Install_Win7_7085_05262014

Date modified

20.06.2014 16:54
23.06.2014 18:10

Type Size

File folder
File folder

Save 25 type: | Update receipt file (*.c2v)

= Hide Folders

Press the "Save" button to create the "*.c2v" file and send this file to STROMASYS to receive an update of the current license or a new license.

© Stromasys, 2019

168/ 325



Document number: 30-16-078-002

Installation and update of a CHARON license

Open the "Apply License File" tab and press the "..." button:

| Collect Status Information | Apply License File | Transfer License |

llll‘l‘l‘ll‘ll‘l‘l‘llllL‘

LIpdate File
Apply Update
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Select the license "*.v2c" file received from STROMASYS:

%ﬂj v Computer » Local Disk (&) » Temp » 'I"ll Search Temp

Organize Mew folder == - O o

< Favorites Mame Date modified Type Size

B Desktop ). peTSw 20.06.2014 16:54 File folder
|, Downloads 1 Install_\Win7_7085_05262014 23.06.2014 18:10 File folder

opbox ,._] our License.v. - ile
£ Dropb Your Li 2c 01.08.2014 16:17 VZC Fil 1KB
'ﬁ'. RecentPlaces

7 Libraries
E’I Documents
Jl Music
= Pictures
57 Subversion
. Videas

8 Computer
&, Local Disk (C3)
= Local Disk (E:)
5# nikolaey (\\mscmail

€l Metwork

File name: | A supported files (“h2r "v2c * |

| Open |v| | Cancel .I_

Press the "Open" button and then the "Apply Update" button in the main dialog box to apply the new license or to update an existing one.
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License expiration check

Introduction

The license expiration check utility is provided with the CHARON-VAX V4.9 kit, this utility will execute once a day at 09:00 AM and will send Windows
Application Events 15 days before expiration. No other action will be taken unless you customize the expi r edl i cense. bat script. The utility can be
found in the Charon installation folder under the "Redistributables\Stromasys" child folder.

The installation process is described below. It is recommended not to update the example files given with the kit as they could be overwritten by a patch
installation or product upgrade. It is preferable to copy them in a dedicated folder.

Related products CHARON-AXP (= V4.5) and CHARON-VAX (= V4.5)

Operating systems = Windows 7, Windows 8.1, Windows Server 2008 R2, Windows Server 2012 (R2), Windows Server 2016

Table of contents

® Description
® Step-by-step guide
® |nstallation
® |nteractive check
® Scheduled task creation
® Scheduled task creation using the Graphical User Interface
® Scheduled task creation using the Character User Interface
® Configuration file example
® Hints
® Sending alerts via email - example
® Email account password encryption
® Powershell script used to send emails
® expiredlicense.bat file settings
® Scheduled task settings update
® Related articles

Description

The goal of this Powershell script is to read the license content and send alerts 15 days (by default) before expiration. This document is related to the kit
version 1.9.

Alerts consist in:

®  Adding a Windows Event entry in the Application log
B Executing a customized script named "expi r edl i cense. bat " that can execute actions at your convenience: send an email, send an event to a
monitoring software, etc...

Alert levels are defined as follows:

Days before expiration (date limited license) Hours before expiration (time limited license) Alert level
Between 7 and number of days defined (15 by default) Between 73 and 96 hours Informational
Between 3 and 7 Between 49 and 72 hours Warning
Less than 3 and expired Less than 49 and expired Error
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Step-by-step guide

Installation

B Create a folder dedicated to store the scripts, for example: "C: \ Char on"
®  Download the kit from our SFTP server (please ask us connection credentials if you have no access) and extract all files in this folder.
o The kit contains some files, their usage is described further in this document.

B Optionally create the "expi r edl i cense. bat " file in the same folder and customize it at your own (to send emails for example).

9 If the script does not exist, a warning event will be posted but it will not prevent the script from running. In this case only Windows Application
events will be sent.

Below is a simple example to append entries in a log file. You will find further in this article an example on how to send an email using powershell.

echo Y%date% % ime% % 9% >> C:\Charon\expiredlicense.| og

Notes:
B "o4" corresponds to the severity level and can be "informational", "warning" or "error"
B "9®" corresponds to the alert message containing the license number, the product name and the expiration status

Interactive check

®  Open a command line window
®  Move to the folder you created, example: C: \ Char on
B Execute the powershell script. The following parameters can be passed to the script:

B "_fol der"is used to specify where the scripts (.ps1 and .bat) are stored. If not specified, default is "C. \ Char on"

B "_nbdays" is used to specify the number of days before expiration to start sending alerts, default is 15

B "_nbhour s" is used to specify the number of hours before expiration of a backup/spare license (time limited) to start sending alerts,
default is 96. Must not be lower than 72.

B "_usevani || a"is used in case the hasp_vi ew. exe program is not able to provide the expiration date in the output file (bug found in
builds 18304 and 18305 with hasp_vi ew. exe version 1.26). In this case, the script will use the hasp_vi ew. exe program located in the
"xxxxx_ORlI G NALS_xxx_PATCH_xxx" folder (example: B18302_ORI Gl NALS_AXP_PATCH_X64). The bug is solved with hasp_vi ew
. exe version 1.27 and later.

B "_haspvi ew <hasp_vi ew. exe | ocati on>"is used to specify the location of the hasp_vi ew. exe file. If this parameter is not
specified then the script searches for the location itself depending on Charon installation folder. It is used in case a license server
performs the checks instead of the server hosting the Charon virtual machines. The "- usevani | | a" parameter is ignored if this
parameter is defined.

B "ini <file>"isused to specify a file where the - f ol der, - nbdays, - nbhour s, -usevani | | a, - haspvi ewand - t i ck parameters
can be stored. Priority goes to the parameters passed in the command line then those in the specified file. The file is used to facilitate
updates in the parameters passed in the tasks scheduler (update the file instead of the task).

B "_tick" parameter is used to execute external script (expi r edl i cense. bat ) even if no alert is detected (counter alert for monitoring
software). If used in the .ini file, "1", "y", "yes" or "true" value activates it, other values will invalidate (Example: t i ck=t r ue)

To run PowerShell scripts (files that end with .ps1), you must first set the execution policy to Unrestricted (This operation has to be done once).

To do so, open a command line window (cmd.exe) as an Administrator and use the following command:

c:\ Charon>power shel | -command " Set - Executi onPol icy Unrestricted"

o The ExecutionPolicy can also be set to "Renpt eSi gned". In this case the . ps1 script files will have to be unblocked as described below.

If you are still prompted to allow for execution of the script, please run the following command to unblock the downloaded char on_expchk. ps
1 file:

c:\ Charon>power shel | -conmmand "Unbl ock-File -path c:\charon\charon_expchk. ps1”

Example:
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c:\ Charon>powershell -file charon_expchk.psl -folder c:\charon-nbdays 20

o If the license is not readable (dongle not connected for example), the script will end with an "Unable to generate the license view from hasp_view.exe!"
error, an entry will be added to the Windows Event Application log and the expi r edl i cense. bat script will be executed.

If no script error is detected, it is now possible to create a new scheduled task.

Scheduled task creation

To set this,

® either open the Administrative tools under Control Panel and select "Task Scheduler" or
® execute t askschd. msc from the Windows run command (press Windows key + R)

o Examples are given based on a Windows 2008 R2 server

Right click on Task Scheduler Library, select New folder then enter CHARON.

_E Computer Management
File Action Wiew Help

s | 2B EB

-5- Computer Management (Local)
4 'ﬁ’,_!; System Tools
4 @ Task Scheduler
4 [ lack Scha=-1=~t=x

4 1B Micro Create Basic Task...
[» '@l W Create Task...
.EB W Import Task...
.EB i Display All Running Tasks

[ Event Viewer :
> @] Shared Folde Enable All Tasks History

;i Local Users a ( Flew Eolder... ,'
b @ Performance

Mame

(® GoogleUpda...
® da...

sy Device Mana View }
4 g Storage =
&9 Disk Managd Refresh .Goc
B f'¢ Services and Apy Help b
Author 5YY

Select the newly created folder (1) and on the right pane, select "Create Task..." (2).

1. Do not use "Create Basic Task..." some of the options required aren't available in that wizard.
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File Action View Help

== >2F EE

& Computer Management (Local) Narne Status Triggers Mext Run Time LastRun Time LastRun Result Authd | fActions
a i?§ System Tools o "
4 (F) Task Scheduler e c s
4 Task Scheduler Library & Create Basic Task...
4 1B Microsoft T Create Task... .
' ] W‘!ndows Tl Import Task..
B Windows Defender
1B weD 9 Display All Running Ta...
b cHARON 1 Enable All Tasks History
b [[@] Event Viewer
& 5& Shared Enlel 4 New Folder...

Fill the General tab as below:

General |Triggers | Actions | Conditions | SEﬁingS|

Mame: CHAROM License Expiration Check h
Location: (\CHARON

Authar: bruno-PChbruno

Description:

Security options
When running the task, use the following user account:

bruno-PCibrunc Change User or Group...
) Run only when uzer is logged on
@ Run whether user iz logged on or not ’

Do not store password. The task will only have access to local computer resources.

Run with highest privileges «

Hidden Configure for: ’Windﬂws Vista™, Windows Server™ 2008 "]

| ok || conce |

Select the Triggers tab and set the check interval, for example here: everyday at 09:00 AM
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Mew Trigger

;

Begin the task: |COn a schedule v]
Settings

& Dne fime Start:  4/28/2006 [Ev 90000 = [ Synchronize across time zones

@ Daily

2 11

i) Monthly

Advanced settings

[7] Delay task for up to (random delay): |1 hour

[] Repeat task every: 1 hour - for a duration of: |1 day "
[] Stop task if it runs longer than: 3 days

[C] Expires | 4/28/2017 INAIPM S [] Synchronize across time zones
Enabled

| ok || cancel

Select the Actions tab and configure powershell to be executed with the following parameters:
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Mew Action @

You must specify what action this task will perform.

Action: IStart a program v|

Settings

Program/script:

ChAWindows' System 32\ WindowsPowerShellvwl. 0 powers rll 1 e

Add arguments (optional): 2 b |-fi|e o\ Charon.charon_e
Start in (optional): = ch\Charon 3 3
QK l | Cancel

(1) : Powershell location here is "C: \ W ndows\ Syst enB82\ W ndowsPower Shel I \ v1. O\ power shel | . exe"

(2) : Define the powershell arguments to be added: - fi |l e c:\ Charon\charon_expchk. psl -fol der c:\ Charon (the folder parameter is optional
here as it is the same as the default folder)

(3) : Set the folder to be the one where the scripts reside

o Once the task is created, it is recommended to right click on the task then "Run". To verify the script ran correctly, please check the existence of the "c
har on_expchk. t xt " file in the installation folder (it should contain the license view, if the license is present) and check for events in the Windows Event
Application log if any.

Open a command line window (cmd.exe) and execute the following command:

c:\ Charon>schtasks /create /SC DAILY /ST 09:00 /NP /RL H GHEST /TN " CHARON\ CHARON Li cense Expiration Check" 7

/TR " C:\ W ndows\ Syst enB2\ W ndowsPower Shel | \ v1. O\ power shel | . exe -file c:\Charon\charon_expchk
.psl -fol der c:\Charon"

— Update the schedule type (/SC) and time (/ST) to your desired settings

Start the task as shown below:

c:\ Charon>schtasks /run /TN " CHARO\M CHARON Li cense Expiration Check"

To verify the script ran correctly, please check the existence of the "char on_expchk. t xt " file in the installation folder (it should contain the license view,
if the license is present) and check for events in the Windows Event Application log if any.
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In the following example, the parameters/values are stored in the c: \ char on\ char on_expchk. i ni file.

Example:

#Fol der where the scripts are |ocated
f ol der =C: \ Char on

# Nurmber of days before expiration alert

nbdays=21

# Location of the hasp_view exe file if Charon is not installed
haspvi ew=C: \ Char on

# Send an alert even if no license is about to or has expired

tick=true

To execute the script with the .ini file, use the following command:

c: \ Char on>power shel |

To create the scheduled task, open a command line window (cmd.exe) and execute the following command:

-file c:\charon\charon_expchk. psl -ini

c:\ charon\ charon_expchk. i ni

c:\ Charon>schtasks /create /SC DAILY /ST 09:00 /NP /RL H GHEST /TN " CHARON\ CHARON Li cense Expiration Check" *

/TR " C:\ W ndows\ Syst en82\ W ndowsPower Shel | \ v1. 0\ power shel | . exe *

-file c:\Charon\charon_expchk. psl -ini

c: \ Charon\ char on_expchk. i ni "

— To verify the script is correctly working and to force the creation of a Windows event, and eventually the execution of the "expi r edl i cense. bat "

file, you can:

B either play with the removal of the dongle (if there is, that is no Software License)
B or with the number of days (if the license is not unlimited)
®  or you can specify a folder that does not exist.

Windows Event Application log example - Information alert:

Event 314, CHARON
. General :Duaiig:
License number: 1000.300
Log Mame: Application
Source: CHAROM
Event ID: 314
Level: Information
User: N
OpCode:
More Information:  Even

nline Hel

CHARON License Expiration Check: CHAROM-VAX-6600: all models license is approaching termination (13 days remaining).

Logged: 6/3/2016 9:01:42 AM
Task Categorny: (1)

Keywords: Classic

Computen bruno-PC

y’
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Windows Event Application log example - License dongle not connected:

Event 314, CHAROM

General | Details

Log Mame:
Source:
Event ID:
Level:

Uzer:
OpCode:

Maore Information:

Application
CHARON
314

Error

N/A

Event Log Online Help

CHARON License Expiration Check: Unable to generate the license view from hasp_wview.exe! x(
/e

Logged: 4/28/2016 3:46:17 PM
Task Category: (1)
Keywaords: Classic

Cemputer: bruna-PC
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Sending alerts via email - example

Using Powershell we can send alerts via email. You will find below an example with configuration steps.
Configuration details:

" Windows 2008 R2 server
" Powershell V4.0 installed.

u l_ This version is required to have the "- port " option available from the "send- mai | mressage" powershell command.

®  To determine which version of Powershell is installed and upgrade if necessary, see Powershell version, upgrade, enabling scripts
execution, tips and tricks
®  Email account hosted on Office365

Email account password encryption

Due to the email account settings, to be able to send an email we need to generate a CIiXML file that will store the encrypted password as described
below.

o This file will only be valid for the current user and machine. The following operations must be performed using the same user as the author of the
scheduled task.

9 The "<monitoring-account>@<somewhere>" value must be adapted to your configuration

0 When you will execute the "get - cr edent i al " command, you will be prompted to store the password of the corresponding email account, that is the
"sender".

C:\ Char on>power shel |

W ndows Power Shel |
Copyright (C) 2014 Mcrosoft Corporation. Al rights reserved.

PS C.\ Charon> $Fronm="<noni t ori ng- account >@sonmewher e>"

PS C.\ Charon> $Creds=(get-credential -credential $From

PS C:\ Charon> $Creds | Export-di XM C:.\Charon\creds.clixn
PS C.\ Charon> exit

C:.\ Charon>exi t

l_ If the sender's email address or its password has to be changed, the . cl i xm file will have to be recreated.

Powershell script used to send emails

Create a Powershell script named "sendnmai | . ps1"in the "c: \ Char on" folder for example.

0 The sender ($From) and recipient ($To) values must be adapted to your configuration
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Par am(
[string] $lvl = "Information",
[string] $nmsg = "no nessage"

)

$Hostnane = (CGet-Item env:\ COPUTERNAME) . val ue
$Creds = I nmport-clixm C:\Charon\creds.clixm

#--- Customi ze the values below "Front and "To" -----------------------------
$From = "<noni t ori ng- account >@somnmewher e>"

$To = "<sonmeone>@ksonewher e>"

Hm s e m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e — o -

send-mai | nessage -to $To -from $From - subj ect "CHARON Li cense Expiration Check
for $Hostname ($lvl)" -body "$nsg" -credential $Creds -sntpserver
snt p. of fi ce365. com -usessl -port 587 -delivery none

—' If you have to specify multiple recipients, an array has to be used as described below.

Example1:

$To = @ "James T. Kirk <kirk@iss-enterprise.fed>", "Spock <spock@iss-enterprise.fed>")

Example2:

$To = @ "kirk@ss-enterprise.fed", "spock@ss-enterprise.fed", "uhura@ss-enterprise.fed")

o The example shown above and another one given with embedded html code and colored email body are part of the kit downloaded previously.
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Office365 email account is given here as an example but you can use "gmail" also and create a free dedicated account to send alerts. In this
case the last line of the script(s) above has to be updated: the "- snt pser ver " parameter has its "snt p. of f i ce365. cont value to be
replaced by "snt p. gnai | . cont' (no other value to update)

I Google may block sign-in attempts when using powershell and send-mailmessage. In this case the sender will receive a "Sign in attempt
prevented" alert email. To allow emails to be sent:

1. Create a dedicated gmail account
2. Allow less secure apps to access your account. See this article: https:/support.google.com/accounts/answer/6010255?hl=en

expiredlicense.bat file settings

Add the following line in the "expi r edl i cense. bat " file:

powershel | -Nonlnteractive -file c:\charon\sendmail.psl -lvl % -nsg %

o This .bat file can be found in the kit downloaded previously.
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Scheduled task settings update

This time, the General tab of the Scheduled task has to be updated in order to store the password and to be able to send the email:

IE—}K HAROD l'kmttp?mthnﬂ "heck Properties ﬁ.ocaiif&mpﬁeﬂ

General | Triggers | Actions | Conditiens | Settings | History (disabled) |

Marme: CHAROM License Expiration Check
Location: YWCHARON
Author bruno-PChbruno

Description:

Security options

When running the task, use the following user account:

brunc-PChbruno Change User or Group...

(70 Run only when user is logged on
@ Run whether user is logged on or not

% Do not store password, The task will only have access to local computer resources,
Run with highest privileges

[] Hidden Configure for: | Windows Vista™, Windows Server™ 2008

| oK

I ’ Cancel

You will be prompted to store the password of the author.

This can also be done using the command line:

c:\ Charon>scht asks /change /TN " CHARON\ CHARON Li cense Expiration Check" /rp <password>

Related articles

® Charon Log monitoring on Windows (logmond) - Best practices for V4.9 and V4.10

® CHARON-AXP and CHARON-VAX on Windows fail to start with digital signature error
® CHARON on Windows - Automated License Expiration Check

® CHARON on Windows - Automated License Expiration Check - Release Notes

® How-to install Charon license expiration check on a Linux server
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General Description

"nt d" is a command line utility to:

Create a CHARON tape image from a physical tape.
Write a tape image to a physical tape.

Convert tape images formats.

Test a tape container integrity.

To start the utility open "cnd. exe" in the Start menu and switch to the CHARON installation folder then the "\ Bui | d_XXX\ xXX" child folder where the
utility is located.

Usage

The following are examples of the usage syntax:

Dump tape content to file:

...>nd [options] <tape device nane> <tape contai ner name>

Restore dump to tape:

...> ntd [options] <tape container nane> <tape devi ce nanme>

Convert formats:

...>ntd [options] <tape container nanme> <tape contai ner name>

Examine tape dump and check its integrity:

...> ntd [options] <tape container nane>

Options:
Parameter Description
-1 <file nanme> Creates alog file. The name is "file name".
-r <nunber > Specifies a number of attempts to read a damaged data block

- Ignore bad blocks and continue processing w/o interruption. It implies "-r 0"

-n Do not rewind tape

-p Disable progress reporting

-V Enable verbose tracing of data transfer (implies "-p")
-s Write tape image in SMA format
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-g Gather statistics and print upon completion
-a Do not print logo
Examples:

...>ntd - tapel.txt -r 10 \\.\TapeO "C:\ Charon\ Tapes\tapel. vt ape"

...>ntd "C\Charon\Tapes\tapel.vtape" \\.\TapeO

Tape container formats transfer

Use the following syntax to transfer the CHARON-SMA tape container format to the CHARON-AXP/VAX/PDP one:

...> ntd <SMA tape contai ner nane> <AXP/ VAX/ PDP tape contai ner name>

Example:

...>nd C\charon\tapes\sna_tape.vtape C:\charon\tapes\axp_tape. vtape

Use the following syntax to transfer the CHARON-AXP/VAX/PDP tape container format to the CHARON-SMA one:

...> ntd -s <AXP/ VAX/ PDP t ape contai ner nanme> <SMA tape contai ner name>

Example:

...>ntd -s C\charon\tapes\axp_tape.vtape C \charon\tapes\sna_tape.vtape
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CHARON Log Monitor and Dispatcher
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General Description

The Log Monitor & Dispatcher is a special program which monitors a guest LOG file produced by CHARON and executes a custom script when it detects
removal of a license.

It runs in the background (as a program or as a service) and periodically scans a specified LOG file. It detects the following messages and executes the
associated scripts (created manually):

Error code Description Script executed
00000424 @ Detected removal of a license. nol i cense. bat
0000040B  License has changed. License detected and online. |i cense_changed. bat

The Log Monitor & Dispatcher service is installed as EmulatorLogMonitor. By default it is installed in such a way that requires explicit actions to be started
(either through a command line interface or using the standard ways of service management). For unattended execution, change the service’s
configuration so that Windows starts the service automatically.

o The tool requires the specific files "nol i cense. bat "and "l i cense_changed. bat " containing specific instructions to be taken in situation of
license absence or change. It is recommended you create these files in the folder (presumably) containing the LOG file.

When it is invoked by the “Log Monitor & Dispatcher”, the current directory of the batch process is set to the same folder from which the “Log Monitor &
Dispatcher” was previously installed as a service or from which it was started as a background process. This means that the user action file may, in
principle, operate with relative paths and relocate (as part of the whole configuration, i.e. together with accompanying LOG file).

The user action file will not invoke interactive applications as it may run in an environment where interactive services do not work, for example:
when “Log Monitor & Dispatcher” is installed as a service.

Starting in background mode

In order to start the Log Monitor & Dispatcher as a background application:

1. Open "cmd.exe" from the "Start" menu.

2. Change current directory to the folder (presumably) containing the LOG file.
Start the Log Monitor & Dispatcher using the following command line as an example (for Windows x64; for Windows x86 use the following path:
"C:\Program Files\CHARON\Uftilities_X.X.XXXXX\x86"):

For single log file:

...> "C\Program Fi | es\ CHARON\ Bui | d_XXX\ x86\ | ognond" ny_charon. | og

For rotating log file:

...> "C\Program Fi | es\ CHARON\ Bui | d_XXX\ x86\ | ognond" -1 <l og-directory> -p <l og-prefix>

where:
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® <Jog-directory> is the directory where the rotating log files are stored
® <|og-prefix> is the same as the "configuration_name" value in corresponding CHARON configuration file (or "hw_model", if
"configuration_name" is not specified).

Example:

...> "C\Program Fil es\ CHARON\ Bui | d_XXX\ x86\ | ognond" -1 "C:\My CHARON | ogs" -p "MY_VAX"

To stop the Log Monitor & Dispatcher application, open the Task Manager, find the “logmond.exe” process and terminate it.

Installing as a service

In order to install the Log Monitor & Dispatcher as a background application:

1. Open "cmd.exe" from the "Start" menu in "Run as Administrator" mode.
2. Install Log Monitor & Dispatcher service using the following command line as an example:

...> "C\ Program Fi |l es\ CHARON\ Bui | d_XXX\ x86\ | ognond" -r
...> "C\Program Fi | es\ CHARON\ Bui | d_XXX\ x86\ | ogmond" -1

As result the "logmond" service has "Manual" service start type. Use Windows service management tools to change this mode to "Automatic” if it is
required.

® There will have one | ognond father process that will scan the virtual machines services and one | ognond process per log monitored.

® The Enul at or LogMoni t or service running the | ognond processes will discover already installed CHARON virtual machines
services. If a new virtual machine service is added, it's log file will be automatically discovered and monitored.

® The "nol i cense. bat "and "l i cense_changed. bat " files have to be placed in the virtual machine "Home directory". This directory
corresponds to the configuration file folder when the service is installed, however it will not change if the configuration file is relocated
and the service is updated. To find this "Home directory", open the "CHARON Service Manager" utility, right click on the corresponding
service and select "View configuration"

Starting the Log Monitor and Dispatcher service

In order to start the Log Monitor & Dispatcher as a background application:

1. Open "cmd.exe" from the "Start" menu in "Run as Administrator" mode.
2. Start the Log Monitor & Dispatcher service using the following command line as an example:

...> "C\Program Fi | es\ CHARON\ Bui | d_XXX\ x86\ | ognond" -u

It is also possible to use Windows service management tools to start up the service.
As soon as "logmond" service is installed this way, and started, it monitors all CHARON instances (provided that these are installed as services).

It does NOT monitor emulator instances started from Launcher or manually from command line prompt. But these cases can still be monitored with
"logmond" invoked from command line prompt with name of the log file as an argument (see above).
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Stopping the Log Monitor and Dispatcher service

In order to stop the Log Monitor & Dispatcher as a background application:

1. Open "cmd.exe" from the "Start" menu in "Run as Administrator" mode.
2. Stop the Log Monitor & Dispatcher service using the following command line as an example

...> "C\Program Fil es\ CHARON\ Bui | d_XXX\ x86\ | ognmond" -d

It is also possible to use Windows service management tools to stop the service.

Uninstalling the Log Monitor and Dispatcher service

In order to uninstall the Log Monitor & Dispatcher as a background application:

1. Open "cmd.exe" from the "Start" menu in "Run as Administrator" mode.
2. Uninstall the Log Monitor & Dispatcher service using the following command line as an example

...> "C \Program Fi | es\ CHARON Bui | d_XXX\ x86\ | ognond" -r

Log Monitor and Dispatcher best practice

Refer to this article in the Appendixes for proper configuration of the "nolicense.bat" file to establish needed actions on the dongle removal.
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HOSTPrint
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General Description

The HOSTPrint utility is used to print CHARON output to Windows printers. It receives data from an emulated LPV11 printer via a TCP/IP socket and
prints the data received on the default Windows printer (if no printer is specified at the utility command line) on the host computer.
Operation modes supported by the HOSTprint utility:

Mode Description
Line-printer (Digital LA75) In this mode the utility emulates ESC-sequences of the selected line printer (see the LA75 manual for details).
emulation Once a page is completely filled with data it is sent to the printer output (to emulate line-printer functionality).

To use this mode, properly configure the OpenVMS printer queue and use the OpenVMS “PRINT” command.

Working in an old version of the Access the popup menu and set the Flush buffer delay time. Recommended value is 5 seconds.
utility's compatible printing mode
The VAX/VMS command:

$ COPY MY_PRI NTED_FI LE LPAO:

Both modes support the print preview of the last page in the printing buffer.

Usage

HOSTPrint calling is specified in the CHARON configuration file. The call implements one or more of the following parameters:

Parameter Description
-host=<hostname> Name of the host - source of the printing data.
-port=<connection port number> Port on the host to get the information to print from.

-delay=<delay for automatically buffer flush in seconds> Flushing delay, 0 - wait infinite, 5..10800 - timeout for flush

-printer=[PrinterDeviceName] Host name for the printer used.

Example 1:

-printer=[\\.\Mcrosoft Ofice Docunent |nmage Witer]

Example 2:

-printer=[\\print_server\ MSCLPS]

-font=<default font face> Default font name.

-fontsize=<default font size> Default font size.
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The two last parameters are only used for compatibility with older versions of the utility (HOSTprint allows changing font settings from a popup menu).

It is strongly recommended to use fixed-size fonts (by default the "Courier" font is used) to avoid any problems relevant to proper calculation of
the printing line length.

Example from a CHARON configuration file for the HOSTPrint usage (for 2 LPV11 printers):

I oad chapi |pvl

set |pvl dll=lpvil.dll

set | pvl port=10015 applicati on="hostprint.exe -port=10015 -printer=[\\print_server\ MSCPS2] -font=\Courier New -fontsize=10"
| oad chapi |pv2 address=017764004

set |pv2 dll=lpvil.dll

set | pv2 port=10016 applicati on="hostprint.exe -port=10016 -printer=[\\print_server\MSCLPS] -font=\Courier New -fontsize=12"

After initialization, HOSTprint creates an icon in the Windows tray. The icon can have two colors:

Color Description

m IDLE (or Ready) state

YELLOW BUSY (processing) mode

*: = To access the HOSTprint application popup menu point the mouse cursor at its icon in the system tray menu and click the right button. Then
preview the last page content, change the utility mode via the flush buffer delay or change the default font setting.

© Stromasys, 2019 189/325



Document number: 30-16-078-002

VT-30TV
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General Description

The VT-30TV is a VT30-TV virtual color television monitor emulation. This emulation is a separate executable file "vt 30-t v. exe" usually located in "C: \
Program Fi | es\ CHARON\ Bui | d_XXX\ x86".

The VT30-TV virtual color television monitor should be connected to a VAX/PDP11 via the VT30-H emulation. It must be started with a desktop color
quality equal to 8-bit, 16-bit or 32-bit.

Usage
The VT30-TV can be started by means of user defined configuration options as follows:

> vt 30-tv. exe — address=<host (vt30-h) |P address> --port=<host(vt30-h) IP port> --log=<log file name> --trace_| evel =<l evel >

Options:

Parameter  Description

--address IP address for connection to VT30-H.
--port IP port for connection to VT30-H.
--log Log file name

--trace_level | Tracing level

Example:

> vt 30tv. exe — address=127.0.0.1 --port=10020 --1o0g="chapi _vt30tv.|og" --trace_| evel =0
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CHARON Guest Utilities for OpenVMS
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General Description

The "CHARON Guest Utilities for OpenVMS" (CHARONCP) package contains several utilities for managing virtual tapes, changing the emulator speed
and creating useful definitions for that operations.

This set of utilities is located in the "char oncp012. vdi sk" disk file in the "C: \ Progr am Fi | es\ CHARON\ Vi rtual Di sk | nages\ Tape utilities
package".

Supported OpenVMS versions: OpenVMS 6.1 and above.

o In case of OpenVMS upgrade, CHARONCP will have to be re-installed.

Installation

Specify this image in the CHARON configuration file, boot from the system disk and mount the disk with the following OpenVMS command:

$ MOUNT <devi ce nane> / OVERRI DE=I DENTI FI CATI ON

Issue the following commands to install the package:

$ @BYS$SUPDATE: VMBI NSTAL

* Are you satisfied with the backup of your systemdisk [YES]? YES
* Where will the distribution volunmes be nounted: <device nanme>: [ 000000. CHARONCPO12. KI T]

Enter the products to be processed fromthe first distribution volune set.
* Products: CHARONCP012

© Stromasys, 2019 191/ 325



Document number: 30-16-078-002

Select all the components included to the package:

Conponent Sel ection

Sel ect the CHARONCP components you wish to install fromthe nenu bel ow.
An asterisk appears next to the packages that have al ready been

sel ected. You can renove a package fromthe list by selecting it

again. You may enter nore than one selection by separating your

choi ces with conmas.

1. [*] CHARONCP Guest Utility (REQU RED)
2. [*] Conpatability Uilities

3. [*] Install DCL Conmands & Hel p

4. Exit

* Your choice [4]: 4

Proceed with installation using all the default options.

Once the installation is completed, add the following line to the "SYS$STARTUP: SYSTARTUP_VMS. COM' ("SYS$STARTUP: SYSTARTUP_V5. COM' for VMS
5.5) file for the package to be loaded automatically at system startup::

$ @YS$STARTUP: CHARONCP_STARTUP

After that the package will be loaded automatically on startup.

Performance optimization

CHARON takes 100% of host CPU even in case of idle state of guest OpenVMS operating system. To get rid of such resources consumption there is a
specific option provided by CHARON Guest Utilities - "idle" mode.

Command Description

$ CHARONCP SET | DLE / ENABLE Loads the OpenVMS idle loop detection software. This allows CHARON to detect when the
emulated CPU(s) are idle and use the host power saving instructions to reduce power usage.

$ CHARONCP SET | DLE /DI SABLE Unloads the OpenVMS idle loop detection software.

Adjusting emulator's speed

CHARON speed can be adjusted using these commands:

Command Description

$ CHARONCP SET SPEED / UP=<nunber of steps> Increase the emulator speed by the specified number of steps.
$ CHARONCP SET SPEED / DOMN=<nunber of steps> Decrease the emulator speed by the specified number of steps.
$ CHARONCP SET SPEED / RESET Remove all speed stepping restraints.

Emulator's shutdown control

It is possible to schedule CHARON to shutdown directly from OpenVMS:

Command Description
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$ CHARONCP SET SHUTDOWN /| N=<seconds, 60 is default> The number of seconds before the CHARON emulator is to shut down.
The value can be between 0 and 65535 (approx. 18 hours).

$ CHARONCP SET SHUTDOWN / RESET Clear a scheduled shutdown.

Virtual tapes management

Specify mapping to tape container in the following way in the CHARON configuration file:

set <adapter name> container[<unit name>] = ".vtape" renovabl e[<unit nane>] = true

It is mandatory to set the "r enovabl e" parameter to "t r ue"

Example:

set PKA container[600] = ".vtape" renpvabl e[ 600] = true

Once it is done using the following commands it is possible to manage virtual tapes attached to CHARON:

Command Description

$ CHARONCP SET MAGTAPE <devi ce> /LOAD="<fil ename>. | Create the specified host-file (if it does not already exist) and attach it to the
vt ape” specified virtual tape device.

Example:

$ CHARONCP SET MAGTAPE MKAG00: /LOAD="backup_01.vtape"

$ CHARONCP SET MAGTAPE <devi ce> / UNLOAD Detach any file currently attached to te specified virtual tape device.

Example:

$ CHARONCP SET MAGTAPE MKAG00: / UNLOAD

Possible errors:

Error Description
BADFILENAME The filename specified as a value to the qualifier /LOAD was either too long or does not have a file extension of ".vtape".
DEVNOTDISM Attempting to execute a SET MAGTAPE/LOAD when a file is already attached.

Perform a SET MAGTAPE/UNLOAD first. If a SET MAGTAPE/LOAD command has not previously been executed, then the
CHARON configuration container specification for the tape device may contain a full path. Doing this will create and attach and
initial tape container file. To avoid this, remove the file name from the specification (leaving only a fileextension of ".vtape" and
optional directory).

o If some tape container has been already specified in the CHARON configuratioon file use the command "CHARONCP SET MAGTAPE <device>
/UNLOAD" to unload it first.

© Stromasys, 2019 193/ 325



Document number: 30-16-078-002

Defining keys

It is possible to define certain keys on the terminal keyboard for fast access to the CHARONCP functionalilty while you are in CHARONCP:

Command Description

$ CHARONCP Defines an equivalence string and a set of attributes with a key on the terminal
CHARONCP> DEFI NE / KEY <key-name> <equi val ence-stri  keyboard.

ng>

You can have a set of keys defined automatically for use with the CHARONCP
utility by placing DEFINE/KEY commands in the file
SYSSLOGIN:CHARONCP_KEYDEFS.INI

Example:

$ CHARONCP
CHARONCP> DEFI NE / KEY F1 "SET MAGTAPE MKAG600: /UNLOAD'

$ CHARONCP Displays key definitions created with the DEFINE/KEY command. Refer to the
CHARONCP> SHOW KEY <key- name> DCL help entry for SHOW KEY for further information.
Example:
$ CHARONCP

CHARONCP> SHOW KEY F1

DEFAULT key state definitions:

F1 = "set mmgtape nka600: /unl oad"
CHARONCP>

o For more information refer to the OpenVMS DCL Dictionary (DEFINE/KEY section).

Displaying version

Command Description

$ CHARONCP SHOW VERSI ON Displays the CHARONCP package version number and architecture. This can be useful for customers
reporting issues with the CHARONCP software.

Example:

$ CHARONCP SHOW VERSI ON

CHARONCP version id is: V1.2
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CHARON-VAX and CHARON-PDP for Windows configuration details

Introduction

This chapter describes, in detail, the configuration parameters of the devices emulated by CHARON-VAX / CHARON-PDP for Windows, with
corresponding examples and parameters.

The emulated devices are loaded with the "load" command (if a device has not been already loaded) and the parameters are made active with the "set"
command. These parameters can be specified directly in the "load" command.

Example:

| oad RQDX3/ RQDX3 DUA

set DUA cont ai ner[ 0] ="C:\ Char on\ Di sks\ Boot Di sk. vdi sk"

In this example, an instance of an RQDX3 controller is loaded with the name "DUA". Its first unit, "container[0]", is mapped to the "C: \ Char on\ Di sks\ Bo
ot Di sk. vdi sk" disk image.

The Controller name is accompanied with a "/<module name>". The module name is a CHARON-VAX / CHARON-PDP component that
specifies the controller load module. Its name can be the same as the loaded controller, however this is not mandatory. Once a module name is
specified, there is no need to specify it again for additional references of the same controller.

Details of CHARON-VAX / CHARON-PDP configuration

General Settings
Core Devices
Serial lines
Disks and tapes
MSCP and TMSCP Controllers
SCSI Controllers
DSSI Subsystem
® Cl Subsystem
® Networking
® Specific Controllers
® Sample configuration files
® PDP-11/93 configuration file
® VAX 4000 Model 108 configuration file
® VAX 6310 configuration file
® VAX 6610 configuration file
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General Settings

Table of Contents

® Session
® hw_model

® configuration_name
® Jog

® |og_method

® |og_show_messages
® |og_file_size

® |og_rotation_period
® |og_repeat_filter

® Jicense_key_id

® license_id

® aoffinity

[ )

n_of io_cpus
® Jicense_key_lookup_retry
® File inclusion

Session

General settings that control the execution of CHARON-VAX / CHARON-PDP belong to an object called the "session". It is a preloaded object; therefore,

only "set" commands are necessary.
Example:

set session <paranet er >=<val ue>

The following table describes all available "session" parameters, their meaning and examples of their usage:
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Parameter hw_model
Type Text string
Value Virtual VAX/PDP11 system hardware model to be emulated.

Use a default configuration template for each particular model as a starting point for a custom configuration. This would ensure that the
parameter is set correctly.

Example:

set session hw_nodel =" VAX 6610"

Available models are:

PDP_1193

PDP_1194
MicroVAX_3100_Model_96
MicroVAX_3100_Model_98
MicroVAX_3600
MicroVAX_3900
MicroVAX_II
VAXserver_3600
VAXserver_3600
VAXserver_3600_128
VAXserver_3600_512
VAXserver_3900
VAXserver_3900_128
VAXserver_3900_512
VAX_4000_Model_106
VAX_4000_Model_108
VAX_4000_Model_700
VAX_4000_Model_705
VAX_6000_Model_310
VAXstation_4000_Model_90
VAX_6610

VAX_6620

VAX_6630

VAX_6640

VAX_6650

VAX_6660

Parameter configuration_name
Type Text string

Value Name of the CHARON-VAX / CHARON-PDP instance (it must be unique):

set session configuration_name="MCDV1"

I In provided templates this parameter is specified in the included configuration file "configuration_name.icfg".
The value of this parameter is used as a prefix to the event log file name (see below).

From the example above, the CHARON-VAX / CHARON-PDP log file will have the following name:

MSCDV1- YYYY- MM DD- hh- mm ss- XXXXXXXXX. | 0g

XXXXXXXXX is an increasing decimal number starting from 000000000 to separate log files with the same time of creation (in case the log is
being written faster than one log file per second).

I\ Itis strictly recommended to use the "configuration_name" parameter if more than one CHARON instance runs on the same server.
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Parameter log

Type Text string

Value The log file or directory name is where the log file for each CHARON-VAX / CHARON-PDP execution session is stored.
Log specified as a file name

It is possible to overwrite the existing log file or to extend it using the "General Settings#log_method" parameter.

o The "log_method" parameter is effective only when a single log file is specified, not a directory.

Example:

set session | og="C:\ Charon\vax4106prod. | og"

Log specified as a directory

CHARON-VAX / CHARON-PDP automatically creates individual log files for each CHARON-VAX / CHARON-PDP execution sessi
on. If the log parameter is omitted, CHARON-VAX / CHARON-PDP creates a log file for each CHARON-VAX / CHARON-PDP
execution session in the directory where the emulator was started. In these two cases, the log rotation mode is enabled, meaning a
new log file is created each time the virtual machine is started and when the log file size exceeds the one specified (see General
Settings#log_file_size) and/or when the log file is older than a specified number of days (see General Settings#log_rotation_period)

o A shortcut located in the same directory will be created, pointing to the active log file. Its name is based on the hw_model
parameter or the configuration_name parameter if specified.

If the "configuration_name" parameter of the session is specified, the log file name is composed as follows:

<confi guration_nanme>- YYYY- M DD- hh- nm sS- XXXXXXXXX. | 0g

If the "configuration_name" parameter is omitted, the log file name will have the following format:

<hw_nodel >- YYYY- MMt DD- hh- mm ss- XXXXXXXXX. | 0g

where "xxxxxxxxx" is an increasing decimal integer, starting from 000000000 to separate log files with the same time of creation
(in case the log is being created faster than one log file per second).

I Only existing directory can be specified. If the directory specified does not exist, this will be considered as a flat file. No trailing
backslash character is allowed.

Example:

set session configuration_nane="vax4106prod"

set session | og="C:\Charon\Logs"

The execution of the virtual machine will create a log file, named C: \ Char on\ Logs\ vax4106pr od- 2016- 10- 13- 10- 00- 00- 0
00000000. | og (for example) and a shortcut named C: \ Char on\ Logs\ vax4106pr od. | og pointing to this file. The shortcut will
be updated when the log rotation will occur.
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Parameter log_method
Type Text string

Value ® ‘"append" (default)
® ‘"overwrite"

Determines if the previous log information is maintained or overwritten.

This parameter must be specified only in addition to the “log” parameter on the same line.

This parameter is applicable only if the CHARON-VAX / CHARON-PDP log is stored to a file that is specified explicitly with the "log"
parameter.

Example:

set session |log="log.txt" |og_nethod="append"

Parameter log_show_messages

Type Text string

Value ® "all" (default)
. lli nfoll
® "warning"
® ‘“error"

Defines the message types to be shown. The parameter is a string of comma delimited words.

Example:

set session | og_show nessages="error, warning"

Parameter log_file_size
Type Text string
Value If log rotation is enabled, the log_file_size parameter determines the log file size threshold at which the log is automatically rotated.
® "unlimited" or "0" (default) - the feature is disabled
® ‘"default" - default size is used (4Mb)
® <size>[KMG] - size of the current log file in bytes with additional multipliers:
® K- Kilobyte - multiply by 1024
® M - Megabyte - multiply by 1024*1024
® G - Gigabyte - multiply by 1024*1024*1024

Examples:

set session log_file_size="default"

set session log_file_size=10M

I Minimum LOG File size is 64K, maximum is 1G. Setting a size less then 64K effectively makes the log file size unlimited.
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Parameter log_rotation_period
Type Text string

Value "default" - default value, 7 days. This value is used even if the "log_rotation_period" is not specified.
"daily" or "1"

"weekly" or "7"

"never" or "0"

<N> -in N days

If the rotation log mode is enabled, this parameter controls switching to the next log file based on a period of time. If enabled, the switching
to the next log file occurs at midnight.

Examples:

set session |og_rotation_period="weekly"

set session |log_rotation_period=14

Parameter log_repeat_filter

Type Text string

Value Specifies if repeated messages should be filtered or not. Possible values are "on" and "off" (default).
If the value is "on", immediately following messages with the same identifier and system error code are not listed in the log but they are
counted. When a different log message is generated, the repeat count of the earlier log message is reported with the entry "The previous
message has been repeated N times." and the counter is cleared.

I, Stromasys highly recommends to let this value to "off" otherwise important information will not be reported in the log file.

Example:

set session log_repeat_filter="off"
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Parameter

Type

Value

Parameter

Type

Value

license_key_id
Text string

A set of Sentinel Key IDs that specifies the license keys to be used by CHARON. It is also possibly to use a keyword "any" to force
CHARON to look for a suitable license in all available keys if the license is not found in the specified keys.

Example:

set session license_key_id = "1877752571, 354850588, any"

Based on the presence of this parameter in the configuration file, CHARON behaves as follows:

1. No keys are specified (the parameter is absent)
CHARON performs an unqualified search for any suitable key in unspecified order. If no key is found, CHARON exits.

2. One or many keys are specified
CHARON performs a qualified search for a regular license key in the specified order. If it is not found, CHARON exits (if the keyword
"any" is not set).

If the keyword "any" is specified then if no valid license has been found in the keys with specified ID’s all other available keys are

examined for valid license as well.

The order in which keys are specified is very important. If a valid license was found in the key which ID was not the first one
specified in configuration file, then available keys are periodically re-scanned and if the key with the ID earlier in the list than the
current one is found CHARON tries to find a valid license there and in case of success switches to that key.

license_id
Text string

A set of license identifiers that specifies the licenses to be used by CHARON. This parameter is applicable only to licenses on which
Stromasys placed restrictions on what products can be combined on a single license key. Please contact your Stromasys representative
or VAR for more information.

Example:
set session license_id = "2718281828, 314159265"
If this parameter is set, Charon considers for validation only the available licenses with license ID parameter set and equal to one of the

license ID's specified in the configuration. This prioritized list corresponds to the "Product License Number" line in the Product section of
the license.

© Stromasys, 2019 201/ 325



Document number: 30-16-078-002

Parameter affinity
Type Text string

Value Overrides any initial process affinity mask provided by the host operating system. Once specified it binds the running instance of the
emulator to particular host CPUs.

Used for soft partitioning of the host CPU resources and/or for isolating host CPUs for other applications.
By default the CHARON-VAX / CHARON-PDP emulator instance allocates as many host CPUs as possible. The “affinity” parameter

overrides that and allows explicit specification on which host CPU the instance must run on.

The "affinity" parameter defines the total number of host CPUs to be used both for emulated VAX CPUs and for the CHARON
VM itself (including the CPUs to be used for I/O - they are controlled by the "n_of_io_cpus" parameter described below).

Host CPUs are enumerated as a comma separated list of host system assigned CPU numbers:

set session affinity="0, 2, 4, 6"

Parameter n_of io_cpus
Type Numeric

Value This parameter specifies how many host CPUs CHARON-VAX / CHARON-PDP must use for I/0O handling. Use of the “affinity” parameter
may limit the number of CPUs available.

By default the CHARON VM reserves one third of all available host CPUs for I/O processing (round down, at least one). The
“n_of_io_cpus” parameter overrides that by specifying the number of CHARON I/O CPUs explicitly.

Example:

set session n_of _io_cpus=2
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Parameter

Type

Value
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license_key_lookup_retry
Text String
In case the CHARON-VAX / CHARON-PDP license connection is not present when the guest starts up, this parameter specifies how

many times the CHARON VM will try to establish the connection and, optionally, a period of time between retries.

Syntax:

set session |license_key_|ookup_retry = "N[, T]"

Options:

® N - Number of retries to look for license keys.
® T - Time between retries in seconds. If not specified, 60 seconds are used

Example 1:

set session |icense_key | ookup_retry =1

If the license key is not found during initial scan, only one more attempt after 60 seconds is performed.

Example 2:

set session |icense_key_|l ookup_retry = "1, 30"

Same as above but retry in 30 seconds.

Example 3:

set session |icense_key_|ookup_retry = "3, 10"

If the license key is not found during initial scan, do 3 more attempts waiting 10 seconds between them.

Example 4:

set session |icense_key_|ookup_retry = "5"

If the license key is not found during the initial scan, do 5 more attempts waiting 60 seconds between them.

203/ 325



Document number: 30-16-078-002

File inclusion

It is possible to include a configuration file into an existing one using the "i ncl ude" command. The file extension is usually . i cf g.

Format:

include "file.icfg"

Example:

include "c:\charon\commonpart.icfg"

o The configuration template files are defined to use the "configuration_name.icfg" configuration file which is used by the CHARON Virtual Machines
Manager. If you use an existing configuration file, including this file is not necessary.
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Core Devices
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® VAX66x0

CPU

A CHARON-VAX emulated CPU is configured with the "ace_mode" parameter.

Two VAX CPU implementations are available: the standard VAX instruction decoder and the optional high performance Advanced CPU Emulation mode
("ACE"). The ACE option optimizes the VAX instruction interpretation and significantly improves performance. It also requires approximately twice the
amount of host memory to store the optimized code.

ACE optimization is performed dynamically during execution. It does not need to write optimized code back to disk, ACE provides its full capability
instantly. The optimization does not compromise the VAX instruction decoding; CHARON-VAX remains fully VAX hardware compatible and completely
transparent to the VAX operating systems and applications.

Both CPU implementations passed the HP VAX Architecture (AXE) tests, the standard qualification for VAX instruction execution correctness.

The default VAX/PDP11 CPU mode is determined by the specific CHARON-VAX product license.

Parameter ace_mode
Type Boolean

Value true or false

This statement enables the ACE mode if the CHARON-VAX license permits it. If this statement is omitted from the CHARON-VAX configuration file and
the license permits it, "true" is the default, otherwise "false" is the default. For test purposes the ACE mechanism can be disabled with:

set cpu ace_node=fal se

"set cpu ace_node=true"is ignored when the license does not permit ACE operation.

The CHARON-VAX log file displays the status of the ACE option.

The ACE mode is disabled when the host system does not meet the minimum physical requirements for this operation. If the emulator appears to not run
at its normal performance, check the log file for a change in the ACE mode and verify that sufficient host resources, especially memory, are available.
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RAM

The CHARON-VAX / CHARON-PDP memory subsystem is permanently loaded and has the logical name "ram".

Parameter size

Type Numeric
Value Size of the emulated memory in MB.
Example:

set ramsize = 512

The amount of memory is capped at a maximum, this is defined in the CHARON license key. If the host system cannot allocate enough memory to map
the requested emulated memory, CHARON-VAX / CHARON-PDP generates an error message in the log file and reduces its effective memory size.

The following table lists the values of emulated RAM for various hardware models of virtual VAX/PDP11 systems:

Hardware Model

Min Max
PDP1193 2 4
PDP1194 2 4
MicroVAX_II 1 16
MicroVAX_3600 16 64
MicroVAX_3900 16 64
VAXserver_3600 16 64
VAXserver_3900 16 64
VAXserver_3600_128 32 128
VAXserver_3900_128 32 128
MicroVAX_3100_Model_96 16 128
VAXstation_4000_Model_90 16 128
VAX_4000_Model_106 16 128
VAX_6000_Model_310 32 512
VAXserver_3600_512 32 512
VAXserver_3900 512 32 512
MicroVAX_3100_Model_98 16 512
VAX_4000_Model_108 16 512
VAX_4000_Model_700 64 512
VAX_4000_Model_705 64 | 512
VAX_6610 128 3584
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RAM size (in MB)

Default

2
2
16
16
16
16
16
32
32
16
16
16
32
32
32
16
16
64
64
128

Increment
2

2
1,8,16
16
16
16
16
32
32
16
16
16
32
32
32
16
16
64
64
128
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VAX_6620 128 3584 128 128

VAX_6630 128 3584 128 128

VAX_6640 128 3584 128 128

VAX_6650 128 3584 128 128

VAX_6660 128 3584 128 128
TOY

CHARON-VAX / CHARON-PDP maintains its time and date using the "toy" (time-of-year) component. In order to preserve the time and date while a virtual
system is not running, the TOY component uses a binary file on the host system to store the date and time relevant data. The name of the file is specified
by the “container” option of the "toy" component.

Parameter container
Type Text string

Value Specifies a name for the file in which CHARON-VAX / CHARON-PDP preserves the time and date during its “offline” period. This file also
keeps some console parameters (such as the default boot device).

By default it is left unspecified.

o it is recommended to specify the full path to the TOY file.

Example:

set toy container="C \Charon\ny_virtual _systemdat"

The CHARON-VAX / CHARON-PDP time zone may be different from that of the host system. Correct CHARON time relies on the correctness of the host
system time to calculate the duration of any CHARON “offline” periods. (i.e. while the virtual system is not running). Every time CHARON comes on line it
calculates a Delta time (the system time is used if there is no TOY file). Therefore, if the host system time is changed while CHARON is not running, the
CHARON time may be incorrect when CHARON is restarted and the CHARON time must be set manually.

KW11-L and KW11-P Timers (PDP-11)

The KW11-L timer is used in PDP-11 system emulation. It supports a 50Hz, 60Hz and 70Hz frequency.

A time correction mechanism handles any time slips between the emulated and the host system time. The KW11-L frequency can be set in the
configuration file as follows:

set kwll frequency=50

For PDP-11 configurations this device is loaded automatically.

The KW11-P is a programmable timer for PDP-11 systems. The hardware KW11-P timer runs on a 100KHz clock and can be programmed to interrupt at
any frequency up to 100KHz.

The software KW11-P implementation is limited to 1KHz due to the host operating system limitations; it can be programmed to interrupt at any frequency
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up to 1KHz.

The current implementation does not contain a way to handle a time slip recovery from the host system time. This can lead to time skew
between the emulated and host system time when the programmed frequencies are not divisors of 1000.

The KW11-P is loaded automatically. It does not have any configuration file parameters because it is set by the PDP-11 software.

ROM

The System Flash ROM file conserves specific parameters between reboots.

Parameter container
Type Text string

Value Specifies the name of a file in which CHARON-VAX stores an intermediate state of its Flash ROM. This state includes, for example, most
of the console parameters.

By default it is left unspecified.

o it is recommended to specify the full path to this file

Example:

set rom contai ner="C:\ Charon\ny_virtual _systemronf

PDP-11 Boot ROM

PDP-11 Boot ROM has two parameters: ‘ext_rom’ and ‘ext_rom_address’. Specify the external ROM file and offset within the file to load the ROM from.
This feature allows changing the used boot ROM to a custom one.

Parameter ext_rom
Type Text string

Value Specifies a file containing external boot code

Parameter ext_rom_address

Type Numeric
Value Specifies an offset to be used for the file specified by the ext_rom parameter
Example:
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set rom ext_ronr"customrom bin"
set rom ext_rom address=0

The ROM file must contain a binary dump.

EEPROM

Parameter container

Type Text string
Value A string specifying a file name to store the content of the EEPROM.
Example:

set eeprom cont ai ner =" vx6k610. r ont

This command enables EEPROM parameters (e.g., default boot drive) to be automatically saved to a specified file. The EEPROM file is
created in the directory in which CHARON-VAX starts. The EEPROM file is created or overwritten each time any parameter relevant to the
EEPROM content is changed.

o it is recommended to specify the full path to this file

Example:

set eeprom contai ner="C:\ Charon\ ny_virtual _systemront
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Auto Boot

CHARON-VAX / CHARON-PDP systems can be configured to boot the operating system automatically at start up.

Those models boot automatically if the correct boot flags are set (and saved in the VAX console files) using the following command:

Console halt
Parameter

Description Determines whether the MicroVAX3100, VAXstation 4000, VAX6310 and VAX 4000 boot automatically if the correct boot flags are set
(and saved in the VAX console files).

The value is:
® "reboot"

Example:

>>>set halt reboot

Please check that the "toy container" and "rom container" parameters are specified in the configuration file to store the boot flags.

The ROM of the MicroVAX Il, MicroVAX 3600, MicroVAX 3900, VAXserver 3600 and VAXserver 3900 servers does not allow the VAX console to accept
the command setting "auto-boot". Instead, an automatic boot on startup can be specified in the CHARON-VAX configuration file as follows:

Parameter bdr boot

Type Text string
Value Determines whether the MicroVAX I, MicroVAX 3600, MicroVAX 3900, VAXserver 3600 and VAXserver 3900 servers boot automatically
if the correct boot flags are set (and saved in the VAX console files).The value is:
. " aut ou
Example:

set bdr boot =auto

Check that the "toy container" and "rom container" parameters are specified in the configuration file to store the boot flags.
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The ROM of the PDP11/93 and PDP11/94 does not allow the PDP11 console to accept the command setting "auto-boot". Instead, automatic boot on
startup can be specified in the CHARON-PDP configuration file as follows:

Parameters

Type

Value

cpu_0 auto_boot

Text string

Determines whether the PDP11/93 or PDP11/94 server boots automatically from the specified disk.The value is the disk drive to boot
from.

Example:

set cpu_0 auto_boot = "DUD"

Check that the "t oy cont ai ner " and "r om cont ai ner " parameters are specified in the configuration file to store the boot flags.

Parameter xmi boot
Type Text string
Value Determines whether the CHARON VAX66x0 startup procedure stops at the ">>>" prompt after self-tests.The values are:
® "auto"
® “manual " (default)
Example:
set xm boot = "auto"
The value " aut 0" enables automatic boot from a default boot specification, previously configured in the VAX console.The value " manua
| " disables the automatic boot once the self tests are passed.
Check that the "toy container" and "rom container" parameters are specified in the configuration file to store the boot flags.
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General Description

Configuration of the CHARON-VAX / CHARON-PDP serial lines is performed in 3 steps:

1. Loading the virtual serial lines' controller, for example:

| oad DHV11/DHV11 TXA

In this example, an instance of a "DHV11" serial line controller is loaded and named "TXA".

Note that the VAX/PDP11 console adapters ("UART", "QUART") do not need to be loaded; they are preloaded.
2. Mapping an object type to host resources. For example:

load virtual _serial_line/chserial TTAl
set TTALl port = 10003 application = "putty.exe -load TTAl preset"

In this example the object "virtual_serial_line" is loaded, named "TTA1", mapped to the "putty" terminal emulator and connected to this CHARON

instance using the port 10003 (this setting is encoded in the "TTA1_preset" parameter of the "Putty" terminal emulator).
3. Connect the loaded virtual line controller and the mapped object:

set TXA |ine[5]=TTAl

In this example, the 6th line of the DHV11 controller, "TXA", loaded in step 1, is connected to the mapping object, "TTA1", loaded in step 2.
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Console

CHARON-VAX / CHARON-PDP offers a one- or four-port serial console, depending on the specified VAX/PDP11 model. The one port serial line controller
is identified in CHARON-VAX / CHARON-PDP with the name UART. The four port serial lines controller is identified in CHARON-VAX with the
name QUART.

UART is used in Qbus systems only (e.g. the MicroVAX/VAXserver 3600/3900, PDP11/93 and PDP11/94).

QUART is used in SCSI (e.g. MicroVAX 3100 model 96/98, VAXstation 4000 model 90) and SCSI/Qbus systems (e.g. VAX4000 model 106/108). The last
QUART line (line[3]) is the console port (known in VAX/VMS as OPAO).

CHARON-VAX / CHARON-PDP console ports can be configured to connect to an external terminal via the host system COM port or can be connected via
TCP/IP.

Parameter rts[<line>]
Type Text string

Value ® "On"- assert the RTS (Request To Send) signal
® "Off" - clear the RTS signal (default)
® "DTR" - assert the RTS signal as soon as the DTR signal is asserted ( /I, Applicable only for QUART )

Parameter dsr[<line>]

Type Text string

Value ® "On" - always reports DSR signal assertion
® "Off" - always reports DSR signal deassertion
® "DSR" - use the DSR signal of the physical serial line (if configured)
[ ]

"CD", "DCD", "RLSD" - use the CD (carrier detect) signal of the physical serial line (if configured)

This parameter is applicable only for line "2" of QUART. UART has no such parameter.

Parameter communication[<line>]
Type Text string

Value ® "ASCII" - for connection to terminals (default)
® "BINARY" - for serial lines carrying binary (packet) protocols, which are used mainly for communicating with PLCs
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Parameter line[<line>]
Type Identifier

Value This parameter is used to connect a particular serial line interface to the controller. See below for details.

Note that the "line" parameter in the table above is applicable only in the case of QUART.

All the values in this table are case insensitive.
Example:

set QUART rts[2]="DTR'
set QUART dsr[2]="On"
set QUART conmuni cati on[ 2] ="bi nary"

Line 2 of the QUART is the only one which can be used for connecting modems. Therefore, the "DSR" parameter for that line (i.e. "dsr[2]") is
internally set to the appropriate value ("CD") but can be changed from the configuration file. Values for the "rts" and "dsr" parameters for the
lines other than 2 are not visible for any applications running on CHARON-VAX / CHARON-PDP.

Serial line controllers

Asynchronous serial line multiplexers are capable of serving up to 8 asynchronous serial lines (the DHW42-BA supports up to 16 lines).

The following asynchronous serial line multiplexers are supported:

VAX model Asynchronous serial line emulation

PDP-11/93, PDP-11/94, MicroVAX I, MicroVAX 3600, MicroVAX 3900, CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11, DL11,
VAXserver 3600, VAXserver 3900 (QBUS systems) DLV11, DZ11

MicroVAX 3100 - 96, MicroVAX 3100 - 98 (SCSI systems) DHW42-AA, DHW42-BA, DHW42-CA

VAX4000 - 106, VAX4000 — 108, VAX4000 — 700, VAX4000 — 705 (QBUS/SCSI | CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11, DLV11,
systems) DHW42-AA, DHW42-BA, DHW42-CA

VAX6310, VAXstation 4090 N/A
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The following names are used for the multiplexers:

Device name Module name

DHV11 DHV11
DHQ11 DHV11
CXYO08 DHV11
CXA16 DHV11
CXB16 DHV11

DHW42AA DHV11
DHW42BA DHV11
DHW42CA DHV11
Dzv11,Dz11  DZ11
DzQ11 DzZ11

DL11,DLV11  DL11

The following example loads an instance of an asynchronous serial line multiplexer:

| oad DHQL1/ DHV11 TXA

Only one instance of DHWA42 can be loaded. There is no restriction on the number of the other multiplexers.

The multiplexers offer the following configuration parameters, specified with the "set" command:

Parameter address
Type Numeric
Value Specifies CSR address. The address must be a valid QBUS 22-bit wide address in I/O space.

Default values are 017760440 for the DHV11-family controllers and 017760100 for the DZV11/DZQ11 family controllers, which are the
factory settings for asynchronous serial line multiplexers.

This parameter is not applicable to DHW42-xx serial line controllers

Parameter vector
Type Numeric
Value Specifies the interrupt vector.

The default value is 0300, which is the factory setting for asynchronous serial line multiplexers.

This parameter is not applicable to DHW42-xx serial line controllers
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Parameter

Type

Value

Parameter

Type

Value

Parameter

Type

Value

Parameter

Type

Value

line[N]
N=0...3(7,15)

Identifier

Specifies the name of the serial line interface object in the configuration to which the N-th line of the multiplexer is connected. See below

for details.

communication[N]
N=0...4(7,15)
Text String

® "ASCII" - for connection to terminals (default)
® "BINARY" - for serial lines carrying binary (packet) protocols, which are used mainly for communicating with PLCs

rts[N]

N=0...3(7,15)

Text String

Controls the RTS signal of the Nth line of the multiplexer.

® "On" - assert the RTS (Request To Send) signal
® "Off" - clear the RTS signal (default)
® "DTR" - assert the RTS signal as soon as DTR signal is asserted

When left blank (initial state), the level of the RTS signal is as requested by the VAX/PDP11 software.

dsr{N]
N=0...3(7,15)
Text String

"On" - always reports the DSR signal assertion

"Off" - always reports the DSR signal deassertion

"DSR" - use the DSR signal of the physical serial line (if configured)

"CD", "DCD", "RLSD" - use the CD (carrier detect) signal of the physical serial line (if configured)

This parameter is applicable only for the DZV11 and DZQ11 serial lines controllers
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Parameter tx_q_max_depth[N]

N=0...3(7,15)
Type Numeric
Value Specifies the depth of the TX FIFO for the N-th line of the multiplexer. Possible values are 1...1000, initially set to 1, to properly represent

the hardware limitation of certain multiplexers. Values greater than 1 improve transmission rate of the corresponding lines, but break
correspondence to the original hardware.

This parameter is applicable only for the DHV11 serial lines controller

Use the "address" and "vector" parameters to load several instances of the Qbus multiplexers. Both "address" and "vector" parameter values must be
unique for every instance of a QBUS multiplexer.

Read the VAX/PDP11 hardware documentation and the VM system management documentation to understand how to correctly assign the "address" and
"vector" parameters.
Example: loading 2 instances of DHV11

| oad DHV11/DHV11 TXA address=017760440 vect or=0300
| oad DHV11/ DHV11 TXB addr ess=017760460 vector=0310

Example: loading DHW42CA

| oad DHWA2CA/ DHV11 TXA

Mapping Serial line controllers to system resources

Type Function
physical_serial_line = This type of mapping associates a COM port on a host system with an emulated VAX/PDP11 serial line controller virtual "line".

The COM port can be a physical hardware port or a logical COM port.

virtual_serial_line This type of mapping associates a network connection on the host system with an emulated VAX/PDP11 serial line controller
virtual "line"

Example:

| oad physical _serial _|ine/chserial OPAO
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physical_serial_line

LINE

Parameter

line

Type

Text string

Description

A defined COM port on a host system in the form of "\.\COMn"

Example:

set OPAO line="\\.\Ccow"

BAUD

Parameter

baud

Type

Numeric

Description

Forces the baud rate of the corresponding COM port to be a specified value.

The variety of supported values depends on the underlying physical communication resource (COM port). The most widely used values
are: 300, 1200, 9600, 19200, 38400.

Example:

set OPAO baud=38400

BREAK_ON

Parameter

break_on

Type

Text string

Description

Specifies what byte sequences received over the physical serial line will trigger a HALT command.
‘ This parameter works only for the console line (for the one UART line and "line[3]" of QUART).
Specify the following values: "Ctrl-P", "Break" or "none" ("none" disables triggering a HALT condition).

Example:

set OPAO break_on="Cirl-P"

The default value is "Break" for line 3 of QUART and "none" for other lines.
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STOP_ON

Parameter  stop_on
Type Text string

Description = Specifies what byte sequences received over the physical serial line will trigger a STOP condition. The STOP condition causes
CHARON-VAX / CHARON-PDP to exit.

& This parameter works only for the console line (for the one UART line and "line[3]" of QUART).
Specify the one of the following values: “F6” or “none” ("none" disables triggering a STOP condition).

Example:

set OPAO stop_on="F6"

The default value is "none".

Setting "F6" triggers the STOP condition upon receipt of the "<ESC>[ 17~" sequence. Terminals usually send these sequences by
pressing the F6 button

LOG

Parameter  log
Type Text string

Description = A string specifying a file name to store the content of the console sessions or a directory where the log files for each individual session
will be stored.

If an existing directory is specified, CHARON-VAX / CHARON-PDP automatically enables creation of individual log files, one for each
session using the same scheme as used for the generation of the rotating log files. If the "log" parameter is omitted, CHARON-VAX /
CHARON-PDP does not create a console log.

Examples:

set OPAO | og="log.txt"

set OPAO | og="C:\ Charon\Logs"
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LOG_FILE_SIZE

Parameter  log_file_size
Type Text string
Description  If log rotation is enabled, the log_file_size parameter determines the log file size threshold at which the log is automatically rotated.
® ‘"unlimited" or "0" (default) - the feature is disabled
® ‘"default" - default size is used (4Mb)
® <size>[KMG] - size of the current log file in bytes with additional multipliers:
® K- Kilobyte - multiply by 1024
® M - Megabyte - multiply by 1024*1024
® G - Gigabyte - multiply by 1024*1024*1024

Examples:

set OPAO log_file_size="default"

set OPAO log_file_size=10M

& Minimum log file size is 64K, maximum is 1G. Setting size less then 64K effectively makes the log file unlimited.

Example: mapping a console line to a host physical serial line

| oad physical _serial _|line/chserial OPAO
set OPAO |ine="\\.\cCOwW"

HOST

Parameter  host

Type Text string

Description A remote host’s IP address or hostname (and optionally a remote TCP/IP port number) for the virtual serial line connection. If omitted,
the virtual serial line does not initiate a connection to the remote host and will listen for incoming connection requests.

Specify the value in the following form:

set OPAO host ="<host - nane>[: <port-no>]"

If the "<port-no>" is not specified, the virtual serial line uses the TCP/IP port number specified by the "port" parameter (see below).

PORT

Parameter  port

Type Numeric

Description The TCP/IP port number for the virtual serial line. A virtual serial line always listens on this port for incoming connection requests.
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APPLICATION

Parameter  application
Type Text string

Description = An application (a terminal emulator is assumed in most cases) to be started on initialization of this serial line emulation. The specified
application startup string may contain all required parameters.

Example:

set OPAO application = "putty.exe -1oad OPAQ"

In this example the terminal emulator application: "putty" is started with the parameters "-load OPAQ" telling it to load a specific saved
session named "OPAQ", (created separately) from the host registry.

The "application" parameter is often combined with a "port" parameter:

set TTAl port = 10003 application = "putty.exe -load TTAL"

BREAK_ON

Parameter  break_on
Type Text string
Description Specifies what byte sequences received over a virtual serial line triggers a HALT command.

fi‘\, This parameter works only on the console line (for CHARON-VAX / CHARON-PDP it is the only line of UART and "line[3]" of
QUART).

Specify one of the following values: "Ctrl-P", "Break" or "none" to disable triggering a HALT condition. The commands are case
insensitive.

Example:

set OPAO break_on="Ctrl-P"

The default value is "Break" for line 3 of QUART and "none" for other lines.

STOP_ON

Parameter  stop_on
Type Text string

Description = Specifies what byte sequences received over the virtual serial line will trigger a STOP condition. The STOP condition causes
CHARON-VAX / CHARON-PDP to exit.

& This parameter works only on the console line (for CHARON-VAX / CHARON-PDP it is the only line of UART and "line[3]" of
QUART).

Specify one of the following values: “F6” or “none” ("none" disables triggering a STOP condition). The commands are case insensitive.

Example:

set OPAO stop_on="F6"

The default value is "none".

Setting "F6" triggers the STOP condition upon receipt of the "<ESC>[ 17~" sequence.
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Parameter  log
Type Text string

Description = A string specifying the filename to store the content of the console sessions or a directory where log files for each individual session will
be stored.

If an existing directory is specified, CHARON-VAX / CHARON-PDP automatically enables the creation of individual log files, one for each
session using the same scheme as used for the generation of the rotating log files. If the "log" parameter is omitted, CHARON-VAX /
CHARON-PDP does not create any console log.

Examples:

set OPAO | og="log.txt"

set OPAO | og="C:\ Charon\ Logs"

Parameter | log_file_size
Type Text string
Description  If log rotation is enabled, the log_file_size parameter determines the log file size threshold at which the log is automatically rotated.

® ‘"unlimited" or "0" (default) - the feature is disabled

® ‘"default" - default size is used (4Mb)

® <size>[KMG] - size of the current log file in bytes with additional multipliers:
® K- Kilobyte - multiply by 1024
® M - Megabyte - multiply by 1024*1024
® G - Gigabyte - multiply by 1024*1024*1024

Examples:

set OPAO log_file_size="default"

set OPAO log_ file_size=10M

I Minimum log file size is 64K, maximum is 1G. Setting size less then 64K effectively makes the log file unlimited.

Example: mapping a console line to an onboard serial line

|l oad virtual _serial _line/chserial OPAO
set OPAO port=10003 stop_on="F6"

Notes on "virtual_serial_line" options:

1. Use the combination of "port" and "host" parameters as follows to connect a 3rd party terminal emulator or similar program.
load virtual _serial _line/chserial TTAO host="192.168.1.1" port=10000

In this example CHARON-VAX / CHARON-PDP connects to port 10000 of a host with TCP/IP address "192.168.1.1" and at the same time it
accepts connections on local port 10000.
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2. Itis possible to specify a port on a remote host (note that CHARON always acts as a server). The syntax is:
load virtual _serial _|line/chserial TTAO host="192.168. 1. 1: 20000" port=10000

In this example CHARON-VAX / CHARON-PDP accepts connection on local port 10000 and connects to remote port 20000 of a host with TCP/IP
address "192.168.1.1"

Note: the examples above are mainly used for inter-CHARON communications. They are used to connect CHARON-VAX / CHARON-PDP to an
application that communicates to CHARON-VAX / CHARON-PDP as described below.

Example: two CHARON systems connected to each other

On host "A"™:

load virtual _serial _|line/chserial TXAO0 port=5500 host="B"

On host "B":

load virtual _serial _line/chserial TXAO port=5500 host="A"

On these two hosts, executing CHARON-VAX, the two TXAO lines connect to each other, thus creating a "serial" cable between the two emulated VAXes.
The sequential order in which the instances of CHARON-VAX / CHARON-PDP are started makes no difference.

Linking serial controller port to host connection

The final step in the CHARON-VAX / CHARON-PDP serial line configuration is the association of each loaded serial port with a CHARON-VAX /
CHARON-PDP host connection instance as follows:

set <serial controller instance name> |ine[<line nunber>]=<serial |ine instance nane>

Example:
set quart |ine[0]=TTAO

This command connects the first serial line ("line[0]") of a "QUART" serial line controller to a CHARON-VAX / CHARON-PDP connection instance named
"TTAO". As explained earlier, TTAO may be a virtual serial line connected to a port or a physical serial line connected to a host serial port or a virtual
terminal.

In the example below, the command connects the sixth serial line of a previously loaded controller (named "TXA") to "TTA1". "TTA1" could be defined, for
example, as a physical serial line connected to COM/COM port:

set TXA |line[5]=TTAl
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Disks and tapes

Contents

MSCP and TMSCP Controllers
SCSI Controllers

DSSI Subsystem

Cl Subsystem

Note on virtual tapes

The container file associated with a virtual tape drive can be compared to the tape cartridge used in a physical tape drive. Both store the data written to
the tape device by the guest OS.

The size of virtual tape container files is limited only by space available in the emulator host file system.

l_ Prerequisite to the examples below: a virtual tape device has been configured in the CHARON configuration file and it is not in use by the guest OS.
To perform backup:

. The tape device may be issued the "unload" command and the container-file moved/deleted to insure proper status
. Initialize the tape device using standard guest OS procedure.

. Perform backup.

. Issue "unload" command to the tape device in the guest OS.

. On the emulator host, move the *.vtape container file containing backup data for storage or further backup.

A wN -~

To restore from a backup:

. The tape device may be issued the "unload" command to insure proper status.

. On the emulator host, move or copy a *.vtape container file containing backup data onto the filename specified in the CHARON configuration file.
. Perform restore.

. Issue the "unload" command to the tape device in the guest OS.
. Delete or move the container file in preparation for the next vtape operation.

a b wN -

CHARON does not support muti-volume backup for tape images. If some mutli-volume set (in form of tape images) has to be restored it is recommended
to configure several tape drives in CHARON VM configuration file, assign each tape image to each tape drive and use them in the following way
(OpenVMS example):

$ BACKUP MKA100: BACKUP. BCK, MKA200, MKA300, MKA4000/ SAVE_SET DKAO: . ..
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MSCP and TMSCP Controllers

® Introduction
® RQDX3 Controller

® address
max_n_of_units
container
media_type
geometry

® use_io_file_buffering
® TQK50 and TUK50 Controllers

® address

® container

® media_type

® geometry
® KDM?70 Controller

® xmi_node_id

® container

® media_type

® geometry

® use_io_file_buffering
® KDB50 Storage Controller

® vax_bi_node_id

® container

® media_type

® geometry

® use_io_file_buffering

CHARON-VAX / CHARON-PDP provides MSCP controllers for hardware disks (including floppy and CD/DVD) and disks images. TMSCP controllers
provide support for hardware tapes and tape images.

MSCP and TMSCP controllers are added to the configuration using the "load" command. The individual units are defined by using the container
parameter.

MSCP devices appear in VMS as DUA for the first controller and DUB for the second controller, etc.
TMSCP devices appear in VMS as MUA, MUB, etc.

When adding multiple MSCP or TMSCP controllers, follow the QBUS addressing conventions.

When a tape or disk image, connected to an emulated TMSCP or MSCP controller, is dismounted, in VAX/VMS, it is disconnected from CHARON-VAX /
CHARON-PDP and can be manipulated. It can be replaced with a different disk image if it keeps the same name. This capability may be useful when
designing back-up and restore procedures. When copying CHARON-VAX / CHARON-PDP disk images while CHARON-VAX / CHARON-PDP is running,
please take care to minimize the risk of overloading a heavily loaded CHARON-VAX / CHARON-PDP host system. For example, using a sequential series
of simple ftp binary copies is less resource intensive and thus less disruptive than multiple, simultaneous copies.

Empty disk images are created with the "mkdskcmd" utility. Tape images ("*.vtape") will be created automatically if they don't exist (no utility needed).

CHARON-VAX / CHARON-PDP is able to boot from disk images of any VMS/RSX11/RT11 version (for VAX/VMS starting with 4.5 or higher for MicroVAX
Il or VAX 3600 and VAX/VMS 5.5-2 or higher for the VAX4000).

The CHARON-VAX / CHARON-PDP QBUS system provides support for RQDX3 disk controllers. The original RQDXS3 disk controller is capable of serving
up to 4 disk units. CHARON-VAX / CHARON-PDP extends this limit so that the RQDX3 disk controller can be configured with up to 256 disk units.
Normally all 256 disks can be connected to one MSCP disk controller, but if an application does intensive simultaneous I/O to more than 16 disks on one
MSCP controller, it is recommended to configure additional RQDX3 controllers.

Use the following command to load an instance of an RQDX3 disk controller:
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| oad RQDX3/ RQDX3 <l ogi cal name>

Example:

| oad RQDX3/ RQDX3 DUA

The RQDXS3 offers the following configuration parameters, which are specified with the "set" command:

ADDRESS

Parameter

address

Type

Numeric

Value

Specifies the CSR address. This address must be a valid QBUS 22-bit address in IO space.
Initially its value is 017772150, which is the factory setting for the RQDX3 disk controller.

Use the "address" parameter for loading several instances of RQDX3. The "address" parameter value must be unique for every instance
of the controller.

MAX_N_OF_UNITS

Parameter max_n_of_units
Type Numeric
Value Specifies the maximum number of units supported by the controller. Possible values are 4...9999.

The default value is 9999.

© Stromasys, 2019

226/ 325




Document number: 30-16-078-002

CONTAINER

Parameter container[N]

N=0...9999
Type Text String
Value Specifies the location of the disk container. It can be either the name of a ".vdisk" file or the name of a physical disk:

® Local fixed disks (IDE, SCSI, SATA)
® "\\\PhysicalDrive<N>"
"\.\PhysicalDrive(DevID =XXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"
DevID addresses the target physical disk by its WWID
(hexadecimal 128-bit identifier assigned to the disk
drive by its manufacturer/originator).

Example:

set DUA container[3]="\\.\Physical Drive(Devl D= 6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

The WWID values can be obtained from "Host Device Check" utility ("All drives" section), for example:

Device clazs: [All dives - DOpen | Savets. | Copy path o chpboard
Serice | Adapter | Bus | Tesge. | LUN | Name | Device path | Desciption | Use with CHERON -~
prrRer Miciozalt KPS Document Wiker Prirter device W hMiciosoll 3PS Document Wibsi
WAScsil: 0 ATADCZVERTEX3MI PhysicalD isk o FhysicaDiivel
dik 00 4 F i
[ 0 0 5 S Physic &0 eviD = BO0G-05F3-0005-2950-DE36-AES .
dak [ 6 icaDir :
dizsk o 1] 7 A% i L "
ik [ 4 icaDi 9281,
disk o o 10 i L 2300052950450 -EEA..
dak 00 1 icali 2950-47ICHEB...
disk o 1] 12 i L «
ek o 1] 13 WA\ PhysacalDerve10 SPhysicaliiva(DeviD = BO08-05F3-0005- 2950040 1824 .
dik Wiesiz 0 0 14 HPMSAVOLUME W\PtysicalDrivell  Disk chive WAPhysicaDiive(DeviD = G008-05F 300052950 F 347-6EC...
disk WhSesz 0 o 15 HP MSA VOLUME \W\PhygeacalDiivel2 Disk derve VhPhysicaDriveDeviD = G008-05F 2-0005-2950-4210 AEE ...
dik Wiesiz 0 0 16 HPMSAVOLUME \W\PhyscalDiivel3  Disk dive W APhysicaDiivelDeviD = G008-05F 3-0005-2350 5748 FFC.,
« I [ ﬂ »
Unusable device Emdsicr davice cling [ DewecontamsWndowsspslem |
_ e |
: [
Microsoft, (Build 5200) [SANDOC ~ [Wednesday, May 6, 2015 5:33:09 AM & w

If the "Host Device Check" utility does not display any WWID, this means the target disk does not have one. Use the
"\.\PhysicalDrive<N>" mapping in this case.

® {SCSlI disks
® "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iISCSI target name.
LUN specifies LUN on connected iSCSI disk.

Example:

set DUA container[0]="\\.\Physical Drive(i Scsi Target= iqgn.2008-04:iscsi.charon-target-testl, LUN= 1)"

® Floppy drives
® "\\A"
¢ "\\B:"

® CD-ROM, DVD drives (IDE, SCSI, ...)
® "\\CdRom<N>"
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MEDIA_TYPE

Parameter media_type[N]

N=0...9999

Type Text String

Value Overrides the default (automatically determined) MSCP media type of a device.
Syntax:

"<devi ce- name>[, <devi ce-type>] "

where:

® <device-name> is one of “DU”, “DK”, “SCSI”, “DI", “DSSI”, “DJ”
® <device-type> is of the form “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through 99

If not specified, the device name is set to “DU” and the device type is selected based on disk size.

Initially not specified.

GEOMETRY

Parameter geometry[N]

N=0...9999
Type Text String
Value This formatted string value specifies the explicit geometry of the disk storage element with a DSSI node id: N and an MSCP unit number:

N. This parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>[*/"<Z>] where:
1. Xis the number of sectors per track;
2. Y is the number of tracks per cylinder;
3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the unit
that reflects the size of the disk storage element;

If this parameter is not set, CHARON-VAX / CHARON-PDP will configure the geometry based on the most probable disk type.
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Parameter use_io_file_buffering[N]

N=0...9999
Type Text String
Value Instructs CHARON-VAX to enable host operating system 1/0O cache on reading/writing operations.

The following values are possible:

® ‘“true" or "write-back" - the "write back" caching mode is used
® ‘“write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off

ﬂ Note that this caching has a significant effect only in case of mapping to disk and tape containers, not physical drives.

When enabled, host operating system 1/0O cache may significantly improve 1/O performance of the virtual system. At the same time
maintaining 1/0 cache requires additional host resources (CPU and memory) which may negatively affect overall performance of the
virtual system.

Initially is set to "false".

Example:

set DUA use_io_file_buffering[2]=true

Example 1:

| oad RQDX3/ RQDX3 DUA address=017772150 max_n_of _units=4

" C:\ Char on\ Di sks\rx23. vdi sk"
"\\.\ Physical Drivel"

set DUA contai ner[0]
set DUA contai ner[1]

| oad RQDX3/ RQDX3 DUB addr ess=017760334

set DUB container[5] = "\\.\CdRonD"

In the above example the "rx23.vdisk" will be seen in VMS as DUAO, "\.\PhysicalDrive1" as DUA1 and "\.\CdRom0" as DUB5.
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Example 2:

| oad RQDX3/ RQDX3 DI A address=017772150 max_n_of _units=4

set DI A container[0] = "C:\Charon\Di sks\rx23. vdi sk"
set DI A nedia_type[0] = "dssi"

set DIA container[1] = "\\.\Physical Drivel"
set DIA nedia_type[l] = "dssi"

In the above example the "rx23.vdisk" will be seen in VMS as DIAO and "\\.\PhysicalDrive1" as DIA1.

The CHARON-VAX / CHARON-PDP QBUS system provides support for the TQKS50 tape controller. UNIBUS systems support the TUK50 tape controller.

The original TQK50/TUKS50 tape controllers were capable of serving only 1 tape unit. CHARON-VAX / CHARON-PDP extends the limit to 10000 tape
units.

Use the following commands to load an instance of a TQK50/TUKS50 tape controller:

| oad TQK50/ TQK50 <l ogi cal nanme 1>
| oad TUK50/ TUK50 <I ogi cal nanme 2>

Example:

| oad TQK50/ TQK50 MUAL
| oad TUK50/ TUK50 MUA2

The TQK50/TUKS0 controllers have the following configuration parameters, which are specified with the "set" command:

Parameter address
Type Numeric

Value Specifies the CSR address. This address must be a valid QBUS 22-bit address in |0 space for a TQK50 and a valid UniBUS 18-bit
address in I/0 space for a TUK50.

The initial values are 017774500 (TQK50) and 0774500 (TUK50), which is the factory setting for these tape controllers.

Use the "address" parameter to load several instances of TQK50's/TUK50's. The "address" parameter value must be unique for each
instance of a TQK50/TUK50.
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CONTAINER

Parameter container[N]

N=0...9999
Type Text String
Value Specifies the location of the tape container. It can be either the name of a ".vtape" (".mtd") file or the name of a physical tape drive:

® Tape images
® <file name>.vtape

® Local physical tape drives recognized by Windows
® "\\Tape<N>"

MEDIA_TYPE

Parameter media_type[N]

N=0...9999

Type Text String

Value Overrides the default (automatically determined) TMSCP media type of a device.
Syntax:

"<devi ce- name>[, <devi ce-type>] "

where:

® <device-name> is either: “MU”, “MK”, “SCSI”, “MI", “DSSI”, or “MJ”
® <device-type> is of the form “LLD” or “LLLD”, where “L” is letter a from A through Z, and “D” is a decimal number from 0 through 99

If not specified, the device name is set to “MU” and the device type is set to “TK50”

Initially not specified.

GEOMETRY

Parameter geometry[N]

N=0...9999

Type Text String

Value Specifies the size of a tape image and (optionally) the size of an "early-warning" area at the end of a tape image.
Syntax:

"<i mage- si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space left on the tape that, when reached, issues a warning to the OS. If omitted,
64K is assumed.

Example:

| oad TQK50 MUA
set MJUA geonetry[0] = 90
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Example:

| oad TQK50 MUA addr ess=017774500

set MJA container[0] = "\\.\Tape0"
set MJA container[1] = "C:\Charon\Tapes\tapel. vtape"

Multi-volume tape images are handled as follows:

set MJA contai ner[0]
set MJA contai ner[1]
set MJA container[2] ="
set MJUA contai ner[ 3]

Once this configuration is established, the following VMS command (for example) can be used:

$ BACKUP MUAQ: BACKUP. BCK, MUAL, MJA2, MUA3/ SAVE_SET DUAO: . ..
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KDM70 is an MSCP/TMSCP disk and tape storage controller for a VAX 6000.

The CHARON-VAX virtual KDM70 storage controller supports 9999 disks and tapes instead of the 8 disk limitation of the original hardware. This design
modification has the advantage of using only one XMI slot for up to 9999 disk and tape devices.

The 1/0O behavior of the virtual KDM70 storage controller is as follows:
® Up to 16 connected disks operate in parallel without any 1/O performance degradation.
® For systems with more than 16 heavily used disks, configure two controllers and distribute the heavily loaded disks evenly.
® As in the hardware KDM70 storage controller, VMS can be booted only from the first 10 devices (DUO - DU9) on the KDM70 storage controller.
® Hardware KDM70 storage controllers do not support tape drives. The virtual KDM70 storage controllers support a transparent extension for data
tapes (boot from tape is not supported).

The line below loads an emulated KDM70 storage controller:

| oad KDWrO/ KDM7O PUA

The KDM70 storage controller emulation has the following configuration parameters:

Parameter xmi_node_id
Type Numeric
Value Specifies the XMl slot in which the virtual KDM70 storage controller is placed.

For CHARON-VAX/66X0 a free slot between 10 (A) and 14 (E) must be chosen.
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CONTAINER

Parameter container[N]

N=0...9999

Type Text String
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Value Possible values of the parameter are strings in one of the following forms:

® Physical disk drives
® "\\.\PhysicalDrive<X>", where X is 0, 1, ...
"\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID
(hexadecimal 128-bit identifier assigned to the disk
drive by its manufacturer/originator).

Example:

set PUA container[3]="\\.\Physical Drive(Devl D= 6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

The WWID values can be obtained from "Host Device Check" utility ("All drives" section), for example:

Host Device Check for CHARON, Version 1.2 [= 1= s
Device: class; [l dives - Open | Saeeds. | L‘mgpammipm.w|
Service Adapter | Buz | Tasge. [ LUN | Name | Device path | Desciption | Use with CHARON |

: Mictozoll 3PS Document wrdet Frirter device A\ \Mictosll XPS Documen witer

00 0 ATADCZVERTEXZMI W \Physicalrivel) Disk ceive W APhysicaDivel

0 [] 4 HF M54 VOLUME W APhysscalDovel Digk, crive: \\WmﬂDmD = GO0 05F 3-0005-2960-7 264 D24,

00 5 HP M3AVOLUME sealDiive3 isk e sl 0

] [] [ HP M54 VOLUME WAPhysscalDived Disk crive: \\WMDND = G008 O5F 3-0005- 250 BDFS-EAR. | =

0 0 7 HPMSAVOLUME \WAPhysicalDiives Disk dive . \PrysicaDiive(DeviD = 00805 2-0005-2950-C126-0F6...

0 0 9 HPMSAVOLUME \W\PhysicolDrivef Disk chive W \PhysicaDiivelDeviD = G006-05F3-0005-2950-041F-9281 .

00 10 HPMSAVOLUME \WAPhysicalDiiveT Disk deive A\ \PhysicaDrive[DeviD = G008-05F 3000523504500 6EA .

00 11 HFMSAVOLUME \W\PhysicalDrived Dick deive A \PhysicaDiive(DeviD = G008 05F 3-0005-2350-473C-6E6,..

00 12 HPMSAVOLUME W APhyzicalDrived Disk deive W APhysicaDiive(DeviD = G008-05F 20005 2950-D841 EEC...

00 13 HPMSAVOLUME \WAPhyscallivell  Disk dive A \PhysicaDiive(DeviD = G008 05F3-0005-2350-DAD 1 824

00 14 HPHMSAVOLUME \WAPhysicalDrivell  Disk dhive W APhysicaDiive(DeviD = G008-05F3-0005-2350F 347-62C...

00 15 HPMSAVOLUME WiPhysicallive12  Disk dhive A \PhysicaDiive(DeviD = G00E-05F 3000523604210 ABE.

0 0 16 HPMSAVOLUME Wi\PtysicaDrivel3 ik cve W\ \PrysicaDiivelDevlD = G008 05F 30005 2950 TG FFIC. -
L} )

Unusable device Ermdstce davic sling [ DeviecconsnsWindowsspslem |
Close:
Microsoft, (Build 5200) SANDOC Wednesday, May 6 2015 5:33:09 AM b w

If the "Host Device Check" utility does not display any WWID, this means the target disk does not have one. Use the
"\.\PhysicalDrive<N>" mapping in this case.

® iSCSl disks
® "\ \PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iSCSI target name.
LUN specifies LUN on connected iSCSI disk.

Example:

set PUA container[0] ="\\.\Physical Drive(iScsi Target= iqn.2008-04:iscsi.charon-target-testl, LUN= 1)"

® Physical tape drives recognized by Windows
® "\\Tape<X>", where Xis 0, 1, ...

® Floppy drives
® "LAN
® "\.\B:"

® CD-ROM drives (read-only)
® "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[".vdisk"]

® CHARON-VAX tape images
® [<drive>":\"<path-name>"\"]<file-name>".vtape"
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Parameter

Type

Value

Parameter

Type

Value

media_type[N]

N=0...9999

Text String

Overrides the default (automatically determined) MSCP media type of the device.

Syntax:

"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU”, “MU”, “DK”, “MK”, “SCSI”, “DI”, “MI", “DSSI", “DJ”, “MJ”
® <device-type> is in the form: “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through 99

If not specified, the device name is set to “DI”, and the device type is selected based on disk size for the disk storage elements. For tape
storage elements, the device name and type are set to “MI” and “TF86”, respectively.

Initially not specified.

geometry[N]
N=0...9999
Text String

This formatted string value specifies the explicit geometry of the disk storage element with DSSI node id: N and MSCP unit number: N.
This parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>[*/"<Z>] where:

® X is the number of sectors per track

® Y is the number of tracks per cylinder

® Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the unit
that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
Initially not set.

The syntax described above is applicable only to disk storage elements. If the container is a tape image, the following format is used
instead:

Syntax:

"<i mage- si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K is
assumed.
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Parameter use_io_file_buffering[N]

N=0...9999
Type Text String
Value Instructs CHARON-VAX to enable host operating system 1/0O cache on reading/writing operations.

The following values are possible:

® ‘“true" or "write-back" - the "write back" caching mode is used
® ‘“write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off

ﬂ Note that this caching has a significant effect only in case of mapping to disk and tape containers, not physical drives.

When enabled, host operating system 1/0O cache may significantly improve 1/O performance of the virtual system. At the same time
maintaining 1/0 cache requires additional host resources (CPU and memory) which may negatively affect overall performance of the
virtual system.

Initially is set to "false".

Example:

set PUA use_io_file_buffering[0]=true

Example:

Create a KDM70 storage controller: (T)MSCP controller in XMl slot 10:

| oad KDM70/ KDM7O PUA xmi _node_i d=10

Configure, on this controller, a system disk to be DUAO: in VMS:

set PUA contai ner[0] ="C:\ Charon\ Di sks\ vns72-66X0. vdi sk"

Configure a user disk to be DUA1: in VMS:

set PUA contai ner[1] ="C:\ Charon\ Di sks\usertest. vdi sk"

Configure the first SCSI tape drive connected to a host to be MUA4: in VMS:

set PUA contai ner[4] ="\\.\Tape0"

The file my_tape.vtape in the default directory is used by VMS as MUAS5:

set PUA contai ner[5] ="C:\ Char on\ Tapes\ ny_t ape. vt ape"

The first host system CD-ROM is used to read VMS CDs and be DUA9:

set PUA container[9]="\\.\CdRonD"

The host system floppy drive "A:" is used in VMS as DUA10:

set PUA container[10] ="\\.\A"
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The virtual KDM70 storage controller examines the file extension (vdi skor vt ape) to distinguish between a disk image and a tape image.

Configured physical devices or tape/disk images that do not exist on the host system will, in general, cause VAX/VMS to report the unit offline.
In some cases this will result in a VMS BUG CHECK. In this case, an error message will be written to the log file.

KDB50 is an MSCP storage controller for a VAX 6000.

The CHARON-VAX virtual KDB50 storage controller supports up to 9999 disks instead of the 4 disk limitation of the original hardware. This design
modification has the advantage of using only one VAXBI slot for up to 9999 disk and tape devices.
The 1/0O behavior of the virtual KDB50 storage controller is as follows:

® Up to 16 connected disks operate in parallel without any 1/0O performance degradation.

® For systems with more than 16 heavily used disks, configure two storage controllers and distribute the heavily loaded disks evenly.

® VMS can boot only from the first 10 devices (DUO - DU9) on the KDB50 storage controller, same as for the original hardware.

The line below loads an emulated KDB50 storage controller:

| oad KDB50 PUA

The KDB50 storage controller emulation has the following configuration parameters:

Parameter vax_bi_node_id
Type Numeric

Value Specifies the VAXBI slot in which the virtual KDB50 storage controller is placed. For CHARON-VAX / CHARON-PDP a free slot between 1
(1) and 15 (F) must be chosen.

Initially set to 14.
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CONTAINER

Parameter container[N]

N=0...9999
Type Text String
Value Possible values of the parameter are strings in one of the following forms:

® Physical disk drives
® "\\.\PhysicalDrive<X>", where X is 0, 1, ...
"\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set PUA container[3]="\\.\Physical Drive(Devl D= 6008- 05F3- 0005- 2950- BFSE- 0B86- AOC7- 0001) "

The WWID values can be obtained from "Host Device Check" utility ("All drives" section), for example:

Devies elazs: [Al dives . Open | savess. | Copy path o chpboard
Service | Adapter | Bus | Tasge. | LUN | Name | Device path | Desciption | Use with CHARON "
porfler Micrazalt XPS Document ‘winker Frirder denice W hMictonall 3PS Document 'wiber
WiSesil: 0 ATADCZVERTEXIM) Fysscalli isk o Fhysicaliived
dizk ] 4 HPF M54 VOLUME
diek 0 1 5
ek 00 6
dek 00 7
dak 00 g
disk o 1] 10
dak 00 11
disk o 1] 12 .
e Wigesi2 0 0 13 HP MSAVOLUME \WiFtyscalDiiveld  Disk diive W \Fhysicabiive(DeviD = B0E-05F3 0005 23500601 824,
dak Wisciz 0 0 14 HPMSAVOLUME WAPhyscalOrvell  Dick drive W\ \PhysicaDiive{DeviD = G008-05F 30005 2950F 347-6EC...
disk WhSes 0 (1] 15 HP MSA VOLUME \W\PhygacalDiivel2 Disk defve W iPhysicaDriveDeviD = G008-05F 3-0005-2950-4210 A6E ..
Lo degez B W T BRRENEILE PRIl REIETEEAENE S S EES NG Z SR EFEA
< ] B
Uruisable device Ermvdstce device sting [0 Devies conlansWindows system |
_ Ome |
[

Microsoft, (Build 5200) [SANDOC  Wednesday, May 6, 2015 5:33:09 AM e Y
If the "Host Device Check" utility does not display any WWID, this means the target disk does not have one. Use the
"\.\PhysicalDrive<N>" mapping in this case.

® {SCSI disks

® "\\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iSCSI target name. LUN specifies LUN on connected iSCSI disk.

Example:

set PUA container[0]="\\.\Physical Drive(i Scsi Target= iqgn.2008-04:iscsi.charon-target-testl, LUN= 1)"

® Floppy drives
® "\\A"
® "\\B:"

® CD-ROM drives (read-only)
® "\.\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[".vdisk"]

This parameter is initially not set, thus creating NO storage elements on the storage controller
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MEDIA_TYPE

Parameter media_type[N]

N=0...9999

Type Text String

Value Overrides the default (automatically determined) MSCP media type of the device.
Syntax:

"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU”, “DK”, “SCSI”, “DI”, “DSSI” or “DJ”
® <device-type> is in the form of: “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through
99

If not specified, the device name is set to “DU” and the device type is selected, based on the disk size for the disk storage elements. For
tape storage elements, the device name and type are set to “MI” and “TF86”, respectively.

Initially not specified.

GEOMETRY

Parameter geometry[N]

N=0...9999
Type Text String
Value This formatted string value specifies the explicit geometry of the disk storage element with MSCP unit number: N. This parameter is not

applicable to tape storage elements.
The string format is <X>"/"<Y>[*/"<Z>] where:

® X is the number of sectors per track

® Y is the number of tracks per cylinder

® Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the unit
that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX / CHARON-PDP will configure the geometry based on the most probable disk type.

Initially not set.
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Parameter use_io_file_buffering[N]

N=0...9999
Type Text String
Value Instructs CHARON-VAX to enable host operating system 1/0O cache on reading/writing operations.

The following values are possible:

® ‘“true" or "write-back" - the "write back" caching mode is used
® ‘“write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off

ﬂ Note that this caching has a significant effect only in case of mapping to disk and tape containers, not physical drives.

When enabled, host operating system 1/0O cache may significantly improve 1/O performance of the virtual system. At the same time
maintaining 1/0 cache requires additional host resources (CPU and memory) which may negatively affect overall performance of the
virtual system.

Initially is set to "false".

Example:

set PUA use_io_file_buffering[0]=true
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Example:

Create a KDB50 MSCP controller in Bl slot 1 of a VAX/PDP11:

| oad KDB50/ KDB50 PUA vax_bi _node_i d=1

Configure on this controller a system disk to be DUAO: in VMS:

set PUA container[0] ="C:\ Charon\ D sks\vns72-66X0. vdi sk"

Configure a user disk to be DUA1: in VMS:

set PUA contai ner[1] ="C:\ Charon\ Di sks\ usertest. vdi sk"

The first host system CD-ROM can be used to read VMS CDs, named DUAG9:

set PUA container[9]="\\.\CdRonD"

The host system floppy drive "A:" can be used in VMS, named DUA10:

set PUA container[10]="\\.\A"

Configured physical devices or tape/disk images that do not exist on the host system will, in general, cause VAX/VMS to report the unit offline.

In some cases this will result in a VMS BUG CHECK. In this case, an error message will be written to the log file.
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SCSI Controllers

® Introduction
® Mapping to host resources
® scsi_bus
® scsi id
® virtual_scsi_disk
® container
® media_type
® geometry
® use_io_file_buffering
® removable
® floppy_scsi_device
® container
® virtual_scsi_tape
® container
® media_type
® geometry
® virtual_scsi_cdrom
® container
® media_type
® geometry
® use_io_file_buffering
® physical_scsi_device
® container
media_type
geometry
removable
disconnect_timeout

CHARON-VAX provides two SCSI controllers for the SCSI and SCSI/QBUS models of VAX.

Hardware disks, disk images, hardware tapes, tape images, floppy devices and CD-ROM devices can be connected to these SCSI controllers. Each
device has to be configured to connect to a specific SCSI address in CHARON-VAX.

Use the following emulated device types to map real peripherals to the emulated SCSI devices:

Type of mapping Description

virtual_scsi_disk For disk image containers and physical disks
floppy_scsi_device For floppy drives

virtual_scsi_tape For tape image containers
virtual_scsi_cdrom For host CD-ROM and *.iso images

physical_scsi_device = For physical tapes and other SCSI devices connected to a host

CHARON-VAX disk/tape devices can be SCSI disk/tape devices connected to a host system or disk/tape containers that are presented to the operating
system environment as files.

Two SCSI controllers are provided ("PKA" and "PKB") in CHARON-VAX, with 7 addresses each.

Beyond the capabilities of the hardware, VAX 3100/9x and 4000/10x, CHARON-VAX/XX implements extended SCSI addressing. Each of the seven
device addresses, of a SCSI controller, supports up to eight disk/tape images. Thus the number of disks supported becomes 2x Controllers*7 addresses*8
Disks/Tapes, a total of 112 disks/tapes.

SCSI devices with the same ID but different LUNs (logical units) appear in the VAX console with different names. The naming convention is as follows:
Each SCSI device has the name in the form of "xKctOn:", where:

® "x" stands for the device type (D means disks, M means magnetic tapes, G is reserved by VAX/VMS for special purposes)
® "¢" stands for the controller letter (A - the first controller, B - the second controller, ...)
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® "{" stands for the SCSI device ID (usually 0 through 6, and 7 is allocated by the controller itself)
® "n"stands for a particular logical unit number, LUN.

Most of the 'normal' SCSI devices have only one logical unit - 0. Therefore, under normal conditions, disks in VAX/VMS appear as DKAO (which is really
DKAO000), DKA100, DKA200, ..., tapes as MKAO (which is really MKA000), MKA100, MKA200, ...

As soon as there is a disk/tape device with LUNs 0 and 1, VMS identifies them as, for example, DKA300 and DKA301 (MKA300 and MKA301)
respectively.

The boot ROM of CHARON-VAX detects SCSI devices with multiple LUNs and builds proper device names for them.
o To display a list of devices on the VAX console (SRM), enter ">>> show devi ce" .
This list is passed to VAX/VMS at boot time.

I, VAX/VMS creates devices only for logical unit O for each device detected in the boot ROM. To add additional logical units, use the following SYSGEN
command:

$ MCR SYSGEN CONNECT DKxxx/ NOADAPTER

where DKxxx (or MKxxx) stands for the correct VAX/VMS name of the logical unit to be connected. You can find its name from the SRM console using the
">>>show scsi " command.

This command is not boot persistent, so it must be included in the VAX/VMS "SYSTARTUP_VMS.COM" file to ensure it is executed with each startup.
Also note: that the following rules are applied for logical units.

1. Each SCSI device must implement logical unit 0.
2. A SCSI device must implement all logical unit numbers between the highest and the lowest numbers implemented.

Empty disk images can be created with the "MkDisk" utility.

CHARON-VAX is able to boot from disk images of any VAX/VMS version, starting with 4.5 or higher for MicroVAX Il or VAX 3600 and VMS 5.5-2 or higher
for the VAX4000.

Load a mapping device with the "load" command. Specify the name of the device instance, the emulated SCSI bus to connect the device to and the SCSI
identifier of the CHARON-VAX device.

Parameter scsi_bus
Type Identifier

Value Name of the emulated SCSI disk controller: "pka" or "pkb"
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SCSI_ID

Parameter scsi_id
Type Numeric

Value A value between 0 and 7. This is the ID number of the emulated SCSI device. The SCSI adapter is preloaded with address 7. If required,
set it to another value in the range of 0-7 from the VAX console.

There is no direct correspondence between the host hardware SCSI ID and these CHARON-VAX SCSI addresses. Set the correspondence
between the physical SCSI addresses on the host system and the CHARON-VAX SCSI bus ID in the configuration file.

Syntax:

| oad <instance type>/ <nodul e nane> <i nstance name> scsi_bus=<bus name> scsi _i d=<nunber >

Example:

| oad virtual _scsi_disk/chscsi pka_0 scsi_bus=pka scsi _id=0

CHARON-VAX/XX has only one preloaded SCSI adapter, named: PKA. If a second adapter (PKB) is required then add the following line to the
configuration file before loading and configuring any device on the second SCSI adapter PKB:

include kzdda.icfg

"kzdda.icfg" loads the second SCSI adapter.

o OpenVMS version 5.5-2H4, or above, is required to use the "pkb" controller.

VIRTUAL_SCSI_DISK

Use the "virtual_scsi_disk" mapping for disk containers and physical disks. This is the most convenient way of connecting disks to SCSI adapters in
CHARON-VAX

The "virtual_scsi_disk" mapping has the following parameters:
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container

Parameter container[N]

N=0...7

Type Text String
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Value A string containing the device name to map to the emulator.

® Disk images
® [<path-name>"\"|<file-name>[".vdisk"]

Format: A string containing the full path to a disk container.

If only the name of the disk container is specified, CHARON-VAX will look for the container in the folder where the emulator
executable resides, typically

"C:\Program Files (x86)\CHARON\Build_XXXXX\x86" (Windows x64; for Windows x86 the path is "C:\Program
Files\CHARON\Build_XXXXX\x86").

Using compressed folders to store virtual disks and tapes is not supported

® |ocal fixed disks (IDE, SATA)
® "\\\PhysicalDrive<X>", where X is 0, 1, ...
® "\\\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set pka_l container="\\.\Physical Drive(Devl D= 6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

The WWID values can be obtained from "Host Device Check" utility ("All drives" section), for example:

E Host Device Check for CHARON, Version 1.2 | = [ o s
Devies elazs: [Al dives . Open | savess. | cmpammsphaq
Service | Adapter | Bus | Tasge... | LUN | Mame | Device path | Description | Use with CHARDM N
pririer Micrazalt XPS Document ‘winker Frirder denice W hMictonall 3PS Document 'wiber
dik: 0o 0 ATADCZVERTEXIMI A \FhysicalDrivell Disk, cive W AFhysicaDiivel
sk 0 n 4 HF M54 VOLUME W WPhyascalDivi2 Disk e W Phpsicalimos(DeviD = G008-05F 3-0005-2950-7 264024, .
dk 00 5 HP WS VOLUME Disk dhive A\ \PhysicaDiive(DeviD = GOUE-05F 3-0005-2950- D B35 AL
ik 1] [] 3 HF M5A VOLUME WAPhyscalDaved Disk. derve: Wi PhpsicaDimve|DeviD = B008-05F 3-0005-2950-BDFS-EAR. | =
disk 0o 7 HPMSAVOLUME \W\PhysicalDiive5 Disk dive W APhysicaDiiveDeviD = G008-05F 2 0005-2350.-C126-0FE...
dzk ] L] k] HP M5 VOLUME WiPhyscalDevet Disk deve: W hPhysicalimve(D eviD = BO08-05F 3-0005-2950-041F-5281.,
disk 0o 10 HPMSAVOLUME W\PhysicalDiiveT Disk dhive W APhysicaDiive(DeviD = G008-05F3 0005 29504500 BEA
dik 0o 11 HPMSAVOLUME \WAPhysicalDivel Disk dive W APhysicaDiive(DeviD = G008-05F 3 0005-2950-A73C-6EB.
dik oo 12 HPMSAVOLUME W\Physicalliived Disk dive W APhysicaDrive(DeviD = 6008.05F30005-2950.D841 EEC. |
n 0o 13 HPM3AVOLUME \W\PhgsicalDiivel0  Disk dhive W APhysicaDiiveDeviD = G008 05F 3 0005-2350-DAD1-824
ik 00 14 HPMSAVOLUME W\PhysicalDrivell  Disk dhive W APhysicaDiive(DeviD = G008-05F 300052950 F 347-6EC...
disk 0o 15 HPMSAVOLUME W\PhysicalDive12  Disk dhive W APhysicaDiive[DeviD = G008-05F3-0005 29504210 ABE._
ik 0 0 16 HPMSAVOLUME W\Physcolrivel3  Dick dive W APhysicaDiivelDeviD = B00BISF 30005 2950574 FFC . -
€ L} >

Unusable device Emuisice device sing [ DevieeconlansWindows system |
Close
Microsoft, (Build 5200) SANDOC Wednesday, May 6, 2015 5:33:09 AM by A

If the "Host Device Check" utility does not display any WWID, this means the target disk does not have one. Use the
"\.\PhysicalDrive<N>" mapping in this case.

® iSCSl disks
® "\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iSCSI target name. LUN specifies LUN on connected iSCSI disk.

Example:

set pka_2 container="\\.\Physical Drive(i Scsi Target= iqgn.2008-04:iscsi.charon-target-testl, LUN= 1)"

This parameter is initially not set, thus creating NO storage elements on the controller
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Parameter media_type[N]

N=0...7
Type Text String
Value Overrides the PRODUCT ID in the default SCSI INQUIRY data.

Valid values may contain uppercase letters, integers and spaces. The length of the string cannot exceed 16 characters.
If not specified, synthetic SCSI INQUIRY data is returned containing a PRODUCT ID selected based on the disk size.

Initially left unspecified.

Parameter geometry[N]

N=0...7
Type Text String
Value This formatted string value specifies the explicit geometry of the disk storage element

The string format is <X>"/"<Y>[/"<Z>] where:

® "X"is the number of sectors per track;

® "Y"is the number of tracks per cylinder;

® "Z" (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the
unit that reflects the size of the disk storage element;

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.

use_io_file buffering

Parameter use_io_file_buffering[N]

N=0...7
Type Text String
Value Instructs CHARON-VAX to enable host operating system 1/O cache on reading/writing operations.

The following values are possible:

® ‘"true" or "write-back" - the "write back" caching mode is used
® ‘“write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off

o Note that this caching has a significant effect only in case of mapping to disk containers, not physical drives.

When enabled, host operating system 1/O cache may significantly improve I/O performance of the virtual system. At the same time
maintaining 1/O cache requires additional host resources (CPU and memory) which may negatively affect overall performance of the
virtual system.

Initially is set to "false".

Example:

set pka_0O use_io_file_buffering[0]=true
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removable

Parameter removable[N]

N=0...7
Type boolean
Value Enables the logical unit to appear as a removable SCSI disk drive.

Initially set to “false” (fixed, non-removable).

I, In the table above N stands for logical unit number. The first unit must be 0 with no gaps in subsequent numbering.

Example:

| oad virtual _scsi _di sk/chscsi pka_0 scsi_bus=pka scsi _i d=0

set pka_0 container[0] = "C:\Charon\Di sks\diskl. vdi sk"
set pka_0 container[1] = "\\.\Physical Drivel"

If only one LUN is configured, the LUN number can be omitted:

set pka_0 container = "C\Charon\Di sks\diskl. vdi sk"
set pka_0 nedia_type = "RZ1ED'

When a virtual SCSI disk image is dismounted in VMS, it is no longer open by CHARON and may be copied. This capability can be useful when designing
back-up and restore procedures. If copying CHARON-VAX disk images while CHARON-VAX is running, take care to minimize the risk of overloading the
host system.

Unlike MSCP controlled disk images, a disk image connected to a SCSI controller as a virtual SCSI disk CANNOT be replaced by another disk
image unless "removable" parameter is set for this particular disk image.

Example:

set pka_0 container[2]
set pka_O renovabl e[ 2]

" C:\ Char on\ Di sks\ ny_renovabl e_di sk. vdi sk"
true
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Use "floppy_scsi_device" for host floppy drives.

"floppy_scsi_device" has the following parameter:

container

Parameter container[N]

N=0...7
Type Text String
Value "\W\A:" or "\.\B:"

I, In the table above N stands for logical unit number. The first unit must be 0 with no gaps in subsequent numbering. If only one LUN is configured, the
LUN number can be omitted:

Example:

| oad fl oppy_scsi_device/chscsi pka_0 scsi_bus=pka scsi _i d=0
set pka_0 container= "\\.\A"
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Use "virtual_scsi_tape" for tape containers. This is the most convenient way of connecting tapes to SCSI adapters in CHARON-VAX.

"virtual_scsi_tape" has the following parameters:

container

Parameter

Type

Value

container[N]

N=0...7

Text String

A string containing the full path to a tape container. If the specified tape image does not exist, CHARON-VAX creates it.

If only the name of the tape container is specified, CHARON-VAX will look for the container in the folder where the emulator executable
resides, typically "C:\Program Files (x86)\CHARON\Build_XXXXX\x86" (Windows x64; for Windows x86 the path is "C:\Program
Files\CHARON\Build_XXXXX\x86").

If the "CHARON Guest Utilities for OpenVMS" (CHARONCP) package is used, the syntax is different. Please read the
corresponding chapter.

Using compressed folders to store virtual disks and tapes is not supported

Parameter

Type

Value

media_type[N]

N=0...7

Text String

Overrides PRODUCT ID in the default SCSI INQUIRY data.

Valid values may contain uppercase letters, integers and spaces. Length of this string cannot exceed 16 characters.

By default the PRODUCT ID returned is "TLZ04"
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Parameter geometry[N]

N=0...7

Type Text String

Value Specifies the size of the tape image and (optionally) the size of the "early-warning" area at the end of the tape image.
Syntax:

"<i mage-si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space remaining on the tape when a warning to the OS is issued. If omitted, 64K
is assumed.

Example:

| oad virtual _scsi_tape/chscsi pka_0
set pka_0 geonetry[0] = 90

1. In the table above N stands for logical unit number. The first unit must be 0 with no gaps in subsequent numbering.

Example:

l oad virtual _scsi _tape/chscsi pka_0 scsi_bus=pka scsi _i d=0

set pka_0 container[0] = "C:\Charon\Tapes\tapel. vtape"
set pka_0 container[1] = "C:\Charon\Tapes\tape2.vtape"

If only one LUN is configured, the LUN number can be omitted:

set pka_0 container = "C:\Charon\Tapes\tapel. vtape"
set pka_O nedia_type = "TLZ08"

Use "virtual_scsi_cdrom" to connect IDE or SATA host CD-ROM or *.iso file to CHARON-VAX.

"virtual_scsi_cdrom" has the following parameters:
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container

Parameter container[N]

N=0...7
Type Text String
Value A string containing the device name to map to the emulator.

® |SO images
® [<path-name>"\"|<file-name>[".is0"]

Format: A string containing the full path to an *.iso image.

If only the name of the *.iso image is specified, CHARON-VAX will look for the image in the folder where the emulator executable
resides, typically

"C:\Program Files (x86)\CHARON\Build_XXXXX\x86" (Windows x64; for Windows x86 the path is "C:\Program
Files\CHARON\Build_XXXXX\x86").

® CD-ROM and DVD drives (IDE and SATA)
® "\.\CdRom<X>", where Xis 0, 1, ...

This parameter is initially not set, thus creating NO storage elements on the controller

Parameter media_type[N]

N=0...7
Type Text String
Value Overrides the PRODUCT ID in the default SCSI INQUIRY data.

Valid values may contain uppercase letters, integers and spaces. The length of the string cannot exceed 16 characters.
If not specified, synthetic SCSI INQUIRY data is returned containing a PRODUCT ID selected based on the disk size.

Initially left unspecified.

Parameter geometry[N]

N=0...7
Type Text String
Value This formatted string value specifies the explicit geometry of the disk storage element

The string format is <X>"/"<Y>["/"<Z>] where:

® "X"is the number of sectors per track;

® "Y"is the number of tracks per cylinder;

® "Z" (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the
unit that reflects the size of the disk storage element;

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
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use_io_file_buffering

Parameter use_io_file_buffering[N]

N=0...7
Type Text String
Value Instructs CHARON-VAX to enable host operating system I/O cache on reading/writing operations.

The following values are possible:

® ‘“true" or "write-back" - the "write back" caching mode is used
® "write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off

o Note that this caching has a significant effect only in case of mapping to ISO images, not physical drives.

When enabled, host operating system 1/0O cache may significantly improve 1/O performance of the virtual system. At the same time
maintaining 1/0 cache requires additional host resources (CPU and memory) which may negatively affect overall performance of the
virtual system.

Initially is set to "false".

Example:

set pka_O use_io_file_buffering[0]=true

I, In the table above N stands for logical unit number. The first unit must be 0 with no gaps in subsequent numbering. If only one LUN is configured, the
LUN number can be omitted

Example:
l oad virtual _scsi_cdrom chscsi pka_0 scsi_bus=pka scsi _i d=0

set pka_0 container="\\.\CdRonD"

This example associates an unallocated CD-ROM drive "\.\CdRom0" with virtual_scsi_cdrom "pka_0".
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Use "physical_scsi_device" to connect any host "raw" SCSI device to CHARON-VAX. This mapping type is suitable only for tape drives and other specific
SCSI devices connected to CHARON host.

"physical_scsi_device" has the following parameters:

container

Parameter container[N]

N=0...7
Type Text String
Value A string containing the device name to map to the emulator.

® Physical tape drives recognized by Windows
® "\\\Tape<X>", where Xis 0, 1, ...

® Tape changer
® "\ \Changer<X>", where Xis 0, 1, ...

This parameter is initially not set, thus creating NO storage elements on the controller

Parameter media_type[N]

N=0...7
Type Text String
Value Overrides the PRODUCT ID in the default SCSI INQUIRY data.

Valid values may contain uppercase letters, integers and spaces. The length of the string cannot exceed 16 characters.
If not specified, synthetic SCSI INQUIRY data is returned containing a PRODUCT ID selected based on the disk size.

Initially left unspecified.

Parameter geometry[N]

N=0...7
Type Text String
Value This formatted string value specifies the explicit geometry of the disk storage element

The string format is <X>"/"<Y>[*/"<Z>] where:

® "X"is the number of sectors per track;

® "Y"is the number of tracks per cylinder;

® "Z" (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the
unit that reflects the size of the disk storage element;

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
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removable

Parameter removable[N]

N=0...7
Type boolean
Value Enables the logical unit to appear as a removable SCSI disk drive.

Initially set to “false” (fixed, non-removable).

disconnect_timeout

Parameter disconnect_timeout[N]

N=0...7

Type Numeric

Value Sets logical unit disconnect timeout. This parameter helps if a connected SCSI device performs a given SCSI command for a very long
time.

The default value depends on the type of the SCSI device attached. For example for a disk it is 10 seconds, for a tape - an hour. If the
type of the device is not known the timeout is 1 hour.

Example: 48 days timeout

set pka_0O disconnect_tineout[1] = 0x400000

I, In the table above N stands for logical unit number. The first unit must be 0 with no gaps in subsequent numbering. If only one LUN is configured, the
LUN number can be omitted.

Example:
| oad physical _scsi _devi ce/ chscsi pka_0 scsi_bus=pka scsi _i d=0

set pka_0 container="\\.\Tape0"

This example associates a host tape device "\.\Tape0" with physical_scsi_device "pka_0".
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DSSI Subsystem

® Introduction
® SHAC host adapter

® port
host
scs_node_name
scs_system_id
mscp_allocation_class
container
media_type
geometry

® use_io_file_buffering
® HSD50 storage controller

® dssi_host
dssi_node_id
scs_node_name
scs_system_id
mscp_allocation_class
container
media_type
geometry
use_io_file_buffering

The DSSI storage subsystem, for the VAX 4000 Models: 106, 108, 700 and 705 emulators, is based on the emulation of SHAC host adapters and the
ability to route SCS data packets between the emulated SHAC host adapters, of multiple nodes, via separate TCP/IP links.

The DSSI storage subsystem is functionally emulated, but the emulation is incompatible with the physical DSSI and operates at a much higher throughput
than the original hardware. Connection to the physical DSSI hardware is neither possible nor planned for future releases.

This version of the DSSI emulation for CHARON-VAX supports up to 3 VAX nodes in a virtual DSSI cluster and handles a maximum cluster size of 8
nodes. A single virtual DSSI network supports up to 256 storage elements.

To use a single CHARON-VAX system with DSSI emulation, either one or both of the following two elements must be configured:

1. A DSSI storage element (disk or tape).
2. A DSSI storage controller. Currently an emulated HSD50 storage controller is provided. The emulated HSD50 supports physical host drives,
CD-ROM drives, physical tapes, removable disks, virtual disks and virtual tapes.

To create a cluster of DSSI interconnected CHARON-VAX systems, the DSSI hardware topology is emulated by establishing TCP/IP channels between
the emulated SHAC host adapters on each CHARON-VAX system (The use of TCP/IP for the interconnects makes the cluster in principle routable in a
WAN). Virtual HSD50 storage controllers are then connected to every SHAC host adapter in the virtual DSSI network.

Cluster operation requires (virtual) disks that are simultaneously accessible by all CHARON-VAX nodes involved. This can be implemented, for instance,
by using a properly configured iSCSI initiator / target structure or a fiber channel storage back-end.

o When a tape or disk image connected to an virtual HSD50 storage controller is dismounted in VAX/VMS, it is disconnected from CHARON-VAX and
can be manipulated. It may even be replaced with a different disk image if it keeps the same name. This capability may be useful when designing back-up
and restore procedures.

The emulated DSSI subsystem has many configurable parameters when multiple nodes on a single DSSI bus are to be connected. Incorrect
configuration, in particular non-identical specification of emulated HSD50 disks in the DSSI nodes, is likely to cause data corruption. It is
advisable to start any field test by implementing a single node.

To connect an emulated VAX 4000 model 106, 108, 700 and 705 node to a virtual DSSI network, the CHARON-VAX configuration must load at least one
emulated SHAC host adapter.
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Emulated VAX 4000 models 106, 108, 700 and 705 have two pre-loaded SHAC host adapters named "PAA" and "PAB". There is no need to load any
extra instances of SHAC in the configuration file.

Note: VAX/VMS running on an emulated VAX 4000 model 106 or 108 node enumerates the emulated SHAC host adapters and assigns them the VMS
internal names "PAA" and "PAB". It is recommended, for clarity, to keep the same naming scheme in the CHARON-VAX configuration file for these
emulated SHAC host adapters.

A virtual SHAC has the following configuration parameters:

PORT

Parameter port[N]

Type

Value

N=0...7
Numeric

An integer value that specifies the TCP/IP port number on which the emulated SHAC host adapter listens for connections from another
emulated SHAC host adapter with DSSI node id: N.

Possible values are from 1024 through 32767.

Initially not set.

HOST

Parameter host[N]

Type

Value

N=0...7
Text String

A string value that specifies the TCP/IP hostname (and optionally the TCP/IP port number) to connect to another emulated SHAC host
adapter with DSSI node id: N.

The syntax for the string is “host-name[:port-no]”, with possible values for port-no in the range of 1024 through 32767.

Initially not set.

SCS_NODE_NAME

Parameter scs_node_name[N]

Type

Value

N=0...7
Text String

A string value that specifies the SCSNODENAME of the emulated storage element. This string can contain up to 6 characters. Possible
characters are uppercase letters A through Z and integers 0 through 9.

Initially set to an arbitrary value that is guaranteed to be unique within the running emulated VAX 4000 model 106, 108, 700 or 705 node.

SCS_SYSTEM_ID

Parameter

Type

Value

scs_system_id[N]

N=0...7

Numeric

An integer value that specifies the SCSSYSTEMID of the emulated storage element.

Initially set to an arbitrary value that is guaranteed to be unique within the running emulated VAX 4000 model 106, 108, 700 or 705 node.
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MSCP_ALLOCATION_CLASS

Parameter mscp_allocation_class[N]

N=0...7
Type Numeric
Value An integer value that specifies the ALLOCLASS of the emulated storage element.

Possible values are from 0 through 255.

Initially set to 0 which means no allocation class assigned.
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CONTAINER

Parameter container[N]

N=0...7

Type Text String
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Value A string value that specifies the container of the storage element with DSSI node id: N and MSCP unit number: N. This storage element
might be either a (virtual) disk or tape. In VMS, running on an emulated VAX 4000 model 106 or 108 node, these storage elements appear
as DSSI disks (DIAN:) or DSSI (TF86) tapes (MIAN:).

Possible values of the parameter are strings in one of the following forms:

® Physical disk drives
® "\\\PhysicalDrive<X>", where X is 0, 1, ...
® "\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set PAA container[2]="\\.\Physical Drive(Devl D= 6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

The WWID values can be obtained from "Host Device Check" utility ("All drives" section), for example:

Host Device Check for CHARON, Version 1.2 == s
Device clazs: [Al dives v DOpen | Saveds. | L'oo,.paum:ipbnad|
Service | Adapter | Bus | Tasge. | LUN | Name | Device path | Description | Use with CHARON -
priries Miciazall KPS Documertl ‘wWikei Frirter denice W Mictosall XPS Document Wriket
disk: WiScal: 0 0 0 ATADCZVERTEX3MI W \PhysicalDrivel] Disk, chive W \PhysicaDiivel
ik WiScsk 00 4 HPMSAVOLUME W PhyscalDrive2 Digk, derve W \PhysicaDivelDeviD = G008-05F3-0005-2950-7264.-D24.
ik D0 5 HP MSA VOLUME sscalDiive3 L SPhysicaDiivelDeviD = 6006-D5F 3-0005 2950 IEI6-AES
ik WNScaz 0 0 6 HPMSAVOLUME W\ \PhyaacalDrived Dick, chive W\ APhysicaDimve(DeviD = 6008-D5F3-0005-2950 8DFS-EA6. . =
disk WiSesiz 0 0 7 HPMSAVOLUME \W\PhysicalDiives Disk chive W \PhysicaDirve(DeviD = G008-05F3-0005-25950-C126-0F. ..
dak WiSesz 0 0 9 HPM3AVOLUME W APhysicalrives Disk deive A \PhysicaDiive(DeviD = G008-05F 3-0005-2950-041F-3281.,
ik Wisesz 0 0 10 HPMSAVOLUME W \PhysicalDiive? Digk deive W A\PhysicaDiiva(DeviD = G008 05F3-0005-2950.4500 GEA. .
Jrees WiSesz 0 0 11 HPMSAVOLUME \W\PhysacalDinved Digk ceive W APhysicaDinvelDeviD = 6008 DSF 30005 2350-47 3C-SEB., ..
dik WiSesiz 0 0 12 HPMSAVOLUME A \PhyscalDrived Disk chive W \PhysicaDiive(DeviD = G008 05F3-0005-29500347 EEC...
i WiSesz 0 0 13 HPMSAVOLUME \W\PhysicalDiivelD  Diisk dhive W \PhysicaDiive(DeviD = G008-05F3-0005-2350-DA0 1524
dik: Wiesz 0 0 14 HPMSAVOLUME \W\PhysicalDsivel]l  Disk dhive W \PhysicaDiive(DeviD = G008-05F 30005 2950F 47.6€C..
dik WiSesiz 0 0 15 HFMSAVOLUME \W\PhysicalDiivel2 Dtk dhive WAPhysicaDiive[DeviD = G008 D5F3-0005-2350:421D AEE. .
ik WiSes2 0 0 16 HPMSAVOLUME \WiPhyscalDiivel3  Disk diive WAPhysicaDiive(DeviD = G008-05F3-0005- 2950 57148FF3C.
< L] >

Urusable device Ermelstoe device sliing [ DevceconlansWindwssslem |
Cloze
|Microsoft, (Build 5200) SANDOC Wednesday, May £, 2015 5:33:09 AM b w

If the "Host Device Check" utility does not display any WWID, this means the target disk does not have one. Use the
"\.\PhysicalDrive<N>" mapping in this case.

® iSCSl disks
® "\\\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iSCSI target name. LUN specifies LUN on connected iSCSI disk.

Example:

set PAA container[3]="\\.\Physical Drive(i Scsi Target= iqgn.2008-04:iscsi.charon-target-testl, LUN= 1)"

® Physical tape drives recognized by Windows
® "\\\Tape<X>", where Xis 0, 1, ...

® Floppy drives
® "\\A"or
® "\\B:"

® CD-ROM drives (read-only)
® "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[".vdisk"]

® CHARON-VAX tape images

® [<drive>":\"<path-name>"\"]<file-name>".vtape"

This parameter is initially not set, thus creating NO storage elements on the bus with corresponding DSSI node id.
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Parameter

Type

Value

Parameter

Type

Value

media_type[N]

N=0...7

Text String

Overrides default (automatically determined) MSCP media type of the device.

Syntax:

"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU”, “MU”, “DK”, “MK”, “SCSI”, “DI”, “MI”, “DSSI", “DJ” or “MJ”
® <device-type> is the form of: “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through 99

If not specified, the device name is set to “DI”, and the device type is selected based on disk size for the disk storage elements. For tape
storage elements, the device name and type are set to “MI” and “TF86”, respectively.

Initially not specified.

geometry[N]
N=0...7
Text String

This formatted string value specifies the explicit geometry of the disk storage element with DSSI node ID: N and MSCP unit number: N.
This parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>[*/"<Z>] where:

1. Xis the number of sectors per track

2. Y is the number of tracks per cylinder

3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the unit
that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
Initially not set.

The syntax above is applicable only to disk storage elements.

If the container is a tape image, the following format is used:

Syntax:

"<i mage- si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K is
assumed.
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Parameter use_io_file_buffering[N]

N=0...7
Type Text String
Value Instructs CHARON-VAX to enable host operating system 1/0O cache on reading/writing operations.

The following values are possible:

® ‘“true" or "write-back" - the "write back" caching mode is used
® ‘“write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off
ﬂ Note that this caching has a significant effect only in case of mapping to disk and tape containers, not physical drives.

When enabled, host operating system 1/0O cache may significantly improve 1/O performance of the virtual system. At the same time
maintaining 1/0 cache requires additional host resources (CPU and memory) which may negatively affect overall performance of the
virtual system.

Initially is set to "false".

Example:

set PAA use_io_file_buffering[0]=true

These parameters are configured with the "set" command.
Example: Standalone VAX system with 2 virtual DSSI disks on a PAA SHAC controller

set sessi on hw_nodel =" VAX_4000_Mbdel _108"

load virtual _serial _l'ine/chserial OPAO port=10003 application="putty.exe -l oad OPAO"
set quart |ine[3]=0PA0

set PAA container[0] ="C:\ Charon\ Di sks\di a0-rz24-vns-v6. 2. vdi sk"

set PAA container[1] ="C:\ Charon\Di sks\di al-rz24-vms-v6. 2. vdi sk"

The emulated VAX 4000 model 106 or 108 can then boot VMS with the following command:

>>> BOOT DI AO

After logging into VMS, the “SHOW DEVICE D” command displays the following:

$ show devices d

Devi ce Devi ce Error Vol unme Free Trans Wnt

Nane St at us Count Label Bl ocks Count Cnt
004200%D! AO: Mount ed 0 DSsSI 01 32022 147 1
004201%DI Al: Ol i ne 0
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To connect a storage controller to the virtual DSSI network, the CHARON-VAX configuration file must load at least one emulated HSD50 storage
controller. In most cases one emulated HSD50 storage controller per virtual DSSI network is enough. The CHARON-VAX configuration file must supply a
unique reference name for that instance. Even though this name is only valid within the configuration file, it is recommended, for clarity, to use the

VMS SCSNODENAME as the instance name.The line below loads an emulated HSD50 storage controller, assigns it the instance name SCSNODE and
connects it to the primary built-in DSSI controller:

| oad HSD50 MYDI SKS dssi _host =PAA

The HSD50 emulation has the following configuration parameters:

DSSI_HOST

Parameter dssi_host
Type Text String
Value A string value that specifies the instance name of an emulated SHAC host adapter serving the virtual DSSI network.If this value is not set,

CHARON-VAX will try to locate the host adapter automatically. This automatic lookup works only if the CHARON-VAX configuration has
exactly one instance of an emulated SHAC host adapter.

DSSI_NODE_ID

Parameter dssi_node_id
Type Numeric

Value An integer value that specifies the address of an emulated HSD50 storage controller on the virtual DSSI network.Possible values are from
0 through 7 (initially set to 0).

SCS_NODE_NAME

Parameter scs_node_name
Type Text String
Value A string value that specifies the SCSNODENAME of the emulated HSD50 storage controller.The string can contain as many as 6

characters. Possible characters are uppercase letters: A through Z, and the integers: 0 through 9.Initially set to the name of the
emulated HSD50 controller. Therefore, the name of the emulated HSD50 controller should follow the above rules.

SCS_SYSTEM_ID

Parameter scs_system_id
Type Numeric

Value An integer value that specifies the SCSSYSTEMID of the emulated HSD50 storage controller.Initially set to an arbitrary value that is
guaranteed to be unique within the running emulated VAX 4000 model 106, 108, 700 and 705 node.

MSCP_ALLOCATION_CLASS

Parameter mscp_allocation_class

Type Numeric
Value An integer value that specifies the ALLOCLASS of the emulated HSD50 storage controller.Possible values are 0 through 255 (initially set
to 0).
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Parameter container[N]N=0...9999
Type Text String

Value A string value that specifies the container of the storage element with MSCP unit number: N. This storage element might be either a
(virtual) disk or tape. In VMS running on an emulated VAX 4000 node, these storage elements appear as HSX00 disks (DUAN:) or HST00
tapes (MUAN:).Possible values of the parameter are strings in one of the following forms:

® Physical disk drives
® "\ \PhysicalDrive<X>", where X is 0, 1, ...
® "\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"
DevID addresses the target physical disk by its WWID
(hexadecimal 128-bit identifier assigned to the disk
drive by its manufacturer/originator).Example:

set DI SKS contai ner[ 2] ="\\.\Physical Drive(Devl D= 6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

The WWID values can be obtained from "Host Device Check" utility ("All drives" section), for example:

E Host Device Check for CHARON, Version 1.2 | = [ o s
Devies elazs: [Al dives . Open | savess. | cmpammsphaq
Sevice | Adapber | Bus | Tasge. [ LUN | Mame | Device path | Desciption | Use wih CHARON -
pririer Micrazalt XPS Document ‘winker Frirder denice W hMictosall 3PS Document 'wiber
dik: WiSesl: 0D 0 ATADCZVERTEXIMI A\ \PhysicalDrivel) Disk, cive W AFhysicaDiivel
ik WiSc:iz 0 0 4 HPMSA VOLUME W \PhysscalDriveZ Disk chive S\\PhysicaDiireDoi0 - GI0B05F 30005 2601264028
dk Sewz 0N 5 HP HSAVOLUME sacalDiived itk der A Physicaliive(D aviD = G006-05 200052350 DBIEAES. .
ke WiSesZ 0 0 6 HPMSAVOLUME \WAPhysicalDrived Disk chive WWAPhysicaDiiveDeviD = G008.05F 300052950 80FS-E26..| =
disk WiesZ 0 D 7 HPMSAVOLUME \W\PhysicalDiive5 Disk dive W APhysicaDiiveDeviD = G008-05F 2 0005-2350.-C126-0FE...
dak Wiesiz 0 0 3 HPMSAVOLUME W \PhysicalDriveé Disk chive W APhysicaDiiveDeviD = G008-05F 2 D005 295004 1F-8281.,
disk Wiz 0 0 10 HPMSAVOLUME \W\PhyzicalDiiveT Disk dhive W\ \PrysicaDiive(DeviD = 00805 3-0005-2950 4500 6EA. .
dik WiesZ2 0 0 11 HPMSAVOLUME \WAPhysicalDivel Disk dive A \PhysicaDiive(DeviD = G008-05F3-0005-2950:473C-6E8,
dik: WiSesZ 0 D 12 HPMSAVOLUME W\Physicalliived Disk dive W APhysicaDrive(DeviD = 6008.05F30005-2950.D841 EEC. |
n Wiesiz 0 0 13 HPM3AVOLUME \W\PhgsicalDiivel0  Disk dhive W APhysicaDiiveDeviD = G008 05F 3 0005-2350-DAD1-824
ik Wiz 0 0 14 HPMSAVOLUME \WAPhysicalDrivell  Disk dhive W APhysicaDiive(DeviD = G008-05F 300052950 F 347-6EC...
dik Wiz 0 0 15 HPMSAVOLUME W\PhysicalDive12 Disk dhive W APhysicaDiive[DeviD = G008-05F3-0005-2950:4210 A5E._
o Wiz 0 0 16 HPMSAVOLUME \W\PhyscolDrive13  Disk dive W APhysicaDive(DeviD = G008 05F 3 00052950 SMBFFIC. o
< L] )

Unusable device Emuisice device sling [ DevcecontsnsWndowssyslem |
Cloze:
|Microsoft, (Build 5200) SANDOC Wednesday, May 6, 2015 5:33:09 AM by P

If the "Host Device Check" utility does not display any WWID, this means the target disk does not have one. Use the
"\.\PhysicalDrive<N>" mapping in this case.

® {SCSI disks
® "\\\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iISCSI target name.
LUN specifies LUN on connected iSCSI disk. Example:

set DI SKS container[3]="\\.\Physical Drive(i Scsi Target= iqgn.2008-04:iscsi.charon-target-testl, LUN= 1)"

® Physical tape drives recognized by Windows
® "\\Tape<X>", where Xis 0, 1, ...

® Floppy drives
® "\\A"or
® "\.\B:"

® CD-ROM drives (read-only)
® "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"|<file-name>[".vdisk"]

® CHARON-VAX tape images
® [<drive>":\"<path-name>"\"|<file-name>".vtape"

This parameter is initially not set, thus creating NO storage elements on the controller
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Parameter

Type

Value

Parameter

Type

Value

Parameter

Type

Value

Example:

media_type[N]N=0...9999
Text String

Overrides the default (automatically determined) MSCP media type of the device.Syntax:

"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU”, “MU”, “DK”, “MK”, “SCSI”, “DI", “MI”, “DSSI”, “DJ” or “MJ”

® <device-type> is the form of: “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through 99
If not specified, the device name is set to “DI” and the device type is selected based on disk size for disk storage elements. For tape
storage elements, the device name and type are set to "MI" and "TF86" respectively.
Initially not specified.

geometry[N]N=0...9999
Text String

This formatted string value specifies the explicit geometry of the disk storage element with DSSI node ID: N and MSCP unit number: N.
This parameter is not applicable to tape storage elements.The string format is <X>"/"<Y>["/"<Z>] where:

1. Xis the number of sectors per track

2. Y is the number of tracks per cylinder

3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the unit
that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.Initially not set. The syntax
above is applicable only to disk storage elements.If the container is a tape image, the following format is used:Syntax:

"<i mage- si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K is
assumed.

use_io_file_buffering[NJN=0...9999
Text String

Instructs CHARON-VAX to enable host operating system 1/0 cache on reading/writing operations.The following values are possible:
® ‘“true" or "write-back" - the "write back" caching mode is used
® ‘“write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off

ﬂ Note that this caching has a significant effect only in case of mapping to disk and tape containers, not physical drives.When enabled,
host operating system I/O cache may significantly improve 1/O performance of the virtual system. At the same time maintaining I/O cache
requires additional host resources (CPU and memory) which may negatively affect overall performance of the virtual system.Initially is set
to "false".Example:

set DI SKS use_io_file_buffering[O0]=true
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| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=5

The configuration file below emulates a VAX 4000 Model 108 node with one HSD50 storage controller serving two disks and another instance of an
HSD50 controller that serves a tape drive to the VAX over a virtual DSSI:

set session hw_nodel =" VAX_4000_Mbdel _108"

load virtual _serial _|ine/chserial OPAO port=10003 applicati on="putty.exe -load OPAQ"
set quart I|ine[3]=0PA0

| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=1

set DI SKS cont ai ner[ 0] ="C: \ Char on\ Di sks\ duaO-rz24-vns-v6. 2. vdi sk"

set DI SKS cont ai ner[ 1] =" C:\ Char on\ Di sks\ dual-rz24-vns-v6. 2. vdi sk"

| oad HSD50 TAPES dssi _host =PAA dssi _node_i d=2set TAPES contai ner[ 3] ="\\.\ Tape0O"

In this example we emulate two HSD50 instances. They are both connected to the same virtual DSSI bus, therefore we must assign them different DSSI
node ID values.
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The emulated VAX 4000 Model 108 can boot VMS with the following command:

>>> BOOT DUAO

After logging into VMS, the “SHOW DEVICE D” and "SHOW DEVICE M" command displays the following:

$ show devices d

Devi ce
Name
DI SKS$DUAO:
DI SKS$DUAL:
$ show devices m

Devi ce

Name
TAPES$MUAS:
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Devi ce

St at us
Mount ed
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Devi ce
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Error
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Cl Subsystem

® Introduction
® CIXCD host adapter

® port

® host

® xmi_node_id

® ci_node_id
® HSJ50 storage controller

® ci_host
ci_node_id
scs_node_name
scs_system_id
mscp_allocation_class
container
media_type
geometry
use_io_file_buffering

The virtual CIXCD is the functional equivalent of a hardware CIXCD host adapter, with the exception that there is no physical layer to connect to. The
current host hardware is an order of magnitude faster than the physical Cl implementation, such connections - if it were possible - would greatly limit the
virtual system throughput.

For data storage, the CIXCD connects to one or more virtual HSJ50 storage controllers, that are loaded as a separate component in the configuration file.
To configure VAX Cl clusters, the virtual CIXCDs of the multiple CHARON-VAX/66X0 instances are interconnected via TCP/IP links.

Configuring (large) virtual VAX ClI clusters requires many configurable parameters and a replicated identical definition of the shared virtual HSJ50 storage
controllers in each virtual VAX instance.

To connect a virtual VAX 66x0 to a virtual Cl network, the CHARON-VAX configuration file must load at least one virtual CIXCD host adapter; one unit is
sufficient in all practical cases.

VAX/VMS enumerates the virtual CIXCD host adapters in the order of increasing XMI node IDs and assigns them the VMS internal names PAA, PAB, etc.
It is recommended for clarity to keep the same naming scheme for virtual CIXCD host adapters in the configuration file.

The emulated Cl subsystem has many configurable parameters when multiple nodes on a single Cl bus are to be configured. Incorrect
configuration, in particular non-identical specification of the emulated HSJ50 storage controller disks in the Cl nodes, is likely to cause data
corruption. It is advisable to start any field test by implementing a single node.

To connect an emulated VAX 66x0 node to a virtual Cl network, the CHARON-VAX configuration must load at least one emulated CIXCD host adapter.

To load the adapter and assign it an instance name of "PAA", enter the following line in the configuration file:

| oad Cl XCD PAA

The CIXCD emulation has the following configuration parameters:
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PORT

Parameter

port[N]
N=0...127

Type

Numeric

Value

An integer value that specifies the TCP/IP port number on which the emulated CIXCD host adapter listens for connections from other
emulated CIXCD host adapters with address: N.

Possible values are from 1024 through 32767.

Initially not set.

HOST

Parameter

host[N]
N=0...127

Type

Text String

Value

A string value that specifies the TCP/IP hostname (and optionally the TCP/IP port number) to connect to another emulated CIXCD host
adapter with address: N.

The syntax for the string is “host-name[:port-no]”, with possible values for the port-no in the range of 1024 through 32767.

Initially not set.

XMI_NODE_ID

Parameter xmi_node _id

Type Numeric

Value An integer value that specifies the location of the virtual CIXCD host adapter on the XMI bus.
Possible values are 11 through 14 (Initially set to 14).

Cl_NODE_ID

Parameter

ci_node_id

Type

Numeric

Value

An integer value that specifies the address of the virtual CIXCD host adapter on the virtual Cl network.

Possible values are 0 through 127 (Initially set to 127).

These parameters can be added to the "load" command or specified separately with the "set" command.

The example below shows how to configure a virtual CIXCD adapter with a location on the XMI bus other than the default. It declares a CIXCD adapter in

slot 11 (OxB =

decimal 11) of the virtual XMl bus:

| oad Cl XCD PAA xm _node_i d=0xB
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The configuration file below creates a virtual VAX 6610 (single CPU) node with one virtual HSJ50 storage controller serving two disks to the VAX over a
virtual Cl network:

set session hw_nodel =" VAX_6000_Mdel _610"

set session | og="vax6610. | og"

set toy container="vax6610. dat"

set eeprom cont ai ner ="vax6610. r onf

| oad virtual _serial _l'ine/chserial OPAO

set OPAO port=10003 application="putty.exe -load OPAQ"

| oad Cl XCD PAA

| oad HSJ50 DI SKS

set DI SKS cont ai ner[ 0] =" C: \ Char on\ Di sks\ duaO-rz24-vns-v6. 2. vdi sk"
set DI SKS cont ai ner[ 1] ="C:\ Char on\ Di sks\ dual-rz24-vns-v6. 2. vdi sk"

The virtual HSJ50 storage controller functionally replaces a physical HSJ50 ClI storage unit. It supports virtual and physical disks, tapes and removable
storage devices that are mapped on local or remote host platform storage. The virtual HSJ50 cannot connect to a physical Cl infrastructure.

In a single CHARON-VAX/66X0 instance without a Cl cluster, the virtual HSJ50 is located as a separate entity on the same host platform. In a Cl cluster,
the definition of each HSJ50 is replicated exactly in each CHARON-VAX CI node. In most cases one HSJ50 storage controller per virtual Cl network is
enough.

When loading an instance of a virtual HSJ50 storage controller, the CHARON-VAX configuration file must supply a unique reference name for that
instance. While this name is only valid within the configuration file, it is recommended, for clarity, to use the VAX/VMS SCSNODENAME as an instance
name.

The line below loads an emulated HSJ50 storage controller and assigns it the instance name SCSNODE:

| oad HSJ50 MYDI SKS

The HSJ50 emulation has the following configuration parameters:

Parameter ci_host
Type Text String

Value A string value that specifies the instance name of the emulated CIXCD host adapter serving the virtual Cl network.

If this value is not set, CHARON-VAX will try to locate the host adapter automatically. Automatic lookup works only if the CHARON-VAX
configuration has exactly one instance of an emulated CIXCD host adapter.

Parameter ci_node_id
Type Numeric

Value An integer value that specifies the address of an emulated HSJ50 storage controller on the virtual Cl network.

Possible values are 0 through 127 (initially set to 0).
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SCS_NODE_NAME

Parameter scs_node_name
Type Text String
Value A string value that specifies the SCSNODENAME of the emulated HSJ50 storage controller.

The string can contain up to 6 characters. Possible characters are uppercase letters A through Z and the integers 0 through 9.

Initially set to the name of the emulated HSJ50 controller. Therefore the name of the emulated HSJ50 controller must follow the above
rules.

SCS_SYSTEM_ID

Parameter scs_system_id
Type Numeric
Value An integer value that specifies the SCSSYSTEMID of the emulated HSJ50 storage controller.

Initially set to an arbitrary value that is guaranteed to be unique within the running emulated VAX 66x0 node.

MSCP_ALLOCATION_CLASS

Parameter mscp_allocation_class
Type Numeric
Value An integer value that specifies the ALLOCLASS of the emulated HSJ50 storage controller.

Possible values are 0 through 255 (initially set to 0).
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CONTAINER

Parameter container[N]

N=0...9999

Type Text String
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Value Possible values of the parameter are strings in one of the following forms:

® Physical tape drives
® "\ \PhysicalDrive<X>", where X is 0, 1, ...
® "\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set DI SKS container[2]="\\.\Physical Dri ve(Devl D= 6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

The WWID values can be obtained from "Host Device Check" utility ("All drives" section), for example:

Host Device Check for CHARON, Version 1.2 [= 1= s
Device: class; [l dives - Open | Saeeds. | L‘mgpammipm.w|
Service Adopter | Bus | Tage. | LUN | Name | Dievics path | Description | Use wath CHARDM |

: Mictozoll 3PS Document wrdet Frirter device A\ \Mictosll XPS Documen witer

00 0 ATADCZVERTEXZMI W \Physicalrivel) Disk ceive W APhysicaDivel

1] [] HP M54 VOLUME Disk drive: W SFhysicaDime(DeviD = BO0S-05F 3-0005-2960-7 264 D24,

00 HF W56 VOLUME isk e A\ \PhysicaDiive(D eviD = E008-05F 2-0005- 2350 DESE-AES. .

1] [] HP M54 VOLUME W APhysicalimve(DeviD = B008-05F 3-0005-2950 BDFS-EAR. | =

0 0 HP M54 VOLUME \WAPhysicalDiives Disk dive . \PrysicaDiive(DeviD = 00805 2-0005-2950-C126-0F6...

0 0 9 HPMSAVOLUME \W\PhysicolDrivef Disk chive W \PhysicaDiivelDeviD = G006-05F3-0005-2950-041F-9281 .

00 10 HPMSAVOLUME \WAPhysicalDiiveT Disk deive A\ \PhysicaDrive[DeviD = G008-05F 3000523504500 6EA .

00 11 HFMSAVOLUME \W\PhysicalDrived Dick deive A \PhysicaDiive(DeviD = G008 05F 3-0005-2350-473C-6E6,..

00 12 HPMSAVOLUME W APhyzicalDrived Disk deive W\ APrysicaDiive(DeviD = G008-05F 3000523500341 £EC...

00 13 HPMSAVOLUME \WAPhyscallivell  Disk dive A \PhysicaDiive(DeviD = G008 05F3-0005-2350-DAD 1 824

00 14 HPHMSAVOLUME \WAPhysicalDrivell  Disk dhive W APhysicaDiive(DeviD = G008-05F3-0005-2350F 347-62C...

00 15 HPMSAVOLUME WiPhysicallive12  Disk dhive A \PhysicaDiive(DeviD = G00E-05F 3000523604210 ABE.

0 0 16 Hemsavouume \PhvaOneld Dbk e A\ FrcaDreDed) - 0B (SFS00S S STABTFL
i >

Urwisable devics Ermistce device sling [ DeveeconsnsWindowsspelem |
Cloze
Microsoft, (Build 5200) SANDOC ‘Wednesday, May & 2015 5:33:09 AM h e

If the "Host Device Check" utility does not display any WWID, this means the target disk does not have one. Use the
"\.\PhysicalDrive<N>" mapping in this case.

® iSCSl disks
® "\ \PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iSCSI target name.
LUN specifies LUN on connected iSCSI disk.

Example:

set DI SKS container[3]="\\.\Physical Drive(i Scsi Target= iqgn.2008-04:iscsi.charon-target-testl, LUN= 1)"

® Physical tape drives recognized by Windows
® "\\Tape<X>", where Xis 0, 1, ...

® Floppy drives
® "\\A"or
® "\.\B:"

® CD-ROM drives (read-only)
® "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"|<file-name>[".vdisk"]

® CHARON-VAX tape images

® [<drive>":\"<path-name>"\"|<file-name>".vtape"

This parameter is initially not set, thus creating NO storage elements on the controller
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Parameter

Type

Value

Parameter

Type

Value

media_type[N]

N=0...9999

Text String

Overrides the default (automatically determined) MSCP media type of the device.

Syntax:

"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU”, “MU”, “DK”, “MK”, “SCSI”, “DI”, “MI”, “CI", “DJ” or “MJ”
® <device-type> is in the for of: “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through 99

If not specified, the device name is set to “DI” and the device type is selected based on disk size for disk storage elements. For tape
storage elements, the device name and type are set to "MI" and "TF86" respectively.

Initially not specified.

geometry[N]
N=0...9999
Text String

This formatted string value specifies the explicit geometry of the disk storage element with Cl node ID: N and MSCP unit number: N. This
parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>[*/"<Z>] where:

1. Xis the number of sectors per track

2. Y is the number of tracks per cylinder

3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the unit
that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
Initially not set.

The syntax above is applicable only to disk storage elements.

If the container is a tape image, the following format is used:

Syntax:

"<i mage- si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is a size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K is
assumed.
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Parameter use_io_file_buffering[N]

N=0...9999
Type Text String
Value Instructs CHARON-VAX to enable host operating system 1/0O cache on reading/writing operations.

The following values are possible:

® ‘“true" or "write-back" - the "write back" caching mode is used
® ‘“write-through" - the "write through" caching mode is used
® ‘“false" - caching is switched off

ﬂ Note that this caching has a significant effect only in case of mapping to disk and tape containers, not physical drives.

When enabled, host operating system 1/0O cache may significantly improve 1/O performance of the virtual system. At the same time
maintaining 1/0 cache requires additional host resources (CPU and memory) which may negatively affect overall performance of the
virtual system.

Initially is set to "false".

Example:

set DI SKS use_io_file_buffering[0]=true

The following example configures a virtual HSJ50 storage controller with a non-default CI network address of 11:

| oad HSJ50 DI SKS ci _node_i d=0x0B

The configuration file below emulates a VAX 6610 node with one HSJ50 storage controller serving two disks:

set session hw_nodel =" VAX 6000_Mbdel _610"

set session | og="vax6610. | og"

set toy container="vax6610. dat"

set eeprom cont ai ner ="vax6610. r ont'

load virtual _serial _line/chserial OPAO

set OPAO port=10003 application="putty.exe -|oad OPAD"

| oad CI XCD PAA xni _node_i d=0x0C

| oad HSJ50 DI SKS ci _node_i d=0x0B

set DI SKS cont ai ner[ 0] =" C:\ Char on\ Di sks\ dua0-rz24-vns-v6. 2. vdi sk"

set DI SKS cont ai ner[ 1] =" C:\ Char on\ Di sks\ dual-rz24-vns-v6. 2. vdi sk"

When this configuration file is executed and "container[0]" points to a valid VMS system disk image, a virtual VAX 6610 can boot VAX/VMS with the
following command:

>>> BOOT /XM : C / NODE: B DUO

In the above boot command, "/XMI:C" and "/NODE:B" instruct the boot ROM to connect to the disk via the host adapter in XMl slot C (the hex value C
stands for decimal 12).
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Then via the storage controller with Cl node id B (decimal 11), DUO is reached (defined as container[0]) and the boot command is executed for the
associated file on the host system.

After logging into VMS, the “SHOW DEVICE” command displays the following:

$ show devi ces

Devi ce Devi ce Error Vol une Free Trans Mt
Nane St at us Count Label Bl ocks Count OCnt
DI SKS$DUAO: Mount ed 0 DSSI 01 32022 147 1
DI SKS$DUA1: Online 0
Devi ce Devi ce Error
Nane St at us Count
OPAO: Online 0
FTAO: Ofline 0
Devi ce Devi ce Error
Narme St at us Count
PAAO: Online 0

o When a tape or disk image connected to an emulated HSJ50 controller is dismounted in VAX/VMS, it is disconnected from CHARON-VAX and can be

manipulated. It may even be replaced with a different disk image if it keeps the same name. This capability may be useful when designing back-up and
restore procedures.
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® Ethernet Q-bus Adapter and Cluster configuration rules

Configuration steps

To configure CHARON-VAX / CHARON-PDP networking, follow these 3 steps:
1. Load network adapter (if required)

If you are configuring a DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI or PMADAA adapter, use the "load" command as shown
below. CHARON-VAX 3100/96/98 and 4000/106/108 emulations automatically load SGEC (with the name "EZA") and therefore no
"load" command is required.

Example:

| oad DELQA/ DEQNA NI C

2. Load "packet_port"

Load "packet_port" to connect the SGEC, DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI or PMADAA adapter to the host
hardware network card (or to a virtual network interface).

Example:

| oad packet_port/chnetwk NDI'S interface = "connection: Charon"

3. Connect the loaded "packet_port" to the loaded virtual network adapter
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Connect the SGEC, DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI or PMADAA adapter to the "packet_port" by setting the

interface name.

Example:

set NIC interface = NDI' S

The interface name can be either "( di sabl ed) " for a disabled interface or "connect i on: <W ndows network i nterface name>"

Examples:

| oad packet_port/chnetwk NI Cl interface="(disabled)"

| oad packet _port/chnetwk NI C2 interface="connection: CHARON_NI C'

I, Network booting is supported with exception of VAX6xxx models.

SGEC Ethernet Controller

The built-in SGEC controller emulator ("EZA") has the following parameters that are specified with the "set" command:

Parameter interface
Type Text string

Value Name of the corresponding instance of the "packet_port" component

Parameter station_address
Type Text String

Value The "station_address" provides the ability to configure the adapter's permanent address. By default the adapter’s permanent address is
read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system that will run DECnet or when the migrated
software uses the permanent address on the network adapter.

Format:

or

XX XX XX XX XX XX

Example:

set eza station_address="AF: 01: AC. 78: 1B: CC"
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Parameter rx_fifo_size
Type Numeric
Value "rx_fifo_size" sets the receive FIFO size.
The value is specified in Kb and, by default, is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

Example:

| oad packet _port/chnetwk EZAO interface = "connection: Charon"
set EZA interface = EZAO
set EZA station_address="0C: FE 35: AA 67: 3B"

DEQNA / DESQA / DELQA Ethernet Controller

CHARON-VAX / CHARON-PDP Q-bus systems provide support for DEQNA, DESQA, DELQA, DEUNA and DELUA Ethernet controllers.
Use the following command to load the instances of DEQNA, DESQA, DELQA, DEUNA or DELUA Ethernet controllers:

| oad DEQNA/ DEQNA <I ogi cal nane>
| oad DESQA DEQNA <I ogi cal nane>
| oad DELQA/ DEQNA <I ogi cal name>
| oad DEUNA/ DEUNA <I ogi cal nane>
| oad DELUA/ DEULA <I ogi cal nane>

Example:

| oad DESQA/ DEQNA XQA

DEQNA, DESQA, DELQA, DEUNA and DELUA offer the following configuration parameters that can be specified using the "set" command:

Parameter address
Type Numeric

Value Specifies the CSR address. The address must be a valid QBUS and UNIBUS address in I/O space. Initial value is 017774440, which is
the factory setting for DEQNA, DESQA and DELQA Ethernet controllers.

Use the address parameter if loading several instances of DEQNA, DESQA, DELQA, DEUNA and DELUA Ethernet controllers.
"address" parameter values must be unique for every instance of an DEQNA, DESQA, DELQA, DEUNA and DELUA Ethernet controller.

Example:

| oad DEQNA/ DEQNA XQA addr ess=017774440
| oad DEQNA/ DEQNA XQB addr ess=017764460
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Parameter interface
Type Text String

Value Name of the corresponding instance of the "packet_port" component

Parameter station_address
Type Text String

Value "station_address" provides the ability to configure the adapter’s permanent address. By default the adapter’'s permanent address is read
from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system that will run DECnet or when the migrated
software uses the permanent address on the network adapter.

Format:

XX- XK= XX- XK= XX- XX

or

XX XX XX XX XX XX

Example:

set QNA station_address="AF: 01: AC: 78: 1B: CC"

Parameter rx_fifo_size
Type Numeric

Value "rx_fifo_size" sets the receive FIFO size.
The value is specified in Kb and by default is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

Example:

| oad DESQA/ DEQNA QNA interface = QNAO
set QNA station_address="0C. FE: 35: AA: 67: 3B"

| oad packet _port/chnetwk QNAO interface = "connection: Charon"

DEMNA Ethernet Adapter

CHARON-VAX/66X0 systems provide support for the DEMNA Ethernet controller.

Use the following command to load an instance of the DEMNA Ethernet controller:
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| oad DEMNA/ DEMNA <I ogi cal nane>

Example:

| oad DEMNA/ DEMNA EXA

DEMNA Ethernet controllers offer the following configuration parameters that can be specified using the "set" command:

Parameter xmi_node_id
Type Number
Value Specifies the XMl slot in which the virtual DEMNA controller is placed.

For CHARON-VAX/66XO0 a free slot between 10 (A) and 14 (E) must be chosen.

Parameter interface
Type Text String

Value Name of the corresponding instance of the "packet_port" component

Parameter station_address
Type Text String

Value The "station_address" provides the ability to configure the adapter's permanent address. By default the adapter's permanent address is
read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system which will run DECnet or when the migrated
software uses the permanent address on the network adapter.

Format:

XX= XK= XX- XK= XX- XX

or

XX XX XX XX XXz XX

Example:

set EXA station_address="AF: 01: AC: 78: 1B: CC"
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Parameter rx_fifo_size
Type Numeric
Value The "rx_fifo_size" sets the receive FIFO size.
The value is specified in Kb and, by default, is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.
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Example:

| oad DEMNA/ DEMNA EXA xmi _node_id = 11 interface = EXAO
set EXA station_address = "0C: FE: 35: AA: 67: 3B"

| oad packet _port/chnetwk EXAO interface = "connection: Charon"

DEBNI Ethernet Adapter

CHARON-VAX/63X0 systems provide support for the DEBNI Ethernet controller.

Use the following command to load an instance of the DEBNI Ethernet controller:

| oad DEBNI/ DEMNA <I ogi cal nane>

Example:

| oad DEBNI / DEMNA EXA

DEBNI Ethernet controllers offer the following configuration parameters that can be specified using the "set" command:

Parameter vax_bi_node_id
Type Number

Value Specifies the VAXBI slot in which the virtual DEBNI controller is placed.

Parameter interface
Type Text String

Value Name of the corresponding instance of the "packet_port" component
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Parameter
Type

Value

Parameter

Type

Value

Example:

station_address
Text String

The "station_address" provides the ability to configure the adapter’'s permanent address. By default the adapter’'s permanent address is
read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system which will run DECnet or when the migrated
software uses the permanent address on the network adapter.

Format:

or

XX XX XX XX XX XX

Example:

set EXA station_address="AF: 01: AC: 78: 1B: CC"

rx_fifo_size

Numeric

The "rx_fifo_size" sets the receive FIFO size.

The value is specified in Kb and, by default, is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

| oad DEBNI/ DEMNA EXA vax_bi _node_id = 11 interface = EXAO

set EXA station_address = "0C: FE: 35: AA: 67: 3B"

| oad packet _port/chnetwk EXAO interface = "connection: Charon"

PMAD-AA TurboChannel Ethernet Adapter

The CHARON-VAX VAXstation 4000 Model 90 system provides support for a PMAD-AA TurboChannel Ethernet controller (in addition to the preloaded

SGEC "EZA").

Use the following command to load an instance of a PMAD-AA Ethernet controller:

| oad PMADAA/ PMADAA <I ogi cal nane>

Example:

| oad PMADAA/ PMADAA EXA
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PMAD-AA TurboChannel Ethernet controllers use the following configuration parameters that can be specified using the "set" command:

Parameter
Type

Value

Parameter

Type

Value

Parameter

Type

Value

Example:

interface
Text String

Name of the corresponding instance of the "packet_port" component

station_address
Text String

The "station_address" provides the ability to configure the adapter’s permanent address. By default the adapter’s permanent address is
read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system which will run DECnet or when the migrated
software uses the permanent address on the network adapter.

Format:

XX- XK= XX- XK= XX- XX

or

XX XX XX XX XX XX

Example:

set ECA station_address="AF:01: AC: 78: 1B: CC"

rx_fifo_size

Numeric

The "rx_fifo_size" sets the receive FIFO size.

The value is specified in Kb and by default is pre-calculated from the connected port’s size of receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

| oad PMADAA/ PMADAA ECA interface = ECAO
set ECA station_address = "0C: FE: 35: AA: 67: 3B"

| oad packet _port/chnetwk ECAO interface = "connection: Charon"

The CHARON-specific "packet_port" interface establishes a connection between an Ethernet adapter in the Windows host system and a network adapter
in the virtual VAX/PDP11 system.
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For every virtual adapter instance loaded, one dedicated host Ethernet physical adapter is required.

To create instances of the "packet_port", use the “load” command in the configuration file as follows:

| oad packet _port/chnetw k <instance-nane>

Example:

| oad packet _port/chnetwk pp_1

"packet_port" uses several configuration parameters to control its behavior.

Parameter interface
Type Text string

Value This parameter identifies an Ethernet adapter of the host system dedicated to CHARON-VAX / CHARON-PDP with a keyword
"connection" preceeding it.

Syntax:

set <name> interface="connection: <adapt er>"

Example:

set pp_1 interface="connection: Charon"

Parameter port_enable_mac_addr_change
Type Boolean

Value If "true" is specified (default value), CHARON sets the appropriate Ethernet address automatically.
If "false" is specified, set the Ethernet address manually.

Example:

set pp_1 port_enabl e_mac_addr _change=f al se

Parameter port_retry_on_tx

Type Numeric

Value The "port_retry_on_tx" parameter controls the number of times a port will attempt to transmit a packet before giving up.
By default, the value is 3.
Increasing this value may introduce problems in carrier loss logic, because not all NIC drivers support a carrier status query.
Typically, you do not need to increase the value.

Example:

set pp_1 port_retry_on_tx=8
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Parameter port_pending_rx_number

Type Numeric

Value The "port_pending_rx_number" parameter sets the number of pending receive buffers.
The default value is 63. The maximum value allowed is 195.

You may want to increase the "port_pending_rx_number" when you have very busy networking and experience problems like losing
connections not related to the carrier loss.

Typically, you do not need to change this parameter.

Example:

set pp_1 port_pendi ng_rx_nunber =128

Parameter port_pending_tx_number

Type Numeric

Value The "port_pending_tx_number" parameter sets the number of buffers the port uses to transmit.
The default value is 62.
You may want to increase the "port_pending_tx_number" value if the log file indicates dropped TX packets due to TX queue overflow.
Typically, you do not need to change this parameter.

Example:

set pp_1 port_pendi ng_t x_nunber =128

Parameter suspend_msg_on_mac_change

Type Boolean

Value To avoid confusion arising from non critical errors during a MAC address change, logging is by default suppressed (default value is "true").
To enable tracing during a MAC address change set this parameter to "false"

Example:

set pp_1 suspend_nsg_on_nac_change=f al se
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Parameter log
Type Text string

Value If this parameter is set to some valid file name or a directory where the log files for each individual session will be stored CHARON VM
logs Recv and Xmit packets at the emulated port layer.

If an existing directory is specified, CHARON VM automatically enables creation of individual log files, one for each session using the
same scheme as used for the generation of the rotating log files. If the "log" parameter is omitted, CHARON VM does not create log.

In certain situations enabling this parameter may help to detect loss of packets.

Example:

set pp_1 log="pp_1.10g"

set pp_1 | og="C:\Charon\Logs"

Only existing directory can be used as a value of the "log" parameter.

Parameter legacy mode
Type Boolean

Value If this parameter is set to "true” CHARON-VAX tries to use very first implementation of "packet_port" having certain restrictions such as
inability to automatically change MAC address on given interface etc.

This setting may be needed if CHARON-VAX runs in VMware environment for example and you do not want to allow promiscuous mode.
In other situations please do not change its default value ("false").

Example:

set pp_1 | egacy_node=true

This parameter is required only if you do not want to allow promiscuous traffic for the VMware adapter/port. In this mode,
CHARON-VAX uses legacy MAC address change logic, so use of this option is not desirable.

Thus for ESXi networking configuration:

1. Create the port with e1000 adapter;
2. Enable the promiscuous traffic;
3. Do not use legacy_mode option in Charon's configuration file

Example:

| oad DEQNA/ DEQNA XQA
| oad packet _port/chnetwk XQAO interface="connection: Charon"

set XQA interface=XQA0

CHARON supports VLAN adapters. If for some reasons you are going to use them, proceed with their installation and configuration according to
the network adapter's vendor's User's Guide and then use the resulting VLAN interface the same way as the regular network interface.
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Supported Ethernet Q-bus Adapters for DECnet OSI (DECnet Plus)

The only supported Q-bus device is the DELQA adapter model.
During DECnet OSl installation or DECnet OSI interface reconfiguration, DEQNA and DESQA models are not recognized as valid devices. (DECnet OSI
SPD).

The integrated SGEC Ethernet "EZA" on a MicroVAX 3100 & VAX 4000-106/108 is supported by DECnet OSI.

The integrated ESA (AMD Lance 7990) device is not currently implemented in CHARON-VAX.

Ethernet Q-bus Adapter and Cluster configuration rules

In a VMS Cluster using VMS version 5.5 and above, use only DELQA and DESQA Ethernet adapters that are supported (VMS Cluster SPD).
The default DEQNA device is not supported for SCS Cluster protocol and the emulated VAX will fail with a CLUEXIT Bugcheck.
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Specific Controllers

Table of Contents

® | PV11 Line Printer Controller
® address
® vector
® parameters

® DUMMY_VCBO02 device

LPV11 Line Printer Controller

CHARON-VAX / CHARON-PDP Q-bus systems provide support for the LPV11 Parallel Line Printer Controller.

The LPV11 emulation is implemented using the CHARON Qbus API (CHAPI). This interface is designed to allow third-parties to custom design emulated
Qbus peripherals.

To enable CHAPI modules, request an update to the CHARON-VAX / CHARON-PDP license. For details on CHAPI read the CHARON-VAX /
CHARON-PDP CHAPI user manual, available on demand or from the STROMASYS web site for our registered partners.

Use the following command to load an instance of an LPV11 Parallel Line Printer Controller:

| oad CHAPI <l ogical name> dl|=LPV11

Example:

| oad CHAPI LPAO dl | =LPV11

The LPV11 (being a CHAPI component) provides the following configuration parameters, to be specified using the "set" command:

Parameter address
Type Numeric
Value Specifies the CSR address.
This address must be a valid QBUS 22-bit address in an 1/O space.

The initial value is 017777514, which is the factory setting for an LPV11.

Parameter vector
Type Numeric
Value Specifies the interrupt vector.

The initial value is 0200, which is the factory setting for an LPV11.
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Parameter parameters
Type Text String

Value Specifies the name of the file in which the LPV11 prints the text, the name of a physical printer or a TCPIP port to connect to an external
utility, like HOSTPrint, (along with some additional parameters):

Parameters Description

"WALPT<N>" ' Host port to connect to a physical printer

"port" TCP/IP port to connect to an external application
"application" = An application to run after opening the port.

Note: the name of the application including its own parameters must be framed within ‘* characters (apostrophe).

-port The TCP/IP port the HOSTprint utility will connect to.
-fontsize The font size to be used for printing.
-font The font to be used for printing. The font name must be framed with \ (backslash) symbols.

It's possible to load as many LPV11 devices as you wish and the system running on the emulated VAX/PDP-11 allows this to be done. To load LPV11
devices use the standard QBUS parameters: "address" and "vector" to select the correct place on the QBUS.

The following example demonstrates how to load 2 instances of LPV11, mapped to 2 host system LPT ports:

| oad chapi |pvl address = 017777514 vector = 0200
set Ipvl dll = 1lpvll.dll parameters = "\\.\LPT1"
| oad chapi |pv2 address = 017764004 vector = 0170
set |lpv2 dll = 1pvll.dll paraneters = "\\.\LPT2"

The printers connected to the host must understand output of the LPV11 driver on the emulated VAX/PDP-11. Use printers that work with the
VAX/PDP-11 hardware.

The "configure" utility (VAX), available from the SRM console, is used to find out the correct QBUS addresses and interrupt vectors for multiple LPV11
instances.

It is also possible to redirect output from an LPV11 to an external application, for example, HOSTPrint. This application allows printing to the Windows
system printers using the desired font.

In the following example the LPV11 instance, called: Ipv1, opens host port 10004 and starts the HOSTPrint application, directing it to connect to the port
10004 and use the font "Courier New", size 12 for printing:

| oad chapi |pvl address = 017777514 vector = 0200

set lpvl dll = Ipvlil.dll paraneters="port = 10004 applicati on=" HOSTPrint -port=10004 -fontsize=12 -font=\Courier New'"
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DUMMY_VCBO02 device

This description applies only to MicroVAX 3600, MicroVAX 3900, VAXserver 3900 and VAXserver 3600 server emulations.

The dummy VCBO02 device emulates the QBUS registers of a VCB02 graphic controller, (at the secondary VCBO02 device address) but does not implement
graphic display functionality. lts purpose is to be able to use a workstation version of VMS.

When this device is loaded and VAX/VMS boots with a "D" (workstation) type license, the license is accepted because VMS recognizes that a VCBO02 is
present.

As the dummy VCBO2 is located on the secondary address (0x3fff02), VMS boots using the normal console terminal without graphics capability.

The format is as follows:

| oad dummy_vchb02/ nul | _vcbh02 dummy

Since this dummy device cannot draw graphics, CHARON-VAX will fail the initial hardware diagnostics, but it will still boot correctly.
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Sample configuration files
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PDP-11/93 configuration file

Copyright (C) 1999-2018 STROVASYS
Al'l rights reserved.

The software contained on this nedia is proprietary to and enbodi es
the confidential technol ogy of STROVASYS. Possession, use, duplication,
or dissem nation of the software and nmedia is authorized only pursuant
to avalid witten license from STROVASYS.

B R TR T S

set session hw_nodel = PDP1193

#
# Choose a nane for the instance, if needed, to differentiate it anong other
# instances running on the same host.

#

i ncl ude configuration_nane.icfg

#

# Use the foll owing commands to disable the rotating LOG files and enabl e
# a single LOG file. Select either append or overwite (for each time the
# instance starts) and specify desired |l og path and file nane.

set session |og_nethod = append
#set session log_nethod = overwite
#set session |og = PDP1193.1 og

set toy container="pdpl193.dat"

#

# Specify KW1-L timer frequency here (default is 50). Note, that appropriate
# di sk image supports appropriate frequency because system cl ock

# frequency is the system configurati on paraneter.

#

#set KWL1 frequency = 50

#set KWL1 frequency = 60

#

# Now assign console built-in serial line. Currently the enmulator offers two
# possible ways using serial lines. First of themis connection to COM ports
# (via physical _serial_line). The second is to attach a third party term nal
# enul ator (virtual _serial _line).

#

#l oad physical _serial _|line TTO |ine="COML: "

#l oad virtual _serial _line TTO port=10003

#l oad virtual _serial _line TTO port=10003 application="opa0. ht"

load virtual _serial _|ine TTO port=10003 application="putty -1oad OPAD"
set uart |ine=TTO

#

# Configure an optional RQDX3 storage controller (MSCP/QBUS). It handles disk
# i mages, disk drives, CD-ROM drives, magneto-optical drives, floppy drives.
#

#1 oad RQDX3 DU

#set DU container[0]="..."
#set DU container[1]="..."
#set DU container[2]="..."
#set DU container[3]="..."

# Boot from DUO MSCP di sk
#set cpu_0 auto_boot =" DU0"
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# this is the end of the configuration file #######RIHHHHHIHHHHHHHHHHHHHHHHE
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VAX 4000 Model 108 configuration file

#

# Copyright (C 1999-2018 STROVASYS

# Al rights reserved.

#

# The software contained on this nedia is proprietary to and enbodi es

# the confidential technol ogy of STROVASYS. Possession, use, duplication,
# or dissemination of the software and nmedia is authorized only pursuant
#to avalid witten license from STROVASYS.

#

#

# Sanpl e configuration file for VAX 4000 Mbdel 108.

#

# Specify the hw_nodel prior to any other commands. This paraneter inforns
# the enul ator what type of VAX it should build and enables all other

# commands.

#

- T e e N e e .

set session hw_nodel = VAX 4000_Model _108

#
# Choose a nanme for the instance, if needed, to differentiate it anobng other
# instances running on the sanme host.

i ncl ude configuration_nane.icfg

i

Use the followi ng commands to disable the rotating LOG files and enabl e
a single LOG file. Select either append or overwite (for each time the
instance starts) and specify desired log path and file nane.

H O HH R

set session | og_nethod = append
#set session log _nethod = overwite
#set session log = VAX 4000_Mdel _108.1 og

i

The following line tells the enul ator where to preserve NVRAM content.
The file naintains the current time of the enulated VAX (when it is not
runni ng) and other console paraneters (such as default boot device).

H H H H R

#set toy container="vx4k108. dat"

The following line tells the enulator where to store internedi ate state

of the Flash ROM and consol e paraneters. It is highly recormended to enabl e
this and the previous toy file for the emulator to be able to correctly
preserve the saved state of the console.

HHOHHHHH

#set rom cont ai ner ="vx4k108. r ont

m

#

# Disable or enable dynam c instruction translation by the cpu (ACE). The use
# of DIT may be also prohibited by the license. If not specified (i.e. when
# both lines remain commented out) the DIT is enabled as soon as the license
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# allows to do so and is disabled otherwi se ...

#set cpu ace_node=fal se
#set cpu ace_node=true

i

#

# Specify the size of RAM (default is 16MB). Note that DI T (when enabl ed)

# al so needs certain ambunt of menmory which grows linearly follow ng the size
# of menory specified here. Al so renenber that the dongle license mght limt
# the nmaxi mum amount of menory.

#
- OO U

#set ram si ze=32
#set ram si ze=64
#set ram si ze=80
#set ram si ze=128
#set ram si ze=256
#set ram si ze=512

i

#

# Assign four built-in serial lines as necessary. Currently the emul ator

# offers two ways to use built-in serial lines

#

# 1) connection to COM ports (via physical _serial _|ine) and

# 2) attach a third party termnal enmulator (virtual _serial_line)

#

# Once the desired connection is chosen and the corresponding line is

# enabl ed, connect it to the prel oaded controller QUART by chosing the QUART
# line nunmber (in square brackets). See OPAO exanpl e, bel ow

#
- O U U

#l oad physical _serial _line/chserial TTAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial TTAO port=10000

#l oad virtual _serial _line/chserial TTAO port=10000 application="tta0.ht"

#l oad virtual _serial _|line/chserial TTAO port=10000 applicati on="putty.exe -load TTAQ"
#set quart |ine[0] =TTAO

#l oad physical _serial _|line/chserial TTAl |ine="\\.\COW"

#l oad virtual _serial _line/chserial TTAl1 port=10001

#l oad virtual _serial _line/chserial TTAl port=10001 application="ttal. ht"

#l oad virtual _serial _line/chserial TTAl port=10001 application="putty.exe -load TTALl"
#set quart |ine[1l] =TTAl

#l oad physical _serial _line/chserial TTA2 |ine="\\.\COW"

#l oad virtual _serial _line/chserial TTA2 port=10002

#l oad virtual _serial _line/chserial TTA2 port=10002 application="tta2. ht"

#l oad virtual _serial _line/chserial TTA2 port=10002 application="putty.exe -load TTA2"
#set quart |ine[2]=TTA2

F

Sel ect the connection nethod for the console serial |ine OPAO.

* H#H H

#l oad physical _serial _|ine/chserial OPAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial OPAO port=10003

#l oad virtual _serial _line/chserial OPAO port=10003 application="opa0. ht"

load virtual _serial _line/chserial OPAO port=10003 application="putty.exe -load OPAQ"
set quart |ine[3]=0PA0

#
# The VAX 4000 Mbdel 108 contains built-in PCl SCSI adapter called PKA
# within the configuration file.
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# Uncomment to connect the enulator's DKAO to the disk imge.

#l oad virtual _scsi_disk pka_0 scsi_bus=pka scsi _id=0
#set pka_0 container="<fil e-nanme>. vdi sk"

i

Uncoment to connect the enulator's DKA100 to a host disk drive.

* # H®

#l oad virtual _scsi_disk pka_1l scsi_bus=pka scsi _id=1
#set pka_l container="\\.\Physical Drive0"
#set pka_l container="\\.\Physical DriveN'

e

Uncomment to connect the enulator's DKA300 to the host's CD/ DVD- ROM dri ve.

* H R

#l oad virtual _scsi_cdrom pka_3 scsi _bus=pka scsi _i d=3
#set pka_3 container="\\.\CdRonD"
#set pka_3 container="\\.\CdRonm\'

m
H

#
# Uncoment to connect the ermulator's DKA400 to an .1SOfile (CD/DVD i mage).

#l oad virtual _scsi_cdrom pka_4 scsi_bus=pka scsi_i d=4
#set pka_4 container="<fil e-name>.iso"

#
H

#
# Uncoment to connect the enulator's MKA500 to the host's SCSI tape drive.
#

#l oad physi cal _scsi _devi ce pka_5 scsi_bus=pka scsi _i d=5
#set pka_5 container="\\.\Tape0"
#set pka_5 contai ner="\\.\TapeN'

i

Uncomment to connect the enulator's MKAG600 to a . VTAPE file (tape inage).

* # H®

#l oad virtual _scsi_tape pka_6 scsi_bus=pka scsi_i d=6
#set pka_6 container="<fil e-nanme>. vtape"

e

#

# |f necessary, |oad an optional SCSI controller SCSI_B (PKB).

#

# ATTENTIONl O d versions of VAX/ VMS (ol der then 5.5-2H4) do not support

# the optional SCSI controller and may fail to boot if this option is |oaded.
#

- T e e N e e .

#i ncl ude kzdda.icfg

#
# Uncoment to connect the erul ator's DKB600, DKB601 to the host's floppy disk
# drives (A, B, if any).

#

#|l oad fl oppy_scsi _device pkb_6 scsi_bus=pkb scsi_i d=6
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#
# Uncomrent to enable the built-in SGEC Ethernet Adapter (EZA)

#l oad packet _port EZAO interface="(disabled)"
#l oad packet _port EZAO interface="connection: <connecti on-name>"

#

# Load an optional DHWI2- AA (or DHWA2-BA, or DHWI2-CA) serial line controller
# (C DAL).

#

# Only one instance of DHWMZ2AA/ BA/ CA can be | oaded

#

- T e e N e e .

#l oad DHWI2AA/ DHV11 TXA
#l oad DHWI2BA/ DHV11 TXA
#l oad DHWI2CA/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXAO port=10010

#l oad virtual _serial _line/chserial TXAO port=10010 application="txa0. ht"
#set TXA |ine[ 0] =TXAO

#|l oad physical _serial _line/chserial TXAl |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXAl port=10011

#l oad virtual _serial _line/chserial TXAl port=10011 application="txal. ht"
#set TXA |line[ 1] =TXAl

#l oad physical _serial _|line/chserial TXA2 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA2 port=10012

#l oad virtual _serial _line/chserial TXA2 port=10012 application="txa2.ht"
#set TXA |ine[ 2] =TXA2

#l oad physical _serial _line/chserial TXA3 |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXA3 port=10013

#l oad virtual _serial _line/chserial TXA3 port=10013 application="txa3.ht"
#set TXA |ine[ 3] =TXA3

#l oad physical _serial _|line/chserial TXA4 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA4 port=10014

#l oad virtual _serial _line/chserial TXA4 port=10014 application="txa4.ht"
#set TXA |ine[4] =TXA4

#l oad physical _serial _line/chserial TXA5 |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXA5 port=10015

#l oad virtual _serial _line/chserial TXA5 port=10015 application="txa5. ht"
#set TXA |ine[ 5] =TXA5

#l oad physical _serial _line/chserial TXA6 |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXA6 port=10016

#l oad virtual _serial _line/chserial TXA6 port=10016 application="txa6.ht"
#set TXA |ine[ 6] =TXA6

#l oad physical _serial _|ine/chserial TXA7 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA7 port=10017

#l oad virtual _serial _line/chserial TXA7 port=10017 application="txa7.ht"
#set TXA |ine[ 7] =TXA7

m
H

#
# Configure an optional RQDX3 storage controller (MSCP/QBUS). It handles disk
# i mages, disk drives, CD-ROM drives, nagneto-optical drives, floppy drives
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#l oad RQDX3 DUA

#set DUA container[ 0] ="<fil e-nanme>. vdi sk"
#set DUA container[1]="\\.\Physical DriveN"
#set DUA container[2]="\\.\CdRom\"

#set DUA container[3]="<fil e-nanme>.iso"
#set DUA container[4]="\\.\H"

#1 oad RQDX3 DUB address=...
#l oad RQDX3 DUC address=...

i

Configure an optional TQK50 tape storage controller (TMSCP/ QBUS). It handl es
tape inmages, and physical tape drives attached to the host.

H* H HH

#l oad TQK50 MUA

#set MJA container[ 0] ="<fil e-nanme>. vt ape"
#set MJA container[1]="\\.\TapeN'

#l oad TQK50 MUB address=...
#| oad TQK50 MJUC address=...

#
# Configuring an optional DELQA Ethernet adapters (QBUS).

#

#| oad DELQA/ DEQNA XQA

#|l oad packet _port XQAO interface="connection: <connecti on-name>"
#set XQA interface=XQA0

#] oad DELQA X(B address=...
#] oad DELQA XQC address=...

#

# Configure an optional DHv11l (or DHQL1l, CXY08, CXAl6, CXB16) serial line

# controller (QBUS). The address and vector nust be set as required by the

# guest operating system

#

Hm e m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e oo

#|l oad DHV11l/ DHV11 TXA
#l oad DHQL1/ DHV11l TXA
#l oad CXY08/ DHV11l TXA
#|l oad CXA16/ DHV11 TXA
#|l oad CXB16/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXAO port=10010

#l oad virtual _serial _line/chserial TXAO port=10010 application="txa0. ht"
#set TXA |ine[ 0] =TXAO

#l oad physical _serial _line/chserial TXAl |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXAl port=10011

#l oad virtual _serial _line/chserial TXAl port=10011 application="txal.ht"
#set TXA |ine[1] =TXAl

#l oad physical _serial _|line/chserial TXA2 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA2 port=10012

#l oad virtual _serial _line/chserial TXA2 port=10012 application="txa2.ht"
#set TXA |ine[ 2] =TXA2

#l oad physical _serial _line/chserial TXA3 |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXA3 port=10013

#l oad virtual _serial _line/chserial TXA3 port=10013 application="txa3.ht"
#set TXA |ine[ 3] =TXA3

#|l oad physical _serial _line/chserial TXA4 |ine="\\.\COw"
#l oad virtual _serial _line/chserial TXA4 port=10014
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#l oad virtual _serial _line/chserial TXA4 port=10014 application="txa4.ht"
#set TXA |ine[4] =TXA4

#l oad physical _serial _line/chserial TXA5 |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXA5 port=10015

#l oad virtual _serial _line/chserial TXA5 port=10015 application="txa5. ht"
#set TXA |ine[ 5] =TXA5

#l oad physical _serial _|line/chserial TXA6 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA6 port=10016

#l oad virtual _serial _line/chserial TXA6 port=10016 application="txa6.ht"
#set TXA |ine[ 6] =TXA6

#l oad physical _serial _|ine/chserial TXA7 line="\\.\COw"

#l oad virtual _serial _line/chserial TXA7 port=10017

#l oad virtual _serial _line/chserial TXA7 port=10017 application="txa7.ht"
#set TXA |ine[ 7] =TXA7

#l oad DHV11 TXB address=...
#l oad DHQL1 TXB address=...
#1 oad CXY08 TXB address=...
#l oad CXA1l6 TXB address=...
#1 oad CXB16 TXB address=...

# this is the end of the configuration file ######H#HHAHHHHHHHTHEFHHHHHEFHHHHHER
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VAX 6310 configuration file

#

# Copyright (C 1999-2018 STROVASYS

# Al rights reserved.

#

# The software contained on this nedia is proprietary to and enbodi es

# the confidential technol ogy of STROVASYS. Possession, use, duplication,
# or dissemination of the software and nmedia is authorized only pursuant
#to avalid witten license from STROVASYS.

#

#

# Sanple configuration file for VAX 6000 Mddel 310.

#

- S T N N N N N N e S

set session hw_nodel = VAX 6310

#
# Choose a name for the instance, if needed, to differentiate it anobng other
# instances running on the sanme host.

#

i ncl ude configuration_nane.icfg

t

Use the followi ng commands to disable the rotating LOG files and enabl e
a single LOG file. Select either append or overwite (for each time the
instance starts) and specify desired log path and file nane.

H H H H R

set session |og_nethod = append
#set session log _nethod = overwite
#set session log = VAX 6310.1 og

It is possible to reduce the size of the log file using filtering
possi bilities:

1) Based on nessage type (info, warning, error)
2) Based on repeatetive nmessages renpving.

You can specify which type of nmessages should be | ogged using option

'l og_show _nessages' which is a string option containing nentioned above
message types delinmted by comma. Default is "all" which means to | og
al | existing nessage types.

#
#
#
#
#
#
#
#
#
#
#
#
# You can specify that repeatetive nessages should be filtered out using
# 'log_repeat _filter' "on"/"off" option. Default value is "off"

#

# The sanme as default "all"

set session | og_show nmessages="info, warning, error"

# Show only information and error nmessages
#set session | og_show nmessages="info, error"

# Show only error messages
#set session | og_show nmessages="error"

# Filter repeatetive nessages out
#set session log repeat _filter="on"

#
# The following lines tell the emulator where to preserve NVRAM content.
# 1t will keep the current time of the ermul ated VAX (when you do not
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# run the ermul ator) and consol e paraneters (such as default boot device).
# Both files nust be enabled to correctly preserve the saved state of the console.
#

#set toy container="charon.dat"
#set eeprom cont ai ner="charon. r ont

#

# Specify the size of RAM (default 512MB). Renenber that the dongle
# license might linmt the maxi mum anount of menory.

#

set ram si ze=32
#set ram si ze=64
#set ram si ze=128
#set ram si ze=256
#set ram si ze=512

Now assign console built-in serial line. Currently the

emul ator offers three possible ways using serial lines. First
of themis connection to COM ports (via physical _serial_line).
The second is to attach a third party term nal enul ator
(virtual _serial_line). And the third one is to connect to MOXA

NPort 5210 box ports (via np5210_serial _line).

#
#
#
#
#
#
#
#
# Once desired way of connection is chosen |oad the interface
# 1ike OPAO which is expected by built-in console controller.
#

# MOXA NPort 5210 box connection

#l oad np5210_serial _line/chserial OPAO
#set OPAO i p="XxXX.XXX. XXX. XxXx" rs_port=n

# Physical COM port connection
#l oad physical _serial _|ine/chserial OPAO |ine="COM:"

#

# Virtual serial line connection listening for the TCP/IP port

# nunmber 10003 on the host system It is possible to connect to
# this port fromany appropriate application (standard term nal,
# user witten terminal, etc...).

#

#l oad virtual _serial _line/chserial OPAO port=10003

#

# Virtual serial line connection listening for the TCP/IP port
# nunber 10003 on the host system Specified programis started
# autonatically.

#

load virtual _serial _line/chserial OPAO

#set OPAO port=10003 applicati on="opa0. ht"

set OPAO port=10003 application="putty.exe -load OPAQ"

#set OPAO port=10003 application="c:\kea\user\opa0. ktc"

# | oad DWWBB XM -t o- VAXBI adapter into slot 14 of the XM
| oad DWVBB XBA xmi _node_i d=14

#
# Slots 1 - 15 (1 - F) of the VAXBI are able to handle |/ O adapters.
#

# | oad KDB50 MSCP di sk controller into slot 1 of the VAX Bl
| oad KDB50 PUA vax_bi _node_id=1

#

# Attach unit O of the PUA controller to disk image (.dsk or .vdisk);
# VM5 woul d see it as "DUAO:"

#

#set PUA container[0]="..\vdi sk\vnssys. vdi sk"

#
# Attach unit 1 of the PUA controller to physical disk drive (Nto be
# replaced with decinal nunber); VM5 would see it as "DUAL:"
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#set PUA container[1]="\\.\Physical DriveN"
#

# ...

#

# Attach unit 9 of the PUA controller to COROMdrive (0 might to be
# replaced with another decimal nunber, if necessary); VM5 would see
# it as "DUA9:"

#set PUA container[9]="\\.\CdRom\"

#

# Attach unit 10 of the PUA controller to floppy disk drive ('A" to be
# replaced with 'B, if necessary); VM5 would see it as "DUA10:"

#set PUA container[10] ="\\.\ A"

# ...

# | oad DEBNI Ethernet Controller into slot 2 of the VAXBI
| oad DEBNI / DEMNA ETA vax_bi _node_i d=2

# connect the ETA Ethernet controller to host network interface
#l oad packet _port/chnetwk ETAO interface="connection: <connecti on-name>"
#set ETA interface=ETA0

# Load VAXBI to UNI BUS adapter
| oad DWBUA UBA vax_bi _node_i d=14

# Load TMSCP tape to have the tape instead of non-inplemented TBK70
| oad TUK50 MUA

#

# Attach MJA controller to tape image (.ntd or .vtape); VMS would see
# it as "MJAO:"

#

set MJA cont ai ner[ 0] =" nua0. nt d"

#

# Attach MJA controller to physical tape drive (Nto be replaced with
# deci mal nunber); VM5 would see it as "MJAO:"

#

#set MUJA container[0]="\\.\TapeN'

# ...

# this is the end of the configuration file ######HHHAHHHHHHHTHEFHHHHHEFHHHHHR
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VAX 6610 configuration file

#

# Copyright (C) 1999-2018 STROVASYS

# Al rights reserved.

#

# The software contained on this nmedia is proprietary to and enbodies

# the confidential technol ogy of STROVASYS. Possession, use, duplication,
# or dissemination of the software and media is authorized only pursuant
# to avalid witten license from STROVASYS.

#

#

# Sanple configuration file for VAX 6000 Mddel 610.

#

-

set session hw nodel = VAX 6610

#
# Choose a nane for the instance, if needed, to differentiate it anobng other
# instances running on the sanme host.

i ncl ude configuration_nane.icfg

#

# Use the foll owing comrands to disable the rotating LOG files and enabl e
# a single LOG file. Select either append or overwite (for each time the
# instance starts) and specify desired log path and file nane.

set session | og_nethod = append
#set session |og_nethod = overwite
#set session |log = VAX_6610.1 og

#
# To enabl e automatic boot, define the default boot device in the VAX
# consol e and uncoment the |ine bel ow.

#

The following line tells the emul ator where to preserve NVRAM content.
The TOY file maintains the current time of the emulated VAX (when it is not
runni ng) and ot her consol e paraneters (such as default boot device).

Both files nust be enabled to correctly preserve the console settings.

H o OH O H HH

#set toy container = "charon.dat"
#set eeprom contai ner = "charon.ront

#
# Specify the size of RAM (default 512MB). Note that DI T (when enabl ed)
# al so needs certain amount of menmory which grows linearly follow ng

# the size of nmenory specified here. A so remenber that the dongle

# license might limt the maxi mum amount of menory.

#

#

The valid settings are: 32,64, 128, 256, 512, 768, 1024, ... 3072,
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#set ramsize = 512
#set ram size = 768
#set ramsize = 1024
#set ram size = 2048
#set ram size = 3072

i

Sel ect the connection nmethod for the consol e serial |ine OPAO.

H* # #*

#l oad physical _serial _line OPAO line = "COML:"

#l oad virtual _serial _line OPAO port = 10003

#l oad virtual _serial _|ine OPAO port = 10003 application = "opa0. ht"

load virtual _serial _|ine OPAO port = 10003 application = "putty -load OPAO -P 10003"
#l oad virtual _serial _|ine OPAO port = 10003 application = "c:\kea\user\opaO. ktc"

# Uncomment to allow 'F6' to terminate the running enulator. C osing console
# satellite application may al so be used for that.

#set OPAO stop_on = "F6"
#set OPAO stop_on = "Application”
#set OPAO stop_on = "F6, Application”

#l oad KDW0 PUA xm _node_id = 11

#
H

#
# Uncoment to connect the enulator's DUAO to a . VDI SK file (disk image).

#set PUA container[0] = "<file-nanme>. vdi sk"

i

Uncoment to connect the emulator's DUAL to a host disk drive.

* # H®

#set PUA contai ner[1]
#set PUA container[1]

"\\ .\ Physical Drivel"
"\\ .\ Physi cal Dri ve<N>"

e

Uncomment to connect the enulator's DUA3 to an .1SO file (CD/ DVD i mage).

H* H H

#set PUA container[3] = "<file-name>.iso"

H
#

#
# Uncomment to connect the enulator's DUAA to the host's CD/ DVD-ROM dri ve.

"\\.\ CdRon0D"
"\\.\ CdRonmkN>"

#set PUA contai ner[ 4]
#set PUA contai ner[4]

;
7

#

H
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# Uncoment to connect the enulator's MJAS5 to a . VTAPE file (tape image).

#set PUA container[5] = "<fil e-nane>. vtape"

#set PUA container[6] = "\\.\TapeO"
#set PUA container[6] = "\\.\Tape<N>"

Support of Cl:

Load Cl XCD adapter into slot 12 (C) of the XM.

#l oad Cl XCD PAA xm _node_id = 12 ci_node_id = 0x01

H
#

#

# Support of Cl:

#

# Connect HSJ50 storage controller to the Cl XCD adapter PAA

#set PUA container[0] = "<file-name>. vdi sk"

e

Uncomment to connect the enulator's DUAL to a host disk drive.

* H#HH

#set PUA container[1] = "\\.\Physical Dri ve<N>"

m
#

#

# DEMNA XM Ethernet Adapter EXA.

#

# Uncomment both lines to enable enul ation of EXA

#1 oad DEMNA EXA xm _node_id = 13 interface = EXAQ
#|l oad packet _port EXAO interface = "(disabled)"

# Connect EXAO to a host N C.

#set EXAO interface = "connection: <connecti on-name>"

t

DEMNA XM Et hernet Adapter EXB.

* #H H

© Stromasys, 2019 308/ 325



Document number: 30-16-078-002

# Uncoment both lines to enable emul ati on of EXB.

#l oad DEMNA EXB xm _node_id = 14 interface = EXBO
#l oad packet _port EXBO interface = "(disabled)"

#set EXBO interface = "connection: <connecti on-name>"

# this is the end of the configuration file HHHHHHHHHHHHHHHHHHHHHHHHHHHHHIHHHH
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CHARON-VAX and CHARON-PDP for Windows deinstallation

Deinstallation procedure

Perform a clean shutdown of the running guests, open the CHARON Virtual Machines Manager, stop all running CHARON-VAX / CHARON-PDP Virtual
Machines (VM) and remove them.

In case of a complete deinstallation:

® Remove all the CHARON Virtual Machines.

® Using the "Network Control Center" utility that can be opened from the "CHARON Virtual Machines Manager", release all the network interfaces
back to the CHARON host.

® Remove any specific CHARON drivers installed manually (if any).

Open up the "Control Panel" and select "Uninstall a program":

Fnc ==
@Dvﬁ ¥ Control Pansl » w | #4 ||| s2reh Contred Bane ol

Adjust your computer's settings View by Categary =

Systemn and Security User Accounts
@ Review your computer's status 8 Change sccount type
WA
-

Back up your computer
Find and frx problems Appearance and Personalization
Change the th

Metwork and Internet engERE eme

h - Change desktop background
Voew nebwork status snd tagks = )
= .-l.!‘l_;.l':,f sCreen resoiution
Cheose hormegroup and shanng opticns

Hardware and Sound q Clock, Language, and Region
Ik

]
-
View devices and printers Change keyboards or other input methods
Add a device
kg

Ease of Access
Let Windows suggest settings
Optiraze visual display

Programs
Uninstall & pragram
Get programs

In the list of applications, double click on "CHARON Products":

: .
=8 Eon ===
@_(]vlﬁ r Control Panel » Programs » Prograrns and Features - ]ﬂr | [ Search Frograms and Features = |
Contrel Pamel Home ,
Uninstall or change a program
View installed updates To wninstall a program, select it from the list and then click Uninstall, Change, or Repair.
'ﬁf Turn Windews features on or
g Organize = Uninstall/Change = - a
Install a program from the :
nebwork Marme Publisher Installed On  Size L=
[27 Microsoft Visual C s + 2003 Redistributab,,. Microsaft Corporation  27.10.2015 MIKE —
> CHARON Products 27.10.2015
FileZilla Cliert 3.14.0 Tirn Kosse 13.10.2013 IL0ME
@-Mi:msu&-NET Framewnrk 4.5.2 Microsaft Corporation  21.10.2015 BEME
B 2cobe Flash Player 19 Actrve) Adobe Sestems Incor.. 20.10.2015 LaaME .
1'- [ iif | F
6,
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In the appearing CHARON installation dialog, select "Remove components or products” and press the "Next" button:

o CHARON [nstallation Wizard - Installation Mode

G stromasys

() Install some absent components or new products

(®) Remove components or products

() Repair components or products

CHARON

cBack [ Met> || Cancel

In the following dialog, select the CHARON product to be removed (or changed). Check "Select all the products" for deinstallation (or changing) of all
installed CHARON products. Do not select "Display components page" unless you need to remove just some components of the CHARON product.

Press the "Next" button:

o+ CHAROMN [nstallation Wizard - Products

Awailable Products
angirmered rolations =] CHARDNVAX for Windows 451340

Point at a product to see more information.. In case ¥ the product is highlighted with red i

CHARON means that some requirements are broken . The installed products are highlighted in blue.

[ 5elect all products [ Display components page
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If there are some CHARON Virtual Machines that use this particular version of CHARON the following error message will be displayed:

Instalishell

My_MV3600

The CHAROMN-VAX Version 4.9, Build 19401 is in use by the
following Virtual Machines:

which may depend on CHARON-VAX Version 4.9, Build 19401
or some of its companents.

Please, remowe these Virtual Machines before you €an
praceed with product uninstallation

In this case, open "CHARON Virtual Machines Manager", select the CHARON Machine(s) listed above and either press the "Remove VM" button or open
the VM configuration tab and set this virtual machine to use another Charon version if more than one version is installed:

My MVIE00 - CHARON VM Manager

VM Control | VM Configuration | Host Information & Utilities |
CHARON Virtual Machine Staluz: Started
-8 KIRILL {this host) Date: | Message ID: | Message tex
= 20180607 133337 00000243 Logging started

2018.06-07 13:39:37 00000345 zession loading builtin configuration "MicroViéx{_3600"
20180807 13:39:37 00000346 seszor . done loading builtin eonfiguration ""MicioViax_ 3600"
2018-06-07 12:39:37  000D03AT session: loading service configuration "My MW 3600
2018-06-07 13:39:37 00000348 zeesiore ... done loading service configuration My 3600
2018-06-07 1339:37 00000344  zession loading configuestion file “C:\Program Fles\CHARDOM Witual Machines\My_MV3B00\nw3kE. cfg™
201806-07 133337 00000348 The previous message has been repeated 2 times.
2018-06-07 133537 00000348 sexsion ... done loading configuration file “configuration_name. icig™
2018-06-07 13:35:37 0000348 The previous message has been repeated 2 times,
201206-07 13:39:37  000003F2 sesson default log file size mit iz 4134304 bytes
2018-06-07 13:39:37 00000328 Start request recenved.
201806-07 13:39:37  000D03AC  session: process affinity iz 00D0D00O000D000FF, spstem affinity is 00D00000000000FF
201806-07 13:39:37 00000301 seggion |10 domain affinity is 0000000000000003, CPU domain affinity is D0000000000000FC
2018.06-07 13:35:37 00000240 Checking the avadabls cense kep ''"1422726238"
2M18-06-07 132:39:37 00000240 The previous message has been repeated 26 times.
201806-07 13:39:38 00000408 CHARDON V& [Microvax 3600, V 4.9 B 13401, Map 10 2018 7 000.msc.test.center. nikolaey / 19181541
2018-06-07 13:39:38 00000336 The end uzer of thiz software has agreed to STROMASYS' Temns and Conditions for Softwase Licenze anc
201806-07 13:39:38 00000057 05 Erwironment: Miciosoft \Windows 10 Pro, B4-bit [Build 17134)
201806-07 13:39:38 00000038 Host CPU:  IntellR] Xeon(R) CPU E31275 @ 3 40GHz «8.
201506-07 13:39:38 00000053 Host Memory:  24320Mb
201806-07 13:39:38  0000041F Configusation dump::
201806-07 13:39:38  0000041F . eSS0,
201806-07 13:39:38  000D041F . . conliguration_name = "My_ky3E00"
2018:08-07 13:39:38  0000041F .. log_method = "append"”
2018-08-07 13:39:38 Q0000418 SSC: Mulliddedia Timer comection is enabled,
201808-07 13:39:33  000DOD01T CPL: The ACE option is omitted; enable ACE as license default.
2018-06-07 13:39:39 00000 33 Advanced CPU Emulation [ACE] ensbled.
201806-07 13:39:39  0000032C  "My_MW3E00" started.
201806-07 13:39:39 00000419 OP&0: Connected. Remate 127.0.0.1:61468.
£ >

Create VM from Template Add Existing VM Update VM List | Start Stop | Flemove Vid Edit Configus stion Update Log Display Log | Show Consaole

Close the "CHARON Virtual Machine Manager" with a click on the "x" button and confirm you want to exit:
=] B fmesm]
|
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Press the "Next" button, the uninstallation process will begin:

G siomasys

Removing HOST prd. exe...

CHARON

If "CHARON Virtual Machines Manager" is still running the following dialog will be displayed:

The CHAROM Wirtus| Machine Manager is in use.

Please, close all running manager applications before you can proceed
with product upgrade/furninstallation,

Do not close the uninstallation dialog but exit from "CHARON Virtual Machines Manager" the way described above.
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Press the "OK" button then the "Retry" one in the appearing dialog:

eji Do wou want to retry or cancel deinstallation?

[ Retry I[ Cancel ]

Once uninstallation (or changing) is done, the following dialog will be displayed:

G stomasys

Removing is completed successulkd
Press finksh Lo exit froen the CHARDN Installation Wizard

In ordes bo complete the metallation it's required o reboat
compbes

/4

CHARON

Keep the "Reboot computer now" selected and press the "Finish" button to reboot the CHARON host.
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Appendixes

Contents

® | og monitoring - logmond best practice
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Log monitoring - logmond best practice

Table of contents

Description
Recommendations
Notes
Service setup example
® Setup and start your virtual machine.
® |nstall and start the log monitor service
® Running the log monitor from the command line
® Starting in background mode
® Debugging
® nolicense.bat considerations
® Alerts customization examples
® Creating a Windows Event
® Sending an email via powershell
® Example using an office365 account
® Example using a gmail account
® Related articles

Description

The Log Monitor & Dispatcher, known as LOGMOND, is a special program which monitors a guest LOG file produced by Charon and executes a
customized script when it detects removal of a license.

It runs in the background (as a program or as a service) and periodically scans a specified LOG file. When it detects a message with the code 00000424
("Detected removal of a license") or 0000002A or 00000351 for backward compatibility, it submits the nol i cense. bat procedure (this BAT file must be
created manually). It also invokes the | i cense_changed. bat script, if it exists, when it detects a message with code 0000040B / "License has changed.
License detected and online".

The Log Monitor & Dispatcher service is installed as Enul at or Loghbni t or . By default it is installed in such a way that requires explicit actions to be
started (either through a command line interface or using the standard ways of service management). For unattended execution, change the service’s
configuration so that Windows starts the service automatically.

The tool requires a specific file "nol i cense. bat ", and optionally a file named "l i cense_changed. bat ", containing some specific instructions to be
taken in situation of license absence or license change. These files must be created in the virtual machine's home directory.

The user action file will not invoke interactive applications as it may run in an environment where interactive services do not work, for example:
when “Log Monitor & Dispatcher” is installed as a service.

Recommendations

®  Create a specific folder to hold the Charon configuration and log files, the nol i cense. bat file, the | i cense_changed. bat if needed, and any
specific action script you would add.

B Use the rotating log files mechanism or use a single log file with "append" mode.

® |nstall and start the Charon log monitor service, named "Enul at or Loghbni t or ": doing so you will not have to start | ognond manually in
interactive mode and newly added virtual machines services will be automatically taken into account. Use interactive mode for tests and
debugging purpose.
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®  The log monitor utility will detect the absence or change of the dongle only at a specified interval, called the license check interval and defined by

the license. Its default is set to 1 hour. @ In case you need to perform tests, you can send us a fresh C2V file and ask for an update to reduce
this interval.

B Once started the logmond utility will lock the virtual machine log file, you will not be able to move it, copy it or delete it. You will however be able to
open it using the notepad utility or other log editors like bar et ai | for example which will allow you to have a continuous view of the log with
highlights (see: Charon Log files - Using baretail on Windows for syntax highlighting) or vi m(see: Charon Log files - Using vim for syntax
highlighting on Linux and Windows).

Service setup example

Example below is based on a Charon-AXP V4.9 B19402 running on a Windows 2012 R2 server and emulating an AlphaServer DS20. All files
(configuration, bin, rom and nol i cense. bat ) are located in C: \ Char on, rotating log files are located in C: \ Char on\ | ogs

The configuration file is defined as follows:

File Edit Format View Help
set session hw_model = AlphaServer D528

set session configur = = 528
set session log = (g:\ﬂhamnilugs !; Folder used to store
set ace cpu_architectu the rotating log files

set rom dsrdb[@] = 1948 system_name = “AlphaServer DS2BE 67/667"
set session n_of _cpus=1
set ram size=256

set rom container="C:\Charon\myds28.bin"

set toy container="C:‘\Charon\myds28.dat"

load wirtual_serial_line OPA® port=18883 application="putty -load OPAG"
load DESPEBA/dec2lxdx EWA interface=EWAR

load packet_port/chnetwrk EWAB interface="connection:CHARONL"

set PKA container[8] = "C:\Charon‘\disks‘\SYSTEM.vdisk"

Setup and start your virtual machine.

B Start the "Charon Virtual Machines Manager"
B Create your virtual machine and start it

o See Running and managing Charon-AXP for Windows or Running and managing Charon-VAX and Charon-PDP for Windows for details.

Install and start the log monitor service

B First, prepare a nol i cense. bat file. See nolicense.bat considerations chapter further for more information if needed.

The nol i cense. bat file has to be placed in the virtual machine "Home directory". To locate this "Home directory" open the "Charon Virtual
Machines manager" utility, select the virtual machine and switch to the "VM Configuration" tab

Example:
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myds20 - CHARON VM Manager M

WM Contral VM Configuration | Host Infoimation & Wilities |

The Home directory contains the virdual machine configuration file and is the default location for the following components of this
wirtual machine:
- Wirtual machine log file[s]:
- Yirtual machine HOM, VDisk(s] and other data.
S ——

Hoine dischon |c "Charari, Explore.. Creste Vittual Digk |

Press the <Edit Configuration File> button to edit the configuration file using the Notepad editor.
Modity the configuration to accurately reflect the features of the system to be emulated.
Press the <Apply> button to confirm the virtual machine configuration file changes.

Configuration ile: mpds2l.cig Edil Corifigusation Fils

Services are set to manual start by default. Automatic start at boot can be enabled after
successiully testing the configuration. “ou can change this setting below.

Saeti bype [ Manuial

By default, virtual machine is created with the latest CHARON executable image version
installed on the system. To change the version of the executable image for the VM.
choose the desired executable image from the list box below, press the {Apply> butlon, restart the Y.

Evecutabls [CHERON-AP. 4915402 = Apply

Use the notepad for example to create the nol i cense. bat script. We will here add a line in a log file:

echo %lat e% % i me% dongl e renoved >>C:\ Charon\| ognond. | og

The |l i cense_changed. bat script can also contain quite the same line:

echo %date% % i me% | icense has changed >>C:\ Charon\| ognond. | og

" |nstall

the log monitoring service and start it:

I These command lines must be executed as an administrator in order to manage the services

[Version 6.3.76801

t Corporation. All rightz resevrved.

Ci:slserssAdrinistrator»™ Program Files“CHAROM-~Build_ 1948 (64 logmond .exe "

C:slserssiidnin rat :»Program Files~CHARON~Build_1940 b4~ logmond .exe "

Czslserssidrinistrator Program Files~CHARON“Build_1948 “logmond ..exe"

Crslserssidninistratorpovershell —command "get-process =—includeusername logm* | Format-table —autosize"

56 MI AUTHORI SYSTEM logmond

3 .
B.88 4868 NI AUTHORITY-SYSTEM logmond

lzeprssAdministratorr_

® Notes
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The "l ognond - r " command removes the service if any

The "l ognond - i " command installs the service

The "l ognond - u" command starts the service

The powershell commands shows 2 logmond processes, one scans for new services, the other is monitoring the log file of the current
service (myds20)
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® The Enul at or Loghoni t or service running the | ognond processes will discover already installed Charon virtual machines services. If
a new virtual machine service is added, it's log file will be automatically discovered and monitored.
®  The logmond.exe file is located by default in the "C: \ Pr ogr am Fi | es\ Char on\ Bui | d_19402\ x64" folder

® |n this test, two dongles were connected, the active one has been removed (1) producing the license changed message (2 and 3) then the last
active dongle has been removed (4 and 5).

o During the tests the license check interval was set to 5 minutes therefore, when the dongle is disconnected, a message is sent telling there
are only 4 minutes remaining before the DS20 stops

¢ myds20 - CHARON VM Manager -|o] x

VM Control | VM Configuration | Host Infaimation & Utilities |

CHARDOH Virtus Machine Staher Started
B WINZD2T1 [this hast) Diate: | Meszage ID: | Meszags b -
B myds20 MB0910 165002 00000402 Device anival with interface = "W PUSBEVID_(525:PID_0001 #74625c359c 1051 #{a5dcbM 065301

NS00 165002 00000402 Device anival with interface = "“WHLUISBEVD_0S2S5PID_0001 #7525 385918080 ${29b5d1 1-be 31
ANE0910 1850002 00000402 Diavice sirival with ickerizze = “\AUSBEAD_0S25LPID_D001 #7425 38310031 #{beaSd081 474b-11
2080910 1850003 0000402 Device anval with inkerface = W PAladdnifid)529%Pid0007 &H aspHLESReIa2b 7 25 b 00442075
ANB0910 185003 00000402  Device aimval with interface = “WALISBEH sspHBEeSadh sb02247-3790- 4400 8472-2435¢
2080910 16:50:29 Cormmunication with the beense ke “S04839763" loat.
2NB0310 185323 Perforeming reguiar check of the cuent boense.
ANM8-0910 16:5379 Unable b log im bo the ke “BIMEISTE", featise 0,

Faded 1o lagr &t the Sentmel HASP keyr "BI4333763
Checking the avalable bcense key "1022239689".

Fourd boense key 1022239569,
Checking product zection 0
License numbes; “1001082",

CHARDN product code: “CHANP-47Decw1-L1".
HASF Dabe fmited heense, Enited ho: 10Jan 2019 005500,
Featue 1 check rltrvaISrrﬂ.Mil

i1 | 0Z2EIS6ET" i1 001 062"
- X asle.ﬂﬁtSﬂ?S&d&mﬂ{M?ﬂ?:
0510 1658 24 Device removal vilh itetface = “\\PAUSBRH a:pHBL3a207 Sd300R (73602247 3738-44c8072.243

2!.'"?{!9-10 185824 00000403  Device remcrvsl with inbeiface = "“\WAUSEHD_S253PI0_ 0007 #TE25 389 15081 HibeaSd06 £7db-
20080910 16:58:24 00000403 Device removal with inbeiface = "WHUISBISVID_0523P1D_0001 #7525 38918051 HiaSdcbi1 6530
2NB0910 165824 00000403 Device removalwith inberface = “\WPAUSBEVID_(5235PI0_0001 87525 3915081 N!Mdﬂ-hck
ANB0910 185835  000MI240 Commurication with the keense keyp " (22239685 lagt.
2NB0910 185835 00000240 Parforming regular check of the cunent bcense.
NS00 18583 00000240 Unable bo log into the kep "1022233689°, [ashue 0
280910 16:5835 0000240 HASP numlime [T} Sentinel paotection key not available.
2NB0910 185835 00000240  Faded 1o login &t the Sentined HASF key: "1022239605",

ANB0310 165835  D0ONO240 Cormection bo beensa key "1 122239685" id""1001 082" lost. Appheation wall slog at 11-5ep-2018 04:58
. 20180910 16:5836 00000424 session: Detected removal of the cense. Nomal operation is supported Bl 11-5ep-2018 045836,

<] il ] 3

Creabe VM hom Template | AddExisingV | UpdatewMList | [ ot | Stop | RemoveM | EditCorfigueation | UpdateLog |  DisplayLog | Show Console

Running the log monitor from the command line

0 The "I ognond" utility has several parameters available. Use the "l ognond - h" command to have a complete list.
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Starting in background mode

In order to start the Log Monitor & Dispatcher as a background application:

1. Open "cmd.exe" from the "Start" menu.
2. Change current directory to the folder (presumably) containing the Charon configuration file.
3. Start the Log Monitor & Dispatcher using the following command line as an example:

For single log file:

...> "C\Program Fi |l es\ Charon\ Bui | d_19402\ x64\ | ognond" C:.\ my_Charon. | og

For rotating log file:

...> "C\Program Fi | es\ Charon\ Bui | d_19402\ x64\ | ognond" -1 <l og-directory> -p <l og-prefix>

where:

® <| og-directory>is the directory where the rotating log files are stored
® <| og- prefi x> is the same as the "configuration_name" value in corresponding Charon configuration file (or "hw_model", if
"configuration_name" is not specified).

Example:

...> "C\Program Fi |l es\ Charon\ Bui | d_19402\ x64\ | ognond" -1 "C:\My Charon |ogs" -p "M _VAX"

To stop the Log Monitor & Dispatcher application, open the Task Manager, find the "I ognond. exe" process and terminate it.

Debugging

To diagnose LOGMOND using trace feature:

1. Stop LOGMOND service using "- - st op" (or "- d" or "- - down"). This is not absolutely necessary though, as multiple running LOGMOND utilities
do not affect each other.

2. Start "almost-as-a-service" LOGMOND with diagnostic trace using two command line switches: "- e" and "- t . This starts master task of
LOGMOND which enumerates all Charon services and for each of them invokes slave task of LOGMOND. The master task of LOGMOND looks
for installing or removal Charon services.

a. When Charon service is installed, master creates new slave.
b. When Charon service is removed, slave is terminated to. The slave task monitors LOG of particular Charon service.
o The "- t " switch enables trace windows, so you can see the process of monitoring.

3. To terminate "almost-as-a-service" LOGMOND master and all its slaves, bring focus to master's trace window, and press "Ct r | - C' ([X] button
closes master task, but slaves continue to run unmastered).

The LOGMOND still supports backward compatibility mode, when it does NOT monitor ALL Charon services, but only monitors a particular folder or even
a particular file. So, if you want to diagnose how it monitors a file, you can use the same "- t " option:

C\...>lognond.exe -t -1 <path to Charon log file>

If you want to diagnose monitoring rotating log:

C\...>ognond.exe -t -1 <path to Charon log directory> -p <log prefix>

If you want to diagnose monitoring particular service:

C.\...>lognond. exe -t -s <service nane>

When you install LOGMOND to run as a service it implicitly runs with "- e" option but without "- t ". Alternatively you may install LOGMOND as a service
with explicitly specified name of log file (for backward compatibility)
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You better use "- e" together with "- t " to diagnose monitoring Charon services. Unless you run instances with Launcher, in which case you will
have to invoke LOGMOND with "- | " with "- t " options.

nolicense.bat considerations

LOGMOND always looks for nol i cense. bat and | i cense_changed. bat files in the current working directory. What is current working directory for
LOGMOND depends on how it is invoked.

If you run LOGMOND with just path to log file, the LOGMOND inherits current working directory from command prompt it is invoked from. So, before you
run LOGMOND this way, change prompt's working directory to where you keep your NOLICENSE.BAT file.

If you run LOGMOND with name of Charon service, the LOGMOND changes its current working directory to the Charon service's Home directory. So,
keep the nol i cense. bat and | i cense_changed. bat files in the virtual machine's home directory.

If you run LOGMOND with "- e" option, each slave receives a particular name of Charon service, and therefore changes to the service's Home directory.
So, keep the nol i cense. bat and | i cense_changed. bat files in the virtual machine's home directory.

' Stromasys highly recommends to use logmond as a service, installing it with the "- i " option then starting it with "- u".

Alerts customization examples
You will find below some examples of alerts that can be sent from the nol i cense. bat file

I Reminder: Interactive applications are not allowed

Creating a Windows Event

power shel I -command " New Eventl og - Logname application -Source Charon
-Erroraction silentlycontinue; Wite-Eventlog -Lognane application -Source
Charon -Entrytype Error -Eventid 314 -Message ' Charon |icense dongle

di sconnected" "

o It is recommended to use the powershell command to write events instead of the "eventcreate" command line as some other events are created with
powershell scripts. Using the eventcreate command in this case will fail as the source, Charon, will not be accepted.
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Example:
Lewvel Date and Time Source EventID' Task Cate... =
10/20/2016 11:30:07 AM 4
'@' Error 10/20/2016 11:30:00 AM CHAROM 300 1)
'ﬁ' Errcr 10/20/2016 11:26:26 AM CHAROM 314 1)
'E' Error 10/20/2016 11:25:10 AM CHARON 314 1)
@' Error 10/20/2016 11:15:49 AM CHAROMN... 314 Mone
@Inform ation 10/20/2016 11:15:00 AM CHAROM 300 1)
| Erene 10202016 11-10-00 AKA CHARCIM nn- 1 &
Event 314, CHAROMN x
CHARCOHM license dongle discu@
Log Mame: Application
Source: CHAROM Logged: 10/20/2016 11:30:07 AM
Event IC: 314 Task Category: (1)
Level: Errcr Keywords: Classic
User: M A Computer: bruno-PC
OpCode:

More Information:  Event Log Online Help

o The "Event Id" can be set at your convenience. A valid ID is any number from 1 to 65535.

Sending an email via powershell

An alert email can be sent using the "Send- Mai | Message" powershell command however it is important to know no interactive command can be

executed (for asking the sender's credentials for example).

You can either ask the nol i cense. bat file to invoke a powershell script or pass the commands from the command line

I, Examples below are given with Powershell V4.0 installed on a Windows 2012 R2 server, some commands may not be appropriate to your Windows

distribution.

—  To determine which version of Powershell is installed and upgrade if necessary, see Powershell version, upgrade, enabling scripts execution, tips and

tricks

To run PowerShell scripts (files that end with .ps1), you must first set the execution policy to Unrestricted (This operation has to be done once).

To do so, open a command line window (cmd.exe) as an Administrator and use the following command:

c:\ Charon>power shel | -command " Set - Executi onPol icy Unrestricted"

o The ExecutionPolicy can also be set to "Renpt eSi gned". In this case the . ps1 script files will have to be unblocked as described below.

If you are still prompted to allow for execution of the script, please run the following command to unblock the . ps1 file you want to execute:

c:\ Charon>power shel | -command "Unbl ock-File -path c:\Charon\sendnsil.psl"
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Create a powershell script file, named sendnai | . ps1 for example and located in "C: \ Char on" folder:

# Update the emai|l addresses bel ow
$From = "<noni t ori ng- account >@sonmewher e>"
$To = "<soneone>@sonewher e>"

# Send the enail

send- nai | nessage -to $To -from $From - subj ect "Charon detected renoval of the
i cense" -body "Please check" -sntpserver sntp.office365.com-usessl -port 587
-delivery none

— ' If you must specify multiple recipients, you can specify them using an array with comma separated fields.

Example1:

$To = @ "Kirk <Kirk@ss-enterprise.fed>", "Spock <spock@ss-enterprise.fed>")

Example2:

$To = @ "Kirk@ss-enterprise.fed", "Spock@ss-enterprise.fed", "MCoy@ss-enterprise.fed")

Update the nol i cense. bat file as follows:

power shel I -Nonlnteractive -File C\Charon\sendnail.psl

The problem here is the email account mentioned in the $M/engi | variable must be able to send anonymous emails otherwise the following error can
occeur:

"Client was not authenticated to send anonynous nail during MAIL FROM
If the account cannot send anonymous emails, you can perform an interactive test by asking for the credentials:

6 The "<monitoring-account>@<somewhere>" and "<recipient>@<somewhere>" values must be adapted to your configuration

# Update the emai|l addresses bel ow
$From = "<noni t ori ng- account >@sonewher e>"
$To = "<sonmeone>@xsonewher e>"

# The command bel ow wi Il open a wi ndow for you to store the password
$Creds=(get-credential -credential "$Front)

# Send the email (credentials are then required each tine)

send-mai | nessage -to $To -from $From -subj ect "Charon detected renpoval of the
|icense" -body "Please check" -sntpserver sntp.office365.com-usessl -port 587
-delivery none -credential $Creds

This method cannot be used when executed within a service due to the popup window that will be opened to ask for the email account password.

To be able to send an email, we can then store the credentials in an encrypted and protected file. This is done using the Expor t - Cl i XML powershell
command. As this file will be bound to the server where the command is issued and to the user account who created the file, we need to perform the
operations as "syst enf' user account because this user is the one running the | ognond processes that will invoke the nol i cense. bat file.
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It is necessary then to use psexec from the Windows Sysinternals kit. It can be downloaded here: https://technet.microsoft.com/en-us/sysinternals/psexe
c.aspx

Once extracted from the zip file, to the "C: \ Char on" folder for example, run the following command from the command line running as Administrator:

C\...> C\Charon\psexec -i -s cnd. exe

and generate the CIiXML file as described below:

C:\ W ndows\ syst enB2>power shel |
W ndows Power Shel |
Copyright (C) 2014 Mcrosoft Corporation. Al rights reserved.

PS C.\ W ndows\ syst en82> $Fr on¥" <noni t ori ng- account >@sonewher e>"

PS C. \ W ndows\ syst enB2> $Creds=(get-credential -credential $Fron

PS C. \ W ndows\ syst enB2> $Creds | Export-CliXM. C:\Charon\creds.clixmn
PS C.\ Wndows\ syst enB2> exi t

C:\ W ndows\ syst emB2>exi t

— Ifitis no more needed, remove the "psexec. exe" file.
I, If the sender's email address or its password has to be changed, the . cl i xml file will have to be recreated.
Now update the powershell script as follows:

ﬂ The "<monitoring-account>@<somewhere>" and "<recipient>@<somewhere>" values must be adapted to your configuration

# Update the emai |l addresses bel ow
$From = "<noni t ori ng- account >@sonmewher e>"
$To = "<soneone>@sonewher e>"

$Creds = Inport-CiXm C: \Charon\creds.clixn
send- mai | nessage -to $To -from $From -subj ect "Charon detected renoval of the
i cense" -body "Please check" -credential $Creds -sntpserver sntp.office365.com

-usessl -port 587 -delivery none

I, Once updated, the script will only work when executed by the "syst enf account and on the server where the Export - C i XM. powershell command
was issued.
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To send an email using a gmail account, perform the same operations as described in the Example using an office365 account chapter above and replace
the snt pser ver value by snt p. gmai | . comas shown below:

9 The "<monitoring-account>@gmail.com" and "<recipient>@<somewhere>" values must be adapted to your configuration

# Update the emai|l addresses bel ow
$From = "<nonitori ng-account >@nai | . cont
$To = "<soneone>@ksonewher e>"

$Creds = Inport-diXm C:\Charon\creds.clixn
send-mai | nessage -to $To -from $From -subj ect "Charon detected renoval of the

i cense" -body "Please check" -credential $Creds -sntpserver sntp.gnmail.com
-usessl -port 587 -delivery none

o Only the snt pser ver value must be changed

Google may block sign-in attempts when using powershell and send-mailmessage. In this case the sender will receive a "Sign in attempt prevented"

alert email. To allow emails to be sent:

1. Create a dedicated gmail account
2. Allow less secure apps to access your account. See this article: https://support.google.com/accounts/answer/6010255?hl=en

Related articles

Charon Log monitoring on Windows (logmond) - Best practices for V4.9 and V4.10
CHARON on Windows - Automated License Expiration Check

CHARON on Windows - Automated License Expiration Check - Release Notes
Charon Log monitoring on Windows (logmond) - Best practices for V4.8

Charon Log monitoring on Windows (logmond) - Best practices for V4.6 and V4.7

© Stromasys, 2019 325/ 325


https://support.google.com/accounts/answer/6010255?hl=en
https://stromasys.atlassian.net/wiki/spaces/KBP/pages/403210357/Charon+Log+monitoring+on+Windows+%28logmond%29+-+Best+practices+for+V4.9+and+V4.10
https://stromasys.atlassian.net/wiki/spaces/KBP/pages/81756164/CHARON+on+Windows+-+Automated+License+Expiration+Check
https://stromasys.atlassian.net/wiki/spaces/KBP/pages/411238583/CHARON+on+Windows+-+Automated+License+Expiration+Check+-+Release+Notes
https://stromasys.atlassian.net/wiki/spaces/KBP/pages/403210258/Charon+Log+monitoring+on+Windows+%28logmond%29+-+Best+practices+for+V4.8
https://stromasys.atlassian.net/wiki/spaces/KBP/pages/403111958/Charon+Log+monitoring+on+Windows+%28logmond%29+-+Best+practices+for+V4.6+and+V4.7

	Introduction
	Conventions
	CHARON-VAX and CHARON-PDP for Windows installation
	Running and managing CHARON-VAX and CHARON-PDP for Windows
	CHARON-VAX and CHARON-PDP for Windows configuration
	Migration to CHARON-VAX and CHARON-PDP for Windows
	CHARON-VAX for Windows DSSI cluster
	CHARON-VAX for Windows CI cluster
	CHARON-VAX and CHARON-PDP for Windows licensing
	CHARON-VAX and CHARON-PDP for Windows utilities
	Host Device Check
	Network Control Center
	MkDisk
	MkDskCmd
	HASP View
	License Update Service
	License expiration check
	mtd
	CHARON Log Monitor and Dispatcher
	HOSTPrint
	VT-30TV
	CHARON Guest Utilities for OpenVMS

	CHARON-VAX and CHARON-PDP for Windows configuration details
	General Settings
	Core Devices
	Serial lines
	Disks and tapes
	MSCP and TMSCP Controllers
	SCSI Controllers
	DSSI Subsystem
	CI Subsystem

	Networking
	Specific Controllers
	Sample configuration files
	PDP-11/93 configuration file
	VAX 4000 Model 108 configuration file
	VAX 6310 configuration file
	VAX 6610 configuration file


	CHARON-VAX and CHARON-PDP for Windows deinstallation
	Appendixes
	Log monitoring - logmond best practice


