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General Description

VAX and PDP11 Hardware Virtualization allows users of HP VAX and PDP11 (Previously known as DIGITAL VAX and PDP11) computers to
move application software and user data to a modern Intel or AMD based x86 compatible platform without having to make changes to software
and data. VAX and PDP11 Hardware Virtualization is a software solution that replaces VAX and PDP11 hardware.

This approach is best understood when the VAX and PDP11 Hardware Virtualization Software is viewed as a special interface between the old
VAX and PDP11 software and a new hardware platform. Basically, the CHARON software presents a VAX and PDP11 hardware interface to the
original VAX and PDP11 software, so that the existing software cannot detect a difference. This means no changes have to be made to the
existing software. User programs and data can be copied to a new modern industry standard server (64-bit or 32-bit Intel or AMD) and continue to
run for many more years.

The VAX and PDP11 virtualization software is designed to replace single and multi-CPU VAX and PDP11 computer systems, including:

PDP11/93

PDP11/94

MicroVAX Il

MicroVAX 3600, 3900

MicroVAX 3100 models 96 and 98
VAXserver 3600, 3900

VAX 4000 models 106, 108, 700, and 705
VAXstation 4000 model 90

VAX 6310

VAX 6610, 6620, 6630, 6640, 6650 and 6660

Back to Table of Contents
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The principles of VAX and PDP11 Hardware Virtualization

Virtualized hardware

CHARON-VAX and CHARON-PDP virtualize various VAX and PDP11 architectures and meet or exceed the performance level of these VAX and
PDP11 systems when run on the recommended hardware platform. Our VAX and PDP11 emulator product is currently available in the following
variants:

CHARON-PDP includes:

* PDP11/93
* PDP11/94

CHARON-VAX/XM and CHARON-VAX/XM PLUS include:

MicroVAX Il

MicroVAX 3600

MicroVAX 3900

VAXserver 3600 (includes both the standard version supporting 64 MB of RAM and a custom version supporting up to 128Mb of
RAM)

VAXserver 3900 (both standard and special versions supporting up to 128Mb of RAM)

MicroVAX 3100 model 96

VAX 4000 model 106

VAXstation 4000 model 90

CHARON-VAX/XK PLUS, CHARON-VAX/XL, and CHARON-VAX/XL PLUS include:

MicroVAX 3100 model 98

VAX 4000 model 108

VAX 4000 model 700

VAX 4000 model 705

VAX 6310

VAXserver 3600 (custom version with maximum emulated memory size of 512 MB (XL and XL PLUS) and 256 MB (XK PLUS))
VAXserver 3900 (custom version with maximum emulated memory size of 512 MB (XL and XL PLUS) and 256 MB (XK PLUS))

CHARON-VAX/6610 includes:
* VAX 6610

CHARON-VAX/6620 includes:
® VAX 6620

CHARON-VAX/6630 includes:
* VAX 6630

CHARON-VAX/6640 includes:
® VAX 6640

CHARON-VAX/6650 includes:
* VAX 6500

CHARON-VAX/6660 includes:
* VAX 6660

The main difference between CHARON-VAX/XK PLUS and CHARON-VAX/XL (PLUS) products is in the amount of the maximum emulated
memory: 512 MB for CHARON-VAX/XL (PLUS) and 256 MB for CHARON-VAX/XK PLUS.

"PLUS" in the name of the products refers to an ability to use the "Advanced CPU Emulation" (ACE) feature that significantly improves emulated
VAX pereformance (approximately in 2.5 times).

The following table explains which hardware boards CHARON virtualizes:

Subsystem Covered VAX and PDP11 hardware

Serial Lines Controllers UART, QUART, CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11,
DzQ11, DL11, DLV11, DZ11, DHW42-AA, DHW42-BA, DHW42-CA

© Stromasys, 2015 4/302



Document number: 30-16-044-012

XMI Disks/Tapes Controllers KDM70
Bl Disks Controllers KDB50
QBUS Disks Controllers RQDX3

QBUS/UNIBUS Tapes Controllers = TQK50, TUK50

SCSI Controllers NCR53C94

DSSI Subsystem SHAC, HSD50

Cl Subsystem CIXCD, HSJ50

Network Controllers DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI, PMADAA

Back to Table of Contents

Host platform

The Virtualization Software presents standard VAX and PDP11 devices to the VAX and PDP11 operating system, allowing the OS to function as
though it were still running on a VAX and PDP11 computer. For example, virtual disk container files in a directory or physical devices of the host
Windows platform are presented by the Virtualization Software to the VAX and PDP11 OS as emulated SCSI disks attached to a SCSI adapter.

pmmmmmemmm— e mmmm mmmm mm e e e cqe e e e a

I i I I
1 1 1 1
Dilal DEA100 D ka200 D300

C:hdi=sk="0_wdi=k W \Phy=icalliriwvel 1 CARamwd
C:h%di=sk="100_wdi=k

With the use of current storage technology, disks do not have to be physically attached to the Host platform, they can also reside on a SAN or
iSCSI storage structure.

A similar translation process is also valid for other emulated hardware devices.

Back to Table of Contents
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Conventions

Throughout the document(s) these conventions are followed:

Notation

$

User
i nput

<pat h>

Qut put

dskO

Description

The dollar sign in interactive examples indicates an operating system prompt for VMS.

The dollar sign can also indicate non superuser prompt for UNIX / Linux.

The number sign represents the superuser prompt for UNIX / Linux.

The right angle bracket in interactive examples indicates an operating system prompt for Windows command (cmd.exe).

Bold monospace type in interactive examples indicates typed user input.

Bold monospace type enclosed by angle brackets indicates command parameters and parameter values.
Monospace type in interactive examples, indicates command response output.

In syntax definitions, brackets indicate items that are optional.

In syntax definitions, a horizontal ellipsis indicates that the preceding item can be repeated one or more times.
Italic monospace type, in interactive examples, indicates typed context dependent user input.

This symbol represents the Enter key without typed user input. Used, for example, to tell the user to select the default value by
pressing enter.

The following definitions apply:

Term  Description

Host | The system on which the emulator runs, also called the CHARON server

Guest The emulated system, in which the Tru64 or OpenVMS system runs

© Stromasys, 2015
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CHARON-VAX and CHARON-PDP for Windows installation
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Introduction

CHARON-VAX / CHARON-PDP products are distributed in form of a zip file that contains the CHARON-VAX / CHARON-PDP installation
executable ("InstallShell.exe"). The InstallShell procedure offers the possibility to select several modules to install. It is recommended to install all
modules (the default).

CHARON-VAX / CHARON-PDP installation consists of the following steps:

® Perform host system checks (hardware and software) to ensure the host platform meets minimum CHARON-VAX / CHARON-PDP
installation requirements

Optionally, create a specific CHARON username with administrative privileges

Extract CHARON-VAX / CHARON-PDP installation procedure files from its archive

Install CHARON-VAX / CHARON-PDP by running "InstallShell.exe" installer and following the instructions

Install CHARON-VAX / CHARON-PDP license (hardware dongle or software license)

Configure CHARON-VAX / CHARON-PDP host system, for example, network adapter, host OS services, etc.

Back to Table of Contents

Hardware Requirements

Number of CPU cores

Each CHARON-VAX / CHARON-PDP emulated CPU requires a corresponding physical core. So the total number of the host CPUs must exceed
the number of emulated CPUs since some of the host CPUs must be dedicated to serving CHARON /O operations and host operating system
needs.

The following table shows the minimum and recommended number of CPUs required for each product:

CHARON-VAX / CHARON-PDP product Minimal number of host CPU cores Recommended number of host CPU cores
CHARON-PDP 2 2

CHARON-VAX/XM, XM Plus 2 2

© Stromasys, 2015 71302
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CHARON-VAX/XL, XL Plus 2 2
CHARON-VAX/XK Plus 2 2
CHARON-VAX/6610 2 4
CHARON-VAX/6620 3 4
CHARON-VAX/6630 4 6
CHARON-VAX/6640 6 8
CHARON-VAX/6650 8 12
CHARON-VAX/6660 8 12

Hyperthreading must be switched off completely. Disable hyperthreading in the BIOS settings of the physical host or, for a VMware
virtual machine, edit the virtual machine properties, select the Resources tab then select Advanced CPU. Set the Hyperthreaded Core
Sharing mode to None.

CPU type and speed

Since CHARON-VAX / CHARON-PDP utilizes the LAHF instruction during VAX/PDP11 CPU emulation, please avoid using early (pre-2005)
AMDG64 and Intel 64 CPUs in CHARON host system since they lack this capability. AMD Athlon 64, Opteron and Turion 64 revision D processors
from March 2005 and Intel Pentium 4 G1 stepping from December 2005 are LAHF instruction capable.

Concerning CPU speed, the general recommendation is that higher CPU frequency is better since it allows better emulated VAX/PDP11
performance. The minimal recommendation is at least 3 GHz.

Operative memory

The minimum host memory size depends on the amount of VAX/PDP11 memory to be emulated and on the number of CHARON-VAX /
CHARON-PDP instances to be run on one host.
The minimum host memory is calculated according to the following formula:

The minimum host memory = (2Gb + the amount of VAX/PDP11 memory emulated) per CHARON-VAX / CHARON-PDP instance.

The maximum amount of VAX memory that can be created in the CHARON-VAX/66x0 products and supported by OpenVMS/VAX is 35
84 Mb.
For details, see the memory size specification

Only in the case of a 32-bit host OS, when more than 1.5 GB VAX memory is configured, a 32 bit Windows host system must be configured for
"large application memory". This is done by adding the /PAE and /3GB switches to the Windows boot.ini file.

To set the /PAE and /3GB startup switch in Windows:

. Right-click My Computer and select Properties. The System Properties dialog box will appear.

. Click the "Advanced" tab.

. In the "Startup and Recovery" area, click "Settings". The "Startup and Recovery" dialog box will appear.

. In the System startup area, click "Edit". This will open the Windows boot.ini file in Notepad.

. In the [Operating Systems] section, add the following switches to the end of the startup line that includes the /fastdetect switch: /PAE and
/3GB

. Save the changes and close Notepad.

. Click OK two times to close the open dialog boxes, and then restart the computer for the change to take effect.

~N o O~ WNPE

Disk storage

The total amount of disk space required for CHARON-VAX / CHARON-PDP can be calculated as a sum of all the disk/tape image sizes plus 50
MB for the CHARON software plus space required for the normal host OS.

Ethernet adapters

CHARON-VAX /| CHARON-PDP networking assumes dedicated host Ethernet adapters; their number must be equal to the emulated adapters to
be configured in CHARON-VAX / CHARON-PDP11. One adapter (optionally) can be left to the host for TCP/IP networking etc.
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In case of VMware-based CHARON host it is mandatory to use "E1000" virtual network adapter. Please avoid usage of "E1000E"
adapter since it may lead to problems with some TCP/IP services!

Back to Table of Contents

Software Requirements

® Windows Server 2012 (R2) Standard Edition, 64 bit version

® Windows 7 Professional and Ultimate (SP1) Editions, 32 bit and 64 bit versions

® Windows Server 2008 R2 (SP1) Standard and Enterprise Editions, 64 bit version
® Windows 8.1 Pro and Enterprise Editions, 32 bit and 64 bit versions

Back to Table of Contents

Host system preparation

All antivirus, screen saver, automatic (scheduled) backup and any other CPU consuming software as well as software that is able to
temporarily lock CHARON files (such as automatic indexing) must be turned off, uninstalled and disabled.

The power scheme must be set to "High Performance" with all the "Sleep" and "Standby" modes turned off.

The automatic installation of Microsoft updates must be disabled. MS updates to the CHARON host must be done only in specific
service maintenance periods established by the system administrator. Before applying new updates one must shutdown the operating
system running on CHARON and stop all the running CHARON instances and services.

In case a network-wide license (red dongle or software license) is going to be used, the following operations have to be performed:

® On server side (where network license will reside): open port 1947 for both TCP and UDP
® On clients side: open UDP ports 30000-65535
® Both on server and client sides: setup default gateway

Please consult with your Windows User's Guide on details.

If stricter firewall rules are required, it is possible to open the ports 30000-65535 and 1947 only for the "Sentinel HASP License
Manager" (hasplms.exe) service (it will be installed by CHARON-VAX / CHARON-PDP11).

In case if any magneto-optical (MO) drive installed on host system is going to be used with CHARON (mapped as "\\.\PhysicalDrive<N>" to some
of CHARON emulated disk controllers) the host "MediaChangeNotification" (MSN) service must be switched off manually for this drive according
to the following procedure:

1. Type "regedit" in the search field under "Start" menu or press Windows+R and enter "regedit"; press Enter to run the found applet.
2. Find the "AlwaysDisableMCN" parameter in the following way:

HKEY_LOCAL_MACHI NE

+ SYSTEM
+ Current Control Set
+ Enum
+ SCSI
+ Di sk&ven_ DEC&Prod RWZ53  (C) DEC <<< Thi s one depends on Vendor

and Model of your MO drive

+ 5&f d233cf &0&000500 <<< Thi s one depends on
har dwar e connection (SCSI I D of MO drive, |ocation of SCSI HBA on the host's
mai nboard, etc ...)

+ Devi ce Paraneters
+ Medi aChangeNoti fication
+ Al waysDi sabl eMCN = DWORD: 00000000

3. Change the "AlwaysDisableMCN" parameter to "1", for example: "AlwaysDisableMCN = DWORD:00000001".
4. Reboot the host system.

© Stromasys, 2015 9/302



Document number: 30-16-044-012

Back to Table of Contents

Before installation

1. Login as the local system administrator ("Administrator") on the host system.
2. Create a special user for running CHARON-VAX / CHARON-PDP (optionally). This user must have all the administrative privileges.
Please consult with your Windows User's Guide on details.

For correct work of CHARON the installation procedure will create a special group called CHARON-GRP and the current user
will be automatically included to this group. Do not remove this group and do not extract CHARON user from it, otherwise a pro
blem with virtual memory allocation may appear on CHARON start.

The created user may belong to some domain, but please note that in this case you have to add this user to the
CHARON-GRP manually as it is described in this article and then reboot CHARON host.

3. Stay logged in as local system administrator ("Administrator") or log off and login as the CHARON-VAX / CHARON-PDP user having
administrative privileges (if this option has been chosen).
4. Create a special directory for the CHARON-VAX / CHARON-PDP distribution kit and copy the provided files there.

Back to Table of Contents

Distribution preparation

1. Extract the content of the distribution archive to the current directory or copy the content of the provided distribution directory to the
current directory.
2. Run the "InstallShell.exe" file:

=] idle_vms_pkg_2.0.def 19.03.2012 10:13
[Bl instaliShell.exe 03.02.2014 14:00
] InstallShellCHS.dll 02.02.2014 14:00

Back to Table of Contents

Installation

The following description assumes this is the first installation of CHARON-VAX / CHARON-PDP on the target host. Installation of additional
CHARON products later follows the same procedure.

All the following examples are given for CHARON-VAX family of products. Installation of CHARON-PDP/11 is the same except the
names of the products.

The first dialog lists the CHARON-VAX / CHARON-PDP products in this particular distribution:

© Stromasys, 2015 10/ 302
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STROMASYS

ﬂ CHAROM Installation MYizard - Products

Avallable Products

Froduct Mame

| Description

CHAROM- v Aeh for Windows +4.5.15804
CHARDOM -t Aot Plus for Windows +4.5.15804
CHARDOM-wde Ak, Plus for windows +4.5.15804
CHARDOM-wdx AL for Windows +4.5.15804
CHARDOM-vide L Plus for Windows »4.5.15804
CH&ROM-v&/BE10 Plus for Windows +4.5.15804
CHAROM- v /B620 Plus for Windows +4.5.15804
CHAROM- v /BE30 Plus for Windows +4.5.15804
CHAROM e /6640 Pluz for Windows +4.5.15804
CHAROM e /BE50 Plus for Windows +4.5.15804
CHAROM e /BEE0 Plus for Windows +4.5.15804

4| 11

[v Select all the products

CHAROM-A A product. Needs a He
CHAROM-A4 M Plus product. Meeds
CHAROM-AAXE, Plus product. Meeds
CHAROM- AL Plus product. Meeds
CHAROM-AMe =L Plus product. Meeds
CHaROM-A0e/BE10 Pluz product. Mee:
CHAROM-A08eBE20 Pluz product. Meed
CHAROM-AAe</BE30 Plus product. Mee:
CHAROM-VA/B640 Plus product, Mees
CHAROM-AAXEER0 Plus product, Mees
CHAROM-\AXEEED Plus product, Mees

| Meut » | Cancel

Select the required products or all products by checking the corresponding box.

Some of the listed products may be highlighted with a red color. This indicates that the CHARON host configuration does not meet
CHARON requirements for this particular product and cannot be installed. To see what requirements are not met, point the mouse
cursor on that product and a pop-up box with details will appear.

Press the "Next" button.

© Stromasys, 2015
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ﬂ CHAROM Installation MYizard - End User Software License and Limited Warranty 23

STROMASYS End Uzer Software Licenze and Limited W arranty
¥ TEC 5

Thiz iz an agreement between Stromazys 54 of Geneva, Switzerland, Licensor, and -
you, the end user, Licenses;

m

TOU ACENOWLEDGE THAT YOU HAYE READ THIS SOFTWARE LICENSE
COMTRACT AND LIMITED WARRANTY, UNDERSTAND IT, AMD AGREE TO BE
BOUMD B ITS TERMS AMD COMDITIOMNS.

1. Grant of License

The Licensar grantz to the Licensee, a non-excluzive nght to use the icensed
functionality of the Software Product [hereinafter the "SOFTWARE] in accordance
with the termg contained in thiz License. Unless the contrany iz specifically indicated in
the praduct specification, this License permits the Licensee to run a single instance of
the SOFTWARE on the computer.

2. Ownership of Software
STROMASYS retainz the copyright, title and ownerzhip of the SOFTWARE and the
writken mateniale regardless of the form or media inor on which the oniginal and other

copies may exist,

3. Access and Transfers

* Agree " Disagree

< Back | Meut » | Cancel

Read the license, check "Agree" if you agree and press the "Next" button.

ﬁ CHAROM Installation Wizard - Installation Folder 23

Location of the CHARDN installations tree

STROMASYS

Chooze the inztallation directory

C:WProgram Files [#8EPWCHAROM Browse

< Back | Meut » | Cancel

Select a directory to be used for CHARON installation or use the default. The path can either be entered manually or selected using the "Browse"
button. Once done, press the "Next" button.

The CHARON installation procedure will install software packages required for CHARON-VAX / CHARON-PDP11, for example, Microsoft Visual

© Stromasys, 2015 12 /302
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C++ redistributives and Sentinel HASP Run-time:

ﬁ CHAROM Installation Wizard - Installation Progress £3

'STROMASYS

Running "voredist_xGd.exe" with parameters '/q'". Pleaze wait...

Once the packages are installed, the setup procedure will display a dialog for the chosen CHARON product(s) components:

ﬁ CHAROM Installation Wizard - The Cormponents £3
Product Components Description
STROMASYS EI--- EHAHDN-VAXMM far Windows w4.5. 1580 » COMPOMENT MAME:
2 h 5 Dirivers |_ | HOSTPrint utility werzion 1.10
E- IINIDISB Packet Driver verzion 6.3.0— COMPOMENT DESCRIPTION:
'-—-l Iﬂ@ mulatars HOS TPrint utility for printing fram

- [l Micioiai || emulator CHAROM ervironment to host
el MicrotAx 3100 Model 35 emulator printers
g Microbiak3E00 emulator
pi MicroW:3300 emulator
i Wae 4000 Model 108 emulator
e AKX B30 emulator
i Waezerver 3600 emulator
b WAKserver 3600 emulator [128Mb]
g WAsserver 3900 emulator
s VAzarver 2900 emulator [128ME)
g WAe{Station 4000 Model 30 emulat Desktop lcon
=8 Eﬁa Matenal r
2 CHAP version 5.1.15804
-.ﬁ“tli;": WMS package version 2.0 Space Requiraments
% CHAROM Launcher version 1.34
CHAROM Log Monitar and Dlspatc

A-l‘
Il CHAROM Service Manaaer version ™ Total space: 210.91 Mb
4 m P

Thiz selection:  461.63 Kb

| MHext » | Cancel

! It is strongly recommended to leave the selection as it is unless you clearly understand what you're doing if you uncheck some modules. Once

done, press the "Next" button to start the installation of the selected components.
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ﬁ CHAROM Installation Wizard - Installation Progress £3

STROMASYS

Installing wxBkE30.exe...

During the CHARON installation procedure, you will have to confirm the installation of the CHARON-specific network driver. Press the "Install”
button:

y

[+2] Wfindows Security £2

Would you like to install this device software?

i Mame: STROMASYE 54 MNetwork Protocol
=== Publisher Stromasys 58

[C]  Always trust software from "Stromasys SA" Install l [ Don't Install

';Ef' You should only install driver software from publishers you trust. How can 1
decide which device software is safe to install?

© Stromasys, 2015 14/ 302



Document number: 30-16-044-012

Once the installation if done, the following dialog will be displayed:

ﬁ CHAROM Installation Wizard - Installation is completed 3

Status

STROMASYS

Installation iz completed successfullyl
Press finizh to exit fram the CHAROMN Installation Wizard

In order to complete the installation it's required to reboot
computer

[v Reboot computer now

| Firish |

! It is strongly recommended to reboot the CHARON host system immediately: leave the "Reboot computer now" box checked and press the
"Finish" button.

Once the host system is up again, you will notice new shortcuts created on the desktop during the installation procedure. For example:

MicraV?
I od e

Once the CHARON-VAX / CHARON-PDP license is installed normally (see below) and the configuration file has been modified to map devices,
clicking a shortcut will start the corresponding model of VAX/PDP11 emulator.

© Stromasys, 2015 15/ 302
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The CHARON installation procedure has created the following structure under the "Start" menu:

. CHAROMN o

. CHAROM-VAX version 4.5.15804
MicroVAX I emulator
MicroVAX3100 Model 96 emulat:
MicreVAX3100 Model 98 emulat:
MicreVAX3600 emulator
MicroWVax3900 emulator
VAKX 4000 Model 106 ermulator
WAX 4000 Model 108 emulator
VAKX 4000 Model 700 emulator
WAX 4000 Model 705 emulator
VAX 6310 emulator
VAKX 6610 emulator
VAKX 6620 emulator
WAX 6630 emulator
VAKX 6640 emulator
WAX 6650 emulator
WAKX 6660 emulator
WaXzerver 3600 emulator (128ME
WAXserver 3600 emulator (256ME
VaXzerver 3600 emulator
WakKzerver 3900 emulator (128ME ~

m

1  Back

The programs in the "Utilities" subdirectory are discussed in detail, below.

VaXserver 3900 emulator -
VAXStation 4000 Model 90 emulator
. Utilities
E CHAROM Launcher version 1.34
CHAROM Log Maenitor and Dispatch
B CHARON Service Manager version 1
CHAROMN Web UTv1.1 B15804
HASP View Version 1.18.15804
Host Device Check utility v1.0.15804
#¥ License Update Service version 6.4
Mikdisk utility version 212 p
= Metwork Control Center version 1.38
‘@ Putty terminal emulater v0.60
LD
SNT

m

Back to Table of Contents
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CHARON-VAX / CHARON-PDP home directory

By default CHARON is installed in the "C:\Program Files (x86)\CHARON" (x64) or "C:\Program Files\CHARON" (x86) directory. It has the

following subdirectories:

Directory
Auxiliary
Build_XXX\x86
Chapi
Drivers
HASP_X.XX
InstallShell
Logs
Redistributables
Utilities_ X.X.XXXXX\x64
Utilities_X.X.XXXXX\x86

Virtual Disk Images

Description
Contains auxiliary material
Contains product executables, libraries and templates of configuration files
Contains CHARON API files used for creating new emulated devices
Contains CHARON drivers
Contains Sentinel HASP Run-time installation (already installed)
Contains CHARON installation procedure executables
Contains CHARON installation log
Contains redistributables needed for CHARON running (already installed)
Contains CHARON utilities designed for Windows x64
Contains CHARON utilities designed for Windows x86

Contains CHARON virtual disk images, for example "idle_vms_pkg_v2.0"

The "Build_XXX\x86" directory contains template configuration files with examples of typical configuration parameters and commentaries. The
template files are used to build the emulator instance. We will pay our attention to this subject in the next chapter.

Back to Table of Contents

License installation

Regular HASP USB dongle

If the CHARON license is contained on a regular USB dongle, just connect it to the host USB port.

If the CHARON host is accessed remotely, please note that the contents of a regular HASP license cannot be displayed using RDP.
ILO or iDRAC or some other console-capable program must be used.

Also, CHARON cannot be started manually from an RDP connection. In this case, a workaround is possible to install CHARON as a
service. This procedure will be described later.

Network HASP USB dongle

If the CHARON license is a network license (red USB dongle), it is possible either to connect it to the host USB port (to use it locally providing it to
other hosts on local network at the same time) or to install it on some local network "server" for remote access from this particular host.

In case of remote usage:

® Copy "hasp_install\Sentinel_LDK_Run-time_cmd_line_X.XX.zip" file from CHARON distributive to the server in any directory, for example
"C:\Temp"

Extract the content of this archive to the same directory.

Login as "Administrator" on the server and open "cmd.exe" from the "Start" menu.

Switch to that directory

Install the extracted file:

Example:
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...>cd c:\tenp
c:\tenp> haspdi nst.exe -fr -kp -nonsg
c:\tenp> haspdinst.exe -install -cm

® Connect the network HASP dongle to the server USB port.

Network HASP (red dongles) licenses have no restrictions with remote access

Software license

If the CHARON license is a software license (SL), install it on the host using the following procedure:

1. Press the Start button, select "All programs", "Charon" then the Charon product/version folder, "Utilities" and execute the "License Update
Service" program:

VaXserver 3900 emulator -
VaXStation 4000 Model 90 emulator
. Ltilities

E CHAROM Launcher version 1.34
CHAROM Log Menitor and Dispatch
B CHARON Service Manager version 1
CHAROMN Web UTv1.1 B15804
HASP View Version 1,18 15804
Host Device Check utility v1.0.15804
#9 License Update Service version 6.4
Mkdisk utility version 212
B Network Control Center version 1.38
@ Putty terminal ernulator +w0.60

U

SMT

m

The following default dialog window will appear:
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[ ][ B S

Collect Status Information | Apply Licensze File

Transfer License

Vo oW o8 oW oV S

Collect information from this computer to enable:
() Update of existing protection key
i@ Installation of new protection key

[Eullect Inﬁ::rmaﬁnn]

 Save Key Status As @
.
@uv‘ I » Computer » Local Disk (C) » Temp » - |¢,| ‘ Search Temp gl |
Organize MNew folder = - (7]
& Favorites Mame ‘ Date modified Type Size
B Desktop \ DB7SW 20.06.2014 16:54 File folder
. Downleoads .. Install_Win7_7086_05252014 23.06.2014 18:10 File folder
13 Dropbox

= RecentPlaces

= Libraries
@ Documents
J‘i Music
|z Pictures
[ Subversion
i Videos

m

- Computer
£L, Local Disk (C2)
a Local Disk (E:)
¥ nikolaev (Mimscn

File name: Fingerprint

Save as type: | Update receipt file (*.c2v)

“ Hide Folders

Specify the directory and name of the system “fingerprint" file to be created; press "Save".

3. The "License Update Service" will save the fingerprint file under the given name and report the status:

© Stromasys, 2015

2. Select the "Installation of new protection key" radio-box and press the "Collect Information” button. The following window will appear:
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Collect Status Information | Apply License File Transfer License

18:15: 5%
Fingerprint retrieved.

gl o oF oF oF oF oF oF oF oF oF oF oF oF oF o

Collect information from this computer to enable:
() Update of existing protection key
i@ Installation of new protection key

|Collect Information|

4. Send the resulting file to STROMASYS. In return STROMASYS will provide you with a "*.v2c" file, for example "Your License.v2c"

5. Copy the received v2c file to CHARON host in the folder of your choice and select the "Apply License File" tab:

| Collect Status Information | Apply License File | Transfer License |

IIIIIIII‘IIIIIIIL

Lipdate File
Apply Update

6. Press the "..." button and browse for the received v2c file.
Example:
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¥ Select the file to apply
. | » Computer » Local Disk (C:) » Temp »
- L L

Organize Mew folder
/'t Favorites Mame Date modified Type Size

Pl Desktop J De7SW
. Install_Win7_7086_05262014 23.06.2014 18:10 File folder
01.08.2014 16:17 V2C File 1KB

20.,06.2014 16:54 File folder

. Downloads
13 Dropbox || Your Licensen2c

=1 RecentPlaces

- Libraries
3 Documents
J“. Music
[l Pictures
[ Subversion

E Videos

1% Computer
£ Local Disk (C3)
a Local Disk (E:)
S nikolaev (\mscmail

?ﬂ Network

[AII supported files (“.har "wv2c ™ V]

File name:

[ open |+ [ cancel |

Press "Open" to apply the license.

Invoke the system default web browser and enter URL http://localhost:1947 to display "Sentinel Admin Control Center" (ACC) web

interface. This interface allows you to view and manage CHARON licenses.
8. Ensure that the software license appears now in the "Sentinel Keys" menu of the ACC.

Network-wide software licenses have no restrictions with remote access, whereas regular software licenses cannot be displayed and

used in this case

A so-called "Provisional" (demo) license does not require a collected fingerprint. For its installation, proceed directly with the action (5)

of the sequence above

Back to Table of Contents
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License validity verification

Check available CHARON license validity. To do that invoke the "HASP View" utility to make sure that CHARON license is visible and looks Ok:

VaXserver 3900 emulator -
ValXStation 4000 Model 90 emulator
Utilities

E CHAROM Launcher version 1.34
CHAROM Log Menitor and Dispatch
B CHARON Service Manager version 1
CHAROM Web UTv1.1 B15804

HASP View Version 1.18.15804

Host Device Check utility +1.0.15804
29 License Update Service version 6.4
Midisk utility version 212 )
= Network Control Center version 1.38
@ Putty terminal ernulator v0.60
uID

SMT

m

CHARON License Details

Product expiration date: Unlimited -
Field Test expiration date: Unlimited

Virtual Hardware: AlphaServer_DS10L, AlphaServer_D515, AlphaServer_D520, AlphaServer D325, AlphaServer_ES40, AlphaServer_E545, Alphaserver G
Product Mame: CHARON-AXP

Product Code: CHAXP-450:x¢-WT

Major Version: 4

Minor Version: &

Maximum Build: 39999

Minimurm Build: 1

Host CPU supported: X&4

Host Operating System required: WINDOWS, LINLX
CPU's allowed: 16

Maximum wvirtual memory: 65536MB

Instances allowed: 2

Product expiration date: Unlimited

Field Test expiration date: Unlimited

Virtual Hardware: MicroVAX_II, MicroVAX_3600, MicroVAX_3900, VAXserver 3600, VAXserver_3900, VAXserver_3600_128, VAXserver_3900_128, VAXser
Product Mame: CHARON-VAX

Product Code: CHVAX-4300¢-WI

Major Version: 4

Minor Version: &

Maximum Build: 39999

Minimurm Build: 1

Host CPU supported: X586, X64

Host Operating System required: WINDOWS, LINUX
CPU's allowed: 16

Maximum virtual memory: 65536MB

Instances allowed: 2

Product expiration date: Unlimited

Field Test expiration date: Unlimited

m

1

4 1 | 3

CHARON Sentinel HASP License Refresh Copy License Details to Clipboard | Exit I

® Text of the license is displayed correctly by the "HASP View" utility, no error messages are shown

® Content of the license looks correct. For example license number, major and minor versions, minimum and maximum build numbers,
CHARON-VAX / CHARON-PDP products and allowed hardware (CHARON-VAX / CHARON-PDP models) should be checked. More
details on the license content can be found in the CHARON-VAX / CHARON-PDP Licensing chapter of this Guide.
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Troubleshooting

If CHARON license content cannot be displayed by the "HASP View" utility or it is incorrect, check that the license is available and correctly used:

1. Invoke the system default web browser and enter URL http://localhost:1947 to display "Sentinel Admin Control Center" (ACC) web
interface.

2. Click on "Sentinel Keys" link to open up "Sentinel Keys Section" page

3. Make sure that one and only one CHARON HASP or SL license is present.

If no license is displayed make sure that all the recommendations above about remote access to the host are fulfilled (if remote access is used),
that the HASP USB key is not broken and its LED indicator is lit (meaning that it is used by the host).

If only one License key / SL is seen and its content is incorrect please contact STROMASYS as soon as possible.

If several License keys / SLs are displayed remove all of them and leave only the one provided by STROMASYS for the just installed version of
CHARON.moving licenses can be done by physical disconnection of the corresponding USB HASP keys from CHARON host and physical
disconnection of the network HASP keys from all hosts on a local network (or by disabling remote access to network licenses from CHARON host
- see detailed explanations below).

Software licenses can also be uninstalled with the "License Update Service" utility (see above) in the following way:

1. Open up the "Transfer License" tab of the utility.

2. Press the "..." button beside "Save recipient information to" message and save the system fingerprint to some directory.

3. Select the software license you are going to delete.

4. Press the "..." button belonging to "Read the recipient information file from" message and specify the fingreprint file you have just
collected.

5. Press the "..." button belonging to "Generate the license transfer file to" message and enter a name for the license transfer file.

6. Press "Generate License Transfer File"
7. Now the chosen software license is removed from CHARON host

It is also possible to disable access to network licenses if just a local license must be used: Click on "Configuration" link to open up "Configurati
on for Sentinel Manager" page. Uncheck "Allow Access to Remote Licenses" and "Broadcast Search for Remote Licenses" checkboxes
from the "Access to Remote License Managers" tab, then press the "Submit" button to apply changes.

It is possible to have several licenses available to CHARON-VAX / CHARON-PDP at the same time. In this case you have to specify in
the CHARON-VAX / CHARON-PDP configuration file what license must be used.

Example:

set session |icense_key_ id[0]=1877752571
It is also possible to have one "main" and one "backup"” license in case the main license becomes not accessible:
set session license_key_ id[0]=1877752571 |icense_key_i d[ 1] =354850588

CHARON-VAX / CHARON-PDP checks its licenses from time to time starting with the main license. If it is not accessible, CHARON
tries to access the backup license.

Back to Table of Contents
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Network configuration

In most cases, CHARON will use a network. If so, CHARON requires a dedicated network interface cleared from any other protocols including
TCP/IP.

Network configuration is done with the help of the "Network Control Center" (NCC) utility:

VaXserver 3900 emulator =
VaXStation 4000 Model 90 emulator
. Ltilities

E CHAROM Launcher version 1.34
CHAROM Leg Monitor and Dispatch
B CHARON Service Manager versien 1
CHAROM Web UTv1.1 B15804
HASP View Version 1,18 15804
Host Device Check utility v1.0.15804
#9 License Update Service version 6.4
Mkdisk utility version 212
B Network Control Center version 1,38
@ Putty terminal ernulator +w0.60

U

SMT

m
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Start the "Network Control Center" utility and select "Configure NIC" in the first dialog window:

8 cwonesconacone T ==
- - 1

CHARON Network Control Center.
Introduction page.

The CHARON Metwork Control Center designed to manage CHAROM networking including:

- Installation /de-nstallation of the CHARON network drivers;
- Configuring physical adapters to be used by the CHAROMHost system;
- Troubleshooting the physical adapter setup;
- Checking the connection reliability .
- Checking that adapter supports MAC address change.
- Checking for the MAC address duplication on the LAN;
- Checking for the IP address duplication on the LAN;
- Suggesting the corfiguration file settings;
- Monitoring MIC activity
(MDIS driver v. 5.3.0 or later should be installed
and CHARON running to enable Monitor feature);

Select the desired function and click Mext button for continue.

— Please select the action to continue:
" Install/Upgrade
' Configure NIC
™ Troubleshoot NIC dedicated for CHARON
= Monitor CHARDM MIC activity

< Back MNext = Cancel Help
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Press the "Next" button. The following dialog will appear:

8 cwonesconacone T ==
- - 1

CHARON Network Control Center.
Physical Adapter configuration.

Please select the physical adapter from the list.

Depending on the adapter state and configuration, you can use the buttons to multiplex adapter, de-multiples adapter, dedicate
adapter to CHAROM or release adapter to the host.

When you took all planned actions, select the adapter you want to configure and press Next button to continue with adapter

configuration.
Adapter Name | Comment
'm Intel{R) 82579LM Gigabit Metwork Connection PHYSICAL USED BY THE HOST "MSC"
'm Reattek PCle GBE Family Cortraller PHYSICAL USED BY THE HOST "Charon™

Dedicate adapter to CHAROMN Feleaze adapter to HOST

< Back MNext = Cancel Help

Select the interface to be dedicated to CHARON (in our example it is Realtek PCle GBE Family Controller with a name "Charon") and press the

button "Dedicate adapter to CHARON".

CHARON supports VLAN adapters. If you are going to use them, proceed with their installation and configuration according to the
network adapter vendor User's Guide and then select the VLAN interface in the dialog shown above - the same as you do for a regular
network interface. There is no difference in configuration between a regular network adapter and a VLAN one, so all the provided

instructions are fully applicable for VLAN adapters as well.

© Stromasys, 2015
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After few seconds the chosen interface will be assigned to CHARON:

B cumonscoaco T -

CHARON Network Control Center.
Physical Adapter configuration.

Please select the physical adapter from the list.

Depending on the adapter state and configuration, you can use the buttons to multiplex adapter, de-multiples adapter, dedicate
adapter to CHAROM or release adapter to the host.

When you took all planned actions, select the adapter you want to configure and press Next button to continue with adapter

configuration.
Adapter Name | Comment |
'm Intel{R) B2575LM Gigabit Netwark Connection  PHYSICAL USED BY THE HOST "MSC"
'm Realtek PCle GBE Family Contraller PHYSICAL DEDICATED TO CHARON "Charon™

Dedicate adapter to CHARDOK Release adapterto HOST

< Back MNext = Cancel Help

Note that it is possible to release the interface back to the CHARON host. To do that, select the target interface and press the "Release adapter to
HOST" button.
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The next step displays text to be included in the CHARON configuration file for the interface dedicated to CHARON. Select the target interface
and press the "Next" button. The following dialog will appear:

8 oo ot coe I
- |

CHARON Network Control Center.
Proposals for configuration file reconds.

The CHAROM Metwork Control Center Config File suggestion step.

Please select the network interface you plan to use ([depending on emulated model) and check the suggested configuration file
settings with one you are using. The settings are suggested for primary adapter only.

For secondary adapter configuration and adapter options (see the your system’s "User Guide”for details).

HhI zystems Wik BER0] - Exb

GQBUS systems (MicroVAX 3600, MicroV/Ax 4000 106108, ) - XQA  DEQNA (" DELQA " DESQA
SCE| spstems [Microv'éx 3100 96/98, Micro'/ak 4000 106108, .1 -EZ4 € SGEQ

" DEMNA

CHARDOM-4xF [&lphaServer D510, 0520, ES40. G580, GS160. .1 - B4 ¢ DESDOBA ¢ DE435

NIC connection name.
load DECQNA/DEGNA XOA interface=X0A_0

load packet_port/chnetwrc ¥QA_0 inteface="connection:Charon”

Copy suggestions to clipboard

< Back Mext > Cancel Help

Selecting the target emulated network interface displays the configuration lines specific for the selected CHARON host network interface. Press
the "Copy suggestions to clipboard" button to copy the suggested configuration lines. They can be pasted into the CHARON-VAX /
CHARON-PDP configuration file during the next editing session by pressing "Ctrl-V".

Press the the "Cancel" button to exit from the "Network Control Center" utility.

The next step is disabling TCP chimney offload for CHARON-VAX. Refer to this article to get detailed information on how it can be done.

© Stromasys, 2015
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After installation

If you plan to use local system administrator (“Administrator") or the CHARON-VAX / CHARON-PDP user having administrative privileges no
other actions are required.

If the CHARON-VAX / CHARON-PDP user belongs to some domain you have to add this user to the CHARON-GRP group as it is
described in this article and then reboot CHARON host.

Otherwise it is possible to use standard account (both local and domain) for running CHARON-VAX / CHARON-PDP:

1. Login as the local system administrator ("Administrator") on the host system.
2. Create a special user for running CHARON-VAX / CHARON-PDP. This user must have standard privileges. Please consult with your

Windows User's Guide on details.
3. Add this user to the CHARON-GRP group as it is described in this article and then reboot CHARON host.

4. Login as the created user.

Back to Table of Contents
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Running CHARON-VAX and CHARON-PDP for Windows

Table of Contents

Introduction
Running from a Desktop shortcut
Running from the Launcher utility
Running as system service

® |Installation and start of CHARON-VAX / CHARON-PDP service
Management of CHARON-VAX / CHARON-PDP service
Stopping CHARON-VAX / CHARON-PDP service
Modification of CHARON-VAX / CHARON-PDP service
Removing CHARON-VAX / CHARON-PDP service

Introduction

It is possible to run one or several instances of CHARON-VAX / CHARON-PDP at the same time if your license allows it.

In case of multiple instances, please use only absolute paths and unique names to all the files referenced in the configuration file of each
CHARON-VAX / CHARON-PDP instance (log, toy clock, nvram files and all the other data such as disk images - all these objects to be discussed
later in this document). Also, hardware devices (e.g., CD-ROM) may be used by only one instance at a time (not shared).

For example:

set session | og="C: \Charon |nstances\First\nm3k6.|o0g"
set toy container="C \Charon |nstances\First\n3k6.dat"

| oad RQDX3/ RQDX3 DUA
set DUA container[0]="C: \Charon | nstances\First\nv3k6_boot _di sk. vdi sk"

Please refer to the next chapters for more details concerning CHARON-VAX / CHARON-PDP configuration details.

Back to Table of Contents

Running from a Desktop shortcut

The CHARON installation procedure creates shortcuts on the desktop for so-called "default" VAX/PDP11 models and shortcuts under "Start"
menu for all VAX/PDP11 models included during installation.

Desktop shortcuts:
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"Start" menu shortcuts:

. CHAROMN o

. CHAROM-VAX version 4.5.15804
MicroVAX I emulator
MicroVAX3100 Model 96 emulat:
MicreVAX3100 Model 98 emulat:
MicreVAX3600 emulator
MicroWVax3900 emulator
VAKX 4000 Model 106 ermulator
WAX 4000 Model 108 emulator
VAKX 4000 Model 700 emulator
WAX 4000 Model 705 emulator
VAX 6310 emulator
VAKX 6610 emulator
VAKX 6620 emulator
WAX 6630 emulator
VAKX 6640 emulator
WAX 6650 emulator
WAKX 6660 emulator
WaXzerver 3600 emulator (128ME
WAXserver 3600 emulator (256ME
VaXzerver 3600 emulator
WakKzerver 3900 emulator (128ME ~

m

1  Back

To run a certain CHARON-VAX / CHARON-PDP model, double click the target model's desktop shortcut (or click on "Start" menu shortcut).
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Depending on settings, Windows may display a Firewall warning dialog asking to confirm CHARON access to different networks.

i Windows Security Alert

@ Windows Firewall has blocked some features of this program

Windows Firewall has blocked some features of Charon-VAX, MicroVaX 3100 model 98 emulator
on all public, private and domain networks.

Mame: Charon-VaX, MicraVAX 3100 model 93 emulator
Publisher: STROMASYS SA
Path: C:'program files (x86)\charon

Ybuild 1580436 mv3k198.exe
Allow C_hamn-'u'.ﬁ.x, MicraWAX 3100 model 98 emulator to communicate on these
[ Domain netwarks, such as a workplace netwark

Private networks, such as my home or work network

[] Public networks, such as those in airports and coffee shops (not recommended
because these networks often have litte or no security)

What are the risks of allowing a program through & firewall?

Allow access ] [ Cancel

Check the desired options and press "Allow access" button.

The CHARON icon will appear in the system tray menu:

&

= K picrovax 310

o

2% ) el D)

© Stromasys, 2015 32/302



Document number: 30-16-044-012

Next, the VAX/PDP11 emulated console will appear:

£2 OPAD = =R

If the CHARON icon in the system tray menu disappears, it means a critical error happened at run-time. In this case you have to analyze the
CHARON log file, by default stored beside CHARON executables. The default location for log files is "C:\Program Files
(x86)\CHARON\Build_XXX\x86" (x64) or "C:\Program FilesS\CHARON\Build_XXX\x86" (x86). The name of the log file depends on the model of
emulated VAX/PDP11 and the date and time, for example "MicroVAX_3100_Model_98-2014-08-05-14-40-51-000000000.log"

The easiest way to find the needed log file is to sort all the files in the CHARON executables directory by date of modification.

Generally it is not recommended to use template (sample) configuration files (used in shortcuts) for your configuration since those files are part of
the installation and may be deleted by the CHARON installation procedure on modifications or re-installation. It is a good practice to copy the
required configuration template from "C:\Program Files (x86)\CHARON\Build_XXX\x86" (x64) or "C:\Program Files\CHARON\Build_XXX\x86"
(x86) directory to some local file and build the configuration from there.

Once the sample configuration files are copied, CHARON default shortcuts can be changed to use them instead:

1. Right click on CHARON shortcut for target VAX/PDP11 model

2. Choose "Properties"

3. Inthe "Target" edit box, change the default template configuration file path and name to the local one. For example "C:\My
configurations\my_mv3k6.cfg"

4. Press "Apply" button

The next step is to install or copy a system disk for CHARON operation. This can be either installation of a new VMS, RSX11, RT11, etc. system
using a distributive provided by HP or a transfer of data from an existing VAX/PDP11 system. These possibilities will be discussed in detail in the
next chapters.
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To exit from CHARON-VAX / CHARON-PDP emulator use the following methods:

® Configuration with no changes to the template configuration file
® Right click on CHARON icon in the system tray menu, choose "Stop & Exit":

Halt
Reset

Show Console

N A
a2

Stop &

5

]
&

Customize...

# Uncomment to allow 'F6' to term nate the running emul ator.

set OPAO stop_on = F6

® To exit, press "F6" in the console window
® Use CHARON icon tray menu as shown above

!, Before stopping the CHARON-VAX / CHARON-PDP service, shutdown the operating system running in CHARON-VAX / CHARON-PDP.

Back to Table of Contents

Running from the Launcher utility

Running from the "CHARON Launcher" utility is very convenient during the debugging of your CHARON configuration. The utility shows CHARON
log updates in real time. If RDP is used to connect to the CHARON host, the CHARON may not see the license; start CHARON as a Service
instead. From the Launcher, CHARON runs as a User process which will terminate if the User logs off. The Service is a System process and will
continue to run until stopped.

Start the Launcher:

YaXserver 3000 emulator (256Mb) -
YaXzerver 3900 emulator (256Mb)

. Utilities

CHAROM Launcherl-#ersion 134
CHARON Log Mor_Jr and Dispatch
B CHARON Service Manager version 1
CHAROM Web UTwv1.1 B15804
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In the Launcher main interface, click the "Browse" button to select the desired CHARON configuration file:

[BcmroNtouncte =

Specified Emulator; I NOT SPECIFIED j
Canfiguration file: I
Run zelected configuration Copy zelection to clipboard |

Errors and application lon:

Date: | Message ID: I Message text:

1| m | b

Edit CF(5 file Inztall / Update service Send Problem repart Help E =it
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Select the desired configuration file:

ﬁ

[ -,

=

®'| |\ < Program Files (+86) » CHARON » Build 15804 » x86 ~ |43 || Search w26 )
Organize » New folder == ] @
,]:? Favarites ™ Mame Date modified Type Size
B Desktop | kfddb.cfg 27.09.2013 23:42 CFG File 1KB
|| Downloads | ] kzdda.cfg 02.11.2007 17:58 CFG File 1KB
22 Drophox [[] m3kig8.cig 0511.2013 23:17 CFG File 12 KB
Gl RecentPlaces || T30-0201.cfg 05112013 23:17 CFG File IKB
| T30-0202.cfg 05112013 23:17 CFG File 3KB
4 Libraries | ] T30-0203.cfq 05.11.2013 23:17 CFG File 5 KB
[F Documents | T30-0204.cfg 05112013 23:17 CFG File 6 KB
& Music =[] T20-0205.cfg 05112013 23:17 CFG File 6 KB
= Pictures | ] T30-0206.cfq 05.11.2013 23:17 CFG File 6 KB
[ Subversion [ T30-0207.cfg 12,03.2012 13:59 CFG File 2KB
B Videos | ] vi3k6_512.cfg 05112013 23:17 CFG File 8 KB
|| wi3Kk9_512.fg 05.11.2013 23:17 CFG File 8 KB
8 Computer [ ] wvtk108.cfg 05112013 23:17 CFG File 16 KB
£, Local Disk (C3) [ ] v k700.cfq 28.09.2013 2:05 CFG File 11 KB
s Local Disk () | ] wk705.cfq 28.09.2013 2:05 CFG File 11 KB
53 nikolaev (Wmsen| | | vi6k310.¢fg 05112013 23:17 CFG File 6 KB

File name:  mwv3k198.cfg

- [Chamn Cenfiguration file (*.cfc ']

Copen I |

Cancel

] i
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The Launcher will display the CHARON model specified in the selected configuration file:

CHARON Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804 (25w

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804 -

Configuration file; |C:'-.F'rugram Files [xB6\CHARON\Build_15804%86\mv3k1f EBrowse ..

| Run zelected configuration | |

Errors and application lon:

Date: | Message ID: | Message text:

Edit CF(3 file Ingtall / Update service Send Problem repart Help E =it

Now it is possible to run CHARON. Press "Run selected configuration” button.
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Depending on system settings, Windows may display a Firewall warning dialog asking to confirm CHARON access to different networks.

g Windows Security Alert
@ Windows Firewall has blocked some features of this program

Windows Firewall has blocked some features of Charon-VAX, MicroVaX 3100 model 98 emulator
on all public, private and domain networks.

Mame: Charon-VaX, MicraVAX 3100 model 93 emulator
Publisher: STROMASYS SA
Path: C:'program files (x86)\charon

Ybuild 1580436 mv3k198.exe
Allow C_hamn-'u'.ﬁ.x, MicraWAX 3100 model 98 emulator to communicate on these
[ Domain netwarks, such as a workplace netwark

Private networks, such as my home or work network

[] Public networks, such as those in airports and coffee shops (not recommended
because these networks often have litte or no security)

What are the risks of allowing a program through & firewall?

Allow access ] [ Cancel

Check the desired options and press "Allow access" button.

Next, the CHARON icon will appear in the system tray menu:

&

2

o

{ MicroVAX_310

Customize...

EM E M=
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Right after that the VAX/PDP11 emulated console will appear (in the default configuration. Some configurations may not assume console startup):

£2 OPAD = =R
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The Launcher will display CHARON log file:

r

CHARON Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804 (25w

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804 -

Configuration file: |C:'-.F"rugram Files [x867\CHARON\Build_15804L<864mv3k1!

Date: Message ID: | Message text: -

20140801 17:12:17 00000249 Logging started.

20140801 17:12:17 000003 A5 session is loading built-in configuration "MicroVAX_3100_Mod | =
20140801 17:12:17 00000346 session has finished loading built-in configuration "MicroWVaX_
20140801 17:12:17 000003 A8 session is loading configuration file "myv3k1958.cfg”...

20140801 17:12:17 000003 AB session has finished loading configuration file "mv3k198.cg",
20140801 17:12:17 00000328 Start request received,

20140801 17:12:17 000003 AC session’'s process affinity is 00000000000000FF, system affinity i
201405801 17:12:20 00000240 STROMASYS 54, (C) 2009-2014

201405801 17:12:20 00000350 CHAROM-VAX (MicroVAaX 3100 Model 98], ¥V 4.5 B 15804, Mar 14
20140801 17:12:20 00000336 The end user of this software has agreed to STROMASYS Terms
20140801 17:12:20 00000050 License info: w7
4 1] 3

Errors and application lon:

m

Help E =it

It is possible to scroll the log file to analyze possible problems.
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To exit from CHARON-VAX / CHARON-PDP emulator use the following methods:

® Configuration with no changes to the template configuration file
® Right click on CHARON icon in the system tray menu, choose "Stop & Exit":

Halt

- Reset
N A
Show Console
u M

Stop &

5

]
&

Customize...

= Using this menu, it is also possible to halt the virtual VAX/PDP11, reset it or show its console if it has been closed
= Configuration file updated to enable "F6" button in configuration file to trigger exit from CHARON:

# Uncomment to allow 'F6' to term nate the running emul ator.

set OPAO stop_on = F6

® To exit, press "F6" in the console window
® Use CHARON icon tray menu as shown above

'_ Before stopping the CHARON-VAX / CHARON-PDP service, shutdown the operating system running in CHARON-VAX / CHARON-PDP.
After CHARON exit press "Exit" button to quit from the Launcher.

Back to Table of Contents

Running as system service

It is possible to run CHARON-VAX / CHARON-PDP as a Windows service.

Follow the description below to establish and run CHARON-VAX / CHARON-PDP as Windows service:

Installation and start of CHARON-VAX / CHARON-PDP service

Open the "CHARON Launcher" utility from "Start" menu:

YaXserver 3000 emulator (256Mb) -
YaXzerver 3900 emulator (256Mb)

. Utilities

CHAROM Launcherl-#ersion 134
CHARON Log Mor_Jr and Dispatch
B CHARON Service Manager version 1
CHAROM Web UTwv1.1 B15804

In the "CHARON Launcher" main interface press "Browse" button to select CHARON configuration to be used by CHARON running as Windows
service:
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m

Specified Ernmulator: I NOT SPECIFIED

E

Configuration file: I

Fiun selected configuration

Errarz and application log:

Browse .. I

Copy zelection to clipboard

Date:

| Message ID: | Message text:

<

] "

Edit CFG file

Install # Update service

Send Problem report

Help

E uit

Choose the desired CHARON configuration file to be installed as service:

®o. =]

@C}ﬂ 1} « Program Files (#6) » CHARON » Build_15804 » x36 v |+ || Search 85 )
Organize = Mew folder = - 0 @
'i:r Favorites Mame ’ Date modified Type Size

B Deskiop | kfddb.cfg 27.00.2013 23:42 CFG File 1KB
! Downloads || kedda.cfg 0211.2007 17:58 CFG File 1KB
%3 Drophbox [ L] mvakis.cg 0511.2013 23:17 CFG File 12 KB
%] RecentPlaces || T30-0201.cfg 0511.2013 23:17 CFG File 3KB
|| T30-0202.cfg 0511.2013 23:17 CFG File 3KB
4 Libraries | ] T30-0203.cfg 0511.2013 23:17 CFG File SKB
[Z| Documents | T30-0204.cfg 0511.2013 23:17 CFG File 6 KB
o Music =| [ T30-0205.cfq 0511.2013 23:17 CFG File 6 KB
=) Pictures | ] T30-0206.cfg 0511.2013 23:17 CFG File 6 KB
[ Subversion | ] T30-0207.cfq 12.03.201213:59 CFG File 2KB
B Videos [ w36 _512.cfg 0511.2013 23:17 CFG File 8 KB
[ waka_512.cfg 0511.2013 33:17 CFG File 8 KB
1% Computer | ] vdk108.cfq 0511.2013 23:17 CFG File 16 KB
&, Local Disk (C3) | wetk700.cfq 28.00.2013 205 CFG File 11 KB
s Local Disk (E) [ ] v kT05.cfq 28.00.2013 205 CFG File 11 KB
5 nikolaev (Wmsenl | | ] w6k310.cfg 0511.2013 23:17 CFG File 6 KB
€ Nebanrl S
File name:  mv3k198.cfg ~ | Charen Configuratien file (*.cfc ~ |
[ Open |vJ [ Cancel ]
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The Launcher will display the specific CHARON model name specified in the configuration file and enable management buttons:

CHARON Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804 (25w

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804 -

Configuration file; |C:'-.F'rugram Files [xB6\CHARON\Build_15804%86\mv3k1f EBrowse ..

| Run zelected configuration | |

Errors and application lon:

Date: | Message ID: | Message text:

Edit CF(3 file Ingtall / Update service Send Problem repart Help E =it

Press "Edit CFG file" button and edit (with standard "Notepad" program) the chosen configuration file:

® Use only absolute paths to log, toy clock, nvram files and all the other data such as disk images etc. The names of the references files
must be unique too, for example

set session log="C:\My Services\nmy_nm3k6.| og"
set toy container="C:\My Services\ny_nv3k6. dat"

| oad RQDX3/ RQDX3 DUA
set DUA container[0]="C \ M Services\nm/3k6_daenon_boot _di sk. vdi sk"

® Make sure the same physical devices are not used by other CHARON-VAX / CHARON-PDP services
Save configuration file with "Notepad" save feature, exit from it.

Run the configuration to make sure that it is ready to be installed as Windows service; stop CHARON (see above how to do that).
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Press "Install / Update service" button in the Launcher:

CHAROM Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804

=

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804

=~

S eyt s |C:'-.Prugram Files [x86]\CHARON\Build_158041x864mv3k1¢

Run zelected configuration ‘

Errors and application lon:

Date:

Message ID:

Message text:

2014-08-01 17:13:50
20140501 17:12:17
20140501 17:12:17
20140501 17:12:17
20140801 17:12:17
20140801 17:12:17
20140801 17:12:17
20140501 17:12:17
20140501 17:12:20
2014-08-01 17:12:20
2014-08-01 17:12:20
4 i

Edit CFGG file

00000000
00000249

000003 A5
000003 A6
000003 A4
000003 AB
0000032E
000003AC
00000240
00000350

00000330

Ingtall / Update service

CHAROM-LAUNCHER: Application successfully finished.

Logging started.

session is loading built-in configuration "MicroVaX_3100_Mod

m

session has finished loading built-in configuration "MicroWVaX_

session is loading configuration file "mv3k198.cfg™...

session has finished loading configuration file "mv3k193.4g",

Start request received.

session’'s process affinity is 00000000000000FF, system affinity i

STROMASYS 54, (C) 2009-2014

CHAROM-VAX [MicroVAX 3100 Model 93], ¥V 4.5 B 15304, Mar 14

The end user of this software has agreed to STROMASYS' Terms ™

Send Problem repart

Help

k

E =it
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A special dialog for adding new CHARON service will appear:

Service Install Dialog @

Mew Service Mame:

charon-3100]

Inztalled CHAROM products:

|Mi-:ru:|"-".-’-'-.><_31 00_Madel 93

Canfiguration file narme:

|E:'\F'ru:ugram Filez [#36]5\CHAROMYBuild_1 580448643k 198, ofg

[riztall Cancel

Enter a new service name (in the example above it is "charon-3100") and press "Install" button. If the service has been installed correctly, a
configration dialog box will appear:

-~ )

Launcher &3 |

I L CHARONM service installed successfully.

OK

Press "Ok" button, then exit from "Launcher" by pressing "Exit" button.
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CHARON service is installed, now let's configure it. Start the "CHARON Service Manager" utility:

. Liilities E
m CHAROM Launcher version 1.34
CHARON Log Menitor and Dispatch
B CHARON ServicenManager wersion 1
CHARON Web Uh/1.1 B15804
HASP View Version 1.18.15804

It is also possible to start the "CHARON Service Manager" utility from the system tray menu:

X [ .
CHAROM Service Manager

o [

Customize...

I

In the main window of the utility, select the target CHARON service (“charon-3100" in our example) and press the "Service" button (labeled with
yellow on the screenshot below):

5 charon-3100 - CHARON Service Manages =3 i

Service Management  View Help

R = | |8 FEE T

- KIRILL Date: Message I0: Message text:
“lalbidd || 2014-08-01171602  DODDO24D Logging started.

2014-08-01 17:1&:03 00000345 seszion is loading built-in configuration "MicroVAX_3100_Model 98"...
2014-05-01 17:1G:03 00000345 session has finished leading built-in configuration "MicreVAax 3100_Model 987,
A014-D8-01 17:16:03 000003 88 session is lnading configuration file "CProgram Files (B8 CHARDN Euild_1 3804 @00 mv3K198.c1g”...
A014-08-01 17:16:02 nooan3ae szsgion has finished loading configuration file "C\Program Files EE).CHAROM\Build_1 580486 mu3 k198 cfg".
2014-08-01 17:16:03 00000244, Logging stopped.
o m 2

For Help, press F1 MUIKA
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The "Service Management dialog" will appear:

Service management dialog @

Start/Stop Charon service

Service name: charon-3100

Description: MicroVae_3100_Model 98

Path to executable;
"C:\Program Files [#86)\CHAROMN Build_15804%x86%mw3k198 exe"

Startup type: l MaNLIAL - Apply

Service status console

Semvice status:  Stopped Stop

0K | Cancel

The "Service Management dialog" shows the current status of the selected CHARON service and permits changes to its start up type and to start
and stop it. The example screenshot above shows that the service “"charon-3100" startup type is "MANUAL" (can be started / stopped only
manually) and in the "Stopped" state - these are the default values.
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Press the "Start" button to start the service:

F.

Service management dialog

Start/Stop Charon service
SEmvice name: charon-3100

Description: Micravax_3100_Model_98

Fath to executable:

"C:\Program Files [«86)\CHAROMNBuild_15304%x86\mv3k198 exe"

Startup type: | MANUAL - |

Service status console

Semvice status: Started Start

Apply

Stop

CHARON will start and the Service status will be "Started". To stop the service, press the "Stop" button.
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It is possible, and often desirable, to configure the selected CHARON service to start when host operating system starts. To enable this capability,
select "AUTOMATIC" in the "Startup type" drop-down box and press the "Apply" button:

Service management dialog @

Start/Stop Charon service

Service name: charon-3100

Description: MicroVae_3100_Model 98

Path to executable;
"C:\Program Files [#86)\CHAROMN Build_15804%x86%mw3k198 exe"

Startup type: | AUTOMATIC v Apply

Service status console

Semvice status:  Stopped Stop
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Note that a certain delay may occur before the Sentinel Run-time process finds the network license on CHARON-VAX/PDP11 host
system startup. If the CHARON-VAX/PDP11 service is starting automatically on the host system, it may report a "License not found"
error and exit.

This problem can be avoided by specifying "license_key_lookup_retry" parameter in the configuration file:
set session |license_key | ookup_retry = "N[, T]"

where:

® N - Number of retries looking for license key (or keys)
® T - Time between retries in seconds. If not specified 60 seconds is used

Example:
set session |icense_key_| ookup_retry = 5

In this example, if the license key is not found during the initial scan, CHARON-VAX/PDP11 will scan 5 more times, waiting 60 seconds
between them before it stops.

See General Settings section for more details.

Back to Table of Contents
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Managem of CHARON-VAX / CHARON-PDP service

To see the execution log of a CHARON service, select the service ("charon-3100" in the example below) and the current log messages will be
displayed in the right panel of the utility interface. You may need to scroll up to see startup/previous messages:

5 charon-3100 - CHARON Service Manager = =R ==
Service Managemert  View Help
R | £ | B S |52 & || ~F T
=1 KIRILL Crate: Message ID: Message text: ka
2014-08-0L LT:22:27 000003 A8 session has finished leading service configuration “charon-31007.
2014-08-01 17:22:27 000003 A9 session has verified service configuration checksum.
2014-08-01 17:22:27 00000326 Start request received.
2014-08-0L 17:20:27 D00023AC sessian’s process affinity is 00000000000000FF, system affinity is 00000000000000FF,
2014-08-01 17:22:30 00000240 STROMASYS 54, (C) 2000-2014
2014-08-01 17:22:30 00000350 CHARDMN-YAY [MicraWAX 3100 Model 98], V 4.5 B 15804, Mar14 2014 / nes £ 354850585 W
2014-06-0L 17:22:30 00000336 The end user of this sofoware has agreed to STROMASYS Terms and Conditions for Seftware Licel
2014-08-01 17:22:30 00000080 License info:
2014-08-01 17:22:30 00000080 CHAROM product code: " CHWAK-43000-WT',
2014-0§-01 17:22:30 00000080 Licensed to: "Met-Time",
2014-08-01 17:22:30 00000050 License KEY driver is installed as hasplms and is running.
2014-08-01 17:22:30 00000030 Executable "CAWindowshsysterm32' hasplms.exe”, version 15.0.1.36539.
2014-0§-01 LT:22:30 00000057 05 Enwvironiment: Microsoft Windows 7 Professional. 64-bit, Service Pack 1 (Build 76011 =
2014-08-01 17:22:30 00000098 Host CPU:  Intel(R) Xeon(F) CPUE21375 @ 240GHz 8.
2014-D8-01 17:22:30 00000039 Host Memony:  16123Ma
2014-05-0L 17:22:30 00000001 cpu: The ACE option is ommited: enable ACE as license default,
2014-08-01 17:22:30 00000132 Advanced CPU Ermulation (ACE) enablzd.
2014-08-01 17:22:30 0000032C "MicroVAX_3100_Model 98" started.
2014-0§-01 17:23:39 00000320 “MicreVAx 3100 Model 58" stop request received.
2014-08-01 17:23:39 0000032E Stopped.
2014-08-01 17:23:40 00000244 Logging stopped. =
A r
For Help, press F1 MHUM
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To control execution of CHARON services, open the "CHARON Service Manager" utility from the "Start" menu or use the system tray shortcut to
manage the services w/o opening the main window of the utility:

CUI

Customize...

EN BN = ) 17:26

Press the right button of the mouse to see a list of the installed CHARON services ("charon-3100" in our example):

4'] E [5 ._‘ Open ...

charon-3100 2

bat ...

Show Log

PR ¥ 0 172
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Select the Service to see the list of the available operations:

CUI I

Open ...

'-.;1- 3 I r-

Show Console
Halt

charon-3100

Res

SEL

T

how Log

EN E |Ir ¥ 't: |‘->:|

Explanation:
Menu Item Function
Start Start CHARON service

Show Console
Halt

Reset

Stop

Show Log

Show CHARON service console if it has been closed or not active on the automatic service startup
Halt VAX/PDP11 emulator associated with the selected CHARON service

Reset the virtual VAX/PDP11 associated with the selected CHARON service

Stop CHARON service

Show execution log of the selected CHARON service

Choose the desired action and click on it.

© Stromasys, 2015

Back to Table of Contents

53/302



Document number: 30-16-044-012

Stopping CHARON-VAX / CHARON-PDP service

Open up "CHARON Service Manager" utility from the "Start" menu:

1. Ltilities

E CHAROM Launcher version 1.34
CHARONM Log Menitor and Dispatch

B CHARON ServicgManager version 1

CHARON Web Uhv/1.1 B15804
HASP Yiew Yersion 1.18.15804

or from the system tray menu:

{ CHARON Service Manager

Customize...

EM 5 |I|r ¥ 'iJ;| i)

17:26

In the main window of the utility, select the target CHARON service (“charon-3100" in our example) and press the "Service" button (labeled with
yellow on the screenshot below):

B, charon-3100 - CHARON Service Manager
Service Management  View Help

4 1

R | w8 G|EE =TT
(- KIRILL Date: Message 10 IMessage text:
2014-D8-01 17:16:03 00000249 Logyging started.
2014-08-01 17:16:03 00000345 seszion is loading built-in configuration "MicroVAX_3100_Model 98"...
2014-08-01 17:16:03 00000345 session has finished leading built-in configuretion "MicreVAxs 3100_Model 987,
A4-D8-01 1716:03 00000388 session is lnading configuration file "CProgram Files (88 CHARDNLEuild_1 3804 @00 myv3K198.c1g”...
014-08-01 171603 N00d03 4R s=esion has finished loading configuration file "CA\Program Files pBEYCHAROMYB il d_1 S804'a36) vk 88 of g".
2014-08-D1 17:16:03 00000244, Logging stopped.

For Help, press F1

MLIM
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Press the "Stop" button in the resulting dialog box:

L

Service management dialog 1%

Start/Stop Charon service
Service name: charon-3100

Deschnphon: Microbiés_3100_Made| 98

Fath to executable:

"C:AProgram Files [»86)\CHAROMN B wid 15204486 myw3k 198 exe”

Startup type: [ MAaNUAL v J Apply

Service status console

Service status:  Started Start [ Stop

ok Cancel

The CHARON Service can be Stopped using the shortcut on the Windows Task Bar.
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Open up the "CHARON Service Manager" system tray menu, select the service you are going to stop and click on the "Stop" command:

Open ...

§ 3 S5
start charon-3100 »
Show Console
Halt
Reset

[ Sop ), |

Show Log

EN PN = ¥ "3 ) 1730

'_ Please note: before stopping the CHARON-VAX/PDP11 service, shutdown the operating system running in CHARON-VAX/PDP11.

Back to Table of Contents

Modification of CHARON-VAX / CHARON-PDP service

Note that it is not enough just to modify the CHARON configuration file associated with a given CHARON service to apply the changes.
You must also update the CHARON service with the "Launcher" utility.

Update the CHARON-VAX / CHARON-PDP configuration file for the CHARON service.

Start up the "CHARON Launcher" utility:

Vi server 3600 emulator (256Mb) -
VaXzerver 3900 emulator (256Mb)

LUtilities

CHAROM Launcherr#ersiun 134
CHARON Log Mori_r and Dispatch
B CHARON Service Manager version 1
CHAROM Web UTw1.1 B15804

_I '

In the "CHARON Launcher" utility, select the modified configuration file and run it as described above.
Make sure that the configuration starts without errors, then stop CHARON-VAX / CHARON-PDP as described above.

If errors appear, stop CHARON-VAX or CHARON-PDP, update its configuration file, start it again and make sure that the updated configuration
works Ok this time, then stop CHARON-VAX / CHARON-PDP.
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Once CHARON-VAX / CHARON-PDP has been completely stopped, press the "Install / Update service" button:

CHAROM Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804

=

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804

=~

S eyt s |C:'-.Prugram Files [x86]\CHARON\Build_158041x864mv3k1¢

Run zelected configuration ‘

Errors and application lon:

Date:

Message ID:

Message text:

2014-08-01 17:13:50
20140501 17:12:17
20140501 17:12:17
20140501 17:12:17
20140801 17:12:17
20140801 17:12:17
20140801 17:12:17
20140501 17:12:17
20140501 17:12:20
2014-08-01 17:12:20
2014-08-01 17:12:20
4 i

00000000
00000249

000003 A5
000003 A6
000003 A4
000003 AB
0000032E
000003AC
00000240
00000350

00000330

CHAROM-LAUNCHER: Application successfully finished.
Logging started.

session is loading built-in configuration "MicroVaX_3100_Mod

m

session has finished loading built-in configuration "MicroWVaX_

session is loading configuration file "mv3k198.cfg™...

session has finished loading configuration file "mv3k193.4g",

Start request received.

session’'s process affinity is 00000000000000FF, system affinity i

STROMASYS 54, (C) 2009-2014

CHAROM-VAX [MicroVAX 3100 Model 93], ¥V 4.5 B 15304, Mar 14

The end user of this software has agreed to STROMASYS' Terms ™

k

Edit CF(3 file Ingtall / Update service Send Problem repart Help E =it
The install / update dialog will appear:
Update / Install service dialog @
Installed service for selected product detected,
Choose the action to continue:
|Update exisiting service Install new service | | Return to Launcher
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Press "Update existing service" button:

Service Update Dialog

Installed services list

charon-3100 ;I

Installed CHARON product:

MicroVAX_3100_Model_98

Configuration file name:

I C:'\Program Files (x86)\CHAROM\Build_ 1580486 \mv3k198.cfg

carcl_|

Select the service to update with the "Installed services list" drop-down box and press "Update" to apply.

!, Please note that before updating CHARON-VAX / CHARON-PDP service, one must stop it.

Back to Table of Contents
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Removing CHARON-VAX / CHARON-PDP service

To remove the CHARON-VAX / CHARON-PDP service, open the "CHARON Service Manager" utility from the "Start" menu:

1. Ltilities E
E CHAROM Launcher version 1.34
CHAROM Log Monitor and Dispatch
B CHARON ServicgManager version 1
CHARON Web /1.1 B15804
HASP View Version 1.18.15804

or from the system tray menu:

R A
u N
B

Customize...

EM 5 |I|r ¥ 'iJ;| i)

'_ Please note: before stopping the CHARON-VAX / CHARON-PDP service, shutdown the operating system running in CHARON-VAX /
CHARON-PDP.
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In the main window of the utility, select the CHARON service to remove (“charon-3100" in our example) and press the button with an exclamation

sign on it:

B charon-3100 - CHAROM

Service Manager

Service Management View Help

® 1 | | B & B | %eo | =R
=g K:IRILL Date: Message Ik
i charon-3100
2014-08-01 17:28:43 00000349
2014-08-01 17:28:43 00000328
2014-08-01 17:28:43 000003AC
2014-08-01 172845 00000240

Confirm removal of the selected CHARON service by pressing the "Remove" button:

-

o

Remove Service Dialog

CHARQM service name:

charon-3100

Remoyve

Cancel

=

o Please refer to the next chapters for more details concerning CHARON-VAX / CHARON-PDP configuration details
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CHARON-VAX and CHARON-PDP for Windows configuration

Table of Contents

Creation of your own configuration file using a template
VAX/PDP11 model specification
Configuration name
Log file parameters
® Rotating log (default)
® Single log
TOY, ROM and EEPROM containers
KW11 timer
ACE mode
Emulated memory (RAM) size
Console
® Mapping to system resources
® EXxit on pressing F6 button
® Disk subsystem
® MSCP disk controllers (RQDX3, KDB50, KDM70)
® SCSI controller NCR53C94
® virtual_scsi_disk
® physical_scsi_device
® virtual_scsi_cdrom
® virtual_scsi_tape

® Tape subsystem
® TQK50 controller
® TUKS50 controller
® Serial Lines
® physical_serial_line
® virtual_serial_line
® Networking
® Auto boot
® Host load balance for SMP systems
® affinity
® n_of_io_cpus

Creation of your own configuration file using a template

By default, all the CHARON templates are located in the "C:\Program Files (x86)\CHARON\Build_XXXXX\x86" (x64) or "C:\Program
Files\CHARON\Build_XXXXX\x86" (x86) folder. Copy the appropriate template configuration file(s) to your home directory (or to any directory
intended for CHARON-VAX / CHARON-PDP).

Please do not edit the original template configuration files since they can be updated or even removed on update/deinstallation of
CHARON-VAX / CHARON-PDP

Once the file has been created you can open it in "Notepad" editor (or use the "CHARON Launcher" utility to open the configuration file) and
proceed with modification to reflect the exact features of the system you are going to emulate.

We will review all the parameters step by step issuing some recommendations and guidelines.

Note: lines preceeded by the comment sign "#" inside the configuration files will not be interpreted. You can use this sign to debug your
configuration.

Back to Table of Contents

VAX/PDP11 model specification

The first configuration statement is the specification of the exact VAX/PDP11 hardware model to emulate, for example:
set session hw_nodel = M croVAX 3600

You must leave this line untouched.
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If you create the CHARON-VAX / CHARON-PDP configuration file from scratch it must be the very first uncommented line in the configuration file.

Back to Table of Contents

Configuration name

The next configuration statement is the "Configuration name" option:
#set session configuration_name = M croVAX_3600

You can optionally uncomment this line to differentiate this CHARON-VAX / CHARON-PDP instance from all others in a multi-instance
environment. The configuration name can be any label that is meaningful.

The configuration name is reported in the log file and is used to set the log file name for rotating log (see further: Rotating log (default) ).
See example below with configuration name set to: M cr oVAX_3100_NMbdel _98

Back to Table of Contents

Log file parameters

Execution of CHARON-VAX / CHARON-PDP creates one log file or a set of log files reflecting the progress of its start-up and ongoing operation -
start and end time of execution, system information, license and configuration details, warnings, reports on problems that may occur, etc. In case
of possible problems either with the running CHARON-VAX / CHARON-PDP or the emulated system configuration (such as the absence or
malfunction of certain devices), the log file(s) is the primary source to be analyzed for troubleshooting. If it becomes necessary to contact
Stromasys for support, the configuration and log files will be requested to begin problem resolution.

Here is an example of a field test CHARON-VAX / CHARON-PDP log file:

20140811: 133925: | NFO : 0: 00000249: et hane. cxx(9131): Loggi ng started.
20140811: 133925: | NFO : 0: 000003A5: et hane. cxx( 295): session is loading built-in configuration
"M cr oVAX_3100_Model _98". ..
20140811: 133925: I NFO : 0: 000003A6: et hane. cxx( 328): session has finished |oading built-in configuration
"M cr oVAX_3100_Mbdel _98".
20140811: 133925: | NFO : 0: 000003AA: et hane. cxx( 819): session is |oading configuration file "m3k198.cfg"...
20140811: 133925: | NFO : 0: 000003AB: et hane. cxx( 861): session has finished | oading configuration file
"mv3k198. cfg".
20140811: 133925: | NFO : 0: 0000032B: et hane. cxx(2570): Start request received.
20140811: 133925: I NFO : 0: 000003AC: et hane. cxx( 679): session's process affinity is 00000000000000FF, system
affinity is 00000000000000FF.
20140811: 133928: | NFO : 0: 0000024D: et hane. cxx(2701): STROVASYS SA, (C) 2009-2014
20140811: 133928: | NFO : 0: 00000350: et hane. cxx(2747): CHARON- VAX (M croVAX 3100 Mbdel 98), V 4.5 B 15804,
Mar 14 2014 / nes / 354850588
20140811: 133928: | NFO : 0: 00000336: et hane. cxx(2774): The end user of this software has agreed to STROVASYS
Terms and Conditions for Software License and Linmted Warranty, as described at: http://ww. stronasys. com
/ pub/ doc/ 30- 17- 033. pdf
20140811: 133928: | NFO : 0: 0000009D: et hane. cxx(2851): License info:
CHARON product code: " CHVAX-430xx-W".
Licensed to: "Net-Tine".
License KEY driver is installed as hasplnms and is running.
Execut abl e " C:\ W ndows\ syst enB2\ haspl ns. exe", version 15.0.1.36539.
20140811: 133928: | NFO : 0: 00000097: et hane. cxx(2860): OS Environment: M crosoft Wndows 7 Professional,
64-bit, Service Pack 1 (Build 7601).
20140811: 133928: | NFO : 0: 00000098: et hane. cxx(2865): Host CPU:. Intel (R} Xeon(R) CPU E31275 @ 3.40GHz x8.
20140811: 133928: | NFO : 0: 00000099: et hane. cxx(2870): Host Menory: 16128M
20140811: 133928: | NFO : 0: 00000001: tpool .cxx(1236): cpu: The ACE option is onmited; enable ACE as |icense
defaul t.
20140811: 133928: | NFO : 0: 00000133: tpool.cxx(1439): Advanced CPU Enul ati on (ACE) enabl ed.
20140811: 133928: | NFO : 0: 0000032C: et hane. cxx(2606) : "M croVAX_3100_Model _98" started.
20140811: 150409: | NFO : 0: 0000032D: et hane. cxx(2652): "M croVAX 3100 Mbdel 98" stop request received.

0

0

o

20140811: 150410: | NFO : 0: 0000032E: et hane. cxx(2670): Stopped.
20140811: 150410: | NFO : 0: 0000024A: et hane. cxx(9885) : Loggi ng st opped.

The next group of parameters defines the name of the CHARON-VAX / CHARON-PDP log file and how CHARON-VAX / CHARON-PDP will use
it:
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#set session | og_nethod = append
#set session log_nethod = overwite
#set session log = "M croVAX _3600. | og"

Rotating log (default)

By default CHARON-VAX / CHARON-PDP utilizes a so-called "rotating log". This means that a new default log file is always created each time
CHARON starts and can switch to another log file if the size of the log file exceeds 64Kb.

This mode is turned on if all the log parameters above are disabled (commented out) or the "session_log" parameter is pointing to a directory
rather than to a file. If a directory is specified, the log files will be created in that directory.

Names of the rotating log files are composed as follows:
confi guration_nane- YYYY- MM DD- hh- mm ss- XXXXXXXXX. | 0g

If the "Configuration name" parameter described before is omitted (commented out), the log name has the following format instead:
hw_nodel - YYYY- MM DD- hh- nm ss- XxXXXXXXXX. | og

Note that "xxxxxxxxx" is an increasing decimal nhumber starting from "000000000" to separate log files with the same time of creation.

Single log

Alternatively it is possible to use just a single log file. Uncomment the "set session log" line and specify the desired CHARON-VAX /
CHARON-PDP log file name. Optionally, a path can be added to the log file name. If the path is not specified, the log file is created in the directory
from where the guest (emulated machine) is started.

The log file can be extended ("log_method = append") or overwritten ("log_method = overwrite") by CHARON-VAX / CHARON-PDP.

Below is a specification of a CHARON-VAX / CHARON-PDP log file located in the "?:\My logs" directory which will be overwritten each time
CHARON-VAX / CHARON-PDP starts:

set session |log_nethod = overwite
set session log = "C:\M/ | ogs\ny_vax. | og"

Back to Table of Contents

TOY, ROM and EEPROM containers

The next objects to be configured are TOY, ROM and EEPROM containers (their presence depends on the VAX/PDP11 model). It is always
recommended to enable them. If a container file of the given name does not exist, CHARON-VAX / CHARON-PDP will create it. It is
recommended to specify the path for each file so that time and console parameters will be kept whatever the current directory is when starting the
guest.

TOY means "Time of Year"; its container records time, date and some console parameters while CHARON-VAX / CHARON-PDP is not running.
To enable, uncomment the following line:

set toy container="charon. dat"

The ROM container stores an intermediate state of the Flash ROM and some console parameters. So its container is also recommended to keep
uncommented:

set rom cont ai ner ="vx4k106. r onf'
EEPROM stores the NVRAM content, so its container is also recommended to keep uncommented:
set eeprom contai ner = "charon.ront

Back to Table of Contents
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KW11 timer

PDP11/93 and PDP11/94 emulators require the KW11 system timer to be configured:

50
60

#set KWL1 frequency
#set KWL1 frequency

Just uncomment the line corresponding to the frequency used in the RSX11/RT11 systems to be migrated.

Back to Table of Contents

ACE mode

The next setting indicates whether CHARON-VAX / CHARON-PDP will use Advanced CPU Emulation (ACE) mode:

#set cpu ace_node=fal se
#set cpu ace_node=true

Note that ACE significantly speeds up CHARON execution.

Uncomment the desired mode. ACE uses a significant amount of host memory for its normal operation. Check the host resources before
enabling.

If the "ace_mode" parameter is commented out, CHARON will set ACE mode according to your license settings. "Charon-xx/Plus" products have
ACE mode enabled by default.

Back to Table of Contents

Emulated memory (RAM) size

The next parameter defines the amount of host memory the chosen CHARON-VAX / CHARON-PDP model reserves for the emulation:

#set ram si ze=32
set ram si ze=64

The amount of RAM is specified in MB. It cannot exceed or be lower than certain values specific for each VAX/PDP11 model. It is very important
to keep the listed predefined increment between possible memory values.

The following table shows all the parameters:

Hardware Model RAM size (in MB)

Min  Max @ Default Increment

PDP1193 2 4 2 2
PDP1194 2 4 2 2
MicroVAX_II 1 16 16 1,8,16
MicroVAX_3600 16 64 16 16
MicroVAX_3900 16 64 16 16
VAXserver_3600 16 64 16 16
VAXserver_3900 16 64 16 16
VAXserver_3600_128 32 128 32 32
VAXserver_3900_128 32 128 32 32
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MicroVAX_3100_Model_96 16 128 16 16
VAXstation_4000_Model_90 16 128 16 16
VAX_4000_Model_106 16 128 16 16
VAX_6000_Model_310 32 512 32 32
VAXserver_3600_512 32 512 32 32
VAXserver_3900_512 32 512 32 32
MicroVAX_3100_Model_98 16 512 16 16
VAX_4000_Model_108 16 512 16 16
VAX_4000_Model_700 64 512 64 64
VAX_4000_Model_705 64 512 64 64
VAX_6610 128 3584 128 128
VAX_6620 128 3584 128 128
VAX_6630 128 3584 128 128
VAX_6640 128 3584 128 128
VAX_6650 128 3584 128 128
VAX_6660 128 3584 128 128

It is possible to leave the RAM line commented out. In this case the model's default RAM amount is used.
Note that in some particular orders your license may restrict the maximum RAM amount of each VAX/PDP11 model.

Back to Table of Contents

Console

Mapping to system resources

The next step is the specification of the VAX/PDP11 console (OPAO) serial line:

#l oad physical _serial _line/chserial OPAO |ine="\\.\COW"
#l oad virtual _serial _line/chserial OPAO port=10003
load virtual _serial _line/chserial OPAO port=10003 application="putty.exe -load OPAO"

The goal of this configuration step is to tell CHARON-VAX / CHARON-PDP what host device to use as the virtual system console. The following
options are available:

physical_serial_line

Mapping to host "\W.\COM<n>" physical serial line.

virtual_serial_line
Mapping to an IP port of CHARON-VAX / CHARON-PDP host.

Using this mapping it is possible to connect to CHARON-VAX / CHARON-PDP console and disconnect from it at any time.lt is also possible to
start up some chosen application to connect to the CHARON console IP port.

Parameter Description
port Specifies an IP port on the host to which the CHARON-VAX / CHARON-PDP console will be mapped
application = A string specifying a name of an application to be started together with CHARON to provide emulation of VAX/PDP11 console

(terminal emulator)lt is assumed that this application has already been configured to use the IP port specified by the
corresponding "port" parameter
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Example:
load virtual _serial _line/chserial OPAO port=10003 application="putty.exe -1oad OPAD"

In the example above, CHARON-VAX / CHARON-PDP use the IP port "10003" for the VAX/PDP11 console and starts the "Putty" terminal
emulator (included in each CHARON distributive) with the "OPAQ" saved session directing it to connect to the IP port "10003".

If the terminal emulator is closed, it is always possible to reopen it with the "Show Console" command from the CHARON system tray icon:

Halt
Reset

X &
5 u K

Show Console

Stop &

Customize...

3 ) L)

The default setting is "l oad virtual _serial _l'ine/chserial OPAO port=10003 applicati on="putty.exe -1oad OPA0"

Note that the VAX 4000 and MicroVAX 3100 models have a 4-line QUART adapter onboard, so their configuration for the console line looks a bit
different:

#l oad physical _serial _|ine/chserial TTAO line="\\.\COM"

#l oad virtual _serial _line/chserial TTAO port=10000

#l oad virtual _serial _line/chserial TTAO port=10000 applicati on="putty.exe -load TTAQ"
#set quart |ine[0] =TTAO

#1 oad physical _serial _|line/chserial TTAL line="\\.\COWw"

#l oad virtual _serial _line/chserial TTAl port=10001

#l oad virtual _serial _line/chserial TTAl port=10001 applicati on="putty.exe -load TTAL"
#set quart |ine[1l] =TTAl

#1 oad physical _serial _|ine/chserial OPAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial OPAO port=10003

load virtual _serial _line/chserial OPAO port=10003 application="putty.exe -1oad OPAD"
set quart |ine[3]=0PA0

In case of VAX 4000 and MicroVAX 3100 models, it is possible to configure up to 4 independent console lines: OPAO, TTAO, TTAL and TTA2.
The main one is OPAO.

Note there are a number of additional parameters for CHARON-VAX / CHARON-PDP serial lines configuration. Follow this link for details.

Exit on pressing F6 button

It is also recommended to set a hot key to stop the guest from the console in addition to the system tray icon:
set OPAO stop_on = F6

This line provides CHARON-VAX / CHARON-PDP the ability to exit by pressing the "F6" button.

Back to Table of Contents
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Disk subsystem

The next step is configuration of the disk subsystem and mapping it to system resources using the samples given in the template configuration
files.

CHARON-VAX / CHARON-PDP supports MSCP, DSSI, Cl and SCSI disk controllers.

The examples below are for MSCP and SCSI controllers only. DSSI controllers are discussed in details in the following section, Cl controllers - in t
his section.

MSCP disk controllers (RQDX3, KDB50, KDM70)

Below is a typical configuration sample for MSCP disk controller RQDX3:

#l oad RQDX3 DUA

#set DUA container[0]="<fil e-nanme>. vdi sk"
#set DUA container[1]="\\.\Physical DriveN'
#set DUA container[2]="\\.\CdRom\"

#set DUA container[3]="<fil e-name>.iso"
#set DUA container[4]="\\.\A"

#set DUA container[5]="\\.\H"

#1 oad RQDX3 DUB address=...
#l oad RQDX3 DUC address=. ..

The first line ("load RQDX3 DUA") loads disk controller RQDX3 with name DUA, followed by 6 lines showing different ways of mapping to the host
resources:

® physical disk

= "<file-name>.vdisk"
Mapping to the file representing a physical disk of the VAX/PDP11 system (disk image).
These files can be created from scratch with "MkDisk" utility. Data and OS disks backups are transferred from the original system
via tapes or network and restored into these container files.
Mapping may also include the full path (recommended), for example: "C: \ My di sks\ nmy_boot _di sk. vdi sk"

= "\\\PhysicalDriveN"
Mapping to physical disk. Be careful not to destroy all the information from the disk dedicated to CHARON-VAX / CHARON-PDP
by mistake!These disks must not be formatted by the host OS.

= "\.\PhysicalDrive(DevID =XXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"
Mapping to physical disk by its WWID. Be careful not to destroy all the information from the disk dedicated to CHARON-VAX /
CHARON-PDP by mistake!These disks must not be formatted by the host OS.

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set DUA container[2]="\\.\Physical Drive(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® |SCSI disks
= "\\\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iISCSI target name.

LUN specifies LUN on connected iSCSI disk.

Example:

set DUA container[3]="\\.\Physical Drive(i Scsi Target =i gn. 2008-04:i scsi.charon-target-testl, LUN=1)"

= CDROM drive
= "\\\CdRomN"

= |SO file (for reading distribution CD-ROM image)
" "<file-name>.iso"
Mapping may also include the full path (recommended), for example: "C: \ My di sks\vns_di stri buti ve.iso"
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" Floppy drive
LAY

= Other type of drive (for example magneto-optical drive)
= OU\\<N>"

Numbers in the square brackets represent unit numbers associated with each container of the MSCP controller. For example, the 3rd "set DUA"
line of the configuration sample above creates disk "DUA2". The maximum unit number allowed is 9999, significantly more than the original
hardware provided.

It is possible to load several RQDX3 controllers DUB, DUC, etc. (see lines 6-7, above) by configuring specific addresses for them on the Qbus.
Use the "CONFIGURE" utility available on the VAX console to determine the addresses. Please refer to specific HP documentation for further
information.

Please also refer to HP documentation for information on placement of additional KDM70 controllers on an XMI bus (VAX 6000 models) and
additional KDB50 controllers on a Bl bus (VAX 6310).

Note that the KDM70 controller is capable of mapping to files representing tapes (tape images) and physical tape devices:

set PUA cont ai ner[ 600]
set PUA cont ai ner[ 601]

"<fil e-nane>. vt ape"
"\\.\ TapeO"

Follow this link for details of (TYMSCP controllers configuration.

Back to Table of Contents

SCSI controller NCR53C94

The VAX 4000 and MicroVAX 3100 have an NCR53C94 SCSiI controller onboard for support of different types of SCSI devices including disks
and tapes. Optionally a second controller can be added.

Below is a typical configuration template for a preloaded "PKA" NCR53C94 SCSI controller:

#1 oad virtual _scsi_disk pka_0 scsi_bus=pka scsi _i d=0
#set pka_0 container="<fil e-nanme>. vdi sk"

#l oad virtual _scsi_disk pka_l scsi_bus=pka scsi_id=1
#set pka_1 contai ner="\\.\Physical DriveN'

#l oad physical _scsi _device pka_2 scsi_bus=pka scsi _i d=2
#set pka_2 container="\\.\Scsi N X:VY:2Z"

#l oad virtual _scsi_cdrom pka_3 scsi_bus=pka scsi _i d=3
#set pka_3 contai ner="\\.\ CdRom\'

#l oad virtual _scsi_cdrom pka_4 scsi _bus=pka scsi _id=4
#set pka_4 container="<fil e-name>.iso"

#1 oad physical _scsi _device pka_5 scsi_bus=pka scsi _id=5
#set pka_5 container="\\.\TapeN'

#l oad virtual _scsi_tape pka_6 scsi_bus=pka scsi _i d=6
#set pka_6 container="<fil e-nane>. vtape"

Note that NCR53C94 SCSI controller mapping to system resources is done via specific auxiliary objects:

virtual_scsi_disk

Mapping to a file representing VAX/PDP11 disk (disk image) on the host physical disk:

® "<file-name>.vdisk"
These files can be created from scratch with "MkDisk" utility. Data and OS disk backups are transferred from the original system via tapes
or network and restored into these container files. Mapping may also include the full path (recommended), for example: "C:\My
disks\my_boot_disk.vdisk"
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physical_scsi_device

Mapping to a host SCSI device:

® "\\Tape<N>" - mapping to a SCSI tape drive known to Windows

® "\\ScsiN:X:Y:Z" - name of some SCSI device unknown to Windows for direct mapping, for example, a SCSI disk or tape reader. The
values of N, X, Y and Z can be collected using special utility "Host Device Check" included in the CHARON distributive - or manually by
investigation of the devices connected to CHARON host in the "Device Manager" applet.

Parameter Description

N A logical number assigned by host operating system (Microsoft Windows) to logical or host's physical storage resource such as
physical SCSI HBA

X An internal SCSI bus number (usually 0) on host's physical SCSI HBA
Y A SCSI ID of physical SCSI target device attached to host's physical SCSI HBA
z A logical unit number inside physical SCSI target device attached to host's physical SCSI HBA

virtual_scsi_cdrom

Mapping to a host CD-ROM (not only SCSI) or to ISO image:

® "\\CdRom<N>" - name of host CD-ROM drive
® "<file-name>.iso" - name of ISO image. It may contain the full path, for example: "C:\My disks\vms_distributive.iso"

virtual_scsi_tape

Mapping to a file representing tape (tape image). It may contain a path, for example: "C:\My tapes\backup.vtape"

Let's look at the syntax of the mapping objects. All of them have several important parameters:

Mapping Description

objects

parameters

scsi_bus The name of the NCR53C94 SCSiI controller. A typical value for the first and only preloaded NCR53C94 SCSI controller is
"PKA"

scsi_id SCSI address of this particular mapped device. Note that the preloaded NCR53C94 SCSI controller claims address "7";

addresses 0-6 are vacant and usable.
The resulting names of virtual SCSI devices as they are seen in VAX/VMS are made up of the VMS name of the SCSI
controller and the device address. For PKA, the device names in VMS will be DKAO, DKAL etc

container A keyword for specification of which host device is mapped to a particular virtual SCSI device. It can be disk or tape image,
physical disk etc

It is possible to configure another NCR53C94 SCSI controller "PKB" by uncommenting the "include kzdda.cfg" line:

#i ncl ude kzdda.cfg

#l oad virtual _scsi_disk pkb_0 scsi_bus=pkb scsi _i d=0
#set pkb_0O contai ner="<fil e-name>. vdi sk"

In the example above "pkb_0" virtual SCSI device uses "PKB" controller by specifying a parameter "scsi_bus=pkb"

o Note that versions of VAX/VMS older than 5.5-2H4 do not support the optional SCSI controller and might fail to boot if it is loaded.
Follow this link for details of NCR53C94 SCSI controller controllers configuration.

Back to Table of Contents
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Tape subsystem

Some MSCP and SCSI controllers support tape devices. CHARON-VAX / CHARON-PDP also emulates specific MSCP tape devices such as
TQK50 and TUK50.

Follow this link for more details of (TYMSCP controllers configuration.

TQKH50 controller

Example statements to configure TQK50 are shown below:

#1 oad TQK50 MUA

#set MJA contai ner[ 0] ="<fil e- name>. vt ape”
#set MUA container[1]="\\.\TapeN'

#1 oad TQK50 MUB address=...
#1 oad TQK50 MJUC address=...

The first line ("load TQK50 MUA") loads tape controller TQK50 with a name of MUA. The following 2 lines demonstrate different ways of mapping
to host resources:

Type of mapping Description

"<file-name>.vtape" Mapping to the file representing the tape (tape image).
These files are created automatically.
Mapping may also include a full path (recommended), for example: "C:\My tapes\backup.vtape"

"W\TapeN" Mapping to a host tape device.

Numbers in the square brackets represent unit numbers associated with each container of the TQK50 controller. For example, the 2nd "set MUA"
line of the configuration sample above creates tape drive "MUAL". The maximum unit number allowed is 9999, significantly more than the original
hardware provided

It is possible to load several TQK50 controllers (see the lines 4-5) by configuring specific addresses for them on the Qbus. Use the
"CONFIGURE" utility available on the VAX console to determine the addresses. Please refer to specific HP documentation for further information.

TUKS50 controller

TUKS50 is a UNIBUS controller used by the VAX 6310:

| oad DWBUA UBA vax_bi _node_id = 14

| oad TUK50 MUA

#set MJA cont ai ner[ 0] "<file-name>. vtape"
#set MJA container[0] = "\\.\TapeN'

The first line loads a UNIBUS Bl adapter "DWBUA". Then configure the "TUK50" tape controller the same way as the TQK50.

Back to Table of Contents

Serial Lines

CHARON-VAX /| CHARON-PDP supports the following serial lines controllers: CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11, DL11,
DLV11, DZ11, DHW42-AA, DHW42-BA and DHW42-CA.

All of them are configured according to the following template:
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#|l oad DHV11l/ DHV11 TXA
| oad DHQL1/ DHV11 TXA

#] oad CXY08/ DHV11 TXA
#l oad CXA16/ DHV11 TXA
#| oad CXB16/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COwn"
#l oad virtual _serial _line/chserial TXAO port=10010
#set TXA |ine[ 0] =TXAO

#l oad physical _serial _line/chserial TXAl |ine="\\.\COw"
#l oad virtual _serial _line/chserial TXAl port=10011
#set TXA line[ 1] =TXAl

#| oad DHv11l/ DHV11 TXB address=...
#l oad DHQL1l/ DHV11 TXB address=...
#1 oad CXY08/ DHV11l TXB address=...
#| oad CXA16/ DHV11 TXB address=...
#| oad CXB16/ DHV11 TXB address=...

The first 5 lines of the example above demonstrate loading serial line controllers of different types. The name of the controller (in this example) will
be "TXA"

Once the controller is loaded it can be mapped to system resources (lines 6-11). The following options are available:

physical_serial_line

Mapping to host "WA\COM<N>" serial line

virtual_serial_line

Mapping to an IP port of CHARON-VAX / CHARON-PDP.
This mapping makes it possible to connect to and disconnect from the CHARON-VAX / CHARON-PDP serial line at any time.lIt is also possible to
start up some chosen application to connect to the CHARON serial line IP port.

Parameter Description
port Specifies an IP port on the host to which the CHARON-VAX / CHARON-PDP serial line will be mapped

application = A string specifying a name of an application to be started together with CHARON to provide emulation of VAX/PDP11 serial line
(terminal emulator)lt is assumed that this application has already been configured to use the IP port specified by the
corresponding "port" parameter

Example:

load virtual _serial _line/chserial TXAO port=10011 application="putty.exe -load TXAQ"

In the example above, CHARON-VAX / CHARON-PDP uses the IP port "10011" for the VAX/PDP11 serial line and starts the "Putty" terminal
emulator (included in each CHARON distributive) with a "TXAQ" saved session directing it to connect to the IP port "10011".

Note that the "Putty" saved session used in this example is not installed by CHARON installation procedure. It has to be created
manually to connect to the chosen port ("10011" in this example).You can use the OPAO console configuration specifics as an example
to create your own "Putty" configurations.lIt is also possible to use other terminal emulators. Consult with their User's Guides to learn
how to specify loading specific configuration on their startup.

Look at the line "set TXA line[0]=TXAO0" in the example. This one and the following lines of similar syntax map the loaded virtual controller ("TXA")
to instances of host serial lines ("TXA<N>").
The number of serial lines possible for each controller depends on its type and corresponds to the HP specification on a given controller.

It is possible to load several CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11, DL11, DLV11 and DZ11 controllers (see the lines 12-16)
by configuring specific addresses for them on the Qbus. Use the "CONFIGURE" utility available on the VAX/PDP11 console to determine the
addresses. Please refer to specific HP documentation for further information.

VAX 4000 and MicroVAX3100 support DHW42-AA, DHW42-BA and DHW42-CA serial lines adapters:
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#l oad DHWI2AA/ DHV11 TXA
#|l oad DHWI2BA/ DHV11 TXA
#|l oad DHWI2CA/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COwn"
#l oad virtual _serial _Iine/chserial TXAO port=10010
#set TXA |ine[ 0] =TXAO

Configuring these adapters is the same as above, except it is possible to load one and only one instance of DHW42-AA, DHW42-BA or
DHW42-CA.

Note that additional parameters exist for CHARON-VAX / CHARON-PDP serial lines configuration, follow this link for details.

Back to Table of Contents

CHARON-VAX / CHARON-PDP supports DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI and PMADAA virtual network adapters.

All of them are configured in a similar way:

| oad DELQA/ DEQNA XQA

| oad packet _port/chnetw k XQAO i nterface="connection: Charon"
set XQA interface=XQA0

#1 oad DELQA XQB address=...
#| oad DELQA XQC address=...

In the example above the first line loads DELQA virtual adapter with a name "XQA"; the following 2 lines map it to host network interface having a
name "Charon" ("connection" is a key word). Note that the mapping is performed in 2 steps:

1. A mapping object "packet_port" with a name "XQAO0" is loaded and connected to host interface having a name "Charon", so
CHARON-VAX /| CHARON-PDP will use this interface for its networking
2. The loaded DELQA virtual adapter "XQA" is connected to the "packet_port" object "XQA0"

It is possible to load several DEQNA, DESQA, DELQA, DEUNA and DELUA controllers (see the lines 4-5) by configuring specific addresses for
them on the Qbus. Use the "CONFIGURE" utility available on the VAX/PDP11 console to determine the addresses. Please refer to specific HP
documentation for further information.

Some network adapters available in CHARON-VAX / CHARON-PDP are preloaded (for example, the SGEC controller for the MicroVAX 3100 with
the predefined name "EZA"), so their configuration is even more simple:

| oad packet _port/chnetw k EZAO i nterface="connecti on: Charon"

set EZA interface=EZAO

CHARON supports VLAN adapters. If used, proceed with their installation and configuration according to the network adapter vendor
User's Guide and then use the resulting VLAN interface the same way as the regular network interface.

After few seconds the chosen interface will be assigned to CHARON:
Follow this link for more details of CHARON-VAX / CHARON-PDP network controllers configuration.

Back to Table of Contents

Auto boot

CHARON-VAX / CHARON-PDP can be configured to automatically boot an operating system at start up.

MicroVAX 3100, VAX/PDP11 6310 and VAX/PDP11 4000 boot automatically if correct boot flags are set with VAX/PDP11 console:
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>>>set halt reboot

Please check that the TOY, EEPROM and ROM containers (see above) are enabled so console command changes are saved between reboots.

The ROM of certain VAXes (MicroVAX II, MicroVAX 3600, MicroVAX 3900, VAXserver 3600 and VAXserver 3900) does not allow the SRM
console to accept the commands to enable auto booting. In this case, some parameters in the configuration file can be used instead:

set bdr boot=auto

CHARON-VAX 6000 models have a similar configuration setting:
set xm boot=auto

CHARON-PDP models have the following setting:
set cpu_0 auto_boot = "DU0"

These configuration lines are typically specified in the template configuration files (in commented out form). In case of absence please add the
corresponding line according to the examples above.

Back to Table of Contents

Host load balance for SMP systems

VAX 6620 through VAX6660 models emulate 2-6 CPUs respectively. In this situation, loading of the host system can be tuned with the following
configuration file settings:

affinity

This setting binds the running instance of the emulator CPUs to particular host CPUs.

This should be used for soft partitioning host CPU resources or for isolating multiple CHARON instances on the same host from each other. By
default the emulator instance allocates as many host CPUs as possible.

“Affinity” overrides the default and allows explicit specification of which host CPUs will be used by the instance.Affinity does not reserve the CPU
for exclusive use.

Example:

set session affinity = "0, 2, 4, 6"

n_of_io_cpus

Reserves host CPUs (of those specified by “affinity” parameter, if any) for use by the emulator for I/O handling.
By default the emulator instance reserves one third of available host CPUs for I/O processing (round down, at least one).

The “n_of_io_cpus” overrides the default by specifying the number of I/O host CPUs explicitly.
set session n_of _io_cpus = 2

Back to Table of Contents
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Migration to CHARON-VAX and CHARON-PDP for Windows

Table of Contents

Introduction

Collecting information about the source VAX system
Creation of CHARON-VAX configuration file

Making disk images

Installation of VAX operating system

Making remote backups

Restore backups to CHARON-VAX disks
Alternative ways of data transfer

Introduction

This section describes how to migrate your VAX system to CHARON-VAX. We will use a sample MicroVAX 3600 system to demonstrate the
migration procedure. The process is similar for all CHARON-VAX models.

CHARON-PDP/11 migration is done in similar way except for the step of acquiring the QBUS addresses and vectors directly from console.
Instead this information should be collected directly from the RSX11/RT11 operating system installed on the host to be migrated. Please refer to
the RSX11/RT11 User's Guide for guidelines.

If CHARON-VAX based virtual system needs to be created from scratch, refer to this Application Note describing how to find proper
Qbus addresses and Vectors for each virtul device.

Back to Table of Contents

Collecting information about the source VAX system

The first step is to determine the exact configuration of your VAX hardware in order to create the CHARON-VAX configuration file.

Turn on your source VAX system. At the ">>>" prompt, issue "show gbus" and "show device" commands:
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>>>show gbus

Scan of Qbus |/ O Space

-200000DC (760334) =
- 200000DE (760336) =
-20000124 (760444) =
20000126 (760446) =
-20000140 (760500) =
20000142 (760502) =
20000144 (760504) =
-20000146 (760506) =
20000148 (760510) =
-2000014A (760512) =
-2000014C (760514) =
-2000014E (760516) =
- 20000150 (760520) =
20000152 (760522) =
20000154 (760524) =
- 20000156 (760526) =
20000158 (760530) =
-2000015A (760532) =
-2000015C (760534) =
-2000015E (760536) =
20001468 (772150) =
-2000146A (772152) =
20001920 (774440) =
20001922 (774442) =
20001924 (774444) =
20001926 (774446) =
20001928 (774450) =
-2000192A (774452) =
-2000192C (774454) =
-2000192E (774456) =
20001940 (774500) =
20001942 (774502) =
-20001F40 (777500) =

FFFF (300)
0B40
FFFF (304)
0BCO
0080 (310)
Fos1
DD18
0140
0000
0000
8000
0000
0080 (320)
Fos1
DD18
0140
0000
0000
8000
0000
FFFF (154)
0B40
FFO8 (120)
FFO0
FFO1
FFO2
FFD2
FF14
€000
1030
FFFF (260)
0BCO
0020 (004)

Scan of Qbus Menory Space

>>>

>>>show devi ce

UQSSP Di sk Controller
- DUAO (RZz23)

-DUAL (Rz24)

UQSSP Di sk Controller
-DUB2 (RZ25)
-DUB3 (RZ26)

UQSSP Tape Controller
- MUAO (TK50)

UQSSP Tape Controller
- MUB3 (TK50)

0 (772150)

1 (760334)

0 (774500)

1 (760444)

Et hernet Adapter 0 (774440)
- XQAO (08-00-01-02- D3- CO)

RQDX3/ KDA50/ RRD50/ RQC25/ KFQSA- DI SK
TQK50/ TQK70/ TUS1E/ RV20/ KFQSA- TAPE

DHQL1/ DHV11/ CXA16/ CXB16/ CXY08

DHQL1/ DHV11/ CXA16/ CXB16/ CXY08

RQDX3/ KDA50/ RRD50/ RQC25/ KFQSA- DI SK

DELQA/ DEQNA/ DESQA

TQK50/ TQK70/ TUS1E/ RV20/ KFQSA- TAPE

| PCR

The source VAX configuration in this example is:

Controller Address Devices on controller

RQDX3 | 772150 | -DUAO (RZ23)
-DUAL (RZ24)

RQDX3 | 760334  -DUB2 (RZ25)
-DUB3 (RZ26)

TQK50 774500 | -MUAO (TK50)
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TQK50 760444  -MUB3 (TK50)
DHQ11 760520
DHQ11 760500

DESQA | 774440  -XQAO

To find out the exact types of controllers please refer to the source VAX system documentation.

Back to Table of Contents

Creation of CHARON-VAX configuration file

Using the above info, the following configuration can be created:

#

# First RQDX3 controller on address 772150

#

| oad RQDX3/ RQDX3 DUA addr ess=017772150

set DUA container[0]="C \ M disks\rz23. vdi sk"
set DUA container[1] ="C \ My disks\rz24. vdi sk"

#

# Second RQDX3 controller on address 760334
#

| oad RQDX3/ RQDX3 DUB addr ess=017760334

set DUB container[2]="C\M disks\rz25. vdi sk"
set DUB container[3]="C \M disks\rz26. vdi sk"

#

# First TQK50 controller on address 774500

#

| oad TQK50/ TQK50 MUA addr ess=017774500

set MJA container[0]="C:\ M tapes\tapel.vtape"

#

# Second TQK50 controller on address 760444

#

| oad TQK50/ TQK50 MUB addr ess=017760444

set MUB container[3]="C: \ My tapes\tape2.vtape"

#

# First DHQL1 controller on address 760500

#

| oad DHQL1/ DHV11 TXA address=017760500

load virtual _serial _line/chserial TXAO port=10010
set TXA |ine[ 0] =TXA0

#

# Second DHQL1 controller on address 760520

#

| oad DHQL1/ DHV11 TXB addr ess=017760520

load virtual _serial _|ine/chserial TXBO port=10011
set TXB |ine[ 0] =TXBO

#

# DESQA controller on address 774440

#

| oad DESQA/ DEQNA XQA addr ess=017774440 i nterface=XQA0

| oad packet _port/chnetwk XQAO interface="connection: Charon"

Note the Qbus addresses specification: The number is prefixed with "0", meaning it is an octal value. The number of digits reflects the 22 bit Qbus
architecture.
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Additional DHQ11 serial lines can be mapped later. For now, only 2 lines are configured. They are mapped to IP ports 10010 and 10011.

DESQA is mapped to a network interface having the name "Charon". This interface will be used for CHARON-VAX (see the Installation section for
more details) on this particular host.

Back to Table of Contents

Making disk images

In our example, possible mappings of RQDX3 and TQK50 tapes include physical devices and disk and tape images. Tape images should not be
manually created, whereas you have to provision disk images, as described below.

Our example creates disk images of the original physical type. In reality, this step is the best opportunity in the migration to provision bigger disks
to get extra storage space.

Create special directories for storing disk and tape images, as needed. Created directories are referenced in the sample configuration file above.

...>cd C\
C\> nkdir "M disks"
C\> nmkdir "My tapes"

This operation can also be done using Windows Explorer.
Next, create disk images using the "MkDisk" utility.

Start the "MkDisk" utility from the "Start" menu:

. CHAROM =

. CHAROM-VAX version 4515804
MicroVAX3100 Model 98 emulat
WAX 4000 Model 108 emulator
WAX 4000 Model 700 emulator
YA 4000 Model 705 emulator
VAX 6310 emulator 3
Waxserver 3600 emulator (256ME
WaKserver 3900 emulator (256ME

J Utilities

E CHAROM Launcher version 1
CHARON Log Monitor and D
B CHARON Service Manager ve
CHAROM Web UIv 1.1 B1580
HASP View Version 1.18.1580.
Host Device Check utility v1.d
29 License Update Service versic
Mkdisk utility version 212

B Network Control Center versi

B Putty termif Mkdisk utility }

. CPUID

m
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The main dialog of the utility will appear:

I.-“-‘-.II controllers

ISelect Diigk. Type

Dizk, Properties

Size: I I Mumber of blocks I
Sectors; I Block size: I

Create Dizk Image Cuztom Dzl | Create Metadata...

© 2012 STROMASYS 54
WWW.STROMASYS.COM
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Select "VAX" in the "Select System" drop-down menu, "MSCP" in the "All Controllers" drop-down menu and "RZ24" (for example) in the "Select
Disk Type" drop-down menu, then press "Create Disk Image" button:

Bwos L

File Help

CHARON

Diigk Image generator for Windows

|HZ24

Dizk, Properties

Size: I 2007 |Mb MNumber of I:uI-:u:ksI 409732
Sectors; I 38 Block size: a2

Create Dizk Image | Cuztom Digk... | Create Metadata...

© 2012 STROMASYS 54
WWW.STROMASYS.COM
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The utility will ask you to specify the output file name. Select the "C:\My disks" directory created just before (or create it directly in the dialog) and
press "Save" button:

KA. =) | » Computer » LocalDisk (C) » My disks = [ 44 ||| Search My disks o

Organize = Mew folder

B Desktop i Date modified Type
& Downloads
%# Dropbox MNao items match your search,

LET
"=l Recent Places

4 Libraries
@ Documents
J’ Music
[ Pictures
[ Subversion
B videos o

File name: RZ24 wdisk

Save as type: ’Disk images (*.wdisk)

'~ Hide Folders

The "MkDisk" utility will create the requested disk image:

|
Cancel

e M

Repeat this sequence for the disks "RZ23.vdisk", "RZ25.vdisk" and "RZ26.vdisk". Put them in the same "C:\My disks" folder.

Back to Table of Contents

Installation of VAX operating system

The next step is to transfer the data from the source VAX system to CHARON-VAX. The easiest way to do this is via backup over the network.
But for this operation we need a bootable, network-enabled operating system on a CHARON-VAX disk image or physical disk.

The example configures the CHARON-VAX MicroVAX 3600 system for installation of VAX/VMS from a distribution CD-ROM (usually it is
"\W.\CdRomQ" if the host has only one CD-ROM drive):

#

# First RQDX3 controller on address 772150 with addition of 3 units: a disk for VAX/VMS, storage di sk and
CD-ROM dri ve

#

| oad RQDX3/ RQDX3 DUA addr ess=017772150

set DUA container[0]="C:\ M disks\rz23. vdi sk"

set DUA container[1]="C \ My disks\rz24. vdi sk"

set DUA container[2]="C:\ My disks\new vnms_system vdi sk"

set DUA container[3]="C\M disks\backup_storage. vdi sk"

set DUA container[4]="\\.\CdRonD"

'_ DUAR3 will be the disk where all the source disks will be copied, so its size needs to be big enough to store all the disk backup images

Create an empty disk image for installation of VAX/VMS and another one for storing backups from the source VAX system as it is shown in the
section above.
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Run CHARON-VAX and boot from "dua4" ("migration.cfg" is the configuration file we use in this example):

...> nmv3k6 migration.cfg

KA650-A V5.3, VMB 2.7

Perform ng nornal systemtests.
40..39..38..37..36..35..34..33..32..31..30..29..28..27..26..25..
24..23..22..21..20..19..18..17..16..15..14..13..12..11..10..09..
08..07..06..05..04..03..

Tests conpl et ed.

>>>poot duad

Install VAX/VMS including DECnet on "dua2". DECnet address must belong to the same area as the source VAX system.

Login to the newly installed VMS system and initialize the disk intended for backups storage. Let's assume it's prompt is "newns$ "

newns$ | NI T DUA3: SCRATCH
newns$ MOUNT/ SYSTEM NOASSI ST DUA3: SCRATCH

Back to Table of Contents

Making remote backups

Now we are ready to create disk backups from the source VAX system to CHARON-VAX.
Boot CHARON-VAX and make sure that the source VAX system is available via DECnet.

Login to the source VAX system. Stop all the batch queues, kick off the users, stop all application and close databases if any. The commands
listed in SYS$MANAGER:SYSHUTDWN.COM may be helpful. The goal is to close as many files as possible. The system disk will have several
files opened (pagefile, swapfile, etc.), but this is normal.

o The use of the "SHOW DEVICE /FILES" command would be of help to know files opened on a disk

Issue (let's assume that the CHARON-VAX system is node 1.400 in this example) the following commands from the source VAX. Let's assume it's
login is "sour ce$ "

sour ce$ BACKUP/ | MAGE/ | GNORE=I NTERLOCK DUAO: 1. 400: : DUA3: [ 000000] DUAO. BCK/ SAVE
sour ce$ BACKUP/ | MAGE/ | GNORE=I NTERLOCK DUA1: 1. 400:: DUA3: [ 000000] DUAL. BCK/ SAVE

Once the backup procedure completes, the disk "DUA3" of CHARON-VAX will contain 2 savesets: "DUA0.BCK" and "DUA1.BCK"

Back to Table of Contents

Restore backups to CHARON-VAX disks

Next, restore the new savesets to their corresponding virtual disks. Login to CHARON-VAX and issue this sequence of commands to restore all
the savesets created on the previous step:

newns$ MOUNT/ FOREI GN DUAO:
newns$ BACKUP/ | MAGE DUA3: [ 000000] DUAQ. BCK/ SAVE DUAQ:
newns$ DI SMOUNT DUAO:

newns$ MOUNT/ FOREI GN DUAL:
newns$ BACKUP/ | MAGE DUA3: [ 000000] DUAL. BCK/ SAVE DUAL:
newns$ DI SMOUNT DUAL:

If you are going to have CHARON-VAX and the original physical VAX on the network at the same time, you must change the network identity
of one (usually the CHARON-VAX). The easiest way is to boot the CHARON-VAX on the restored system disk with the network Disabled and
configure new addresses, as needed. The NIC can be disabled with a "connection:disabled" statement in the CHARON cfg file.

Then Enable the network and reboot.
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Back to Table of Contents

Alternative ways of data transfer

Some alternative methods of data transfer are also possible. For example:

® Connect a SCSI tape drive to CHARON-VAX / CHARON-PDP host via a PCI card
® Map the tape drive in the CHARON-VAX / CHARON-PDP configuration file
a. Restore source VAX system backups from tape to disk images via VMS/RSX11/RT11 running on CHARON-VAX /

CHARON-PDP
b. Boot from standalone backups and restore its content to CHARON-VAX / CHARON-PDP virtual disks

® Dump source VAX/PDP11 system backups to tape images with "mtd" utility and:
a. Boot from freshly installed VMS/RSX11/RT11 system and restore the tape images to CHARON-VAX / CHARON-PDP

virtual disks
b. Boot from standalone backups and restore its content to CHARON-VAX / CHARON-PDP virtual disks

® Create a network cluster between the source VAX/PDP11 system and CHARON-VAX / CHARON-PDP (it is possible to use the source
system as boot server); then simple backup from one disk to another:

$ BACKUP/ | MAGE/ | GNORE=I NTERLOCK REAL$DUAO: DUAO:

Back to Table of Contents

© Stromasys, 2015 82 /302



Document number: 30-16-044-012

CHARON-VAX for Windows DSSI cluster

Table of Contents

Introduction

General description

Configuration steps

Example 1: Dual node DSSI cluster with 4 shared disks
Example 2: Triple node DSSI cluster with multiple iSCSI disks

Introduction

This section describes how to configure a DSSI cluster in CHARON-VAX for Windows.

Back to Table of Contents

General description

The DSSI storage subsystem for the CHARON VAX 4000 106, 108, 700 and 705 models is based on the emulation of "SHAC" host
adapters. Routing of SCS cluster information among the emulated "SHAC" host adapters of multiple nodes is done via separate TCP/IP links.

The DSSI storage subsystem is functionally emulated and operates at a much higher rate of throughput than the original hardware.
Connections to the physical DSSI hardware is neither possible nor planned for future releases.

The current version of DSSI emulation for CHARON-VAX supports up to 3 VAX nodes in a virtual DSSI cluster and handles a maximum cluster
size of 8 nodes. A single virtual DSSI network supports up to 256 storage elements.

For more details on a DSSI configuration follow this link.

Back to Table of Contents

Configuration steps

To create a CHARON-VAX DSSI cluster, the following elements must be configured:
1. "SHAC" host adapter
2. "HSD50" storage controller

DSSI hardware topology is emulated by establishing TCP/IP channels between the emulated SHAC host adapters of each CHARON-VAX
system. The emulated HSD50 storage controllers are then connected to every SHAC host adapter in the virtual DSSI network.

Cluster operation requires (virtual) disks that are simultaneously accessible by all CHARON-VAX nodes involved. This can be implemented for
instance by using a properly configured iSCSI initiator / target structure or a fiber channel storage back-end. Disks on a multiport SCSI switch are
not acceptable, as a SCSI switch does not provide true simultaneous access to multiple nodes.

It is advisable to start any field test with implementing the cluster examples provided below

Back to Table of Contents

Example 1: Dual node DSSI cluster with 4 shared disks

To setup two emulated VAX 4000 Model 108 nodes, we need two host machines, preferably running the same version of Windows.
Assume that these host systems have network host names CASTOR and POLLUX in the host TCP/IP network.

The following are CHARON-VAX configuration files for the emulated VAX 4000 Model 108 nodes running on CASTOR and POLLUX:
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CASTOR node

set PAA port[2]=11012 host[ 2] ="pol | ux: 11021"
| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=3
set DI SKS scs_system i d=3238746238 mscp_al | ocati on_cl ass=1

set DI SKS cont ai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-r z24-vins-v6. 2. vdi sk"
set DI SKS contai ner[ 1] ="\\Di skServer\ Shar e\ dual-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[2]="\\Di skServer\ Shar e\ dua2-rz24-vins-v6. 2. vdi sk"
set DI SKS cont ai ner[ 3] ="\\Di skServer\ Shar e\ dua3-rz24-vis-v6. 2. vdi sk"

POLLUX node

set PAA port[1] =11021 host[1] ="castor:11012"
| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=3
set DI SKS scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS cont ai ner[ 0] ="\\ Di skServer\ Shar e\ dua0O-r z24- virs- v6. 2. vdi sk"
set DI SKS contai ner[ 1] ="\\Di skServer\ Shar e\ dual-rz24-vms-v6. 2. vdi sk"
set DI SKS cont ai ner[ 2] ="\\Di skServer\ Shar e\ dua2-rz24-vins-v6. 2. vdi sk"
set DI SKS

cont ai ner[ 3] ="\\ Di skServer\ Shar e\ dua3-rz24-vns-v6. 2. vdi sk"

Let's review both configurations step-by-step.

1. The first line of both configuration files establishes parameters for the preloaded "PAA" SHAC host adapter. Only 2 parameters of SHAC
are important for us in this situation:

Parameter Description

port An integer value that specifies the TCP/IP port number on which an emulated SHAC host adapter listens for connections
from another emulated SHAC host adapter.

Possible port values range from 1024 through 32767.

host A string value that specifies the TCP/IP host name (and optional TCP/IP port number) to connect to another
emulated SHAC host adapter.

The syntax for the string is “host-name[:port-no]” with possible values for "port-no" in the range from 1024 through 32767.

Thus, CASTOR connects to POLLUX's port 11021 and listens for POLLUX's connection on port 11012, POLLUX connects to CASTOR'
s port 11012 and listens for CASTOR's connection on port 11021

2. The second and third lines of both configuration files are for loading "DISKS", HSD50 storage controllers and its parametrization:

Parameter Description
dssi_host A string value that specifies the instance name of the emulated SHAC host adapter serving the virtual DSSI
network.

If this value is not set, CHARON-VAX tries to locate the host adapter automatically. This automatic lookup
works only if the CHARON-VAX configuration has exactly one instance of the emulated SHAC host adapter.

dssi_node_id An integer value that specifies the address of an emulated HSD50 storage controller on a virtual DSSI
network. Possible values range from 0 through 7 (initially set to 0).

scs_system_id A string value that specifies the SCSNODENAME of the emulated HSD50 storage controller.

The string can consist of up to 10 characters. Possible characters are uppercase letters: A through
Z and integers.
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mscp_allocation_class = An integer value that specifies the ALLOCLASS of an emulated HSD50 storage controller.

Possible values are from 0 through 255 (initially set to 0).

In both configuration files, the names of the emulated HSD50 storage controller "DISKS" must be identical. Not following this
rule can cause data corruption on the (virtual) disks.

3. The last lines demonstrate mapping "DISKS" HSD50 storage controller to disk images, shared between both hosts. A "container" parame
ter is used for this purpose. This example assumes that all disk images are accessible from both host machines via Microsoft share or
some other realization. It is also possible to create a network drive and use it in the CHARON-VAX configuration files abobe.

Back to Table of Contents

Example 2: Triple node DSSI cluster with multiple iSCSI disks

In this example we assume that all three host systems have an iSCSI initiator and are connected to a common iSCSI server. The iSCSI disk
server provides 8 virtual disks with R/W access on all hosts. These disks are configured as "\\.\PhysicalDrive0" to "\.\PhysicalDrive7" on each of
the host machines.

The storage configuration must be identical on all three nodes. It is recommended to describe the storage structure in a separate configuration file
to be included in each CHARON-VAX configuration file with the use of the "“include" instruction (name of the configuration file set to "disksets.cfg"
in this example) and store it on a common network share ("\\DiskServer\Share"):

| oad HSD50 DI SKS1 dssi_host =PAA dssi _node_i d=4
set DI SKS1 scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS1 container[1]="\\.\Physical Drive0"
set DI SKS1 container[2]="\\.\Physical Drivel"
set DI SKS1 container[3]="\\.\Physical Drive2"
set DI SKS1 container[4]="\\.\Physical Drive3"

| oad HSD50 DI SKS2 dssi _host =PAA dssi _node_i d=5
set DI SKS2 scs_system i d=1256412654 nscp_al | ocati on_cl ass=2

set DI SKS2 container[5]="\\.\Physical Drive4"
set DI SKS2 container[6]="\\.\Physical Drive5"
set DI SKS2 container[7]="\\.\Physical Drive6"
set DI SKS2 container[8]="\\.\Physical Drive7"

CHARON-VAX configuration file for the emulated VAX 4000 Model 108 node running on HOSTOQO01 is as follows:

set PAA port[2]=11012 host[ 2] ="host 002: 11021"
set PAA port[3]=11013 host[ 3] ="host003: 11031

include \\ Di skServer\ Share\di sksets.cfg

CHARON-VAX configuration file for the emulated VAX 4000 Model 108 node running on HOSTO002 is as follows:

set PAA port[1]=11021 host[ 1] ="host 001: 11012"
set PAA port[3]=11023 host[ 3] ="host 003: 11032"

include \\Di skServer\ Share\di sksets.cfg

CHARON-VAX configuration file for the emulated VAX 4000 Model 108 node running on HOSTO003 is as follows:

© Stromasys, 2015 85/302



Document number: 30-16-044-012

set PAA port[1]=11031 host[ 1] ="host 001: 11013"
set PAA port[2]=11032 host[ 2] =" host 002: 11023"

include \\Di skServer\ Share\di sksets.cfg

Back to Table of Contents
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CHARON-VAX for Windows ClI cluster

Table of Contents

Introduction

General description

Configuration steps

Example 1: Dual node CI cluster with 4 shared disks
Example 2: Triple node ClI cluster with multiple iISCSI disks

Introduction

This section describes how to configure a CHARON-VAX for a Windows CI cluster.

Back to Table of Contents

General description

A virtual CIXCD is the functional equivalent of a hardware CIXCD host adapter with the exception that there is no physical layer to connect to a
hardware Cl infrastructure. The current hardware is much faster than the physical Cl implementation, therefore if such a connection were even
possible, it would limit the virtual system throughput.

For data storage, the CIXCD connects to one or more virtual HSJ50 controllers that are loaded as separate components in the configuration file.
To configure VAX ClI clusters, the virtual CIXCDs of the multiple CHARON-VAX/66x0 instances are interconnected via TCP/IP links.

It is advisable to start any field test based on the cluster examples provided below
Configuring virtual CI clusters requires many configurable parameters and these parameters need to be the same on all servers.

The current Cl implementation for CHARON-VAX/66x0 supports up to 8 VAX nodes in a virtual Cl cluster and handles a maximum cluster size of
128 nodes. A single virtual Cl network supports up to 256 storage elements.

For more details on CI configuration follow this link.

Back to Table of Contents

Configuration steps

To create a CHARON-VAX CI cluster, both of the following elements must be configured:
1. "CIXCD" host adapter
2. "HSJ50" storage controller

Cl hardware topology is emulated by establishing TCP/IP channels between the emulated CIXCD host adapters of each CHARON-VAX system.
The emulated HSJ50 storage controllers are then connected to every CIXCD host adapter in the virtual Cl network.

Cluster operations require that (virtual) disks are simultaneously accessible by all CHARON-VAX nodes involved. This can be implemented, for
instance, by using a properly configured iSCSI initiator / target structure or a fiber channel storage back-end. Disks on a multiport SCSI switch are
not acceptable - because a SCSI switch does not provide true simultaneous access to multiple nodes.

It is advisable to start any field test with implementing the cluster examples provided below

Back to Table of Contents

Example 1: Dual node ClI cluster with 4 shared disks

In this example, setting up two emulated VAX 6610 nodes, two host machines, preferably running the same version of Windows, are required.
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Assume that these host systems have network host names CASTOR and POLLUX in the host TCP/IP network.

The following are CHARON-VAX configuration files for the emulated VAX 6610 nodes running on CASTOR and POLLUX:

CASTOR node

| oad Cl XCD PAA ci _node_i d=1

set PAA port[2]=11012 host[ 2] =" pol | ux: 11021”

| oad HSJ50 DI SKS ci _host =PAA ci _node_i d=101

set DI SKS scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS contai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-rz24-vis-v6. 2. vdi sk"
set DI SKS contai ner[ 1] ="\\Di skServer\ Shar e\ dual-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[2]="\\Di skServer\ Shar e\ dua2-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[ 3] ="\\Di skServer\ Shar e\ dua3-rz24-vns-v6. 2. vdi sk"

POLLUX node

| oad Cl XCD PAA ci _node_i d=2

set PAA port[1]=11021 host[1]="castor:11012"

| oad HSJ50 DI SKS ci _host =PAA ci _node_i d=101

set DI SKS scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

set DI SKS contai ner[ 0] ="\\ Di skServer\ Shar e\ dua0-r z24- virs- v6. 2. vdi sk"
set DI SKS contai ner[ 1] ="\\Di skServer\ Shar e\ dual-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[2]="\\Di skServer\ Shar e\ dua2-rz24-vns-v6. 2. vdi sk"
set DI SKS

cont ai ner[ 3] ="\\ Di skServer\ Shar e\ dua3-rz24- vns-v6. 2. vdi sk"

Let's review both configurations step-by-step.

1. The first two lines of both configuration files load and establish parameters for the "PAA" CIXCD host adapter. Only 3 CIXCD
parameters are important for us in this situation:

Parameter Description
ci_node_id | An integer value that specifies the address of the virtual CIXCD host adapter on the virtual Cl network.
Possible values range from 0 through 127 (Initially set to 127).

port An integer value that specifies the TCP/IP port number at which the emulated CIXCD host adapter listens for connections
from another emulated CIXCD host adapter with a certain Cl node id. Possible values range from 1024 through 32767.

host A string value that specifies the TCP/IP host name (and optional TCP/IP port number) to connect to another
emulated CIXCD host adapter with certain Cl node.

The syntax for the string is “host-name[:port-no]” with possible values for "port-no” in the range from 1024 through 32767.

Thus, CASTOR connects to POLLUX's port 11021 and listens for POLLUX's connection on port 11012, POLLUX connects to CASTOR'
s port 11012 and listens for CASTOR's connection on port 11021
2. The third and fourth lines of both configuration file "DISKS" HSJ50 storage controller and its parameters:

Parameter Description
ci_host A string value that specifies an instance name of the emulated CIXCD host adapter serving the virtual Cl
network.

If this value is not set, CHARON-VAX tries to locate the host adapter automatically. This automatic lookup
works only if the CHARON-VAX configuration has exactly one instance of an emulated CIXCD host adapter.
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ci_node_id

scs_system_id

mscp_allocation_class

Possible values are from 0 through 7 (initially set to 0).

A string value that specifies the SCSNODENAME of the emulated HSJ50 storage controller.

An integer value that specifies the address of the emulated HSJ50 storage controller on a virtual Cl network.

The string consists of up to 10 characters. Possible characters are uppercase letters A through Z and the

integers 0 through 9.

Possible values range from 0 through 255 (initially set to 0).

An integer value that specifies the ALLOCLASS of an emulated HSJ50 storage controller.

In both configuration files, the data related to the emulated HSJ50 storage controller, the "DISKS" must be identical. Not

following this rule can cause data corruption on the (virtual) disks.

3. The next lines demonstrate the mapping of the "DISKS" HSJ50 storage controller to the disk images, shared between both hosts. A
"container" parameter is used for this purpose. This example assumes that all disk images are accessible from both host machines
via a network share or some other realization.

Back to Table of Contents

Example 2: Triple node CI cluster with multiple iSCSI disks

In this example we assume that all three host systems have an iSCSI initiator and are connected to a common iSCSI server. The iSCSI disk
server provides 8 virtual disks with R/W access on all hosts. These disks are configured as "\\.\PhysicalDrive0" ... "\\.\PhysicalDrive7" on each of
the host machines.

The storage configuration must be identical on all three nodes, it is recommended to describe the storage structure in a separate configuration file
to be included in each CHARON-VAX configuration file with the "include" instruction (in this example the name of the configuration file set to
"disksets.cfg") and store it on a common network share ("\\DiskServer\Share"):

| oad HSJ50
set DI SKS1

set DI SKS1
set DI SKS1
set DI SKS1
set DI SKS1

| oad HSJ50

set DI SKS2

set DI SKS2
set DI SKS2
set DI SKS2
set DI SKS2

CHARON-VAX configuration file for the emulated VAX 6610 node running on HOSTOO01 is as follows:

Dl SKS1 ci _node_i d=4
scs_system i d=3238746238 nscp_al | ocati on_cl ass=1

contai ner[ 1] ="\\.\ Physi cal Dri veQ"
contai ner[2] ="\\.\Physical Drivel"
container[3]="\\.\Physical Drive2"
contai ner[4] ="\\.\Physical Drive3"

DI SKS2 ci _node_i d=5
scs_system i d=1256412654 nscp_al | ocati on_cl ass=2

contai ner[ 5] ="\\.\Physical Drive4"
contai ner[ 6] ="\\.\Physical Drive5"
container[ 7] ="\\.\Physical Drive6"
container[8]="\\.\Physical Drive7"

| oad Cl XCD PAA ci _node_id=1

set PAA port[2]=11012 host[ 2] ="host 002: 11021"
set PAA port[3]=11013 host[ 3] ="host003: 11031

include \\ Di skServer\ Share\di sksets.cfg

CHARON-VAX configuration file for the emulated VAX 6610 node running on HOSTO002 is as follows:
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| oad Cl XCD PAA ci _node_i d=2

set PAA port[1]=11021 host[ 1] ="host001: 11012"
set PAA port[3]=11023 host[ 3] ="host 003: 11032"

include \\Di skServer\ Share\di sksets.cfg

CHARON-VAX configuration file for the emulated VAX 6610 node running on HOSTO003 is as follows:

| oad Cl XCD PAA ci _node_i d=3

set PAA port[1] =11031 host[1] =" host 001: 11013"
set PAA port[2]=11032 host[2]="host 002: 11023"

include \\Di skServer\ Share\di sksets.cfg

Back to Table of Contents
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CHARON-VAX and CHARON-PDP for Windows licensing
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General description

The CHARON-VAX / CHARON-PDP products are protected by licenses issued on a customer basis by STROMASYS Inc. The
CHARON-VAX / CHARON-PDP license defines all the specifics of a particular CHARON-VAX / CHARON-PDP distribution and its usage.

The license is implemented in the form of a hardware dongle (a Sentinel HASP key) or a software license. Please be careful with your license key,
in case of loss or damage, the CHARON-VAX / CHARON-PDPinstances will not run or start until the license key is replaced. For extra protection,
STROMASYS recommends the use of a backup license key (purchased separately) that can replace the main license key for a restricted period
of time. It is possible to specify the backup license in the CHARON-VAX / CHARON-PDP configuration file to prevent CHARON-VAX /
CHARON-PDP from stopping in case the main license dongle is no longer accessible.

The CHARON-VAX / CHARON-PDP license is read upon the start of each instance of CHARON-VAX / CHARON-PDP and at a specified interval
(defined by the license content) during the emulated system execution (default is 1 hour). If CHARON-VAX / CHARON-PDP detects the absence
(or malfunction) of the license key or software license, CHARON-VAX / CHARON-PDP will try to use a backup license (if specified in the
configuration file). If the license is not available or not specified, CHARON-VAX / CHARON-PDP displays a warning message in the log file
requesting the license key reconnection or software license reactivation. If the license is not reconnectedor reactivated within a given period of
time (the check interval), CHARON-VAX / CHARON-PDP exits.

o The CHARON-VAX / CHARON-PDP main license is time restricted or unlimited, the backup license is limited by the number of executions (1
execution = 1 interval check)

Note that if the time-restricted license is used and it expires, CHARON-VAX / CHARON-PDP tries to find its replacement automatically and,
if found, CHARON-VAX / CHARON-PDP proceeds using the replacement license.

The present CHARON-VAX / CHARON-PDP implementation requires that the expired license be removed to allow the
running CHARON-VAX / CHARON-PDP instance to switch to a valid one.

The CHARON-VAX /| CHARON-PDP software license is not distributed for Proof-of-Concept and evaluation installations. Only hardware
dongles are used in this cases.

It is important to connect the HASP license keys to the computer, even if CHARON-VAX / CHARON-PDP is not running, because the
keys contain a built-in accumulator that needs to be charged. If the accumulator is completely discharged, the license key can
be irreparably damaged.

Update of the CHARON-VAX / CHARON-PDP license can be performed on the fly without stopping CHARON-VAX / CHARON-PDP. All the
parameters including the expiration date and time can be updated w/o any restrictions.
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At the next license check, CHARON-VAX / CHARON-PDP will use the updated license normally.

The following sections list all the main parameters of the CHARON-VAX / CHARON-PDP licensing mechanism.

Back to Table of Contents

Parameters defined by CHARON-VAX / CHARON-PDP license

The following table represents all the parameters defined by the CHARON-VAX / CHARON-PDP license:

General

Physical key ID
License Number

End user name
Master key ID
License release date
and time

Update Number
Purchasing Company
name. In most cases
the company to which
the key was issued
originally

Products relevant

Commercial product name

Commercial product code

Commercial product version and range of build numbers suitable for
running

Range of CHARON-VAX / CHARON-PDP virtual models available for
running

Type of host CPU required

Host operating system required

Number of virtual CPUs enabled for virtual SMP systems

Minimum number of host CPU cores required

Minimum host memory required

Maximum memory emulated. If not present the value defaults to the
maximum memory possible for the particular virtual system. Note that
the maximum memory may not be available to the virtual system if the
host computer has insufficient physical memory.

Maximum number of CHARON-VAX / CHARON-PDP instances that
can be run concurrently

Whether or not CHAPI (CHARON API) can be used with this product
Product and Field Test expiration dates (if any)

Product and Field Test executions counter (if any)

Maximum number of hosts that may run CHARON-VAX /
CHARON-PDP concurrently (in the case of a networking license)
Level of support (if any), end date of any support contract, the "First
Line" Service Provider

Frequency of CHARON-VAX / CHARON-PDP license checking during
CHARON-VAX / CHARON-PDP execution

CHARON-VAX [ CHARON-PDP licensing models

Optional

Possibility to attach hardware
QBUS/UNIBUS hardware via
adapter

Parameter that reduces the
maximum speed of the
program

Parameter that enables the
product to support additional
serial lines through an option
board from a company such as
DIGI

Parameter that prohibits use of
Advanced CPU Emulation. If
not present the Advanced
CPU Emulation is enabled
Parameter that

enables the emulation

of the IEQ11-A IEEE488
Controller (on top

of the DCI-3100 IEEE488
Controller)

Parameter that

enables the emulation

of the DRV11-WA I/O
controller (on top

of the DCI-1100 I/O controller)

Back to Table of Contents

CHARON-VAX / CHARON-PDP licensing models are divided into 3 groups:

This is the most common way of CHARON-VAX / CHARON-PDP licensing.

Regular Sentinel HASP keys

The CHARON-VAX / CHARON-PDP license is embedded in a Sentinel HASP dongle. This license is available only on the host where the dongle
is physically installed.

The CHARON-VAX / CHARON-PDP installation procedure takes care of the Sentinel HASP run-time (driver) installation. Once the CHARON-VAX
/ CHARON-PDP product has been installed, it is possible to plug in the regular license key and proceed with using CHARON-VAX /
CHARON-PDP without additional configuration steps.

The number of CHARON-VAX / CHARON-PDP instances allowed to run on a particular host may be restricted by the license content
(see above).
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Network Sentinel HASP keys

The Network Sentinel HASP key (red dongle) can be shared between several hosts running CHARON-VAX / CHARON-PDP (including the host
on which the network license is installed).

If CHARON-VAX / CHARON-PDP is installed on the host where the network key is connected, no additional steps are required. The Sentinel
driver is activated as part of the CHARON-VAX / CHARON-PDP installation. If the host does not have CHARON-VAX / CHARON-PDP installed,
the host can still distribute the connected network license to CHARON-VAX / CHARON-PDP instances running on other hosts. In this case the
Sentinel driver must be installed on the host manually.

The Sentinel run-time driver is distributed as a part of the CHARON-VAX / CHARON-PDP kit. Please see the "License installation" section of this
chapter for details.

Once the Sentinel run-time driver is installed and the network license is connected, CHARON-VAX / CHARON-PDP can be started on any
appropriate host on the LAN network segment.

The Network license key contains a specific parameter to restrict the number of hosts allowed to run CHARON-VAX / CHARON-PDP at
the same time. Together with a parameter defining the number of CHARON-VAX / CHARON-PDP instances that may run at the same
time, the network license sets the total number of running CHARON-VAX / CHARON-PDP instances on the allowed number of hosts.

Software licenses

The CHARON-VAX / CHARON-PDP Software License is a "virtual" key with exactly the same functionality as the hardware dongle.

The CHARON-VAX / CHARON-PDP Software License does not require any hardware but it requires installation of the Sentinel run-time
environment.

Software licenses are always network-wide on Windows, so they behave the same way as Network HASP keys.

Software Licenses are highly dependent on hardware configuration of CHARON host. Do not change hardware configuration since it
leads to disabling of installed Software License!

If CHARON host has to be upgraded use the following procedure:

1. Transfer Software License to some other host.
2. Upgrade CHARON host.
3. Transfer Software License back to CHARON host.

Back to Table of Contents
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Multiple licenses configuration and backup license

For any type of licensing, CHARON-VAX / CHARON-PDP can use only one valid ("active") license (of given vendor code) at a time.

The "HASP View" utility displays the "active" license only. The utility provides the license number and ID / IP address of the host where the active
license is installed.

CHARON-VAX / CHARON-PDP cannot:

® check all the available license keys / software licenses,
" choose one,
" automatically switch from one key to another.

The general recommendation is to avoid usage of multiple keys in one network segment. Use only one locally installed license per host or one
network license per local network segment containing several CHARON-VAX / CHARON-PDP hosts.

When needed, it is possible to use a special parameter in the CHARON-VAX / CHARON-PDP configuration file to specify exactly which license
must be used by each particular instance of CHARON-VAX / CHARON-PDP:

Parameter Type Value

license_key_id[N], | Numeric = A number (decimal Sentinel key ID) that specifies regular (N=0) and backup (N=1) license keys to be used by
N=0or1 CHARON-VAX / CHARON-PDP.

Example:

set session |icense_key_id[0]=1877752571
set session |icense_key_id[1] =354850588

It is also possible to specify both regular and backup key in one line.

Example:
set session |icense_key_id[0]=1877752571 |icense_key_i d[ 1] =354850588

Depending on the presence of the regular and/or backup license key IDs in the configuration file,
CHARON-VAX /| CHARON-PDP behaves differently:

1. No keys are specified
CHARON-VAX / CHARON-PDP behaves as usual (performs unqualified search for any suitable key). If no
keys are found, CHARON-VAX / CHARON-PDP exits.

2. Both keys are specified
CHARON-VAX /| CHARON-PDP performs qualified search for regular license key. If it is not found,
CHARON-VAX /| CHARON-PDP performs qualified search for backup license key. If it is not found,
CHARON-VAX /| CHARON-PDP exits.

3. Only regular key is specified
CHARON-VAX / CHARON-PDP performs qualified search for regular license key. If it is not found,
CHARON-VAX / CHARON-PDP performs unqualified search for any suitable key. If it is not found,
CHARON-VAX / CHARON-PDP exits.

4. Only backup key is specified
CHARON-VAX /| CHARON-PDP behaves as usual (performs unqualified search for any suitable key). If no
keys are found, CHARON-VAX / CHARON-PDP exits.

Back to Table of Contents
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License installation

Installation of Regular and Network license keys

Installation of a CHARON-VAX / CHARON-PDP regular or network licenses consists of:

1.

2.

Installation of the Sentinel run-time environment on the CHARON-VAX / CHARON-PDP host (regular and network keys) or on the host

that will distribute CHARON-VAX / CHARON-PDP licenses over a local network segment (network key only). The Sentinel software is

installed automatically by CHARON-VAX / CHARON-PDP for Windows.
Physical connection of the HASP license dongle to the CHARON-VAX / CHARON-PDP host or to the host distributing the CHARON-VAX

/ CHARON-PDP license over the local network segment.

When manual installation of Sentinel run-time is required (in the case of the network license server that does not have CHARON-VAX /
CHARON-PDP installed):

oA WN R

. Login as Administrator

. Open the CHARON-VAX / CHARON-PDP kit folder
. Switch to the "hasp_install" subfolder

. Unzip the archive located in this folder

Open "cmd.exe" and switch to the folder where the files were unzipped

. Issue:

...> haspdinst.exe -fr -kp -nonsg
...> haspdinst.exe -install -cm

Note that the following operations have to be performed on installation phase for network licenses:

® On server side (where network license will reside): open port 1947 for both TCP and UDP
® On clients side: open UDP ports 30000-65535
® Both on server and client sides: setup default gateway

Please consult with your Windows User's Guide on details.
If stricter firewall rules are required, it is possible to open the ports 30000-65535 and 1947 only for the "Sentinel HASP License
Manager" (hasplms.exe) service (it will be installed by CHARON-VAX / CHARON-PDP ).

Back to Table of Contents

Replacement of currently installed Sentinel run-time

Replacement of currently installed Sentinel Run-time may be needed in case of:

Upgrade to a newer version of CHARON-VAX / CHARON-PDP
Installation of a specific CHARON-VAX / CHARON-PDP license Run-time provided by STROMASYS

Run-time replacement can be done in the following way:

Login as Administrator

Open the CHARON-VAX / CHARON-PDP kit folder

Switch to the "hasp_install" subfolder

Unzip the archive located in this folder

Open "cmd.exe" and switch to the folder where the files were unzipped
Remove the current run-time with the command

...> haspdinst.exe -fr -kp -nonsg
Issue the command:
...> haspdinst.exe -install -cm

Back to Table of Contents
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Installation and update of CHARON-VAX/PDP Software License or HL/HASP dongle License

CHARON-VAX / CHARON-PDP software licenses can be installed / updated according to the procedure described below. This procedure is also
applicable for update of a license in case of HL/HASP dongles.

® |nstall CHARON-VAX / CHARON-PDP together with Sentinel run-time (Sentinel run-time is an essential part of CHARON-VAX /
CHARON-PDP for Windows distribution).
® Reboot host system.
® |n case of Software License installation and if there are already installed network-wide SL's in local network disable access to network
licenses in the following way:
® Go to http://localhost:1947 to access the "Sentinel HASP Admin Control Center" (ACC).
® Select "Configuration” option at the left panel, then "Access to Remote License Managers" tab.
® Uncheck the highlighted options:

(Shrervee Sentinel Admin Control Center
Configuration for Sentinel License Manager on KIRILL

Sentinel Keys Basic Settings I Users I Access to Remote License Managers I Access from Remote Clients | Detachable Licenses I Network

Products

Features Allow Access to Remote Licenses I'ou may experience a delay of a few minutes before your changes will take effect.

TETTE Broadcast Search for Remote Licenses

Update/Attach Aggressive Search for Remote Licenses )]

Specify Search Parameters
Access Log

® Press "Submit" button to apply settings
® Select "Network" tab.
® Switch "Network visibility" to "None":

@aferuet. Sentinel Admin Control Center
Configuration for Sentinel License Manager on KIRILL

Sentinel Keys Basic Settings I Users I Access to Remote License Managers I Access from Remote Clients Detachable Licenses I Network I

Products

Features

Sessions Metwork Visibility Al Network Adapters = A change to this setting may disrupt existing local and remote sessions

(e None (Local Access Only) with this License Manager.
d - + When this setting is changed, License Manager will be unavailable for
Update/Attach several seconds

If set to "None”, keys containing FQDN-protected licenses will be disabled.

Access Log « Waming: If this browser session is with a remote Admin Control Center, and
- you set that remote License Manager service to "Meone”, your session
Configuration terminates. You will not be able to reconnect to that License Manager
Diagnestics service or Admin Control Center.

® Press "Submit" button to apply setting.

* Do not forget to return these settings back after SL installation.
® Connect HASP dongle to host system (in case of update of a license in a dongle).
® Collect CHARON-VAX / CHARON-PDP host fingerprint file ("*.c2v"):

Open "License Update Service" utility:
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VaXeerver 3900 emulator -
VAXStation 4000 Model 90 emulator
. Ltilities

E CHAROM Launcher version 1.34
CHAROM Log Menitor and Dispatch
B CHARON Service Manager version 1
CHAROMN Web UTv1.1 B15804
HASP View Version 1.18.15804
Host Device Check utility v1.0.15804
#¥ License Update Service version 6.4
Mikdisk utility version 212 p
= Metwork Control Center version 1.38
‘@ Putty terminal emulater v0.60

uID

SNT

® |n the utility dialog popup open the "Collect Status Information” tab, then select:
* "Installation of new protection key" (in case of Software License if no Software License has been installed on the host):

m

Example:

i )

¥ RUS (= & |weSa)

Collect Status Information | Apply License File | Transfer License |

IIIIIIIIIIIIIIIL

Collect information from this computer to enable:
(L) Update of existing protection key

i@ Installation of new protection key

Collect Information

® "Update of existing protection key" (in case of HL/HASP dongle or Software License that has been already installed on the host
and needs updating):

Example:
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o
-

# RUS (= [ ]S)

Caollect Status Information | Apply License File | Transfer License |

IIIIIIIIIIIIIIIL

Collect information from this computer to enable:
i@ Update of existing protection key
i) Installation of new protection key

Collect Information

In case of HASP dongles use only "Update of existing protection key" option!

In case of Software License use "Installation of new protection key" option if host does not have Software License
installed and "Update of existing protection key" option if already installed Software License has to be updated.

Press "Collect Information”. In the popup dialog choose the place to store the "Fingerprint.c2v" file and press "Save":

“ Save Key Status As @
@l\‘)'| ., v Computer » Local Disk (C:) » Temp » - |¢, | | Search Temp 2 |
Organize v Mew folder 3= - @
N Favorites Name Date modified Type Size

Ml Deskiop ) DETSW 20.06.2014 16:54 File folder
.. Downloads . Install_Win7_7086_05262014 23.06.2014 18:10 File folder
%3 Dropbox

= RecentPlaces

4 Libraries
@ Documents
J’ Music
[&5] Pictures
[ Subversion
E Videos

m

M Computer
£, Local Disk (<)
= Local Disk (E:)
¥ nikolaev (\imscn

-

File name: Fingerprint -
Save as type: | Update receipt file (*.c2v) - ]
= Hide Folders save | | Cancel |
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A message should appear similar to this example, confirming the fingerprint has been collected successfully.

Collect Status Information | Apply License File Transfer License

16:15: 54
Fingerprint retrieved.

Q¥ ¥ ¥ ¥ oW o¥ o oW ¥ o 9 ¥ ¥ oV ¥ g

Collect infarmation from this computer to enable:
(71 Update of existing protection key
Installation of new protection key

ollect Information

® Send the ".c2v" file ("Fingerprint.c2v" in the example above) to STROMASYS
® STOMASYS will send you a ".v2c" file in return. Put it somewhere on the CHARON-VAX / CHARON-PDP host.
® Open up the "License Update Service" utility the way described above and open the "Apply License File" tab:

| Collect Status Information | Apply License File | Transfer License |

IllllllllllllllL

IUpdate File
Apply Update
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Press "..." button beside the "Update File" edit-box.

In the popup select the license file received from STROMASYS:

%3 Dropbox

=l RecentPlaces

4 Libraries
3 Documents
J‘. Music
= Pictures
Iﬂ Subwversion

E Videos

M Computer
£, Local Disk (<)
= Local Disk (E:)
¥ nikolaev (\\mscmail

e‘j Metwork

File name:

|| Your Licensewv2c

“¥ Select the file to apply ==
@l\,./l" J » Computer » Local Disk (C:) » Temp » - |i'v, | Search Temp 2 |
Organize v Mew folder =« M '@'

% Favorites Name Date modified Type Size
Bl Desktop . DETSW 20.06.2014 16:54 File folder
. Downloads , Install_Win7_7086_05262014 23.06.2014 18:10 File folder
01.08.2014 16:17 V2C File 1 KB

’AII supported files (*.har *wv2c ™ V]

| open v | cancel |

Press the "Open" button and apply the license.

® Start any web browser on this system and go to http://localhost:1947 to access the "Sentinel HASP Admin Control Center" (ACC).
® Ensure that the license appears in the “Sentinel Keys” menu.
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Content of the installed software license is not shown by the Sentinel HASP Admin Control Center.To see it run the "HASP View" utility
from the CHARON-VAX / CHARON-PDP "Utilities" menu (see above):

CHAROM License Details

Product expiration date: Unlimited -
Field Test expiration date: Unlimited

Virtual Hardware: AlphaServer_DS10L, AlphaServer_D515, AlphaServer D520, AlphaServer D525, AlphaServer_E540, AlphaServer_ES45, AlphaServer_G!
Product Mame: CHAROM-AXP

Product Code: CHAXP-450x-WI1

Major Version: 4

Minor Version: 6

Maximum Build: 99939

Minirmum Build: 1

Host CPU supported: X564

Host Operating System required: WINDOWS, LINUX
CPU's allowed: 16

Maximum virtual memary: 65536MB

Instances allowed: 2

Product expiration date: Unlimited

Field Test expiration date: Unlimited

Virtual Hardware: MicraWAX_II, MicroVAX_3600, MicroVAX_3500, VAXserver 3600, VAXserver_3300, VAXserver_3600_128, VAXserver_3300_128, VAXser
Product Mame: CHAROM-VAX

Product Code: CHYAX-43000-WI

Major Version: 4

Minor Version: &

Maximum Build: 99999

Minimum Build: 1

Host CPU supported: ¥86, X64

Host Operating System required: WINDOWS, LINUX
CPU's allowed: 16

Maximum virtual memary: 65536MB

Instances allowed: 2

Product expiration date: Unlimited

Field Test expiration date: Unlimited

m

a4 (L [

CHARON Sentinel HASP License Refresh Copy License Details to Clipboard | | Exit

Note that the following operations have to be performed on installation phase for network-wide software licenses:

® On server side (where network license will reside): open port 1947 for both TCP and UDP
® On clients side: open UDP ports 30000-65535
® Both on server and client sides: setup default gateway

Please consult with your Windows User's Guide on details.

If stricter firewall rules are required, it is possible to open the ports 30000-65535 and 1947 only for the "Sentinel HASP License
Manager" (hasplms.exe) service (it will be installed by CHARON-VAX / CHARON-PDP ).

Back to Table of Contents
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License management

CHARON-VAX / CHARON-PDP license management is performed by the Sentinel Admin Control Center and specific utilities.

Sentinel Admin Control Center

The Sentinel Admin Control Center (ACC) is the web-interface to the Sentinel run-time environment. It allows the viewing and managing of
any available keys, enabling and disabling them, controlling usage of remote keys etc.

Sentinel Admin Control Center is not able to display CHARON-VAX / CHARON-PDP licenses - to view key contents, use the "HASP
View" utility.

To access Sentinel Admin Control Center start any web browser, enter http://localhost:1947 and press Enter. w
eb interface of the Sentinel Admin Control Center will appear.

Example:

@afeNet. Sentinel Admin Control Center

Sentinel Keys Available

Sentinel Keys # Location Vendor Key ID Key Type Configuration Version Sessions Actions
Products HASP HL . Ol Browse
Fonturee 1 XEONAWAYWTF 63704 961833018 NetTirme &0 - 325  NetFeatures|
Sessions Products || Features
2 Local B704 354850588 HASP HL - 3.5 . [Product|] [Features|
MetTime 50 Sessions
Update/Attach Products
3 Local 68704 1351199824 HASP HL Tirme - 325 .
Sessions
Access Log HASP =L
. DEMOMA - ; O Browse
Configuration 4 rthéd Do B4 TR Adminhode B |- g - 231 ! ot Fostues]
oi - Rehostable
lagnostics
Details for HL NetTime 50 {(ID:961833018) on 192.168.1.22
Help Key Hardware Version: 6.2
Ahout Sentinel License Manager Yersion: 12.50 Build 116526

Uptime: 7 days 23 hours 45 minutes
Host KEOMAWAYWT running Windows 7 Ultimate Build 7601 Service Pack 1 (x86 Family 15 Model 2 Stepping &)

This example demonstrates that 4 license keys are available:
1. Network key ("HASP-HL NetTime") on the host "XEON4WAYW7"
2. Network key installed locally
3. HASP-HL installed locally
4. Network-wide software license on the host "RH64"

Sentinel Admin Control Center reports that there is one opened session on key (4). The other keys are not being used at the moment

For a more detailed description of Sentinel Admin Control Center, please refer to its "Help" section.
Back to Table of Contents

Disable remote keys access

A helpful feature of Sentinel Admin Control Center is the ability to disable access to remote keys. If the network key is installed locally, access to
the key from remote hosts can be disabled. The following examples demonstrate how this can be done.

To disable access to remote keys switch to the "Access to Remote License Managers" tab and uncheck the "Allow Access to Remote Licenses"
checkbox. Then press the "Submit" button to apply this change:
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@afeNet. Sentinel Admin Control Center

Configuration for Sentinel License Manager

Sentinel Keys Basic Settings I Users I Access to R te License Manag Access from Remote Clients Detachable Licenses
Products

Features Allow Access to Remote Licenses You may experience a delay of a few minutes before your changes will take effect.
Sessions

Broadcast Search for Remote Licenses

Update/ttach Apgressive Search for Remote Licenses [

Specify Search Parameters
Access Log
Configuration
Diagnostics

Help
About

|gubmit| |Cancel| |SetDefaults

To disable access to the locally installed license key from remote hosts switch to the "Access from Remote Clients" tab and uncheck the "Allow
Access from Remote Clients" checkbox. Then press "Submit" button to apply this setting:

@afeNet. Sentinel Admin Control Center

Configuration for Sentinel License Manager

Sentinel Kays Basic Settings I Users I s 1D (et (LiRamse g I Access from Remote Clients I Detachable Licenses I
Products
Features é:!UWtACCESS from Remote You may experience a delay of a few minutes before your changes will take effect.
Sessions tents
Access Restrictions allow=all
Update/Attach
Access Log

Configuration
Diagnostics

Help
About %
Show Recent Client Access | The entries are evaluated in the order in which they are specified. As soon as a match is found,

evaluation stops.
allow=all is implicitly added to end of list

|submit| |Cancel| |Set Defaults |

Back to Table of Contents
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License management utility

CHARON-VAX / CHARON-PDP for Windows provides two specific utilities for license management:

® "HASP View". This utility is used to display CHARON-VAX / CHARON-PDP license content.
® "License Update Service". This utility is used to collect key status information and host fingerprint (C2V) files, apply updates (".v2c" files)
and perform the license transfer/removal.

Please refer to the "Utilities" section of this Guide for more details.
Back to Table of Contents

Transferring and removing CHARON-VAX / CHARON-PDP software licenses

Software Licenses Transfer

Software Licenses (SL) can be transferred from one host to another using the "License Update Service" utility.

The following example demonstrates the transfer procedure.

Let's suppose a Software License must be transferred from a host "SourceHost" to a host "RecipientHost":
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1. Collect the specific information about the "RecipientHost" to issue a transfer license: run the "License Update Service" utility on the
"RecipientHost" (see above), choose the "Transfer License" tab and pressthe "..." button adjacent to the "Save Recipient Information”
edit-box:

| Collect Status Information | Apply License File | Transfer License |

To transfer (rehost) a license from one computer to another, you run the RUS program on both
computers, On each computer, select the Transfer License tab and perform the appropriate step.

Collect information about the recpient computer

Step 1: On the computer to which you want to transfer the license (the "redpient computer®),
collect and save information about the computer,

Save redpient information to E

Collect and Save Information

Generate the license transfer file

Step 2: On the computer that currently contains the license (the “source computer®), select
the license to transfer, read the redpient information file and generate a license transfer file.

Key Type Key ID Products

Read the redpient information file from [:]

Generate the license transfer file to

Generate License Transfer File

In the popup choose a directory an file name for the recipient information.
Press the "Collect and Save Information” button to create the recipient information file.
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2. Copy the recipient file to the "SourceHost".

The recipient file is an ASCII file, so use "ascii" option in case of FTP transfer.

. On "SourceHost", run "License Update Service" utility, select "Transfer License" tab and the particular license to transfer in the big

edit-box.Press the "..." button adjacent to the "Read the recipient information from file" edit-box, choose the just transferred recipient file,
press the "Open" button.

Press the "..." button adjacent to the "Generate the license transfer file to" edit-box, choose the target directory and enter the desired
name of the transfer file (*.h2h), then press the "Save" button.

Press the "Generate License Transfer File" button to create the license transfer file in the specified folder.

. Copy the resulting "*.h2h" file to the "RecipientHost".

"*h2h" file is an ASCII file, so use the "ascii" option in case of FTP transfer.

. On the "RecipientHost", apply the license transfer file ("*.h2h") the same way as a regular software license (see above).
. Start any web browser on the "RecipientHost" and go to http://localhost:1947 to access the "Sentinel HASP Admin Control Center"

(ACC).

. Ensure that the license appears in the “Sentinel Keys” menu.

Back to Table of Contents

Software License Removal

It is also possible to remove a Software License completely from a host, the license will then be stored in a specific transfer license file "*.h2h", so
it can be re-applied if needed.To remove a Software License completely from a host, follow the license transfer procedure described above. It is
possible to use the fingerprint of the "SourceHost" (instead of the one from the "RecipientHost") for the transfer procedure.

Back to Table of Contents

Cloned Software License Removal

In certain situations Software License may become "Cloned" (disabled). In this case the following procedure must be applied to remove the
cloned license:

1.
2.
3.

Go to http://localhost:1947 to access the "Sentinel HASP Admin Control Center" (ACC).
In the "Sentinel HASP Admin Control Center" (ACC), locate the target "Sentinel SL AdminMode" license.
Press the "Certificates" button at the right side of the SL description:

@afeNet Sentinel Admin Control Center

Sentinel Keys Available on charontest. msc.masq

Sentinel Keys # Location Vendor KeylID Key Type Configuration Version Sessions Actions
Products HASP SL AdminMode s T e
S L Local 68704 387285561437702475 | Do B T =3 - 2.33 - [Certiicates |

. Note the name of the correspondent certificate and path to the certificates base in the "Certificates" section:

@afeNet

m Certificates Available on ADANILOV: Key 387285561437702475 (Vendor: 68704)
Sentinel Keys # Update Status Certificate Name Creation Date
Products 1 Base OK 387285561437702475_base.2c Jun 9, 2015

Features
G Cerfificates Base Directory. C/Program Files (x86)/Common Files/SafeNet Senfinel/Sentinel LDK/installed

. Remove the certificate file. In the example above the file to remove is "C:\Program Files (x86)\Common Files\SafeNet Sentinel\Sentinel

LDKl\installed\68704\387285561437702475_base.v2c".

. Reboot CHARON host
. Start "Sentinel HASP Admin Control Center" (ACC) again to ensure that the SL has been removed.

Back to Table of Contents
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License Deinstallation

To completely remove a CHARON-VAX / CHARON-PDP license from a host, it is enough to remove the Sentinel run-time driver using the
following procedure:

Login as Administrator

Open the CHARON-VAX / CHARON-PDP kit folder

Switch to the "hasp_install" subfolder

Unzip the archive located in this folder

Open "cmd.exe" and switch to the folder where the files were unzipped
Issue:

...> haspdinst.exe -fr -kp -nomsg

Remove the license dongle.Note that the Sentinel run-time driver is deinstalled automatically on CHARON-VAX / CHARON-PDP with a complete
deinstallation.
Back to Table of Contents

Special "backup" license keys

Backup keys are provided by STROMASYS along with standard license dongles. It is strongly recommended to order a backup key to recover
immediately from damage or loss of the main license key.Backup keys use a counter (integer) value hardcoded inside the key. This integer value
is a number of hours CHARON-VAX / CHARON-PDP is allowed to run. Each time CHARON-VAX / CHARON-PDP checks the license (every
hour), the value is decreased (by 1 hour).Please note that backup keys have restricted functionality:

® CHARON run time is typically limited to 720 hours (30 days). This is the time alloted to get a replacement from STROMASYS.

® A Backup license may be valid only until a certain date. Please check with STROMASYS management.
Back to Table of Contents
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CHARON-VAX and CHARON-PDP for Windows utilities

Table of Contents

® General description

® Details of CHARON-VAX / CHARON-PDP Utilities

CHARON-VAX / CHARON-PDP provides the following set of utilities:

General description

Utility

CHARON Launcher
CHARON Service Manager
Host Device Check
Network Control Center
MKkDisk

mkdskemd

HASP View

License Update Service

mtd

CHARON Log Monitor and
Dispatcher

Performance Improvement
package

HOSTPrint

VT-30TV

Description

Used to start CHARON and install it as a Windows service.

Used to manage CHARON services.

Used to review system resources that can be mapped to CHARON.

Used to configure a CHARON network.

GUI-based utility used to create custom or standard CHARON virtual disk containers.

Command line utility used to create custom or standard CHARON virtual disk containers.
This utility also may be used to transfer virtual disks of one type to virtual disks of another type.

Used to display the CHARON license content.

Used to manage CHARON licenses, collect the host system fingerprint and to transfer software licenses from
one host to another.

Used to create CHARON tape images from physical tapes and to write tape images back to physical tapes.

Used to trace CHARON log files and run a specific program on certain conditions.

Used to improve and manage CHARON performance.

Used to print CHARON output to Windows printers.

TV-30TV screen emulation.

Back to Table of Contents

Details of CHARON-VAX / CHARON-PDP Utilities

CHARON Launcher
Host Device Check
MkDisk

MkDskCmd

HASP View

mtd

HOSTPrint
VT-30TV
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Network Control Center

License Update Service

CHARON Service Manager

CHARON Log Monitor and Dispatcher
Performance Improvement Package
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CHARON Launcher

Table of Contents

General Description

Running Charon

Installation of CHARON as a service
Modification of CHARON service
Sending problem reports

Back to Table of Contents

General Description

The CHARON Launcher is used to start CHARON and install it as a Windows service. It provides a more convenient way to run
CHARON to debug your specific configuration, because it is able to display CHARON log updates in real time.
To start the CHARON Launcher click on its icon in the "Start" menu:

VakXzerver 3000 emulator (256Mb) -
Vi server 3900 emulator (256Mb)

. Utilities

CHAROM Launcherl-r_.'[ersinn 134
CHARON Log Mori_Jr and Dispatch
B CHARON Service Manager version 1
CHARON Web Ul v 1.1 B15804

Back to Table of Contents
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Running Charon

In the Launcher main interface press the "Browse" button to select a CHARON configuration:

[®cimrontoncher =

Specified Ernmulator: I NOT SPECIFIED j
Configuration file: Browse .. I
Fiun selected configuration Copy zelection to clipboard |

Errarz and application log:
Date: | Message ID: | Message text:

1| m | b

Edit CFG file Install # Update service Send Problem report Help E uit

© Stromasys, 2015 110/ 302



Document number: 30-16-044-012

Select the desired configuration file:

ﬁ

[ -,

=

®'| |\ < Program Files (+86) » CHARON » Build 15804 » x86 ~ |43 || Search w26 )
Organize » New folder == ] @
,]:? Favarites ™ Mame Date modified Type Size
B Desktop | kfddb.cfg 27.09.2013 23:42 CFG File 1KB
|| Downloads | ] kzdda.cfg 02.11.2007 17:58 CFG File 1KB
22 Drophox [[] m3kig8.cig 0511.2013 23:17 CFG File 12 KB
Gl RecentPlaces || T30-0201.cfg 05112013 23:17 CFG File IKB
| T30-0202.cfg 05112013 23:17 CFG File 3KB
4 Libraries | ] T30-0203.cfq 05.11.2013 23:17 CFG File 5 KB
[F Documents | T30-0204.cfg 05112013 23:17 CFG File 6 KB
& Music =[] T20-0205.cfg 05112013 23:17 CFG File 6 KB
= Pictures | ] T30-0206.cfq 05.11.2013 23:17 CFG File 6 KB
[ Subversion [ T30-0207.cfg 12,03.2012 13:59 CFG File 2KB
B Videos | ] vi3k6_512.cfg 05112013 23:17 CFG File 8 KB
|| wi3Kk9_512.fg 05.11.2013 23:17 CFG File 8 KB
8 Computer [ ] wvtk108.cfg 05112013 23:17 CFG File 16 KB
£, Local Disk (C3) [ ] v k700.cfq 28.09.2013 2:05 CFG File 11 KB
s Local Disk () | ] wk705.cfq 28.09.2013 2:05 CFG File 11 KB
53 nikolaev (Wmsen| | | vi6k310.¢fg 05112013 23:17 CFG File 6 KB

File name:  mwv3k198.cfg

- [Chamn Cenfiguration file (*.cfc ']

Copen I |

Cancel

] i
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The Launcher will display the CHARON model specified in the selected configuration file:

CHARON Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804 (25w

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804 -

Configuration file; |C:'-.F'rugram Files [xB6\CHARON\Build_15804%86\mv3k1f EBrowse ..

| Run zelected configuration | |

Errors and application lon:

Date: | Message ID: | Message text:

Edit CF(3 file Ingtall / Update service Send Problem repart Help E =it

Now it is possible to run CHARON. Press the "Run selected configuration™ button.
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When CHARON is executed the Launcher will display CHARON log file:

r

CHARON Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804 (25w

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804 -

Configuration file: |C:'-.F"rugram Files [x867\CHARON\Build_15804L<864mv3k1!

Date: Message ID: | Message text: -

20140801 17:12:17 00000249 Logging started.

20140801 17:12:17 000003 A5 session is loading built-in configuration "MicroVAX_3100_Mod | =
20140801 17:12:17 00000346 session has finished loading built-in configuration "MicroWVaX_
20140801 17:12:17 000003 A8 session is loading configuration file "myv3k1958.cfg”...

20140801 17:12:17 000003 AB session has finished loading configuration file "mv3k198.cg",
20140801 17:12:17 00000328 Start request received,

20140801 17:12:17 000003 AC session’'s process affinity is 00000000000000FF, system affinity i
201405801 17:12:20 00000240 STROMASYS 54, (C) 2009-2014

201405801 17:12:20 00000350 CHAROM-VAX (MicroVAaX 3100 Model 98], ¥V 4.5 B 15804, Mar 14
20140801 17:12:20 00000336 The end user of this software has agreed to STROMASYS Terms
20140801 17:12:20 00000050 License info: w7
4 1] 3

Errors and application lon:

m

Help E =it

It is possible to scroll the log file to analyze possible problems.
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Note that the Launcher is not able to stop CHARON execution. To do that use the following methods:

® Configuration with no changes to the template configuration file
® Right click on CHARON icon in the system tray menu, choose "Stop & Exit":

Halt

Reset

=]

Show Console

3%
-]

..,.,
=

Stop &

5

]
&

Customize...

17:

® Using this menu, it is also possible to halt, reset or show the virtual VAX/PDP11 console, if it has been closed.
® Configuration file updated to enable "F6" button in configuration file to trigger exit from CHARON:

# Uncomment to allow 'F6' to term nate the running emul ator.

set OPAO stop_on = F6

® To exit, press "F6" in the console window
® Use CHARON icon tray menu as shown above

!, Before stopping the CHARON-VAX / CHARON-PDP service, shutdown the operating system running in CHARON-VAX / CHARON-PDP.

Back to Table of Contents
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Installation of CHARON as a service

Load the CHARON configuration file as it is described above:

[E] CHARON Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804
Speciied Emulator | MicroVAX 3100 Model 98 4.5.15804 |
Caonfiguration file; CAProgram Files [x86]\CHARON\Build_15804%86\mv3k1f EBrowse ... |

| Run selected configuration I Copy zelection to clipboard |
Errarz and application log:
Date: | Message ID: | Message text:
1| il | b
Edit CFG file Install # Update service Send Problem report Help E uit
p

Press the "Edit CFG file" button and edit (with a standard "Notepad" program) the chosen configuration file as decribed previously and make sure
that the following pre-requisites are met:

® Use only absolute paths for the log, toy clock, nvram files and all the other data such as disk images etc. The names of the references
files must be unique too, for example

set session log="C.\My Services\nmy_nv3k6.| og"
set toy container="C:\M Services\ny_m/3k6. dat"

| oad RQDX3/ RQDX3 DUA
set DUA container[0]="C:\My Services\nm3k6_daenon_boot _di sk. vdi sk"

® Make sure the same physical devices are not used by other CHARON-VAX / CHARON-PDP services
Save the configuration file with the "Notepad" save feature and then exit from it.

Run the configuration to confirm it is ready to be installed as a Windows service; stop CHARON (see above).
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Press the "Install / Update service" button in the Launcher:

CHAROM Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804

=

Specified Emulator | MicroVAX 3100 Model 98 4.5.15804

=~

S eyt s |C:'-.Prugram Files [x86]\CHARON\Build_158041x864mv3k1¢

Run zelected configuration ‘

Errors and application lon:

Date:

Message ID:

Message text:

2014-08-01 17:13:50
20140501 17:12:17
20140501 17:12:17
20140501 17:12:17
20140801 17:12:17
20140801 17:12:17
20140801 17:12:17
20140501 17:12:17
20140501 17:12:20
2014-08-01 17:12:20
2014-08-01 17:12:20
4 i

Edit CFGG file

00000000
00000249

000003 A5
000003 A6
000003 A4
000003 AB
0000032E
000003AC
00000240
00000350

00000330

Ingtall / Update service

CHAROM-LAUNCHER: Application successfully finished.

Logging started.

session is loading built-in configuration "MicroVaX_3100_Mod

m

session has finished loading built-in configuration "MicroWVaX_

session is loading configuration file "mv3k198.cfg™...

session has finished loading configuration file "mv3k193.4g",

Start request received.

session’'s process affinity is 00000000000000FF, system affinity i

STROMASYS 54, (C) 2009-2014

CHAROM-VAX [MicroVAX 3100 Model 93], ¥V 4.5 B 15304, Mar 14

The end user of this software has agreed to STROMASYS' Terms ™

Send Problem repart

Help

k

E =it
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A special dialog for adding new CHARON services will appear:

Service Install Dialog

Mew Service Mame:

charon-3100

Inztalled CHAROM products:

IMiu:n:u"-.f.-’-'-K_31 00_todel 35

Caonfiguration file narme:

[hztall

IE: “Program Files [#86]~CHAROM\Build_15804%=836%mw3k198.cfg

Cancel |

Enter a new service name (in the example above it is "charon-3100") and press the "Install* button. If the service has been installed correctly, a

configration dialog box will appear:

"

Launcher

§ lf CHAROM service installed successfully.

QK |

".

[e2]
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Back to Table of Contents

117/ 302



Document number: 30-16-044-012

Modification of CHARON service

Note that it is not enough just to modify the CHARON configuration file associated with a given CHARON service to apply the changes.
In advance you need to update the CHARON service with the "Launcher" utility.

Press the "Install / Update service" button:

P )

[S] CHARON Launcher - CHARON-VAX/XL (Plus) for Windows, 4.5.15804

Spesiied Emulator | MicroVAX 3100 Model 98 4.5.15804 |

Canfiguration file: IC:'-,F"ngram Files [x86)\CHARON\Build_15804%<86Yymv3k1! | Browsze .. I

Run selected configuration | Copy zelection to clipboard |

Errors and application log:

Date: | Message ID: | Message text: -

20140801 17:13:50 00000000 CHAROM-LAUNCHER: Application successfully finished.
20140801 17:12:17 00000249 Logging started.

20140801 17:12:17 000003 A5 session is loading built-in configuration "MicroVAX¥_3100_Mod
20140801 17:12:17 000003 A6 session has finished loading built-in configuration "Micro\ A
20140801 17:12:17 000003 A8 session is loading configuration file "myv3k1958.cfg”...
20140801 17:12:17 000003 AE session has finished loading configuration file "mv3k193.cfg”,
20140801 17:12:17 00000326 Start request received.

201405801 17:12:17 000003 AC session’'s process affinity is 00000000000000FF, system affinity i
20140801 17:12:20 00000240 STROMASYS SA, (T 2009-2014

201405301 17:12:20 00000350 CHAROM-VAX (MicroVAX 3100 Model 98], ¥V 4.5 B 15804, Mar 14
20140801 17:12:20 00000336 The end user of this software has agreed to STROMASYS' Terms ™
1| 1] | b

m

Edit CFG file | Install # Update service Send Problem report Help E uit

The install / update dialog will appear:

[ Update / Install service dialog

— Installed service for selected product detected.

Choose the action to continue:

|Ipdate exisiting service Install new service | | Return to Launcher I
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Press "Update existing service" button:

Service Update Dialeg

Installed services list

charon-3100 LI

Installed CHARON product:

| MicroVAX_3100_Model_98

Configuration file name:

I C:\Program Files (x86)\CHARON\Build_15804% 86 \mv3k198.cfg

| Ipdate I Cancel

Select the service to update with the "Installed services list" drop-down box and press the "Update" button to apply.

!, Please note that before updating a CHARON-VAX / CHARON-PDP service, it must first be stopped

Back to Table of Contents
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Sending problem reports

The CHARON Launcher allows fragments of the log file to be copied to the clipboard. Select the fragment to be copied and press the "Copy
selection to clipboard" button. Then select the folder and filename where it is to be saved:

2 save As )
v|@ v Libraries » Documents » - |#1- | | Search Documents Lo |
Organize « Mew folder == - @I

¢ Favorites Documents library Arrange by: _Folder ~
Ml Desktop Includes: 2 locations
R Mame Date modified Type
%7 Dropbox
5| RecentPlaces . Custom Office Templates 16.07.2014 13:15 File folder
o . Visual Studio 2008 01.08.2014 14:23 File folder
= Libraries
@ Documents
JP Music
[ Pictures
[ Subversion
Bl widene | | e r
File name: | [SUETGTIMETIIE sl fvie -
Save as type: ’TEKT file (*.tat) v]
(. Hide Folders | swe | [ Lancel ]

To collect information for a problem report press the "Send Problem Report" button and save the information for customer support to a specific
file. Then send the file along with detailed description of the problem to STROMASYS.
Back to Table of Contents
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CHARON Service Manager

Table of Contents

General Description

Starting CHARON service

Managing CHARON service
Stopping CHARON service
Removing CHARON service
Scheduling CHARON service
Security settings

Sending problem report

Printing the CHARON service log file
Reviewing the CHARON service configuration
Tracing system resources

Back to Table of Contents

General Description

Used to manage the CHARON services, including their stopping, starting, removing, tracing its logs and specifics of execution.

To start the "CHARON Service Manager" use the "Start" menu:

L. Ltilities =
E CHAROM Launcher version 1.34
CHARON Log Monitor and Dispatch
5 cHARON Sen.ricq]_!k"lanager version 1
CHARON Web Uh-/1.1 B15804
HASP View Version 1.18.15804

It is also possible to start the "CHARON Service Manager" utility from the system tray menu:

LT ,
CHAROM Service Manager

“ [

Customize...

EN B |me 3T ) 17:26

Back to Table of Contents
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Starting CHARON service

In the main window of the utility, select the target CHARON service (“"charon-3100" in our example) and press the "Service" button (labeled with
yellow on the screenshot below):

Service Management  View Help
R E(X w85 EE [P T
E- KIRILL Date: Message I0: Message Lext:
2014-08-01 17:16:03 00000242 Logging started.
2014-08-01 17:1&:03 00000345 seszion is loading built-in configuration "MicroVAX_3100_Model 98"...
2014-08-01 17:16:03 00000345 session has finished leading built-in configuretion "MicreVAxs 3100_Model 987,
A4-D8-01 1716:03 00000388 session is lnading configuration file "CProgram Files (88 CHARDNLEuild_1 3804 @00 myv3K198.c1g”...
A14-08-01 17:16:02 nooan3ae szsgion has finished loading configuration file "C\Program Files EE).CHARCOM\Build_15804\ 86\ mu3 k198 cfg".
2014-D8-01 17:16:02 00000244, Logging stopped.
‘] [T} 3
For Help, press F1 MUIKA
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The "Service Management dialog" will appear:

Service management dialog @

Start/Stop Charon service

Service name: charon-3100

Description: MicroVae_3100_Model 98

Path to executable;
"C:\Program Files [#86)\CHAROMN Build_15804%x86%mw3k198 exe"

Startup type: l MaNLIAL - Apply

Service status console

Semvice status:  Stopped Stop

0K | Cancel

The "Service Management dialog" shows the current status of the selected CHARON service and permits changes to its start up type and to start
and stop it. The example screenshot above shows that the service “"charon-3100" startup type is "MANUAL" (can be started / stopped only
manually) and in the "Stopped" state - these are the default values.
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Press the "Start" button to start the service:

F.

Service management dialog

Start/Stop Charon service
SEmvice name: charon-3100

Description: Micravax_3100_Model_98

Fath to executable:

"C:\Program Files [«86)\CHAROMNBuild_15304%x86\mv3k198 exe"

Startup type: | MANUAL - |

Service status console

Semvice status: Started Start

Apply

Stop

CHARON will start and the Service status will be "Started". To stop the service, press the "Stop" button.

© Stromasys, 2015
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It is possible, and often desirable, to configure the selected CHARON service to start when host operating system starts. To enable this capability,
select "AUTOMATIC" in the "Startup type" drop-down box and press the "Apply" button:

Service management dialog @

Start/Stop Charon service

Service name: charon-3100

Description: MicroVae_3100_Model 98

Path to executable;
"C:\Program Files [#86)\CHAROMN Build_15804%x86%mw3k198 exe"

Startup type: | AUTOMATIC v Apply

Service status console

Semvice status:  Stopped Stop
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Note that a certain delay may occur before the Sentinel Run-time process finds the network license on CHARON-VAX/PDP11 host
system startup. If the CHARON-VAX/PDP11 service is starting automatically on the host system, it may report a "License not found"
error and exit.

This problem can be avoided by specifying "license_key_lookup_retry" parameter in the configuration file:
set session |icense_key_|ookup_retry = "N[, T]"

where:

® N - Number of retries looking for license key (or keys)
® T - Time between retries in seconds. If not specified 60 seconds is used

Example:
set session |icense_key_| ookup_retry = 5

In this example, if the license key is not found during the initial scan, CHARON-VAX/PDP11 will scan 5 more times, waiting 60 seconds
between them before it stops.

See General Settings section for more details.

Back to Table of Contents

Managing CHARON service

To see the execution log of a CHARON service, select the service (“charon-3100" in the example below) and the current log messages will be
displayed in the right panel of the utility interface. You may need to scroll up to see startup/previous messages:

B charon-3100 - CHARON Service Manager = = ||
Service Managemert  View Help
iR | 2 || & S |88 B |2 | ~F | 7
=+ KIFILL Date: MeszzgeID: Mescage ted: at
2014-08-01 17:22:27 000003 A8 session has finished loading service configuration “charon-3100".
2014-08-01 17:22:27 000002A8 seczion has verified cervice corfiguration checksum,
2014-08-01 17:22:27 0000032E Start request received.
2004-08-0L 17:22:27 000023AC SESEION'S process affinity is 00000000000000FF, system affinity is 00000000000000FF,
2014-D8-01 17:22:30 00000240 STROMASYS S2, (C) 2009-2014
2014-08-01 17:22:30 00002350 CHARDM-YAX [MicroWAX 3100 Model 98], W 4.5 B 15804, Mer 14 2014 / nes / 354850585 T
2014-0§-01 17:22:30 00000336 The end user of this software has agreed to STROMASYS Terms and Conditions for Software Licel
2014-08-01 17:22:30 00000080 Licenes info:
2014-0§-01 17:22:30 00000030 CHARON product code: "CHYAK-4300c- W
2004-0§-0L 17:22:30 000002030 Licensed te: "Met-Time",
2014-08-01 17:22:30 00000080 License KEY driver is installed as hasplms and is running.
2014-05-01 17:22:30 Q0000030 Executable "CAWindowshsystem32' hasplms.exe”, version 15.0.1.36539.
2014-D8-01 17:22:30 00000057 05 Envirenment: Microsoft Windows 7 Professionzl, 64-bit, Service Pack 1 (Build T60L]. z
2014-08-01 17:22:30 00000038 Host CPU:  Intel(R) Xeon(R) CPUE21275 @ 2.40GHz 8.
2014-08-01 17:22:30 00000039 Host Memony:  16128Mb
2014-0§-01 17:22:30 00002001 cpu: The ACE option is ommited: enable ACE as license default,
2014-08-01 17:22:30 00000133 Mcdvanced CPU Emulztion (ACE) enabled.
2014-0§-01 17:22:30 0000032C "MicroVAX_3100_Model 98" started,
2014-08-01 17:23:39 00000320 “IicroVAK 3100 Model S8° stop reguest raceived.
2014-Dg-01 17:23:39 0000032E Stopped.
2014-08-01 17:23:40 00000244 Logging stopped. B
] 1 3
For Help, press F1 HUM

© Stromasys, 2015 126/ 302


https://stromasys.atlassian.net/wiki/pages/createpage.action?spaceKey=~bruno.miretti&title=General+Settings

Document number: 30-16-044-012

To control execution of CHARON services, open the "CHARON Service Manager" utility from the "Start" menu or use the system tray shortcut to
manage the services w/o opening the main window of the utility:

CUI

Customize...

EN BN = ) 17:26

Press the right button of the mouse to see a list of the installed CHARON services ("charon-3100" in our example):

4'] E [5 ._‘ Open ...

charon-3100 2

bat ...

Show Log

PR ¥ 0 172
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Select the Service to see the list of the available operations:

Open ...

§ 3 S5
start charon-3100 »
Show Console
Halt
Reset

[ Sop ), |

Show Log

EN 5 |Ir ¥ 't: |‘->:|

Explanation:
Menu Item Function
Start Start CHARON service

Show Console = Show CHARON service console if it has been closed or not active on the automatic service startup

Halt Halt VAX/PDP11 emulator associated with the selected CHARON service
Reset Reset the virtual VAX/PDP11 associated with the selected CHARON service
Stop Stop CHARON service

Show Log Show execution log of the selected CHARON service

Choose the desired action and click on it.

Back to Table of Contents

Stopping CHARON service

In the main window of the utility, select the target CHARON service (“charon-3100" in our example) and press the "Service" button (labeled with
yellow on the screenshot below):

& charon-3100 - CHARON Service Manages = Foh ="
Service Management  View Help
R E| I | w8 5 =[] T
= KIRILL Date: Message I0: Message text:
ek || 2014-08-01 171602 DODDO2AD Logging started.
2014-08-01 17:16:03 000003 A5 szssion is loading built-in configuration "MicroVAX_3100_Model 98",
2014-08-01 17:16:03 00000345 session has finished leading built-in configuration "MicreVAR 3100 Model 98,
A14-08-01 17:16:03 000203 448 s=ccion is lnading configuration file "C\Program Files 85\ CHARDN Build_1 580486\ mw3k198.cfg”...
014-08-01 17:16:03 00003 AR szesion has finiched leading configuration file "CA\Program Files pEEY . CHARCM\B uil d_LS804a86) I k198 cf 9"
2014-08-01 17:16:02 00000248, Logging stopped.
o m I
For Help, press F1 MUK
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Press the "Stop" button in the resulting dialog box:

L

Service management dialog 1%

Start/Stop Charon service
Service name: charon-3100

Deschnphon: Microbiés_3100_Made| 98

Fath to executable:

"C:AProgram Files [»86)\CHAROMN B wid 15204486 myw3k 198 exe”

Startup type: [ MAaNUAL v J Apply

Service status console

Service status:  Started Start [ Stop

ok Cancel

The CHARON Service can be Stopped using the shortcut on the Windows Task Bar.
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Open up the "CHARON Service Manager" system tray menu, select the service you are going to stop and click on the "Stop" command:

Open ...

§ 3 S5
start charon-3100 »
Show Console
Halt
Reset

[ Sop ), |

Show Log

EN PN = ¥ "3 ) 1730

'_ Please note: before stopping the CHARON-VAX/PDP11 service, shutdown the operating system running in CHARON-VAX/PDP11.

Back to Table of Contents

Removing CHARON service

In the main window of the utility select a CHARON service to remove ("charon-3100" in our example) and press the button with an exclamation
sign on it:

B charon-3100 - CHAROMN Service Manager

Service Management View Help

R E| I | uw | B S8 E || P
=g K:IRILL Date: Meszage ID:
-~ charon-3100 2014-08-01 17:28:43 00000349
2014-08-01 17:28:43 00000328
2014-08-01 17:28:43 000003AC
A0 4-08-01 17:28:4h 0000240

Confirm removing the selected CHARON service by pressing the "Remove" button:

Remove Service Dialog ==

CHAROM zervice name:

charon-3100

[ Remowve ] [ Cancel

Back to Table of Contents

© Stromasys, 2015 130/ 302


https://stromasys.atlassian.net/wiki/display/PRODUCTDOCWORK/CHARON+Service+Manager

Document number: 30-16-044-012

Scheduling CHARON service

The "CHARON Service Manager" utility provides a function to set the start and stop date/time for each installed CHARON service.

Select the desired CHARON service and press on the hourglass icon:

Service Management View Help
R Elu | B & |:
= KIRILL Date:

2014-08-21 11:52:11

2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11

B | % | ~% |

In the popup specify the start and the stop date and time for the selected service:

Schedule dialog e
Chooze date / time
Date: Time:
20.08.2014 @~ 22:41:39 =
Service name Schedule date Action
charon-3100 Weddug 20 17:39:39 2014 to be Started

charon-3100 Wied dug 2 2014 to be Stopped

Remove

Press "Ok" to apply settings.
'_ Note you will have to perform a clean shutdown of the VAX system before defining the service to be stopped by a scheduled operation

To remove the scheduled event select it and press the "Remove" button.

Back to Table of Contents

© Stromasys, 2015 131/302



Document number: 30-16-044-012

Security settings

The security settings informs the CHARON host to lock the desktop after a given amount of time of inactivity.

To enable this function press the "Lock" button:

Service Management View Help

R E|I (8 S

=- K:IRILL Date:

2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11

B | % | ~% |

The following popup will appear:

7]

[ Security dialog

Securnity zettings

| DISABLED

[ OF. ] [ Cancel

Specify the desired period of time before locking the session and press the "Ok" button:

[ 7 el

[ Security dialog

Security settings

[E hours

[ OF. ] [ Cancel

© Stromasys, 2015

Note that the security settings are active only when the "CHARON Service Manager" is running. On exit from the utility the security settings reset.
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Sending problem report

To collect information for a problem report select the service you have issues with and click on the yellow highlighted button as shown below:

Service Management View Help
EX E|ux | @ & |;
= KIRILL Date:

2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11

IR

Choose the target filename to store the information for STROMASYS customer support and press the "Save" button:

B save As [
v|@ » Libraries » Documents » - |4, | | Search Documents 0 |

Organize - MNew folder 4= I@

s

0 Favorites DDCUmentS ||brary Arrange by:  Folder =
[ Desktop Includes: 2 locations
.. Downloads

%% Dropbox
"l RecentPlaces

MName Date modified Type

. Custom Office Templates 16.07.2014 13:15 File folder
1 Visual Studio 2008 (01.08.2014 14:23 File folder

= Libraries
@ Documents
JF Music
[ Pictures

[ Subversion
Bl vidan

- 4 [1l} 3

= I F =Rl CharonMailReport.td

Save as type: ’TEKT file (") v]

( Hide Folders | swe | | cCancel |

Send the file to the STROMASYS customer support along with a detailed description of the problem.
Back to Table of Contents
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Printing the CHARON service log file

To print the CHARON service log file select the target CHARON service and click on the yellow highlighted button as shown below::

Service Management View Help
R E[E (|8 88 8|2
= KIRILL Date:

2014-08-21 11:52:11

2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11

Choose the target printer and press the "Ok" button:
Print ==
Frinter
R ETN Canan Inkjet iP4600 zenes [redirected 1] T] [ Properties. .. ]
Statuz: Ready
Type: Canon Inkjet iP4600 zeries
YWhere:  TS001
Comment:
Frint range Copies
@ Al Mumber of copies: 1 B
Page:  fram; | | b | [ [
B by 3|t 2 3 Collate
([ Selection 1 1
o] (o

© Stromasys, 2015
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Reviewing the CHARON service configuration

To review the CHARON service configuration select the target CHARON service and click on the yellow highlighted button as shown below:

Service Management View Help
TRE I
= KIRILL Date:

2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11

IR

This utility will display the selected CHARON service configuration:

charen-3100 - CHARON Service Manager o= |5
Service Management View Help
R E|E || @ F|EE | PP
Eg K:]RILL Value
Emulation type MicroVAX_3100_Model 98
Home directory C:\Program Files (86 CHAROMN\Build_15804":86%
RAM size 16

For Help, press F1 MUM

Press the "Print" button to print it if needed.
Back to Table of Contents
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Tracing system resources

The "CHARON Service Manager" has a functionality to trace usage of some system resources in real time viewing.

Click on the yellow highlighted button as shown below:

Service Management View Help
|8 &

Date:

2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11
2014-08-21 11:52:11

2014-08-21 11:52:11
In the popup it is possible to set the parameters to trace:

B % | =7

W haron-3100

E Performance Monitor
File Edit WView Options Help

100

g0
o WW\/»*—
il
1]
&0
40
30
20

10

i

Last 86,342 Average 86.264 | Min 83,650 Max 87,303 Graph Time 100,000
Color Scale Counter Instance Parent Object Computer

1,000 % Idle Time MWEIRILL

_Total

|Data: Current Activity

Choose the desired parameters to view using the "+" button and watch their values change in real time.

Note that the "Performance Monitor" utility is a standard Windows tool (just included in the CHARON distributive for convenience), so for more

information please refer to the Microsoft documentation.

© Stromasys, 2015
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Host Device Check

Table of Contents

® General Description

® Reviewing available physical disks

® Reviewing all the available host resources
® Collecting the configuration strings

Back to Table of Contents

General Description

The "Host Device Check" utility is used to review system resources that can be mapped to CHARON.

To start the utility click on the following icon under the "Start" menu:

VAX 6310 emulator -

VAXserver 3600 emulator (256Mb)

VAXserver 3900 emulator (256Mb)

. Utilities

E CHAROM Launcher version 1.34
CHAROM Log Menitor and Dispatch
B CHAROMN Service Manager version 1
CHAROMN Web UTv 1.1 B15804
HASP View Version 1.18.15804
Host Device Check utility v1.0.15804
@ License Update Service version 6.4
Mkdisk utility version 212
B Metwork Control Center version 1,38
@ Putty terminal emulator w0.60

U

SNT

m

Back to Table of Contents
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Reviewing available physical disks

By default the "Host Device Check" utility reports the available physical disks:

Device class: Open | Save Az Copy path to clipboard |
Service Cortraller Buz | ID LUM | Mame Drevice path
dizk WS Csi: 1 ] ] ATA STNE0034145 CCIH W PhysicalDrivel
4 L[}
Unuzable device Emulator device string _
Cloze |

Please note that the "Unusable device" (marked with red) and "Device contains Windows system" must not be mapped to CHARON!

Back to Table of Contents

Reviewing all the available host resources

Open "All drives" in the "Device class" drop-down box:

W

Device class: | Dizk drives ;I Open

Diizk, drives
Service | Tape drives LM | Marne
CO-ROM drives
disk Floppy disk drives i ATA ST31500341A5 CC
Printers

Unknown devices

© Stromasys, 2015
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The "Host Device Check" utility will display all the host resources:

Host Device Check for CHARON

[E=3 HoB 5

Device class: IAII drives LI Open I Save bz | Copy path ta clipboard |
Service | Controller I Buz | 1D | LLIM | Mame | Device path | Description | Uze with CHAROM |
printer Microzoft %PS Document Writer [redir... Frinter device S AMicrosoft %PS Document YWwiiter [redirected 1)
printer Fax [redirected 1] Frinter device W AFax [redirected 1]
printer Canaon Inkjet iIP4E00 series [redirected... Printer device W ACanon Inkjet iIP4E00 zenes [redirected 1]
printer Send To OneMote 2013 Frinter device “WASend To OneMote 2013
printer Fritter near me Frinter device A APrinter near me
printer Microgoft %P5 Document \Afriter Frinter device W AMicrosoft 2PS Document ‘witer
printer Fax Frinter device WA Fau
dizk W hSosi2: 1 a a ATA STIE0034145 CCTH W APhysicalDrivel Disk drive “WAPhysicalD rive
cdrom W hSosi2: 2 a a TS5TcorpCDDVDW SH-222BE SB00 W\ ACdRom0 CD/DVD/ED diive “4ACdRom0
Unuzable device Emulator device sting | DevicecontainsWindows system |
Cloze |
|Microsoft Windows 7, Service Pack 1 (Build 7601) [karILL |20 aerycra 2014 r. 14:54:28 4

It is also possible to choose all the other categories to narrow the possible mapping options list.

Note the "Use with CHARON" column contains the actual configuration options for each available device to be inserted, if needed, in the

CHARON configuration file.

Back to Table of Contents

Collecting the configuration strings

To collect the actual configuration strings to be used in the CHARON configuration file select the target device and press the "Copy path to

clipboard" button:

Host Device Check for CHARON

Device class: | Disk drives LI

Open

Save Az...

[E=3 HoB 5
Copy path ta clipboard |

Service

Contraller Busz D LM

[RELI] Device path

D escription

Use with CHARON

Unusable device Emulator device sting .~ DevicecontainsWindowsgstem
Cloze |
|Microsoft Windows 7, Service Pack 1 (Build 7601) [karaLL |20 aerycra 2014 r. 14:56:14 4

The selected configuration string will be copied to the clipboard and then can be pasted to the CHARON configuration file with "Ctrl-V" keys

combination.

The buttons "Open" and "Save As..." helps to open up the displayed options in form of text file and save this text file under some given name.

© Stromasys, 2015
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Network Control Center

Table of Contents

General Description

Installation of CHARON network drivers

Deinstallation of the CHARON network driver

Configuring the host network interfaces for CHARON

Release of the host network interfaces

Troubleshooting the CHARON network interfaces configuration
Monitoring the CHARON network activity

Disabling chimney offload for CHARON

Back to Table of Contents

General Description

The "Network Control Center" utility is used to configure, verify dedicated network interfaces and trace network activity for a CHARON network.

Click on the following menu entry, under the "Start" menu, to start the utility:

VAX 6310 emulator -

VAXserver 3600 emulator (256Mb)

VAXserver 3900 emulator (256Mb)

. Utilities

E CHAROM Launcher version 1,34
CHAROM Log Maenitor and Dispatch
B CHARON Service Manager version 1
CHAROMN Web UTv 1.1 B15804
HASP View Version 1.18.15804
Host Device Check utility +1.0,15804
@ License Update Service version 6.4
Mkdisk utility version 212
& Metwork Control Center version 1,38
@ Putty terminal emulator w060

U | &

m

Back to Table of Contents
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Installation of CHARON network drivers

By default a CHARON network driver is automatically installed by the CHARON installation procedure.

When it is needed to install a modified driver, use the following procedure.Select"Install/Upgrade” and press "Next":

A CHARON Network Control Center

CHARON Metwork Control Center.
Intraduction page.

The CHAROM Metwork Control Center designed to manage CHARDON networking including:

- Installation/de-installation of the CHARDOMN netwark, drivers:
- Configuring physical adapters to be used by the CHAROM /Host spstem;
- Troubleshoaoting the physical adapter setup;
- Checking the connechion reliability.
- Checking that adapter supports MALC addres: change.
- Checking for the MALC address duplication an the LAM;
- Checking for the IP address duplication on the LAN;
- Suggesting the configuration file settings;
- Monitaring MIC activity
[MDIS driver v. 5.3.0 or later should be installed
and CHARDOM running to enable Maonitor feature);

Select the desired function and click Mext button for continue,

— Pleaze select the action bo continue:
i |pzstall/Upgrade
" Configure MIC
i Troubleshoot NIC dedicated for CHARON
= Monitar CHARDOM MIC activity

< Back I Mewt » I Cancel Help
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Select "Install/lUpgrade CHARON NDIS driver" checkbox and press "Select":

,& CHAROM Network Control Center @

CHARON Metwork Control Center.
Inztallation/Upgrade page.

Af the CHAROM Metwork Control Center [nstallation page you carn:

- Remove all CHARDM network, drivers
- Install/Upgrade CHARDM HDIS driver

-

v Install/Upgrade CHAROMN NDIS driver Select

< Back | Cancel Help
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Press "Browse":

Driver installation dialog

Drriver details:

Browse

L

Cancel

k

it and press "Open":

,& Open

Organize = Mew folder

-

[ Favorites
Bl Desktop

, Downloads

m

%7 Dropbox

=l RecentPlaces

- Libraries
3 Documents
J’- Music
le=| Pictures
[5°] Subversion
B Videnc

@Qv| | T«| ndis5_chpack » ndis6_chpack 6.3.0.15800_A64_W7

MName

4k | sripacket.inf

File name: sripacket.inf

Date modified

26.09.2013 16:39

v|‘?|

Search ndish

Type Size

Setup Information 3 KB

- [N Files inf) -

[owen B [ onen |

If the CHARON network driver has been acquired directly from STROMASYS, put it in a temporary directory and choose

the "sripacket.inf" file from this directory in the dialog above.

© Stromasys, 2015

Browse for the target "sripacket.inf" file (by default it is located in the "C:\Program FilesS\CHARON\Drivers\NDIS6_X.X.X.XXXXX" directory), select

143/ 302



Document number: 30-16-044-012

Review the version of the driver and, if it is correct, press "Ok™:

Driver installation dialog @

Drriver details:

CDeiKitsh Charon-YAx « 4.5 Build 15804\ndis5_chpackindist -
Build: 09052013 Erovise
Version: 6,:3.0,15300

Prowvider info:

STROMASYS SA

CHARCK Packet Protocal (MDISE) w6, 2

Protocol designed ko work as part of CHARCMN netwiork,
CHAROMN Packet Protocol (MDISE) w6, 2

Cancel

Ep

continue:

CHARON Metwork Control Center.
Inztallation/Uparade page.

At the CHAROM Metwork, Contral Center |nstallation page vou carn:

- Remove all CHARDM network, drivers
- Install/Upgrade CHARDM HDIS driver

r

W Instal/Upgrade CHARON MDIS driver C:ADeviEits\Charontiax v 4.5 Build 158044ndish_chpack Select

< Back | Mext > | Cancel Help

,& CHAROM MNetwork Control Center @

© Stromasys, 2015
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The utility will begin the CHARON network driver installation. If Windows Security asks you to confirm the driver installation, press "“Install":

[+7] Windows Security £2 |

Would you like to install this device software?

i Marme: STROMASYS 58, Metwork Protocal
s Publisher: Stromasys S

[C] Always trust software from "Stromasys SA”. Install ] [ Don't Install

@' You should only install driver software from publishers you trust. How can [
decide which device software is safe to install?

The driver installation will resume:

-

Please wait...

Please wait for CHAROM MDIS network driver installation,

© Stromasys, 2015 145/ 302
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At the completion of the network installation procedure, the utility will display the following log:

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Application log & results.

4

e

[~ Show detailed log

[rate: teszage ID: | Meszage Test:

2014-08-20... 04000091 METCFG-UTILITY: The network configuration check results:

2014-08-20 ... 04000035 METCFG-UTILITY: CHAROM MDIS driver verzioh info:

2014-08-20 ... 0400003F METCFG-UTILITY: Driver is at 'C:Mwindowshapstem3ZADRIVER S \sripacket. sy’
2014-08-20 ... 0400000 METCFG-UTILITY: Driver iz 'CHAROM Packet Protocol [MDISE) Driver'
2014-08-20 . 04000041 METCFGE-UTILITY: Driver wersion '6.3.0.15800°

2014-08-20 .. 04000039 METCFG-UTILITY: The CHARON MNDIS driver iz up ta date.

2014-08-20 ... D400003E METCFG-UTILITY: The network zetup looks consistent.

2014-08-20 ... 04000138 METCFG-UTILITY: Successfully install CHARQM MDIS netwark, driver.

Save Log in file

Finizh | Cancel

Help

Review the log, make sure it is correct. Save the log to a file by pressing "Save Log in file" in case the log file has to be sent to
Stromasys Customer Support.

Select "Show detailed log" to display more detail.

Press "Finish" to exit.

© Stromasys, 2015
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Deinstallation of the CHARON network driver

Start the utility and select "Install/Upgrade"; press "Next":

. CHARON Network Control Center

CHARON Network Control Center.
Intraduction page.

The CHARON Metwaork Contral Center desighed to manage CHARDM netwaorking including:

- Inztallation/de-inztallation of the CHARDN network drivers;
- Configunng phyzical adapters to be uzed by the CHAROM MHost system;
- Troublezhoaoting the physical adapter setup;
- Checking the connection reliability.
- Checking that adapter supports MAC address change.
- Checking for the MAC addreszs duplication an the LAM;
- Checking for the IP address duplication on the LAN;
- Suggesting the configuration file settings;
- Monitaring MIC activity
[NDIS driver v. 5.3.0 or later should be installed
and CHAROM running to enable Monitor feature];

Select the desired function and click Mest button for continue.

— Please select the action to continue:
* Install/Upgrade
" Configure MIC
7 Traubleshoot MIC dedicated for CHAROM
= Monitor CHARDM MIC activity

< Back I Mext > I Cancel Help
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Select "Remove all CHARON Network Drivers" and press "Next":

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Inztallation/Upgrade page.

Af the CHAROM Metwork Control Center [nstallation page you carn:

- Remove all CHARDM network, drivers
- Install/Upgrade CHARDM HDIS driver

I+ Remove all CHAROMN Metwark, Drivers

-

< Back | Mext » |

Cancel

Help

© Stromasys, 2015

148/ 302



Document number: 30-16-044-012

The utility will report that the CHARON drivers have been removed:

,& CHAROM Network Control Center @

CHARON Metwork Control Center.
Application log & results.

[rate: teszage ID: | Meszage Test:
2014-08-20 ... 040007136 METCFG-UTILITY: Successfully remove CHARON network. drivers.

4 m Pk

[~ Show detailed log

Save Log in file

Finizh | Cancel Help

Review the log for errors. Save the log to a file by pressing "Save Log in file" in case the log file has to be sent to Stromasys Customer Support.
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Select "Show detailed log" to display more detail.

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Application log & results.

W Show detailed log

[rate: teszage ID: | Meszage Test:

2014-08-20 ... 0400016B METCFG-UTILITY: “Warning: detected problem with: Intel(R] 82579LM Gigabit Metwork, Conne
2014-08-20...  0400007C METCFG-UTILITY: For CHAROM networking. the Internet Protocol Yersion & [TCP/APYE) mus!
2014-08-20...  0400076B HETCFG-UTILITY: “Warning: detected problem with: Intel(R] 82579LM Gigabit Metwark, Conne
2014-08-20...  0400007C METCFG-UTILITY: For CHAROM networking. the OoS Packet Scheduler must be dizabled!
2014-08-20 ... D400016B HETCFG-UTILITY: “Warning: detected prablem with: Intel(R] 82579LM Gigabit Metwark, Conne
2014-08-20 ... 0400007C METCFG-UTILITY: For CHAROM netwarking, the Link-Layer Topology Discover Mapper 1/0
2014-08-20 ... D4000716B METCFG-UTILITY: Warning: detected prablem with: Intel[R] 82579LM Gigabit Metwark, Conne
2014-08-20 ... 0400007C METCFG-UTILITY: For CHAROM netwarking, the Link-Layer Topology Discoveny Responder |
2014-08-20 .. 04000020 METCFG-UTILITY: For CHAROMN netwarking, the CHAROMN MDIS must be enabled!
2014-08-20 ... 04000250 METCFG-UTILITY: The MIC '|ntel(R] B2579LM Gigabit Metwark Connection' not configured fo
2014-03-20 ... 04000250 METCFG-UTILITY: The MIC 'Realtek PCle GBE Family Controller’ not configured for CHAROMN
2014-03-20 ... 0400003F METCFG-UTILITY: Drver is at 'C:Wwindowshepstem32ADRBWER S \enipacket. zps'

2014-08-20 .. 04000040 METCFG-UTILITY: Driver iz 'CHAROM Packet Protocol [MDISE] Driver'

2014-08-20 .. 04000041 METCFG-UTILITY: Driver wersion '6.3.0,15800°

2014-08-20... 040007028 METCFG-UTILITY: Selected action: Diriver Installation/Updating

2014-08-20... 04000747 METCFG-UTILITY: Chooge <ME=T > wizard button [from ClntroductionPage).

2014-08-20... 040007136 METCFG-UTILITY: Successfully remove CHAROMN networl, drivers.

F] 1 B

Save Log in file

Finizh | Cancel Help

Press "Finish" to exit.

© Stromasys, 2015
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Configuring the host network interfaces for CHARON

Start the utility and select "Configure NIC"; press "Next":

. CHARON Network Control Center

CHARON Network Control Center.
Intraduction page.

The CHARON Metwaork Contral Center desighed to manage CHARDM netwaorking including:

- Inztallation/de-inztallation of the CHARDN network drivers;
- Configunng phyzical adapters to be uzed by the CHAROM MHost system;
- Troublezhoaoting the physical adapter setup;
- Checking the connection reliability.
- Checking that adapter supports MAC address change.
- Checking for the MAC addreszs duplication an the LAM;
- Checking for the IP address duplication on the LAN;
- Suggesting the configuration file settings;
- Monitaring MIC activity
[NDIS driver v. 5.3.0 or later should be installed
and CHAROM running to enable Monitor feature];

Select the desired function and click Mest button for continue.

— Please select the action to continue:
" Install/Upgrade
' Configure MIC
7 Traubleshoot MIC dedicated for CHAROM
= Monitor CHARDM MIC activity

< Back I Mext > I Cancel Help
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Select the host interface to be dedicated to CHARON (in the example below it is "Charon"), press "Dedicate adapter to CHARON":

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Phyzical Adapter configuration.

Please select the physical adapter from the list.

Depending on the adapter state and configuration, you can use the buttons ta multiples adapter, de-multiples adapter, dedicate
adapter to CHARON or release adapter to the host.

WWhen you took all planned actions, zelect the adapter you want to configure and press Nest button to continue with adapter
configuration,

Adapter Mame | Camment |
# Intel(R] 82579LM Gigabit Network Connection  PHYSICAL USED BY THE HOST "M5C"
'm Fealek PCle GEE Family Controller L USED BY THE HOST "Charon"

Dedicate adapter to CHAROMN Felease adapter to HOST

< Back I Mewt » I Cancel Help

Install and configure VLAN adapters, according to the vendor's User's Guide, if required. Select the VLAN adapter in the dialog box in the above
example. A VLAN adapter is not configured differently, the same procedure should be followed.
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The Network Control Center will dedicate the selected adapter to CHARON. Press "Next".

A CHARON Network Control Center

CHARON Metwork Control Center.
Phyzical Adapter configuration.

Please select the physical adapter from the list.

Depending on the adapter state and configuration, you can use the buttons ta multiples adapter, de-multiples adapter, dedicate
adapter to CHARON or release adapter to the host.

WWhen you took all planned actions, zelect the adapter you want to configure and press Nest button to continue with adapter
configuration,

Adapter Mame | Camment |
'w IntellR) 82573LM Gigabit Metwork Connection  PHYSICAL USED BY THE HOST "MSC"
'w Fealtek. PCle GBE Family Contraller PHYSICAL DEDICATED TO CHAROM "Charon™

Dedicate adapter to CHARDOMN Release adapter to HOST

< Back I Mewt » I Cancel Help
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The next dialog helps to define the correct lines for the CHARON configuration file. Select the target emulated network adapter and press "Copy
suggestions to clipboard™:

,& CHAROM Network Control Center @

CHARON Metwork Control Center.
Propozals for configuration file records.

The CHAROM Metwork Control Center Config File suggestion step.

Fleaze zelect the network:; interface you plan to uze [depending on emulated model) and check the suggested configuration file
zettings with one you are uzing. The zettings are suggested for primary adapter only.

For secondary adapter configuration and adapter optionz [see the your system's 'Uzer Guide' for detailz).

GQEUS systers [Microlidsd 3600, Microvidsd 4000 106/108, ] - <04 f« DEOMNA  © DELOA © DESOA
" SGEQ

" DEMMA
" DESOOBA  DE435

MIC connection name.
load DEOMA/DEDMNA XOA interface=x04_0
load packet_port/chhetwrk ®G0A_Q interface="connection: Charon'

Copy suggestions to clipboard

< Back | Mewt » | Cancel Help
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It is possible to paste the content of the clipboard to the CHARON configuration file as shown in the example below:

| oad DELQA/ DEQNA XQA interface=XQA 0
| oad packet _port/chnetwk XQA 0 interface="connection: Charon"

Press "Next" to see the log file:

Application log & results.

,& CHAROM MNetwork Control Center

CHARON Metwork Control Center.

teszage Text

D ate: teszage ID:
2014-08-20 . 04000131
2014-08-20 . 04000251
2014-08-20 .. 04000250
2014-08-20 . 04000251
2014-08-20 .. 04000126
2014-08-20 .. 04000126
2014-08-20 .. 040001 2E
2014-08-20 ... 04000251
2014-08-20 ... 0400026
2014-08-20 .. 04000147
2014-08-20 .. 04000164
2014-08-20 .. 04000123
2014-08-20 .. 04000147
4 I

[ Show detailed log

METCFG-UTILITY:
METCFG-UTILIT
NETCFG-UTILIT "
NETCFG-UTILIT "
NETCFG-UTILIT:
NETCFG-UTILIT:
MNETCFG-UTILITY:
NETCFG-UTILIT:
MNETCFG-UTILITY:
METCFG-UTILITY:
METCFG-UTILITY:
METCFG-UTILITY:
MNETCFG-UTILITY:

Selected action: Dedicate to CHAROM adapter Realtek PCle GBE Family Cor
The MNIC 'Realtek PCle GBE Family Contraller' configured for CHARDOM netwior
The MIC 'Intel[R] 82575LM Gigahit Metwark. Connection' not configured for CH
The MIC 'Realtek PCle GBE Family Contraller' configured for CHARDOM netwaor
The MIC 'Realtek PCle GBE Family Controller’ configuration is correct!

The MIC 'Realtek PCle GBE Family Contraller’ configuration is correct!
Selected adapter: Realtek, PCle GEE Family Controller [PHYSICAL DEDICATE
The MIC 'Realtek PCle GEBE Family Controller’ configured for CHARDOM networ
The MIC 'Realtek PCle GBE Family Controller’ configuration is correct!

Chooze <MEXT > ‘Wizard button [from CChooseadapter_Config).

The CHARON Metwork, Control Center Config File suggestion step.

Met Configuration sugaestion: NIC connection name. load DEQRNA/DE QM X0
Chooze <MEXT > ‘Wizard button [from CConfigFilePage).

Save Log in file

Cancel

¢ Back | Finizh |

Help

Review the log for errors. Save the log to a file by pressing "Save Log in file" in case the log file has to be sent to Stromasys Customer Support.

Select "Show detailed log" to display more detail.

Press "Finish" to exit.

© Stromasys, 2015
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Release of the host network interfaces

Start the utility and select "Configure NIC"; press "Next":

. CHARON Network Control Center

CHARON Network Control Center.
Intraduction page.

The CHARON Metwaork Contral Center desighed to manage CHARDM netwaorking including:

- Inztallation/de-inztallation of the CHARDN network drivers;
- Configunng phyzical adapters to be uzed by the CHAROM MHost system;
- Troublezhoaoting the physical adapter setup;
- Checking the connection reliability.
- Checking that adapter supports MAC address change.
- Checking for the MAC addreszs duplication an the LAM;
- Checking for the IP address duplication on the LAN;
- Suggesting the configuration file settings;
- Monitaring MIC activity
[NDIS driver v. 5.3.0 or later should be installed
and CHAROM running to enable Monitor feature];

Select the desired function and click Mest button for continue.

— Please select the action to continue:
" Install/Upgrade
' Configure MIC
7 Traubleshoot MIC dedicated for CHAROM
= Monitor CHARDM MIC activity

< Back I Mext > I Cancel Help
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Select the interface to be released back to the host (in the example below it is "Charon"), press "Release adapter to HOST":

A CHARON Network Control Center

CHARON Metwork Control Center.
Phyzical Adapter configuration.

Please select the physical adapter from the list.

Depending on the adapter state and configuration, you can use the buttons ta multiples adapter, de-multiples adapter, dedicate
adapter to CHARON or release adapter to the host.

WWhen you took all planned actions, zelect the adapter you want to configure and press Nest button to continue with adapter
configuration,

Adapter Mame | Camment |
'w IntellR) 82573LM Gigabit Metwork Connection  PHYSICAL USED BY THE HOST "MSC"
'w Fealtek. PCle GBE Family Contraller PHYSICAL DEDICATED TO CHAROM "Charon™

Dedicate adapter to CHARDOMN Release adapter ko HOST

< Back I Mewt » I Cancel Help
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Press "Next" and review the log of this operation:

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Application log & results.

4

e

[~ Show detailed log

Save Log in file

< Back | Finizh |

Cancel

[rate: teszage ID: | Meszage Test:

2014-08-20... 040007132 METCFG-UTILITY: Selected action: Release to HOST adapter Realtek PCle GBE Family Controlh
2014-08-20 ... 04000250 METCFG-UTILITY: The HIC '|ntel(R] 825730k Gigabit Metwork Connection' not configured far Ck
2014-08-20... 04000250 METCFG-UTILITY: The HIC 'Realtek PCle GBE Family Contraller’ not configured for CHAROM kel
2014-08-20 ... 040001 2E METCFG-UTILITY: Selected adapter: Realtek PCle GEE Family Controller [FHYSICAL USED BY
2014-08-20 ... 04000250 METCFG-UTILITY: The HIC 'Realtek PCle GBE Family Contraller’ not configured for CHAROM kel
2014-08-20 ... 04000147 METCFG-UTILITY: Choose <ME=T> Wizard button [from CChoozeadapter_Config).

Help

Select "Show detailed log" to display more detail.

Press "Finish" to exit.
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Troubleshooting the CHARON network interfaces configuration

Start the utility and select "Troubleshoot NIC dedicated for CHARON"; press "Next":

& CHAROM Metwork Centrol Center

CHARON Network Control Center.
Intraduction page.

- Inztallation/de-inztallation of the CHARDN network drivers;
- Configunng phyzical adapters to be uzed by the CHAROM MHost system;
- Troublezhoaoting the physical adapter setup;
- Checking the connection reliability.
- Checking that adapter supports MAC address change.
- Checking for the MAC addreszs duplication an the LAM;
- Checking for the IP address duplication on the LAN;
- Suggesting the configuration file settings;
- Monitaring MIC activity
[NDIS driver v. 5.3.0 or later should be installed
and CHAROM running to enable Monitor feature];

Select the desired function and click Mest button for continue.

The CHARON Metwaork Contral Center desighed to manage CHARDM netwaorking including:

— Please select the action to continue:
" Install/Upgrade
" Configure MIC
% Traubleshoot MIC dedicated for CHAROM
= Monitor CHARDM MIC activity

< Back I Mext > I

Cancel

Help
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Select the target interface and press "Next":

A CHARON Network Control Center

CHARON Metwork Control Center.
Choose CHAROM Adapter.

Fleaze zelect adapter you want to monitaring.

CHAROM Metwark Control Center aszumes, that you are using zelected adapter for CHARDM nebworking, unless it iz detected
az multiplexed. Please take care and do not zelect the adapter, you are using for your Windows networking.

To start CHAROM MIC monitoring, select the adapter(s] from the lizt and click the Mext button.

Adapter Hame | Comment
'm Intel[R] 825791 Gigahit Mebwork. Connection  PHYSICAL USED BY THE HOST "MSC"
'm Fiealtek PCle GEE Family Controller L DEDICATED TO CHAROM "Charon'

< Back I Mewt » I Cancel Help
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Review the status of the interface:

,& CHAROM Network Control Center @

CHARON Metwork Control Center.
Yiew Adapter Settings.

The zelected adapter haz the following configuration,

Presz Mest button to continue with LAN tests.

PREYIR N Fealtek PCle GBE Family Cor )

--------- O & Internet Protocol Yersion 4 [TCPAPw4)

--------- O @& Internet Pratocal YWersion B [TCRAPYE)

--------- O &€ QoS Packet Scheduler

--------- O & MDIS Caphure Lightw'eight Filker

--------- O @& “FP Lighbweight Filter

--------- O & Link-Layer Topology Dizcovery Mapper [/0 Driver
--------- O & Link-Layer Topology Discoveny Besponder

e O] @3 Paint to Paint Protacol Ower Ethernet

O & MDIS Usermode |/0 Protocal

LA &5 CUADOK Danle bk Dvmbmmnl RIPBICCT G C 7

m

< Back | Mewt » | Cancel Help
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In the example below, there is an issue with the host TCP/IP being enabled on the CHARON interface. Review the problem description, press "Fix
the adapter configuration" and press "Next".

,& CHAROM Network Control Center @

CHARON Network Control Center.
Fix the adapter configuration.

The CHARON Network Control Center found emors) in the adapter's configuration.

You can stop here and fix outlined problems manually or let the CHARON Metwork Contral Center to fix them by checking the
"Fix adapter configuration”’ checkbox and pressing Mext button. Flease be sure, that you do not use adapter for your Windows

networking.

- 'm ¥ Realtek PCle GBE Family Controller

'm @ Intemet Protocol Version 4 (TCP/1Pv4)

‘O @ Intemet Protocol Version & (TCP/IPvE)

-0 @ QoS Packet Scheduler

-0 @ MDIS Capture LightWeight Fitter

-0 @ WFP Lightweight Fitter

- e[ @ Link-Layer Topology Discovery Mapper 10 Driver

2014-08-21 ... 04000070 NETCFG-UTILITY Disabling the TCP/IP can result in loosing host connections. -
2014-08-21 ... 04000147 NETCFG-UTILITY: Choose <NEXT:= Wizard button from CChooseAdapter). |
2014-08-21 ... 04000250 MNETCFG-UTILITY: The NIC "Realtek PCle GBE Family Cortroller’ not corfigured for CHAF—

I

4 | 1

[ Fixthe adapter configuration

< Back Mext > Cancel Help
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The utility will fix any issues and report a good status for the interface. Press "Next", the following dialog will appear:

,& CHAROM Network Control Center @

CHARON Metwork Control Center.
Step 1 LAM tests.

The CHARON Metwork Control Center Step 1 LAN tests.

To start the Step 1 tests, pleasze define the DECnet address you are using or plan to use with your CHAROM installation. IF you
do not uze the DEChet or want to skip the tests check the 'Skip tests' checkbox below,

The whaole Step 1 LAM tests took approximately 3 minutes to complete.

Dezired DEChet address |§ 2

[ Skip tests

< Back | Mewt » | Cancel Help
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The Network Control Center offers to check whether the DECnet address, to be used by CHARON, is unique on the network in this step. Enter

the desired DECnet address, for the CHARON guest, and press "Next":

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Step 1 LAM tests progress.

At any time you can abort the tests by pressing 'Cancel’ button.

The CHAROM Metwork Control Center dizplaps the tests completion progress.

‘ Cancel |

Help

[l
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Once the checking is completed, if there are any issues, the utility will abort the test and display a log containing information about
the issues found:

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Application log & results.

4

m

[~ Show detailed log

[rate: teszage ID: | Meszage Test:

2014-08-20 .. 040001 2E METCFG-UTILITY: Selected adapter: Realtek FCle GEE Family Controller [FHYSICAL DEDICATE
2014-08-20 ... 04000251 METCFG-UTILITY: The MIC 'Realtek PCle GBE Family Controller’ configured far CHARDOM networ
2014-08-20... 04000747 HETCFG-UTILITY: Choose <ME=T> Wizard button [from CChooseddapter).

2014-08-20 ... 04000251 METCFG-UTILITY: The HIC 'Realtek PCle GBE Family Controller’ configured for CHARDOM networ
2014-08-20 ... 04000147 METCFG-UTILITY: Choose <ME=T> Wizard button [from C5howadapter).

2014-08-20 ... 04000135 METCFG-UTILITY: Perform DEChet test. Area: 52, node: 25

2014-08-20 .. 0D40000ES METCFG-UTILITY: The DECnet test resulks:

2014-08-20 .. 04000103 METCFG-UTILITY: The permanent MAC address is: FE-01-11-00-F8-E6.

2014-08-20 ... 040007104 METCFG-UTILITY: WARMNIMG! The connection speed iz over 10Mbsz [1000kMbpsz). The networkir
2014-08-20 ... 040000EE METCFG-UTILITY: Running with configuration: 52,25,

2D1 4-03- 2EI ... b40omoy METCFG-UTILITY: Trylng ko lesulve the MALC address duplication, subtest 1.

2014 040000EC METCFG-LUTILITY: IMG! MAL a duplication found.

2014-08- 2EI ... D40000ED METCFG-LITILITY: The host with DECnet address 52 25 [44-00-04-00-13-00] exist on the LAM.
2014-08-20...  040000F1 METCFG-UTILITY: The traffic was detected on the LAN connected wia 'Realtek PCle GBE Family
2014-08-20 ... 040000F2 METCFG-UTILITY: The connection through the MIC 'Realek PCle GBE Family Controller' appear:

Save Log in file

< Back | Finizh | Cancel Help

[l
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If no issues are found, the utility will offer to check the CHARON TCP/IP networking the same way:

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Step 2 LAM tests.

you specify,

Dezired IP address [or subnet address)

Subnet mask

The CHAROM Metwork Control Center Step 2 LAN tests.

[ Skip tests

< Back |

To start the Step 2 tests, pleaze defing the IP addrezs and zubnet mazk you are using or plan to use with pour CHARDN installation
of your LAM's subnet address and subnet mask. If you want to skip that tests check the 'Skip tests' checkbox below.

WARMIMG: The IP addrezs duplication test can result in the loozing connections by the Windows host that uzing the 1P address

The whale Step 2 tests duration depends on the size of you subnet. Typically, for clags C networks, or subnetted networks with
amount of node ~256 the whole Step 2 tests took. 15 minutes masimunm.

Cancel Help

© Stromasys, 2015

166/ 302



Document number: 30-16-044-012

Enter the IP address and subnet mask to be used by the CHARON guest, then press "Next":

,& CHAROM Network Control Center @

CHARON Metwork Control Center.
Step 2 LAM tests.

The CHAROM Metwork Control Center Step 2 LAN tests.

To start the Step 2 tests, pleaze defing the IP addrezs and zubnet mazk you are using or plan to use with pour CHARDN installation
of your LAM's subnet address and subnet mask. If you want to skip that tests check the 'Skip tests' checkbox below.

WARMIMG: The IP addrezs duplication test can result in the loozing connections by the Windows host that uzing the 1P address
you specify,

The whale Step 2 tests duration depends on the size of you subnet. Typically, for clags C networks, or subnetted networks with
amount of node ~256 the whole Step 2 tests took. 15 minutes masimunm.

Dezired IP address [or subnet address) | 192 . 168 . 1 . 222
Subnet mask | 285 . 2585 . 285 . O
[ Skip tests

< Back | Mewt » | Cancel Help
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The Network Control Center will display the log of the performed operations:

,& CHAROM Network Control Center

CHARON Metwork Control Center.
Application log & results.

[~ Show detailed log

[rate: teszage ID: | Meszage Test:

2014-08-20 ... 04000118 METCFG-UTILITY: Running the subtest 3.

2014-08-20 .. 04000114 METCFG-UTILITY: Running the subtest 4.

2014-08-20 ... 04000128 METCFG-UTILITY: "WARMING! The pozsible IP address conflict iz found.

2014-08-20 ... 04000129 METCFG-UTILITY: The 132.168.1.36 have two MALC address 00-07-E3-15-5C-17 and 00-0C-El
2014-08-20 . 04000128 METCFG-UTILITY: WARMING! The pozsible IP address conflict iz faund.

2014-08-20 . 04000129 METCFG-UTILITY: The 192 168.1.38 have two MAC address 00-07-E9-15-5C-17 and 00-0C-El
2014-08-20 . 04000128 METCFG-UTILITY: WARMING! The pozsible IP address conflict is faund.

2014-08-20 . 04000129 METCFG-UTILITY: The 192 168.1.36 have twa MAC address 00-07-E3-15-5C-16 and 00-0C-6l
2014-08-20 ... 04000128 METCFG-UTILITY: WARMIMG! The pozsible IP address conflict iz faund.

2014-08-20 ... 04000129 METCFG-UTILITY: The 192.168.1.36 have two MAC address 00-07-E9-15-5C-16 and 00-0C-El
2014-08-20 ... 04000128 METCFG-UTILITY: WARMIMG! The pozzible IP addrezs conflict iz found.

2014-08-20 ... 04000129 METCFG-UTILITY: The 192.168.1.36 have two MAC addrezs 00-07-E9-15-5C-17 and 00-0C-El
2014-03-20 ... 040000F4 METCFG-UTILITY: MALC addrezs duplication does not found,

2014-08-20 ... 040000F1 METCFG-UTILITY: The traffic was detected on the LAN connected via 'Realtek PCle GBE Fa
2014-08-20...  040000F2 METCFG-UTILITY: The connection through the MIC 'Realtek PCle GBE Family Controller' appe
2014-08-20 ... 04000164 METCFG-UTILITY: The CHAROM Metwark, Contral Center Config File suggestion step.
2014-08-20... 04000147 HETCFG-UTILITY: Choose <ME=T> ‘Wizard button [from CConfigFilePage)].

A A0 FANNNA A METEER T T 10 bact alinmad b Has eer

F] I B

Save Log in file

< Back | Finizh | Cancel Help

Select "Show detailed log" for more detail.

Press "Finish" to exit.
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Monitoring the CHARON network activity

The Network Control Center is able to monitor CHARON network activity. This function is available only if CHARON is running.

Start the utility and select "Monitor CHARON NIC activity"; press "Next":

,& CHARON MNetwork Control Center

CHARON Metwork Control Center.
Intraduction page.

The CHAROM Metwark Contral Center designed to manage CHARDOM networking including:

- Ingtallation/de-installation of the CHARDOM network, drivers;
- Configuring physical adapters to be uzed by the CHAROM /Hoszt spztem;
- Troubleshoaoting the physical adapter setup;
- Checking the connection reliability.
- Checking that adapter supports MAC address change.
- Checking for the MALC address duplication an the LAM;
- Checking for the IP address duplication on the LAN
- Suggesting the configuration file settings;
- Monitaring MIC achivity
[NDIS driver v. 5.3.0 or later should be ingtalled
and CHARDM running to enable Maonitor feature);

Select the desired function and click Mest button for continue.

— Pleaze zelect the action to continue:
" Install/Upgrade

" Configure MIC
" Troubleshoot WIC dedicated for CHARDN
* Maonitor CHAROM NIC activity

< Back I Mext > I Cancel Help
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Select the network interface to monitor (it must be dedicated to CHARON); press "Next":

A CHARON Network Control Center

CHARON Metwork Control Center.
Choose CHAROM Adapter.

Fleaze zelect adapter you want to monitaring.

CHAROM Metwark Control Center aszumes, that you are using zelected adapter for CHARDM nebworking, unless it iz detected
az multiplexed. Please take care and do not zelect the adapter, you are using for your Windows networking.

To start CHAROM MIC monitoring, select the adapter(s] from the lizt and click the Mext button.

Adapter Hame | Comment
'm Intel[R] 825791 Gigahit Mebwork. Connection  PHYSICAL USED BY THE HOST "MSC"
'm Fiealtek PCle GEE Family Controller L DEDICATED TO CHAROM "Charon'

Reszet Adapter Statistics

< Back I Mewt » I Cancel Help
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The utility will display statistics updated in a real time. Note, it is possible to record the statistics in a log file with a selected write interval.

Statishics for adapter:

,& CHAROM Network Control Center

CHARON Metwork Control Center.
MIC activity monitar.

Realtek PCle GBE Family Controller

Statistics hame

Packet statistics data

MAC address:
Uszers:

Mode:
MIC_Carrier:
MIC_Reset;
FPending_Rx:
Pending_T::
Served Fw:
Served Tw:
Failed_Tx_10:
Failed_Tx_IR:
Failed_Tx_RS:
Failed_T_RL:
Failed_T»_DS
Failed_Rx_[0:
Fail=d_R¥_IR:
Failed_R¥_RS:
Failed R¥_BL:
Failed R¥_D5:

F&8-D1-11-00-67-EG[DECHET M/2)

1

CHRALCE,

Ond2
On/0

oDooooooooooomoo

[9241)
(0]
(10143
[E7E]
(0]

(0]

(]

(]

(]

(]

(]

(1]

(0]

(0

Log file write interval [zec): |10

=

Log file:

< Back

Brovse, ..
| Mext » | Cancel |

Help

[l
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Press "Next" button to stop the recording and to see the log of this operation:

A CHARON Network Control Center

CHARON Metwork Control Center.
Application log & results.

[rate: | leszage D | teszage Text:

2014-08-20 ... 04000250 METCFG-UTILITY: The HIC 'Intel(R] 8257391k Gigabit Metwork Connection’ not configured for Ck
2014-08-20 ... 04000251 METCFG-UTILITY: The MIC 'Realtek PCle GBE Family Controller’ configured far CHARDOM networ
2014-08-20 ... 040001 2E METCFG-UTILITY: Selected adapter: Realtek FCle GEE Family Controller [FHYSICAL DEDICATE
2014-08-20 ... 04000251 METCFG-UTILITY: The HIC 'Realtek PCle GBE Family Controller’ configured for CHARDOM networ
2014-08-20 ... 040007147 HETCFG-UTILITY: Choose <ME=T> Wizard button [from CChoozeddapter).

' 1 3

[~ Show detailed lag

Save Log in file

< Back I Finizh I Cancel Help

Select "Show detailed log" for more detail.
Press "Finish" to exit.

Back to Table of Contents

Disabling chimney offload for CHARON

To enable correct support of FTP transfer in CHARON environment it is strongly recommended to disable TCP chimney offload for all CHARON
executables.

Refer to this article to get detailed information on how it can be done.

Back to Table of Contents
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MKkDisk

Table of Contents

General Description

Creating empty disk container

Creating disk metadata

Creating custom disk image

Getting information about available disk types

Back to Table of Contents

General Description

The "MkDisk" utility is used to create VAX/PDP11 standard or custom empty disk containers (disk images).

To start the utility, click on the following icon under the "Start" menu:
CHAROM
.. CHAROM-VAX version 4515804
MicroVAX3100 Model 98 emulator
WAX 4000 Model 108 emulator
WAX 4000 Model 700 emulator
WAX 4000 Model 705 emulator
VAX 6310 emulator
VAXserver 3600 emulator (256Mb)
VAXserver 3900 emulator (256Mb)
o Utilities
E CHAROM Launcher version 1,34
CHARON Log Menitor and Disp
B CHARON Service Manager versi
CHAROM Web UIv 1.1 B15804
HASP View Version 11815804
Host Device Check utility v1.0.1f
@ License Update Service version €
Mkdisk utility version 212
ﬂ Metwork Control Center version
@ Putty terminal emulatorv0.60 =

m
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The main dialog of the utility will appear:

I.-’-'-.II controllers

I Select Dizk Type

Digk Properties

Size: I I Mumnber of blocks I
Sectors: I Block size: I

Create Dizk Image | Custom Dz, . | Create Metadata...

© 2012 STROMASYS 54
WWW.STROMASYS.COM
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Creating empty disk container

Select "VAX" or "PDP-11" in the "Select System" drop-down box, "MSCP" in the "All Controllers" drop-down box and choose the desired disk
type in the "Select Disk Type" drop-down box to create an empty disk container:

File Help

Digk Image generatar for Windows

|H223

Dizk Properties

Size: I 1000 |Mb  MNumber of I:nIu:n::ksI 204364
Sectors: I 33 Block size: A2

Create Dizk Image | Custom Dz, . | Create Metadata...

© 2012 STROMASYS 54
WWW.STROMASYS.COM
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Press "Create Disk Image" to proceed. A dialog asking to specify the name of the disk image will appear:

ﬁ Save As

OQ |@ b Libraries » Documents »

- | 3 | | Search Documents

Organize = Mew folder = =
3¢ Favorites - Documents library Arange by: Folder +

Bl Desktop Includes: 2 locations

B Mame Date modified Type Size

%# Dropbox 1

%Gl RecentPlaces 5 | Custom Office Templates 16.07.2014 13:15 File folder

- Visual Studio 2008 01.08.2014 14:23 File folder

4 Libraries

@ Documents !
J’ Music

[/ Pictures

[ Subversicn

E Videos
P

- 4 n
File name: RZ23.wdisk -
Save as type: | Disk images (*.vdisk) v]

Save l ’ Cancel l

4 Hide Folders
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Browse to the target directory, specify the name of the disk image and press "Save". The process of creating the disk container will start:

24 mkoisk (== =]

File Help

[©] CHARON

Digk Image generator for Windows

|

|MsCP

Creating Disk Image...

——

Cancel

ll—l!lll‘_l‘_

Size: I 1000 |Mb  MNumber of I:uI-:u:ksI 204364
Sectors; I 33 Block size: a2

Create Dizk Image Cuztom Dzl | Create Metadata...

© 2012 STROMASYS 54
WWW.STROMASYS.COM

The target disk image is created - along with its metadata file (see below) once the process completes.

Back to Table of Contents
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Creating disk metadata

The disk image metadata file contains important information about the target disk image structure - it is used by CHARON, automatically created
with the same name with a different extension.

To create a metatada file press "Create Metadata...":
File Help

Digk Image generatar for Windows

|H223

Digk Properties

Size: I 1000 |Mb  MNumber of I:ulncksl 204364
Sectors: I 33 Block size: 212

Create Dizk Image | Custom Diigk. .. | Create Metadata...

© 2012 STROMASYS 54
WWW.STROMASYS.COM
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The "MkDisk" utility will ask you to select a disk container for which to create the metadata file:

ﬁ Open

[ ]

OG |@ b Libraries » Documents »

- | 3 | | Search Documents

P

File name: RZ23.wdisk

~ | Disk images {*vdisk)

Organize - Mew folder =~ 0 @
3¢ Favorites — Documents library Arange by: Folder +
Bl Desktop Includes: 2 locations
i Downloads MName Date modified Type Size
%# Dropbox
5] RecentPlaces . Custom Office Temnplates 16.07.2014 13:15 File folder
o = . Visual Studio 2008 01.08.2014 14:23 File folder
=5 Libraries || RZ23.vdisk 20.08.2014 15:02 VDISK File 102
@ Documents
J‘ Music
[/ Pictures
[ Subversicn
E Videos
18 Computer
£, Local Disk(cn 7 ¢ | I | 2

[ open I] |

Cancel
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Select the target disk image and press "Open". The utility will display a dialog for adjusting/correcting the disk image parameters:

Geametry

Bvtes per sector:

Sectors per track;

Metadata configuration dialog

|512

|33

Tracks per cylinder: | g

Cylinders per unit

Seckors per unit:

MSCP

Media tvpe class:

Media type name;

Special

Conkraller 10

Bad black kable:

: |??6

|2n4ae4

M3CP

{7 ¥ES

ﬂ Description: | DEC RZ23 WINCHESTER 104 ME 3.5"

{e MO

Sl

Yendor:

Produck;

Revisian:

DID:

Wt

S5

|DEC

|R223

|nznn

MNode name: | RZZ3
System IO ]

==

Cancel

© Stromasys, 2015

Correct the desired parameters (if needed) and press "Ok". The "MkDisk" utility will create a metadata file, having the same name as the target
disk container, with extension ".avdisk"
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Creating custom disk image

Select "Custom" in the "Select System" drop-down box, enter the desired number of blocks in the "Number of blocks" input box, specify the block
size (if it is different from the default value of 512) in the "Block size" input box and press "Create Disk Image" to proceed:

4 MKDISK (]

File Help

CHARON

Digk Image generatar for Windows

|

Ll L

I.-’-'-.II controllers

I Custam ;I

IEnter desired zize in blocks and the block zize

Dizk Properties

Size: I 270 |Gb  Mumber of I:nIu:n::ksI REERRETY
Sectors: I Block size: e

Create Dizk Image | Custom Dz, . | Create Metadata...

© 2012 STROMASYS 54
WWW.STROMASYS.COM

Specify the name of the target disk container (and the directory it will reside in) and press "Save". The utility will create the disk image.
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Getting information about available disk types

Information about the available disk types the "MkDisk" utility is able to create can be obtained by selecting the "Help->Disk Table" menu item.
The following information dialog will appear:

<

Supported disks @

Device Dezcription Flatfarm Size [kh)

Rz DEC RZ22WIMCHESTER 5.2 MB 3.5" PDP Wax 51216 -
Re2a DEC RZ23WIMNCHESTER 104 MB 3.5 POP W 102432 b
Re2al DEC RE2EL wWINCHESTER 121 bB 3.5" FDP Mo 118872 |E|
RZ24 DEC RZ24 WIMCHESTER 203 MB 3.5 FDP Wéx 204336 4
RZ24E DEC RZ24 WINCHESTER 209 MB 3.5 POP Wax 204827

Re24al DEC RZ24L wWINCHESTER 245 B 3.5" FDP W 239975

RE25 DEC RZ25WIMCHESTER 425 MB 2.5 POP W 416263

RZ25E DEC RE25WIMCHESTER 425 MB 3.5 POP s 416052

RE26 DEC RE26WIMCHESTER 1.5 GB 3.5" POP W 1025430

Re26F DEC RZ26F WIMCHESTER 1.5 GRB 35" FDP Mo 1025548

RZ26L DEC RZ26L WIMCHESTER 1.5 GB 3.5" POP W 1025548

RE27 DEC REZ27WIMCHESTER 1.6 GB 3.5" POP Wax 1562704

Re28 DEC RE28WIMCHESTER 2.1 GB 3.5" POP s 2055240

RZ28 DEC RZ28WIMCHESTER 2.1 GB 3.5" POP W 2055240

RE29 DEC RZ29wIMCHESTER 4.3 GB 3.5" POP s 4130040

R<35 DEC RZ35WIMNCHESTER 825 MB 3.5 POP W 232314

ReR5 DEC RER5WIMCHESTER 332 MB 525" FDP W 330480

RZ5E DEC RZ5E wWIMCHESTER BES ME 525" POP W BEO3EN

RE57 DEC RES7 WIMCHESTER 1.0 GB 5.25" POP s 937255

R<RE DEC RE58WINCHESTER 1.38 GB 5.25" POP s 1349537

AZ53 DEC RZ53WIMCHESTER POP W& aavrany -

© Stromasys, 2015
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MkDskCmd

Table of Contents

® General Description
® Creating disk images
® Transferring disk images

Back to Table of Contents

General Description

The "MkDskCmd" utility:

® Creates empty disk images of a given standard or custom disk type or a customand disk size
® Transfers existing disk images of one type to disk images of another type.

To start the utility open "cmd.exe" in the Start menu and switch to the CHARON x86 utilities directory (typically "C:\Program Files
(x86)\CHARONI\Utilities_ X.X.XXXXX\x86" or "C:\Program Files\CHARON\Utilities_X.X.XXXXX\x86").

Back to Table of Contents

Creating disk images
The first step is to obtain the disk type of the disk that needs to be created:
...> nkdskend -1i st

This command results in a list of all the supported disk types.

Choose the desired disk type (for example "RZ22"), then use the "mkdskcmd" command to create the virtual disk image as shown below:
...> nkdskcnd -di sk rz22 -output rz22.vdisk

A disk container "rz22.vdisk" will be created in the current directory.

A file "rz22.avdisk" will also be created. This file helps CHARON to accurately recognize a specific disk image type. It is recommended
to put the ".avdisk" file in the same directory as the created disk image.

It is also possible to create custom disk images using the "-blcount" (blocks count) and "-blsize" (blocks size) switches.

For a list of all available parameters use the "—help"switch:
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...> nkdskcnd -help

Usage:
nmkdskcmd [ Opti ons]
Opt i ons:
-hel p - to see help screen
-h - to see help screen
-output <full name> - to specify output file nane
-o <full name> - to specify output file name
-di sk <di sk name> - to specify the disk name from Di sk table
-d <di sk nanme> - to specify the disk name from Di sk table
- bl si ze <nunber > - to specify the block size in bytes (customdi sk i mage)
-z <nunber > - to specify the block size in bytes (customdi sk i mage)
- bl count <nunber > - to specify nunber of the blocks (customdisk i mage)
-c <nunber > - to specify nunber of the blocks (customdisk i mage)
-avtable <full_nanme> - to specify AVDISK table file
-a <full_name> - to specify AVDISK table file
-list <full_name> - to display AVDI SK tabl e
-1 <full_name> - to display AVDI SK tabl e
-silent - silent nmode running
-s - silent nmode running
-transfer - please see the '--transfer' options description
-t - please see the '-t' options description

Return val ue:

0 - for Success

Non zero - in case of failure
Exanpl es:

nkdskcnd -h

nkdskcnmd - |

nmkdskcnmd -a /opt/charon/bin/ nkdsk.vtable -o /etc/rk07.vdisk -d rk07
nmkdskcnd -0 /etc/customvdisk -z 512 -c 16384

The "-avtable" parameter is used to work with an alternative disk specification database (or to point to the standard database ("mkdsk.vtable") if it
is in a location other than the current directory).

The "-blcount" (blocks count) and "-blsize" (blocks size) switches are used to create custom disk images.

Back to Table of Contents

Transferring disk images

The "MkDskCmd" utility is able to transfer (copy) disk images of one type to a disk image of another type.
This operation is needed, for example, to obtain more free space on a disk image that already contains data.

Note: it is not possible to add more free space dynamically. CHARON-VAX/PDP11 must be stopped before performing this operation.

If a source disk image is larger than the target disk image, the extra data is lost. If the source disk image is smaller, it will be extended
and padded with null bytes (\0").

An example of the syntax follows:
...> nkdskcnd -transfer <source disk file name> <source di sk paraneters>

where:

® <source disk file name> - the file name of the disk image to be transferred
® <source disk parameters> - the name of the disk from the list of available on "mkdskcmd --list" request or the disk geometry specification
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(see below).

Example:
...> nkdskcmd -transfer "C\M D sks\rz22.vdisk" rz25

It is also possible to specify the disk parameters manually with "-blcount / -c" (blocks count) and "-blsize / -z" (blocks size) switches:
...> nkdskcnd -transfer <source disk file name> -blsize <number> -bl count <nunber>

Example:

...> nkdskcnd -t "C:\My Disks\custom vdisk" -z 512 -c 262134

There is a certain delay between the moment when the utility reports that a disk image has been transferred and its actual availability to
CHARON. This delay can reach up to several minutes in the case of very large disk transfers. This is because the host operating
systemsneeds time for the actual allocation of the enlarged file on HDD.

Back to Table of Contents
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HASP View
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General Description

The "HASP View" utility is used to display the CHARON license content.
Click on the following icon under "Start" menu to start the utility:
AROM
CHAROMN-VAX version 4.5,15804
MicroVAX3100 Model 98 emulator
VAKX 4000 Model 108 emulator
VAKX 4000 Model 700 emulator
VAX 4000 Model 705 ernulator
VAX 6310 emulator
VAXserver 3600 emulator (256Mb)
VAXserver 3900 emulator (256Mb)
L. Utilities
m CHAROM Launcher version 1.34 b
CHAROM Log Menitor and Dispatch
B CHARON Service Manager version 1
CHAROM Web UTv1.1 B15804
HASP View Version 1.18.15804
Host Device Check utility v1.0.15804
@ License Update Service version 6.4

m

Back to Table of Contents
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Getting CHARON license content

The "HASP View" utility displays the content of the license to be used by CHARON:
CHAROM License Details

Product expiration date: Unlimited -
Field Test expiration date: Unlimited

Virtual Hardware: AlphaServer_DS10L, AlphaServer_D515, AlphaServer_D520, AlphaServer_D525, AlphaServer_ES40, AlphaServer_E545, AlphaServer_G!
Product Name: CHAROM-AXP

Product Code: CHAXP-4500-WI

Major Version: 4

Minor Wersion: 6

Maximum Build: 99999

Minimum Build: 1

Host CPU supported: X564

Host Operating System required: WINDOWS, LINUX
CPU's allowed: 16

Maximum virtual memary: 65536MB

Instances allowed: 2

Product expiration date: Unlimited

Field Test expiration date: Unlimited

Virtual Hardware: MicroWAX_II, MicroVAX_3600, MicroVAX_3900, VAXserver_3600, VAXserver_3900, VAXserver _3600_128, VAXserver_3200_128, VAXser
Product Mame: CHARCON-VAX

Product Code: CHVAX-43000x-WI

Major Version: 4

Minor Wersion: 6

Maximum Build: 99999

Minimum Build: 1

Host CPU supported: ¥86, X64

Host Operating System required: WINDOWS, LINUX
CPU's allowed: 16

Maximum virtual memary: 65536MB

Instances allowed: 2

Product expiration date: Unlimited

Field Test expiration date: Unlimited

m

1

< | T | F

CHAROM Sentinel HASP License Refresh Copy License Details to Clipboard | | Exit I

Note: collecting the license content may take some time.Use the buttons below to refresh the license content and copy the license to
clipboard.Press "Exit" to exit from the utility.Back to Table of Contents
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License Update Service
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General Description

The "License Update Service" utility is used to manage CHARON licenses, collect the host system fingerprint and transfer software licenses from
one host to another.

Click on the following icon under "Start" menu to start the utility:

AROM
CHAROM-VAX version 4.5,15804
MicroVAX3100 Model 98 emulator
VAX 4000 Model 108 emulator
VAX 4000 Model 700 ernulator
VAKX 4000 Model 705 emulator
VAX 6310 emulator
VAXserver 3600 emulator (256Mb)
VAXserver 3900 emulator (256Mb)

. Utilities
E CHAROM Launcher version 1.34
CHAROM Log Maenitor and Dispatch
B CHARON Service Manager version 1
CHAROMN Web UTv 1.1 B15804
HASP View Version 1.18.15804
Host Device Check utility +1.0,15804
@ License Update Service version 6.4
Mkdisk utility version 212

& Metwork Control Center version 1,38

Back to Table of Contents
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Collecting the host fingerprint and information on an existing license

Open the "Collect Status Information" tab.

Select "Update of existing protection key" to acquire information on the current license (both the hardware dongle or the software license).

Select "Installation of new protection key" to get information on the host system.

Collect Status Information | Apply License File | Transfer License |

IllllllllllllllL

Collect infarmation from this computer to enable:
(L) Update of existing protection key
Installation of new protection key

ollect Information
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Press "Collect Information" and save the fingerprint or the information on the current license to a "*.c2v" file:

'_'}3 Save Key Status As
'/_""v . » Computer » Local Disk (C) » Temp »
Wl : p

- | ¢,| | Search Temp ol

Organize « Mew folder

Mame Date modified Type Size

. Favorites
Bl Desktop . DE7SW 20.06.2014 16:54 File folder
.. Downloads - Install_Win7_7086_05262014 23.06.2014 18:10 File folder

%% Dropbox
=] RecentPlaces

4 Libraries
@ Documents
J‘ Music
[E=] Pictures
(2 Subversion

E Videos

m

18 Computer
&, Local Disk (C)
a Local Disk (E:)
5# nikolaev (\vmsen

-

File name: Fingerprint

Save as type: | Update receipt file (*.c2v)

save | | Cancel |

“+ Hide Felders

Press "Save" to create the "*.c2v" file.

Send this file to STROMASYS to receive an update of the current license or a new license.
Back to Table of Contents
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Installation and update of a CHARON license

Open the "Apply License File" tab.

Press "...":

| Collect Status Information | Apply License File | Transfer License |

IllllllllllllllL

IUpdate File

Apply Update

Select the license "*.v2c" file received from STROMASYS:

> seattteormrmy T

?_-—ﬂ RecentPlaces

[ Libraries
@ Documents
J' Music
[E=] Pictures
[ Subversion
B Videos

18 Computer
£, Local Disk (C)
a Local Disk (E2)
S nikolagv (hmscmail

?‘! MNetwork

File name:

%vl_‘b » Computer » Local Disk (C:) » Temp » - | 5 | | Search Temp L |
Organize « Mew folder =~ [ e
Tk Favorites Name ‘ Date modified Type Size

M Desktop L DETSW 20.06.2014 16:54 File folder
|\ Downloads 1 Install_Win7_7086_05262014 23.06.2014 18:10 File folder
%% Dropbox || Your Licensevac 01.08.2014 16:17 V2C File 1KB

| All supported files (.h2r *vac * |

| Open |v] | Cancel ]

Press "Open" and then "Apply Update" in the main dialog box to apply the new license or to update an existing one.

© Stromasys, 2015
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CHARON software license transfer

Open the "Transfer License" tab:

% RUS B= NER| X

Caollect Status Information | Apply License File Transfer License |

To transfer {rehost) a license from one computer to another, you run the RUS program on both
computers, On each computer, select the Transfer License tab and perform the appropriate step.

Collect information about the recpient computer

Step 1: On the computer to which you want to transfer the license (the "redpient computer®),
collect and save information about the computer,

Save redpient information to | s

Collect and Save Information

Generate the license transfer file

Step 2: On the computer that currently contains the license (the “source computer®), select
the license to transfer, read the redpient information file and generate a license transfer file.

Key Type Key ID Products

Read the redpient information file from

Generate the license transfer file to E

Generate License Transfer File

For transferring licenses from one host to another host (for example: "SourceHost" and "RecipientHost"), execute the following steps:

1. Collect the specific information about the RecipientHost to issue a transfer license. This is done by running the "License Update

Service" utility on the "RecipientHost" (see above), choose the "Transfer License" tab and press "..." beside the "Save Recipient
Information” box.

In the popup choose a directory and file name for the RecipientHost information.

Press "Collect and Save Information" to create the RecipientHost information file.
2. Copy the RecipientHost file to the SourceHost.
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The RecipientHost file is an ASCI! file, so use the "ascii" option in FTP transfers.

3. On "SourceHost", run the “License Update Service" utility, select the "Transfer License" tab and the particular license to transfer in the big
textbox.

Press the "..." beside the "Read the recipient information from file" textbox, choose the just transferred RecipientHost file, press "Open".
Press the "..." beside the "Generate the license transfer file to" textbox, choose the target directory and enter the desired name of the file
(*.h2h), press "Save".

Press "Generate License Transfer File" to create the license transfer file in the specified folder.
4. Copy the resulting "*.h2h" file to the "RecipientHost".

The "*.h2h" file is an ASCI! file, so use the "ascii" option in FTP transfers.

5. On the "RecipientHost", apply the license transfer file ("*.h2h") the same way as a regular software license (see above).

6. Start any web browser on the "RecipientHost" and go to http://localhost:1947 to access the "Sentinel HASP Admin Control Center"
(ACC).

7. Ensure that the license appears in the “Sentinel Keys” menu.

Back to Table of Contents

Software License Removal

After removing a Software License completely from a host, the license is stored in a specific transfer license file "*.h2h", so it can be re-applied if
needed.

Follow the license transfer procedure, as described above, to remove a Software License completely from a host. It is possible to use the
fingerprint of the "SourceHost" (instead the one from the "RecipientHost") for the transfer procedure.

Back to Table of Contents
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mtd

General Description

"mtd" is a command line utility to:

® Create a CHARON tape image from a physical tape.
® Write a tape image to a physical tape.

Open "cmd.exe" in the Start menu, to start the utility, and switch to the CHARON x86 utilities directory (typically "C:\Program Files
(x86)\CHARON\Utilities_ X.X.XXXXX\x86" or "C:\Program Files\CHARON\Utilities_X.X.XXXXX\x86").

Back to Table of Contents

Usage
The following is an example of the usage syntax:

...> ntd [options] <tape device nane> <tape contai ner nanme>

Options:
Parameter Description
-1 <file nane> Creates a log file. The name is "file name".
-r <nunber> Specifies a number of attempts to read a damaged data block

- Ignore bad blocks and continue processing w/o interruption. It implies "-r 0"

-n Do not rewind tape

-p Disable progress reporting

-V Enable verbose tracing of data transfer (implies "-p")
Example:

...>ntd -I tapel.txt -r 10 \\.\TapeO "C:\ Charon\ Tapes\tapel. vt ape"

Use the following syntax to write the content of a tape container to a physical tape:

...> nd <tape container nane> <tape device nane>

Example:

...>ntd "C\Charon\ Tapes\tapel. vtape" \\.\TapeO

Back to Table of Contents
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CHARON Log Monitor and Dispatcher
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General Description

The Log Monitor & Dispatcher is a special program which monitors a guest LOG file produced by CHARON and executes a customizable script
when it detects removal of a license.

It runs in the background (as a program or as a service) and periodically scans a specified LOG file. When it detects a message with the code
0000002A or 00000351 ("Detected removal of a license") it submits the NOLICENSE.BAT procedure (this BAT file must be created manually).

The Log Monitor & Dispatcher service is installed as EmulatorLogMonitor. By default it is installed in such a way that requires explicit actions to be
started (either through a command line interface or using the standard ways of service management). For unattended execution, change the
service’s configuration so that Windows starts the service automatically.

o The tool requires a specific file "NOLICENSE.BAT" containing some specific instructions to be taken in situation of license absence. It is
recommended you create this file in the folder (presumably) containing the LOG file.

When it is invoked by the “Log Monitor & Dispatcher”, the current directory of the batch process is set to the same folder from which the “Log
Monitor & Dispatcher” was previously installed as a service or from which it was started as a background process. This means that the user action
file may, in principle, operate with relative paths and relocate (as part of the whole configuration, i.e. together with accompanying LOG file).

The user action file will not invoke interactive applications as it may run in an environment where interactive services do not work, for
example: when “Log Monitor & Dispatcher” is installed as a service.

Starting in background mode

In order to start the Log Monitor & Dispatcher as a background application:

1. Open "cmd.exe" from the "Start" menu.

2. Change current directory to the folder (presumably) containing the LOG file.

3. Start the Log Monitor & Dispatcher using the following command line as an example (for Windows x64; for Windows x86 use the
following path: "C:\Program Files\CHARON\UTtilities_X.X.XXXXX\x86"):

.> “C:\Program Files (x86)\CHARON\ Utilities_X. X. XXXXX\ x64\| ognond” mny_charon. | og

To stop the Log Monitor & Dispatcher application, open the Task Manager, find the “logmond.exe” process and terminate it.

It is possible to monitor as many CHARON instances as needed. To do that "cd" to the directory containing the log file and the
corresponding "NOLICENSE.BAT" file (copied from the provided template) of a certain CHARON instance and run "logmond", as
described above. In this case, pay attention that the log file of each CHARON instance must be stored in a separate directory (along
with the specific "NOLICENSE.BAT" containing actions relevant to each particular CHARON instance).

For convenience, it is possible to create a specific *.bat file, containing a procedure, to run all the Log Monitor & Dispatcher instances
for all the CHARON instances running on the host.

Stopping multiple Log Monitor & Dispatcher instances is completed following the same steps as when stopping one instance. Terminate

all the “logmond.exe” processes in Task Manager.

Back to Table of Contents

Running as a service

In order to install the Log Monitor & Dispatcher as a background application:
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1. Open "cmd.exe" from the "Start" menu in "Run as Administrator" mode.

2. Change directory to the folder (presumably) containing the LOG file.

3. Use the commands described below (Note: that the path in the examples is given for Windows x64; for Windows x86 use the path
"C:\Program Files\CHARON\Utilities_X.X.XXXXX\x86" instead).

To install the Log Monitor & Dispatcher as a service:
...>"C\Program Files (x86)\ CHARON\ Utilities_X X XXXXX\ x64\Ilognmond” --install ny_charon.| og
To start the service:
...>"“C\Program Files (x86)\ CHARON\ Utilities_X X XXXXX\ x64\Ilognmond” --start
To stop the service:
...> "“C\Program Files (x86)\CHARON\ Utilities_X. X. XXXXX\ x64\| ognond” --stop
To uninstall the service:
...> "“C\Program Files (x86)\CHARON\ Utilities_X. X. XXXXX\ x64\ | ognond” --renove

Change the startup mode of the Log Monitor & Dispatcher service using the standard Windows "Services and Applications" applet.
Log Monitor & Dispatcher running as a service can control only one CHARON instance. To control multiple CHARON instances, run the

Log Monitor & Dispatcher service in the background as described above.

Back to Table of Contents
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Performance Improvement Package
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General Description

The CHARON Performance Improvement Package is a collection of the following utilities for VAX/VMS:

IDLE
SHUTDOWN

SPEEDUP
SLOWDOWN

NogaprwdPE

SLOW_TEST

SHUTDOWN_R

SLOWDOWN_R

These utilities are located in the "idle_vms_pkg.vdisk" disk file in the "C:\Program Files (x86)\CHARON\Virtual Disk Images\idle_vms_pkg_v2.0"
folder. (Windows x64; for Windows x86 the path is: "C:\Program Files \CHARON\Virtual Disk Images\idle_vms_pkg_v2.0").

Back to Table of Contents

Usage

Specify this image in the CHARON-VAX configuration file, boot from the system disk and mount the disk with the following VAX/VMS command:

$ MOUNT <devi ce nane> / OVERRI DE=I DENTI FI CATI ON

In the root of this disk you will see the following executable files and the COM file designed for the VAX/VMS system running on CHARON-VAX:

Utility

IDLE.EXE

IDLE_VMS55.EXE

SHUTDOWN.EXE

SHUTDOWNS.EXE
SHUTDOWNS.EXE
SHUTDOWN_R.EXE
SLOWDOWN.EXE
SLOWDOWN_R.EXE

SPEEDUP.EXE

SLOW_TEST.COM

© Stromasys, 2015

Description

Significantly reduces the CHARON-VAX/XX host CPU usage whenever a VAX/VMS system running on CHARON-VAX
is idle.

To ensure this is automatically started, you may include a call to the IDLE.EXE in the system startup file.

IDLE.EXE stalls the emulated CPU when it detects an OpenVMS idle condition. While IDLE.EXE is running the
emulated CPU consumes, on average, less host system CPU time.

It is not recommended to employ IDLE.EXE in real-time process control environments.
Note: IDLE.EXE cannot be used with the VAX 6xx0 emulators.
IDLE.EXE version for the VMS 5.5-2 and VMS 5.5-2H4 instances.

Stops the CHARON-VAX emulator 30 seconds after the utility is invoked. These 30 seconds are intended to be used to
shutdown the VAX/VMS system running on CHARON-VAX.

Stops CHARON-VAX 3 minutes after the utility is called.

Stops CHARON-VAX/XX 5 minutes after the utility is called.

Cancels a pending request to SHUTDOWN.

Slows down the CHARON-VAX execution. Repeated execution further slows down the execution.
Restores the normal CHARON-VAX/XX execution speed.

Raises CHARON-VAX execution speed by a certain amount of steps.

Only works if SLOWDOWN.EXE has been applied.

A test that demonstrates the effect of the CHARON slowdown mechanism.
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To run any of these utilities issue the following command:

$ RUN <name of the utility> EXE
or

$ @name of the utility> COM

The SHUTDOWNN.EXE routines do not initiate the shutdown of the VAX/VMS system running on CHARON-VAX, only of the emulator
itself.

Establish a VMS shutdown procedure that can complete within the specified time

Back to Table of Contents
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HOSTPrint
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General Description

The HOSTPrint utility is used to print CHARON output to Windows printers. It receives data from an emulated LPV11 printer via a TCP/IP socket
and prints the data received on the default Windows printer (if no printer is specified at the utility command line) on the host computer.
Operation modes supported by the HOSTprint utility:

Mode Description
Line-printer (Digital LA75) In this mode the utility emulates ESC-sequences of the selected line printer (see the LA75 manual for
emulation details). Once a page is completely filled with data it is sent to the printer output (to emulate line-printer

functionality).

To use this mode, properly configure the OpenVMS printer queue and use the OpenVMS “PRINT” command.

Working in an old version of Access the popup menu and set the Flush buffer delay time. Recommended value is 5 seconds*
the utility's compatible printing
mode The VAX/VMS command:

$ COPY MY_PRI NTED_FI LE LPAO:

Both modes support the print preview of the last page in the printing buffer.

Back to Table of Contents

Usage

HOSTPrint calling is specified in the CHARON configuration file. The call implement one or more of the following parameters:

Parameter Description
-host=<hostname> Name of the host - source of the printing data.
-port=<connection port number> Port on the host to get the information to print from.

-delay=<delay for automatically buffer flush in seconds> ' Flushing delay, O - wait infinite, 5..10800 - timeout for flush
-printer=[PrinterDeviceName] Host name for the printer used.

Example 1:
-printer=[\\.\Mcrosoft O fice Document |nmage Witer]
Example 2:

-printer=[\\print_server\ MSCLPS]

-font=<default font face> Default font name.

-fontsize=<default font size> Default font size.
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The two last parameters are only used for compatibility with older versions of the utility (HOSTprint allows changing font settings from a popup
menu).

It is strongly recommended to use fixed-size fonts (by default the "Courier" font is used) to avoid any problems relevant to proper
calculation of the printing line length.

Example from a CHARON configuration file for the HOSTPrint usage (for 2 LPV11 printers):

| oad chapi |pvl

set |pvl dll=lpvil.dll
set | pvl port=10015 application="hostprint.exe -port=10015 -printer=[\\print_server\MSCPS2] -font=\Courier Newh -fontsize=10"

| oad chapi | pv2 address=017764004

set |pv2 dll=lpvil.dll
set | pv2 port=10016 applicati on="hostprint.exe -port=10016 -printer=[\\print_server\MSCLPS] -font=\Courier New -fontsize=12"

After initialization, HOSTprint creates an icon in the Windows tray. The icon can have two colors:

Color Description

GREEN IDLE (or Ready) state

BUSY (processing) mode
YELLOW

*. = To access the HOSTprint application popup menu point the mouse cursor at its icon in the system tray menu and click the right button.
Then preview the last page content, change the utility mode via the flush buffer delay or change the default font setting.

Back to Table of Contents
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VT-30TV
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General Description

The VT-30TV is a VT30-TV virtual color television monitor emulation. This emulation is a separate executable file "vt30-tv.exe" located in the
"C:\Program Files (x86)\CHARON\UTtilities_1.0.15804\x86" (Windows x64; for Windows x86 use the path "C:\Program
Files\CHARON\Utilities_1.0.15804\x86" instead).

The VT30-TV virtual color television monitor should be connected to a VAX/PDP11 via the VT30-H emulation. It must be started with a desktop
color quality equal to 8-bit, 16-bit or 32-bit.

Usage

The VT30-TV can be started by means of user defined configuration options as follows:

> vt 30-tv. exe — address=<host (vt30-h) | P address> --port=<host(vt30-h) IP port> --log=<log file name> --trace_| evel =<| evel >

Options:

Parameter  Description

--address IP address for connection to VT30-H.
--port IP port for connection to VT30-H.
--log Log file name

--trace_level = Tracing level
Example:

> vt 30tv. exe — address=127.0.0.1 --port=10020 --10g="chapi _vt30tv.log” --trace_| evel =0

Back to Table of Contents
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CHARON-VAX and CHARON-PDP for Windows configuration

details

Introduction

This chapter describes, in detail, all of the configuration parameters of the devices emulated by CHARON-VAX / CHARON-PDP for Windows, with
corresponding examples and parameters.

Emulated devices are loaded with the "load" command (if a device has not been already loaded) and parameters are made active with the "set"

command. Parameters can be specified directly in the "load" command.

Example:

| oad RQDX3/ RQDX3 DUA

set DUA container[0] ="C:\ Charon\ D sks\ Boot Di sk. vdi sk"

In this example, an instance of an RQDX3 controller is loaded with the name "DUA". Its first unit ("container[0]") is mapped to the "C: \ Char on\ Di

sks\ Boot Di sk. vdi sk" disk image.

The Controller name is accompanied with a "/<module name>". The module name is a CHARON-VAX / CHARON-PDP component that
specifies the controller load module. Its name can be the same as the loaded controller, however this is not mandatory. Once a module

name is specified, there is no need to specify it again for additional references of the same controller.

Details of CHARON-VAX / CHARON-PDP configuration

General Settings
Core Devices
Serial lines
Disks and tapes

® MSCP and TMSCP Controllers

® SCsSI Controllers
® DSSI Subsystem
® Cl Subsystem
® Networking
® Specific Controllers
® Sample configuration files
® PDP-11/93 configuration file

VAX 4000 Model 108 configuration file

L]
® VAX 6310 configuration file
® VAX 6610 configuration file
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General Settings

Session

General settings that control the execution of CHARON-VAX / CHARON-PDP belong to an object called the "session". It is a preloaded object;
therefore, only "set" commands apply.
Example:

set session <paranet er >=<val ue>

The following table describes all available "session" parameters, their meaning and examples of their usage:

hw_model

Parameter hw_model
Type Text string

Value Virtual VAX/PDP11 system hardware model to be emulated.

Use a default configuration template for each particular model as a starting point for a custom configuration. This would ensure
that the parameter is set correctly.

Example:

set session hw_nodel =" VAX_6610"

Available models are:

®* PDP_1193

®* PDP_1194
MicroVAX_3100_Model_96
MicroVAX_3100_Model_98
MicroVAX_3600
MicroVAX_3900
MicroVAX_II
VAXserver_3600
VAXserver_3600
VAXserver_3600_128
VAXserver_3600_512
VAXserver_3900
VAXserver_3900_128
VAXserver_3900_512
VAX_4000_Model_106
VAX_4000_Model_108
VAX_4000_Model_700
VAX_4000_Model_705
VAX_6000_Model_310
VAXstation_4000_Model_90
VAX_6610
VAX_6620
VAX_6630
VAX_6640
VAX_6650
VAX_6660
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configuration_name

Parameter

Type

Value

configuration_name
Text string
Name of the CHARON-VAX / CHARON-PDP instance (ir must be unique):

set session configuration_name="MSCDV1"

The value of this parameter is used as a prefix to the event log file name. (see below).

From the example above, the CHARON-VAX / CHARON-PDP log file will have the following name:
MSCDV1- YYYY- MMt DD- hh- mm ss- XXXXXXXXX. | 0g

XXXXXXXXX IS an increasing decimal number starting from 000000000 to separate log files with the same time of creation (in case
the log is being written faster than one log file per second).

i, It is strictly recommended to use the "configuration_name" parameter if more than one CHARON instance runs on the same
server.

Parameter
Type

Value

log

Text string

The log file or directory name is where the log file for each CHARON-VAX / CHARON-PDP execution session is stored. If an
existing directory is specified, CHARON-VAX / CHARON-PDP automatically creates individual log files for each CHARON-VAX /

CHARON-PDP execution session. If the log parameter is omitted CHARON-VAX / CHARON-PDP creates a log file for each CHA
RON-VAX / CHARON-PDP execution session in the directory where the emulator was started.

It is possible to overwrite the existing log file or extend it using the "log_method" parameter. See below for details. Note: that the
"log_method" parameter is effective only in the case when a single log file is specified, not a directory.

Examples:

set session |log="log.txt"

set session | og="C:\Charon\Logs"

If only a directory name is specified in the "log" parameter and the "configuration_name" parameter of the session is specified, the
log file name is composed as follows:

<confi gurati on_nane>- YYYY- M DD- hh- mm ss- XXXXXXXXX. | 0g

If only a directory name is specified in the "log" parameter and the "configuration_name" parameter is omitted, the log file name
will have the following format:

<hw_nodel >- YYYY- Mt DD- hh- mm ss- XXXXXXXXX. | 0g

XXXXXXXXX IS an increasing decimal integer, starting from 000000000 to separate log files with the same time of creation (in case
the log is being created faster than one log file per second).
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log_method

Parameter log_method

Type Text string
Value ® "overwrite" (default)
® "append"

Determines if the previous log information is maintained.

This parameter must be specified only in addition to “log” parameter on the same line.

This parameter is applicable only if the CHARON-VAX / CHARON-PDP log is stored to a file that is specified explicitly with the
"log" parameter.

Example:

set session |log="log.txt" |og_nethod="append"

log_locale

Parameter log_locale
Type Text string
Value Sets the language used in the message database.

So far the following values are supported:
® “Dutch”
® “English” (default)
® “Swedish”
® “Spanish”
® “Chinese-Simplified”

If an unsupported value is specified, “English” will be used.

Example:

set session |og_|ocal e="Dutch"
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license_key_id

Parameter license_key_id[N]

N=0or 1
Type Numeric
Value An integer (decimal Sentinel Key ID) that specifies the regular (N=0) and backup (N=1) license keys to be used by CHARON-VAX

/ CHARON-PDP.

set session |icense_key_id[0]=1877752571
set session |icense_key_id[1] =354850588

It is also possible to specify both regular and backup keys in one line:
set session |icense_key id[0]=1877752571 |icense_key_i d[ 1] =354850588

Based on the presence of the regular and/or backup license key IDs in the configuration file, CHARON-VAX / CHARON-PDP
behaves as follows:

1. No keys are specified
CHARON-VAX / CHARON-PDP performs an unqualified search for any suitable key. If no key is found, CHARON-VAX /
CHARON-PDP exits.
2. Both keys are specified
CHARON-VAX / CHARON-PDP performs a qualified search for a regular license key. If it is not found, CHARON-VAX /
CHARON-PDP performs a qualified search for backup license key. If it is not found, CHARON-VAX / CHARON-PDP exits.
3. Only regular key is specified
CHARON-VAX / CHARON-PDP performs a qualified search for a regular license key. If it is not found, CHARON-VAX /
CHARON-PDP performs an unqualified search for any suitable key. If none are found, CHARON-VAX / CHARON-PDP exits.
4. Only backup key is specified
CHARON-VAX / CHARON-PDP performs an unqualified search for any suitable key. If no key is found, CHARON-VAX /
CHARON-PDP exits.

Parameter affinity
Type Text string

Value Overrides any initial process affinity mask provided by the host operating system. Once specified it binds the running instance of
the emulator to particular host CPUs.

Used for soft partitioning of the host CPU resources and/or for isolating host CPUs for other applications.

By default the CHARON-VAX / CHARON-PDP emulator instance allocates as many host CPUs as possible. The “affinity”
parameter overrides that and allows explicit specification on which host CPU the instance must run on.

Host CPUs are enumerated as a comma separated list of host system assigned CPU numbers:

set session affinity="0, 2, 4, 6"
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n_of _io_cpus

Parameter n_of io_cpus
Type Numeric

Value This parameter specifies how many host CPUs CHARON-VAX / CHARON-PDP must use for I/0O handling. Use of the “affinity”
parameter may limit the number of CPUs available.

By default the CHARON-VAX / CHARON-PDP instance reserves one third of all available host CPUs for I/O processing (round
down, at least one). The “n_of_io_cpus” parameter overrides that by specifying the number of CHARON I/O CPUs explicitly.

Example:

set session n_of _io_cpus=2

license_key lookup_retry

Parameter license_key_lookup_retry

Type Text String

Value In case the CHARON-VAX / CHARON-PDP license connection is not present when the guest starts up, this parameter specifies
how many times CHARON-VAX / CHARON-PDP will try to establish the connection and, optionally, a period of time between

retries.

Syntax:
set session |icense_key_|ookup_retry = "N[, T]"

Options:

® N - Number of retries to look for license keys.
® T - Time between retries in seconds. If not specified 60 seconds are used

Examples:

Example 1
set session |icense_key_| ookup_retry =1

If license key is not found during initial scan, do only one more attempt after 60 seconds.

Example 2

set session |icense_key_|ookup_retry = "1, 30"
Same as above but retry in 30 seconds.
Example 3

set session |license_key_ | ookup_retry = "3, 10"

If license key is not found during initial scan, do 3 more attempts waiting 10 seconds between them.

Example 4
set session license_key_|lookup_retry = "5"
If license key is not found during the initial scan, do 5 more attempts waiting 60 seconds between them.

Back to Table of Contents
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Core Devices
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CPU

A CHARON-VAX emulated CPU is configured with the "ace_mode" parameter.

Two VAX CPU implementations are available: the standard VAX instruction decoder and the optional high performance Advanced CPU Emulation
mode ("ACE"). The ACE option optimizes the VAX instruction interpretation and significantly improves performance. It also requires approximately
twice the amount of host memory to store the optimized code.

ACE optimization is performed dynamically during execution. It does not need to write optimized code back to disk, ACE provides its full capability
instantly. The optimization does not compromise the VAX instruction decoding; CHARON-VAX remains fully VAX hardware compatible and
completely transparent to the VAX operating systems and applications.

Both CPU implementations passed the HP VAX Architecture (AXE) tests, the standard qualification for VAX instruction execution correctness.

The default VAX/PDP11 CPU mode is determined by the specific CHARON-VAX product license.

ace_mode

Parameter ace_mode
Type Boolean

Value true or false

This statement enables the ACE mode if the CHARON-VAX license permits it. If this statement is omitted from the CHARON-VAX configuration
file and the license permits it, "true" is the default, otherwise "false" is the default. For test purposes the ACE mechanism can be disabled with:

set cpu ace_node=f al se

"set cpu ace_npde=true" is ignored when the license does not permit ACE operation.
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The CHARON-VAX log file displays the status of the ACE option.

The ACE mode is disabled when the host system does not meet the minimum physical requirements for this operation. If the emulator appears to
not run at its normal performance, check the log file for a change in the ACE mode and verify that sufficient host resources, especially memory,
are available.

Back to Table of Contents

RAM

The CHARON-VAX / CHARON-PDP memory subsystem is permanently loaded and has the logical name "ram".

size

Parameter = size

Type Numeric
Value Size of the emulated memory in MB.
Example:

set ramsize = 512

The amount of memory is capped at a maximum, this is defined in the CHARON license key. If the host system cannot allocate enough memory
to map the requested emulated memory, CHARON-VAX / CHARON-PDP generates an error message in the log file and reduces its effective
memory size.

The following table lists the values of emulated RAM for various hardware models of virtual VAX/PDP11 systems:

Hardware Model RAM size (in MB)

Min  Max Default Increment

PDP1193 2 4 2 2
PDP1194 2 4 2 2
MicroVAX_II 1 16 16 1,8,16
MicroVAX_3600 16 64 16 16
MicroVAX_3900 16 64 16 16
VAXserver_3600 16 64 16 16
VAXserver_3900 16 64 16 16
VAXserver_3600_128 32 128 32 32
VAXserver_3900_128 32 128 32 32
MicroVAX_3100_Model_96 16 128 16 16
VAXstation_4000_Model_90 16 128 16 16
VAX_4000_Model_106 16 128 16 16
VAX_6000_Model_310 32 512 32 32
VAXserver_3600_512 32 512 32 32
VAXserver_3900_512 32 512 32 32
MicroVAX_3100_Model_98 16 512 16 16
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VAX_4000_Model_108 16 512 16 16
VAX_4000_Model_700 64 512 64 64
VAX_4000_Model_705 64 512 64 64
VAX_6610 128 3584 128 128
VAX_6620 128 3584 128 128
VAX_6630 128 3584 128 128
VAX_6640 128 3584 128 128
VAX_6650 128 3584 128 128
VAX_6660 128 3584 128 128
Back to Table of Contents
TOY

CHARON-VAX / CHARON-PDP maintains its time and date using the "toy" (time-of-year) component. In order to preserve the time and date while
a virtual system is not running, the TOY component uses a binary file on the host system to store the date and time relevant data. The name of
the file is specified by the “container” option of the "toy" component.

container

Parameter container
Type Text string

Value Specifies a name for the file in which CHARON-VAX / CHARON-PDP preserves the time and date during its “offline” period. This
file also keeps some console parameters (such as the default boot device).

By default it is left unspecified.

o it is recommended to specify the full path to the TOY file.

Example:
set toy container="C \Charon\ny_virtual _systemdat"

The CHARON-VAX / CHARON-PDP time zone may be different from that of the host system. Correct CHARON time relies on the correctness of
the host system time to calculate the duration of any CHARON “offline” periods. (i.e. while the virtual system is not running). Every time CHARON
comes on line it calculates a Delta time (the system time is used if there is no TOY file). Therefore, if the host system time is changed while
CHARON is not running, the CHARON time may be incorrect when CHARON is restarted and the CHARON time must be set manually.

Back to Table of Contents

KW11-L and KW11-P Timers (PDP-11)

The KW11-L timer is used in PDP-11 system emulation.

A time correction mechanism handles any time slips between the emulated and the host system time. The KW11-L frequency can be set in the
configuration file as follows:
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kw1l frequency

Parameter kkwl1 frequency

Type numeric
Value 50Hz, 60Hz and 70Hz frequency.
Example:

set kwll frequency=50

For PDP-11 configurations this device is loaded automatically.

The KW11-P is a programmable timer for PDP-11 systems. The hardware KW11-P timer runs on a 100KHz clock and can be programmed to
interrupt at any frequency up to 100KHz.

The software KW11-P implementation is limited to 1KHz due to the host operating system limitations; it can be programmed to interrupt at any
frequency up to 1KHz.

The current implementation does not contain a way to handle a time slip recovery from the host system time. This can lead to time skew
between the emulated and host system time when the programmed frequencies are not divisors of 1000.

The KW11-P is loaded automatically. It does not have any configuration file parameters because it is set by the PDP-11 software.

Back to Table of Contents

ROM

The System Flash ROM file conserves specific parameters between reboots.

container

Parameter container
Type Text string

Value Specifies the name of a file in which CHARON-VAX stores an intermediate state of its Flash ROM. This state includes, for
example, most of the console parameters.

By default it is left unspecified.

o it is recommended to specify the full path to this file

Example:

set rom contai ner="C:\ Charon\ny_virtual _systemronf

Back to Table of Contents

PDP-11 Boot ROM

PDP-11 Boot ROM has two parameters: ‘ext_rom’ and ‘ext_rom_address’. Specify the external ROM file and offset within the file to load the ROM
from. This feature allows changing the used boot ROM to a custom one.
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ext_rom

Parameter ext_rom
Type Text string

Value Specifies a file containing external boot code

ext_rom_address

Parameter ext_rom_address

Type Numeric
Value Specifies an offset to be used for the file specified by the ext_rom parameter
Example:

set rom ext_rom="customrom bin”
set rom ext_rom address=0

The ROM file must contain a binary dump.

Back to Table of Contents

EEPROM

container

Parameter container

Type Text string
Value A string specifying a file name to store the content of the EEPROM.
Example:

set eeprom cont ai ner ="vx6k610. r onf'

This command enables EEPROM parameters (e.g., default boot drive) to be automatically saved to a specified file. The
EEPROM file is created in the directory in which CHARON-VAX starts. The EEPROM file is created or overwritten each time any
parameter relevant to the EEPROM content is changed.

o it is recommended to specify the full path to this file

Example:

set eeprom contai ner="C:\ Charon\ny_virtual _systemronf

Back to Table of Contents

Auto Boot

CHARON-VAX / CHARON-PDP systems can be configured to boot the operating system automatically at start up.
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MicroVAX3100, VAXstation 4000, VAX6310 and VAX 4000

Those models boot automatically if the correct boot flags are set (and saved in the VAX console files) using the following command:

halt

Parameter = halt

Type Text string

Value Determines whether the MicroVAX3100, VAXstation 4000, VAX6310 and VAX 4000 boot automatically if the correct boot flags are
set (and saved in the VAX console files).

The value is:
® "reboot"

Example:

>>>set halt reboot

Please check that the "toy container" and "rom container" parameters are specified in the configuration file to store the boot flags.

MicroVAX Il, MicroVAX 3600/3900 and VAXserver 3600/3900

The ROM of the MicroVAX II, MicroVAX 3600, MicroVAX 3900, VAXserver 3600 and VAXserver 3900 servers does not allow the VAX console to
accept the command setting "auto-boot". Instead, an automatic boot on startup can be specified in the CHARON-VAX configuration file as follows:

bdr boot

Parameter bdr boot

Type Text string

Value Determines whether the MicroVAX I, MicroVAX 3600, MicroVAX 3900, VAXserver 3600 and VAXserver 3900 servers boot
automatically if the correct boot flags are set (and saved in the VAX console files).The value is:
® "auto"

Example:

set bdr boot =auto

Check that the "toy container" and “rom container" parameters are specified in the configuration file to store the boot flags.

PDP11/93 and PDP11/94

The ROM of the PDP11/93 and PDP11/94 does not allow the PDP11 console to accept the command setting "auto-boot". Instead, automatic boot
on startup can be specified in the CHARON-PDP configuration file as follows:
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cpu_0 auto_boot

Parameter

cpu_0 auto_boot

Type

Text string

Value

Determines whether the PDP11/93 or PDP11/94 server boots automatically from the specified disk.The value is the disk drive to
boot from.

Example:

set cpu_0 auto_boot = "DU0"

Check

that the "toy container" and "rom container" parameters are specified in the configuration file to store the boot flags.

VAX66x0

xmi boot

Parameter

xmi boot

Type

Text string

Value

Determines whether the CHARON VAX66x0 startup procedure stops at the ">>>" prompt after self-tests.The values are:

e "auto"
® "manual " (default)

Example:

set xm boot = "auto"

The value "aut 0" enables automatic boot from a default boot specification, previously configured in the VAX console.The value
"manual " disables the automatic boot once the self tests are passed.

Check

that the "toy container" and "rom container" parameters are specified in the configuration file to store the boot flags.
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Serial lines
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General Description

Configuration of the CHARON-VAX / CHARON-PDP serial lines is performed in 3 steps:

1. Loading the virtual serial lines' controller, for example:
| oad DHV11l/ DHV11 TXA

In this example, an instance of a "DHV11" serial line controller is loaded and named "TXA".

Note that the VAX/PDP11 console adapters ("UART", "QUART") do not need to be loaded; they are preloaded.
2. Mapping an object type to host resources. For example:

load virtual _serial_line/chserial TTAl
set TTALl port = 10003 application = "putty.exe -load TTAl preset"

In this example the object "virtual_serial_line" is loaded, named "TTAL", mapped to the "putty" terminal emulator and connected to this
CHARON instance using the port 10003 (this setting is encoded in the "TTAL_preset" parameter of the "Putty" terminal emulator).
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3. Connect the loaded virtual line controller and the mapped object:
set TXA |line[5]=TTAl

In this example, the 6th line of the DHV11 controller, "TXA", loaded in step 1, is connected to the mapping object, "TTA1", loaded in step
2.

Back to Table of Contents

Console

CHARON-VAX /| CHARON-PDP offers a one- or four-port serial console, depending on the specified VAX/PDP11 model. The one port serial line
controller is identified in CHARON-VAX / CHARON-PDP with the name UART. The four port serial lines controller is identified in
CHARON-VAX with the name QUART.

UART is used in Qbus systems only (e.g. the MicroVAX/VAXserver 3600/3900, PDP11/93 and PDP11/94).

QUART is used in SCSI (e.g. MicroVAX 3100 model 96/98, VAXstation 4000 model 90) and SCSI/Qbus systems (e.g. VAX4000 model 106/108).
The last QUART line (I i ne[ 3] ) is the console port (known in VAX/VMS as OPAO).

CHARON-VAX / CHARON-PDP console ports can be configured to connect to an external terminal via the host system COM port or can be
connected via TCP/IP.

© Stromasys, 2015 216/ 302



Document number: 30-16-044-012

rts

Parameter = rts[<line>]
Type Text string
Value ® "On" - assert the RTS (Request To Send) signal

® "Off" - clear the RTS signal (default)
* "DTR" - assert the RTS signal as soon as the DTR signal is asserted

dsr

Parameter = dsr[<line>]

Type Text string
Value ® "On" - always reports DSR signal assertion
® "Off" - always reports DSR signal deassertion
® "DSR" - use the DSR signal of the physical serial line (if configured)
® "CD", "DCD", "RLSD" - use the CD (carrier detect) signal of the physical serial line (if configured)

This parameter is applicable only for line "2" of QUART.

communication

Parameter communication [<line>]
Type Text string

Value ® "ASCII" - for connection to terminals (default)
® "BINARY" - for serial lines carrying binary (packet) protocols, which are used mainly for communicating with PLCs

line

Parameter  line[<line>]
Type Identifier

Value This parameter is used to connect a particular serial line interface to the controller. See below for details.

Note that the "line" parameter in the table above is applicable only in the case of QUART.

All the values in the table above are case insensitive.

Example

set QUART rts[2] ="DTR'
set QUART dsr[2]="On"

set QUART communi cation[ 2] ="bi nary"
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Line 2 of the QUART is the only one which can be used for connecting modems. Therefore, the "DSR' parameter for that line (i.e. "dsr[2
1") is internally set to the appropriate value ("CD") but can be changed from the configuration file. Values for the "rts" and
"dsr" parameters for the lines other than 2 are not visible for any applications running on CHARON-VAX / CHARON-PDP.

Back to Table of Contents

Serial line controllers

Asynchronous serial line multiplexers are capable of serving up to 8 asynchronous serial lines (the DHW42-BA supports up to 16 lines).

The following asynchronous serial line multiplexers are supported:

VAX model Asynchronous serial line emulation

PDP-11/93, PDP-11/94, MicroVAX Il, MicroVAX 3600, MicroVAX 3900, CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11,
VAXserver 3600, VAXserver 3900 (QBUS systems) DL11, DLV11, DZ11

MicroVAX 3100 - 96, MicroVAX 3100 - 98 (SCSI systems) DHW42-AA, DHW42-BA, DHW42-CA

VAX4000 - 106, VAX4000 — 108, VAX4000 — 700, VAX4000 — 705 CXA16, CXB16, CXY08, DHQ11, DHV11, DZV11, DZQ11,
(QBUS/SCSI systems) DLV11, DHW42-AA, DHW42-BA, DHW42-CA

VAX6310, VAXstation 4090 N/A

The following names are used for the multiplexers:

Device name Module name

DHV11 DHV11
DHQ11 DHV11
CXY08 DHV11
CXAl6 DHV11
CXB16 DHV11

DHW42AA DHV11
DHW42BA DHV11
DHW42CA DHV11
Dzv11, DzZ11 DZ11
DzQ11 Dz11

DL11, DLV11 DL11

The following example loads an instance of an asynchronous serial line multiplexer:

| oad DHQL1/ DHV11 TXA

Only one instance of DHW42 can be loaded. There is no restriction on the number of the other multiplexers.

The multiplexers offer the following configuration parameters, specified with the "set" command:
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address

Parameter address
Type Numeric
Value Specifies CSR address. The address must be a valid QBUS 22-bit wide address in I/O space.

Default values are 017760440 for the DHV11-family controllers and 017760100 for the DZV11/DZQ11 family controllers, which
are the factory settings for asynchronous serial line multiplexers.

This parameter is not applicable to DHW42-xx serial line controllers

vector

Parameter vector
Type Numeric

Value Specifies the interrupt vector.

The default value is 0300, which is the factory setting for asynchronous serial line multiplexers.

This parameter is not applicable to DHW42-xx serial line controllers

line

Parameter = line[N]

N=0...3(7,15)
Type Identifier
Value Specifies the name of the serial line interface object in the configuration to which the N-th line of the multiplexer is connected. See

below for details.

communication

Parameter communication[N]

N=0...4(7,15)
Type Text String
Value ® "ASCII" - for connection to terminals (default)

® "BINARY" - for serial lines carrying binary (packet) protocols, which are used mainly for communicating with PLCs
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rts

Parameter = rts[N]

N=0...3(7,15)
Type Text String
Value Controls the RTS signal of the Nth line of the multiplexer.

® "On" - assert the RTS (Request To Send) signal
® "Off" - clear the RTS signal (default)
® "DTR" - assert the RTS signal as soon as DTR signal is asserted

When left blank (initial state), the level of the RTS signal is as requested by the VAX/PDP11 software.

dsr

Parameter = dsr[N]

N=0...3(7,15)
Type Text String
Value ® "On" - always reports the DSR signal assertion
® "Off" - always reports the DSR signal deassertion
® "DSR" - use the DSR signal of the physical serial line (if configured)
[ ]

"CD", "DCD", "RLSD" - use the CD (carrier detect) signal of the physical serial line (if configured)

This parameter is applicable only for the DZV11 and DZQ11 serial lines controllers

tx_g_max_depth

Parameter = tx_q_max_depth[N]

N=0...3(7,15)
Type Numeric
Value Specifies the depth of the TX FIFO for the N-th line of the multiplexer. Possible values are 1...1000, initially set to 1, to properly

represent the hardware limitation of certain multiplexers. Values greater than 1 improve transmission rate of the corresponding
lines, but break correspondence to the original hardware.

This parameter is applicable only for the DHV11 serial lines controller

Use the "address" and "vector" parameters to load several instances of the Qbus multiplexers. Both "address" and "vector" parameter values
must be unique for every instance of a QBUS multiplexer.

Read the VAX/PDP11 hardware documentation and the VM system management documentation to understand how to correctly assign the "addre
ss" and "vector" parameters.

Example of loading 2 instances of DHV11

| oad DHv11l/ DHV11 TXA address=017760440 vect or =0300
| oad DHV11/ DHV11 TXB addr ess=017760460 vect or=0310
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Example of loading DHW42CA

| oad DHWA2CA/ DHV11 TXA

Back to Table of Contents

Mapping Serial line controllers to system resources

Type Function

physical_serial_line = This type of mapping associates a COM port on a host system with an emulated VAX/PDP11 serial line controller virtual
"line".

The COM port can be a physical hardware port or a logical COM port.

virtual_serial_line This type of mapping associates a network connection on the host system with an emulated VAX/PDP11 serial line
controller virtual "line"

Example:

| oad physical _serial _line/chserial OPAO

Back to Table of Contents

physical_serial_line

line

Parameter line

Type Text string
Value A defined COM port on a host system in the form of "\.\COMn"
Example:

set OPAO line="\\.\cCcow"

baud

Parameter baud

Type Numeric

Value Forces the baud rate of the corresponding COM port to be a specified value.

The variety of supported values depends on the underlying physical communication resource (COM port). The most widely used
values are: 300, 1200, 9600, 19200, 38400.

Example:

set OPAO baud=38400
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break_on

Text string

Specifies what byte sequences received over the physical serial line will trigger a HALT command.
This parameter works only for the console line (for the one UART line and "line[3]" of QUART).
Specify the following values: "Crtl-P", "Break" or "none" ("none" disables triggering a HALT condition).
Example:

set OPAO break_on="Crtl-P"

The default value is "Break" for line 3 of QUART and "none" for other lines.

stop_on
Text string

Specifies what byte sequences received over the physical serial line will trigger a STOP condition. The STOP condition causes
CHARON-VAX /| CHARON-PDP to exit.

Specify the one of the following values: “F6” or “none” ("none" disables triggering a STOP condition).

Example:
set OPAO stop_on="F6"

The default value is "none".

Setting "F6" triggers the STOP condition upon receipt of the "<ESC>[ 17~" sequence. Terminals usually send these sequences by
pressing the F6 button

log
Text string

A string specifying a file name to store the content of the console sessions or a directory where the log files for each individual
session will be stored.

If an existing directory is specified, CHARON-VAX / CHARON-PDP automatically enables creation of individual log files, one for
each session using the same scheme as used for the generation of the rotating log files. If the "log" parameter is omitted,
CHARON-VAX /| CHARON-PDP does not create a console log.

Examples:

set OPAO | og="log.txt"

set OPAO | og="C:\ Charon\ Logs"
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Example of mapping a console line to a host physical serial line:

| oad physical _serial _|line/chserial OPAO
set OPAO |ine="\\.\cCOwW"

Back to Table of Contents

virtual_serial_line

host

Parameter

host

Type

Text string

Value

A remote host's IP address or hostname (and optionally a remote TCP/IP port number) for the virtual serial line connection. If
omitted, the virtual serial line does not initiate a connection to the remote host and will listen for incoming connection requests.

Specify the value in the following form:

set OPAO host ="<host - name>[: <port-no>]"

If the "<port-no>" is not specified, the virtual serial line uses the TCP/IP port number specified by the "port" parameter (see
below).

port

Parameter

port

Type

Numeric

Value

The TCP/IP port number for the virtual serial line. A virtual serial line always listens on this port for incoming connection requests.

application

Parameter

application

Type

Text string

Value

An application (a terminal emulator is assumed in most cases) to be started on initialization of this serial line emulation. The
specified application startup string may contain all required parameters.

Example:

set OPA application = "putty.exe -1oad OPAO"

In this example the terminal emulator application: "putty" is started with the parameters "-load OPAQ" telling it to load a specific
saved session named "OPAQ", (created separately) from the host registry.

The "application" parameter is often combined with a "port" parameter:

set TTAl port = 10003 application = "putty.exe -load TTAL"
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Parameter

Type

Value

Parameter

Type

Value

Parameter

Type

Value

break_on
Text string
Specifies what byte sequences received over a virtual serial line triggers a HALT command.

This parameter works only on the console line (for CHARON-VAX / CHARON-PDP it is the only line of UART and "line[3]" of
QUART).

Specify one of the following values: "Crtl-P", "Break" or "none" to disable triggering a HALT condition. The commands are case
insensitive.

Example:

set OPAO break_on="Crtl-P"

The default value is "Break" for line 3 of QUART and "none" for other lines.

stop_on
Text string

Specifies what byte sequences received over the virtual serial line will trigger a STOP condition. The STOP condition causes
CHARON-VAX / CHARON-PDP to exit.

Specify one of the following values: “F6” or “none” ("none" disables triggering a STOP condition). The commands are case
insensitive.

Example:

set OPAO stop_on="F6"

The default value is "none".

Setting "F6" triggers the STOP condition upon receipt of the "<ESC>[ 17~" sequence.

log
Text string

A string specifying the filename to store the content of the console sessions or a directory where log files for each individual
session will be stored.

If an existing directory is specified, CHARON-VAX / CHARON-PDP automatically enables the creation of individual log files, one
for each session using the same scheme as used for the generation of the rotating log files. If the "log" parameter is omitted,
CHARON-VAX /| CHARON-PDP does not create any console log.

Examples:

set OPAO | og="log.txt"

set OPAO | og="C:\ Charon\ Logs"
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|l oad virtual _serial _line/chserial OPAO
set OPAO port=10003 stop_on="F6"

Notes on "virtual_serial_line" options:

1. Use the combination of "port" and "host" parameters as follows to connect a 3rd party terminal emulator or similar program.

load virtual _serial _|line/chserial TTAO host="192.168.1.1" port=10000

In this example CHARON-VAX / CHARON-PDP connects to port 10000 of a host with TCP/IP address "192.168.1.1" and at the same
time it accepts connections on local port 10000.

2. Itis possible to specify a port on a remote host (note that CHARON always acts as a server). The syntax is:

load virtual _serial _line/chserial TTAO host="192.168. 1. 1:20000" port=10000

In this example CHARON-VAX / CHARON-PDP accepts connection on local port 10000 and connects to remote port 20000 of a host
with TCP/IP address "192.168.1.1"

Note: the examples above are mainly used for inter-CHARON communications. They are used to connect CHARON-VAX / CHARON-PDP to an
application that communicates to CHARON-VAX / CHARON-PDP as described below.

On host "A™:

load virtual _serial _line/chserial TXAO port=5500 host="B"

On host "B":
load virtual _serial _|line/chserial TXAO0 port=5500 host="A"

On these two hosts, executing CHARON-VAX, the two TXAQ lines connect to each other, thus creating a "serial" cable between the two emulated
VAXes. The sequential order in which the instances of CHARON-VAX / CHARON-PDP are started makes no difference.

Back to Table of Contents
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Linking serial controller port to host connection

The final step in the CHARON-VAX / CHARON-PDP serial line configuration is the association of each loaded serial port with a CHARON-VAX /
CHARON-PDP host connection instance as follows:

set <serial controller instance name> |ine[<line nunber>]=<serial |ine instance nane>

Example:

set quart |ine[ 0] =TTAO

This command connects the first serial line ("line[0]") of a "QUART" serial line controller to a CHARON-VAX / CHARON-PDP connection instance
named "TTAO". As explained earlier, TTAO may be a virtual serial line connected to a port or a physical serial line connected to a host serial port
or a virtual terminal.

In the example below, the command connects the sixth serial line of a previously loaded controller (named "TXA") to "TTA1". "TTA1" could be
defined, for example, as a physical serial line connected to COM/COM port:

set TXA |line[5]=TTAl

Back to Table of Contents
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Disks and tapes

Contents

MSCP and TMSCP Controllers
SCSI Controllers

DSSI Subsystem

Cl Subsystem
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Introduction

CHARON-VAX / CHARON-PDP provides MSCP controllers for hardware disks (including floppy and CD/DVD) and disks images. TMSCP
controllers provide support for hardware tapes and tape images.

MSCP and TMSCP controllers are added to the configuration using the "load" command. The individual units are defined by using the container
parameter.

MSCP devices appear in VMS as DUA for the first controller and DUB for the second controller, etc.
TMSCP devices appear in VMS as MUA, MUB, etc.

When adding multiple MSCP or TMSCP controllers, follow the QBUS addressing conventions.

When a tape or disk image, connected to an emulated TMSCP or MSCP controller, is dismounted, in VAX/VMS, it is disconnected from
CHARON-VAX / CHARON-PDP and can be manipulated. It can be replaced with a different disk image if it keeps the same name. This capability
may be useful when designing back-up and restore procedures. When copying CHARON-VAX / CHARON-PDP disk images while CHARON-VAX
/ CHARON-PDP is running, please take care to minimize the risk of overloading a heavily loaded CHARON-VAX / CHARON-PDP host system.
For example, using a sequential series of simple ftp binary copies is less resource intensive and thus less disruptive than multiple, simultaneous
copies.

Empty disk images are created with the "mkdskcmd" utility. Tape images ("*.vtape") will be created automatically if they don't exist (no utility
needed).

CHARON-VAX / CHARON-PDP is able to boot from disk images of any VMS/RSX11/RT11 version (for VAX/VMS starting with 4.5 or higher for
MicroVAX Il or VAX 3600 and VAX/VMS 5.5-2 or higher for the VAX4000).

Back to Table of Contents
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RQDX3 Controller

The CHARON-VAX / CHARON-PDP QBUS system provides support for RQDX3 disk controllers. The original RQDX3 disk controller is capable of
serving up to 4 disk units. CHARON-VAX / CHARON-PDP extends this limit so that the RQDX3 disk controller can be configured with up to 256
disk units. Normally all 256 disks can be connected to one MSCP disk controller, but if an application does intensive simultaneous 1/O to more
than 16 disks on one MSCP controller, it is recommended to configure additional RQDX3 controllers.

Use the following command to load an instance of an RQDX3 disk controller:

| oad RQDX3/ RQDX3 <l ogi cal name>

Example:

| oad RQDX3/ RQDX3 DUA

The RQDX3 offers the following configuration parameters, which are specified with the "set" command:

address

Parameter address

Type Numeric

Value Specifies the CSR address. This address must be a valid QBUS 22-bit address in 10 space.
Initially its value is 017772150, which is the factory setting for the RQDX3 disk controller.

Use the "address" parameter for loading several instances of RQDX3. The "address" parameter value must be unique for every
instance of the controller.

max_n_of_units

Parameter max_n_of_units
Type Numeric

Value Specifies the maximum number of units supported by the controller. Possible values are 4...9999.

The default value is 9999.
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Parameter container[N]

N=0...9999
Type Text String
Value Specifies the location of the disk container. It can be either the name of a ".vdisk" file or the name of a physical disk:

® Local fixed disks (IDE, SCSI, SATA)
® "\\.\PhysicalDrive<N>"
® "\\\PhysicalDrive(DevID=XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"
DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set DUA container[3]="\\.\Physical Drive(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® {SCSldisks
* "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iSCSI target name. LUN specifies LUN on connected iSCSI disk.

Example:
set DUA container[0] ="\\.\Physical Drive(i Scsi Target =i qn. 2008-04:i scsi.charon-target-testl, LUN=1)"
®* Floppy drives
° "\WAM
* "\.\B:"

* CD-ROM, DVD drives (IDE, SCSI, ...)
* "W\CdRom<N>"

Parameter media_type[N]

N=0...9999

Type Text String

Value Overrides the default (automatically determined) MSCP media type of a device.
Syntax:

"<devi ce- name>[ , <devi ce-type>]"

where:

® <device-name> is one of “DU”", “DK", “SCSI", “DI", “DSSI", “DJ"
® <device-type> is of the form “LLD” or “LLLD", where “L" is a letter from A through Z, and “D” is a decimal number from 0
through 99

If not specified, the device name is set to “DU” and the device type is selected based on disk size.

Initially not specified.
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Parameter geometry[N]

N=0...9999
Type Text String
Value This formatted string value specifies the explicit geometry of the disk storage element with a DSSI node id: N and an MSCP unit

number: N. This parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>[‘/"<Z>] where:
1. Xis the number of sectors per track;
2. Y is the number of tracks per cylinder;
3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on
the unit that reflects the size of the disk storage element;

If this parameter is not set, CHARON-VAX / CHARON-PDP will configure the geometry based on the most probable disk type.

Parameter use_io_file_buffering[N]

N=0...9999
Type Boolean
Value Enables the use of the host OS I/O buffering.

Initially this value is set to “NO” (buffering disabled).

| oad RQDX3/ RQDX3 DUA address=017772150 max_n_of _units=4

set DUA contai ner[0] " C:\ Char on\ Di sks\rx23. vdi sk"
set DUA container[1] = "\\.\Physical Drivel"

| oad RQDX3/ RQDX3 DUB addr ess=017760334
set DUB container[5] = "\\.\CdRonD"

In the above example the "rx23.vdisk" will be seen in VMS as DUAO, "\\.\PhysicalDrivel" as DUA1 and "\\.\CdRomO0" as DUBS.

| oad RQDX3/ RQDX3 DI A address=017772150 max_n_of _units=4

set DI A container[0] = "C:\Charon\Di sks\rx23. vdi sk"
set DI A nedia_type[0] = "dssi”

set DIA container[1] = "\\.\Physical Drivel"

set DIA nedia_type[l] = "dssi"

In the above example the "rx23.vdisk" will be seen in VMS as DIAO and "\\.\PhysicalDrivel" as DIA1.

Back to Table of Contents
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TQK50 and TUK50 Controllers

The CHARON-VAX / CHARON-PDP QBUS system provides support for the TQK50 tape controller. UNIBUS systems support the TUK50 tape
controller.

The original TQK50/TUKS50 tape controllers were capable of serving only 1 tape unit. CHARON-VAX / CHARON-PDP extends the limit to 10000
tape units.

Use the following commands to load an instance of a TQK50/TUK50 tape controller:

| oad TQK50/ TQK50 <l ogi cal nanme 1>
| oad TUK50/ TUK50 <I ogi cal name 2>

Example:

| oad TQK50/ TQK50 MUAL
I oad TUK50/ TUKS0 MUA2

The TQK50/TUKS50 controllers have the following configuration parameters, which are specified with the "set" command:

address

Parameter address
Type Numeric

Value Specifies the CSR address. This address must be a valid QBUS 22-bit address in 10 space for a TQKS50 and a valid UniBUS
18-bit address in /O space for a TUK50.

The initial values are 017774500 (TQK50) and 0774500 (TUK50), which is the factory setting for these tape controllers.

Use the "address" parameter to load several instances of TQK50's/TUK50's. The "address" parameter value must be unique for
each instance of a TQK50/TUK50.

container

Parameter container[N]

N=0...9999

Type Text String

Value Specifies the location of the tape container. It can be either the name of a ".vtape" (".mtd") file or the name of a physical tape
drive:

® |ocal physical tape drives recognized by Windows
* "\.\Tape<N>"

® Physical SCSI tape drive connected to a CHARON host, but not recognized by Windows

® "\\Scsi<X>:i<Y>:i<Z>:<N>"
To find the values of X,Y,Z and N use the utility "Host Device Check"
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media_type

Parameter media_type[N]
N=0...9999
Type Text String
Value Overrides the default (automatically determined) TMSCP media type of a device.

Syntax:

"<devi ce- name>[, <devi ce-type>] "

where:

® <device-name> is either: “MU”, “MK”, “SCSI", “MI”", “DSSI", or “MJ"
® <device-type> is of the form “LLD” or “LLLD", where “L” is letter a from A through Z, and “D” is a decimal number from 0
through 99

If not specified, the device name is set to “MU” and the device type is set to “TK50”

Initially not specified.

geom et ry

Parameter geometry[N]
N=0.9999

Type Text String

Value Specifies the size of a tape image and (optionally) the size of an "early-warning" area at the end of a tape image.
Syntax:

"<i mage-si ze>[, <early-warning-zone-size>]"

where:

® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space left on the tape that, when reached, issues a warning to the OS. If
omitted, 64K is assumed.

Example:

| oad TQK50 MUA

set MJA geonetry[0] = 90

Example

| oad TQK50 MUA addr ess=017774500

set MJA container[0] = "\\.\Tape0"
set MJA container[1] = "C\Charon\Tapes\tapel. vtape"

Multi-volume tape images are handled as follows:

© Stromasys, 2015

233/302




Document number: 30-16-044-012

set MJA contai ner[ 0]
set MJA contai ner[1]
set MJA contai ner[ 2]
set MJA contai ner[ 3]

Once this configuration is established, the following VMS command (for example) can be used:

$ BACKUP MUAQ: BACKUP. BCK, MUAL, MJA2, MUA3/ SAVE_SET DUAO: . ..

Back to Table of Contents

KDM70 Controller

KDM70 is an MSCP/TMSCP disk and tape storage controller for a VAX 6000.

The CHARON-VAX virtual KDM70 storage controller supports 9999 disks and tapes instead of the 8 disk limitation of the original hardware. This
design modification has the advantage of using only one XMl slot for up to 9999 disk and tape devices.

The 1/0 behavior of the virtual KDM70 storage controller is as follows:
® Up to 16 connected disks operate in parallel without any 1/0O performance degradation.
® For systems with more than 16 heavily used disks, configure two controllers and distribute the heavily loaded disks evenly.
® As in the hardware KDM70 storage controller, VMS can be booted only from the first 10 devices (DUO - DU9) on the KDM70 storage
controller.
® Hardware KDM70 storage controllers do not support tape drives. The virtual KDM70 storage controllers support a transparent extension
for data tapes (boot from tape is not supported).

The line below loads an emulated KDM70 storage controller:
| oad KDWr0/ KDMFO PUA

The KDM70 storage controller emulation has the following configuration parameters:

Parameter xmi_node_id
Type Numeric

Value Specifies the XMI slot in which the virtual KDM70 storage controller is placed.

For CHARON-VAX/66X0 a free slot between 10 (A) and 14 (E) must be chosen.
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Parameter container[N]

N=0...9999
Type Text String
Value Possible values of the parameter are strings in one of the following forms:

® Physical disk drives
* "\\.\PhysicalDrive<X>", where X is 0, 1, ...
® "\\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

For accessing physical disk drives

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set PUA container[3]="\\.\Physical Drive(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® iSCsldisks
® "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iISCSI target name. LUN specifies LUN on connected iSCSI disk.

Example:

set PUA container[0]="\\.\Physical Drive(i Scsi Target =i gn. 2008-04:i scsi.charon-target-testl, LUN=1)"

® Physical tape drives recognized by Windows
® "\\Tape<X>", where Xis 0, 1, ...

® Physical tape drives not recognized by Windows
® "\\Scsi<X>:<Y>:<Z>:<N>"

Use the utility "Host Device Check" to find the values of X,Y,Z and N
® Floppy drives
e "\\AM
* "\.\B:"

® CD-ROM drives (read-only)
®* "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[".vdisk"]

® CHARON-VAX tape images

® [<drive>":\"<path-name>"\"]<file-name>".vtape"

This parameter is initially not set, thus creating NO storage elements on the controller

© Stromasys, 2015 235/ 302



Document number: 30-16-044-012

Parameter

Type

Value

Parameter

Type

Value

media_type[N]

N=0...9999

Text String

Overrides the default (automatically determined) MSCP media type of the device.

Syntax:
"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU”, “MU", “DK", “MK”, “SCSI", “DI", “MI", “DSSI", “DJ", “MJ"
® <device-type> is in the form: “LLD” or “LLLD", where “L" is a letter from A through Z, and “D” is a decimal number from 0
through 99

If not specified, the device name is set to “DI”, and the device type is selected based on disk size for the disk storage elements.
For tape storage elements, the device name and type are set to “MI” and “TF86”, respectively.

Initially not specified.

geometry [N]
N=0...9999

Text String

This formatted string value specifies the explicit geometry of the disk storage element with DSSI node id: N and MSCP unit
number: N. This parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>["/"<Z>] where:

1. Xis the number of sectors per track

2. Y is the number of tracks per cylinder

3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on
the unit that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
Initially not set.

The syntax described above is applicable only to disk storage elements. If the container is a tape image, the following format is
used instead:

Syntax:
"<i mage- si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K
is assumed.
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Parameter use_io_file_buffering[N]

N=0...9999
Type Boolean
Value Enables the use of the host OS I/O buffering.

Initially set to “NO” (buffering disabled).

Create a KDM70 storage controller: (T)MSCP controller in XMl slot 10:
| oad KDM70/ KDM7O PUA xm _node_i d=10
Configure, on this controller, a system disk to be DUAO: in VMS:
set PUA container[0] ="C:\ Charon\ D sks\vns72-66X0. vdi sk"
Configure a user disk to be DUAL: in VMS:
set PUA container[1] ="C:\ Charon\Di sks\usertest. vdi sk"
Configure the first SCSI tape drive connected to a host to be MUA4: in VMS:
set PUA contai ner[4] ="\\.\Tape0"
The file my_tape.vtape in the default directory is used by VMS as MUAS5:
set PUA cont ai ner[ 5] ="C:\ Char on\ Tapes\ ny_t ape. vt ape"
The first host system CD-ROM is used to read VMS CDs and be DUA9:
set PUA container[9]="\\.\CdRonD"
The host system floppy drive "A:" is used in VMS as DUA10:

set PUA container[10]="\\.\A"

The virtual KDM70 storage controller examines the file extension (vdi skor vt ape) to distinguish between a disk image and a tape
image.

Configured physical devices or tape/disk images that do not exist on the host system will, in general, cause VAX/VMS to report the unit
offline. In some cases this will result in a VMS BUG CHECK. In this case, an error message will be written to the log file.

Back to Table of Contents

KDB50 is an MSCP storage controller for a VAX 6000.

The CHARON-VAX virtual KDB50 storage controller supports up to 9999 disks instead of the 4 disk limitation of the original hardware. This design
modification has the advantage of using only one VAXBI slot for up to 9999 disk and tape devices.
The 1/0 behavior of the virtual KDB50 storage controller is as follows:

1. Up to 16 connected disks operate in parallel without any 1/0 performance degradation.

2. For systems with more than 16 heavily used disks, configure two storage controllers and distribute the heavily loaded disks evenly.

3. VMS can boot only from the first 10 devices (DUO - DU9) on the KDB50 storage controller, same as for the original hardware.
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The line below loads an emulated KDB50 storage controller:

| oad KDB50 PUA

The KDB50 storage controller emulation has the following configuration parameters:

Parameter

Type

Value

Parameter

Type

Value

© Stromasys, 2015

vax_bi_node_id
Numeric

Specifies the VAXBI slot in which the virtual KDB50 storage controller is placed. For CHARON-VAX / CHARON-PDP a free slot
between 1 (1) and 15 (F) must be chosen.

Initially set to 14.

container[N]

N=0...9999
Text String

Possible values of the parameter are strings in one of the following forms:

® Physical disk drives
® "\\.\PhysicalDrive<X>", where X is 0, 1, ...
"\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"
DevID addresses the target physical disk by its WWID
(hexadecimal 128-bit identifier assigned to the disk
drive by its manufacturer/originator).

Example:

set PUA container[3]="\\.\Physical Drive(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® iSCsSl disks
® "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"
iScsiTarget addresses the disk by its iISCSI target name. LUN specifies LUN on connected iSCSI disk.

Example:
set PUA container[0]="\\.\Physical Drive(i Scsi Target =i gn. 2008-04: i scsi.charon-target-testl, LUN=1)"
® Floppy drives
e "\\A"

e "\\B:"

® CD-ROM drives (read-only)
* "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[“.vdisk”]

This parameter is initially not set, thus creating NO storage elements on the storage controller
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Parameter

Type

Value

Parameter

Type

Value

Parameter

Type

Value

media_type[N]

N=0...9999

Text String

Overrides the default (automatically determined) MSCP media type of the device.

Syntax:
"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU", “DK", “SCSI", “DI", “DSSI" or “DJ"
® <device-type> is in the form of: “LLD" or “LLLD", where “L" is a letter from A through Z, and “D" is a decimal number from 0
through 99

If not specified, the device name is set to “DU” and the device type is selected, based on the disk size for the disk storage
elements. For tape storage elements, the device name and type are set to “MI” and “TF86", respectively.

Initially not specified.

geometry[N]
N=0...9999
Text String

This formatted string value specifies the explicit geometry of the disk storage element with MSCP unit number: N. This parameter
is not applicable to tape storage elements.

The string format is <X>"/"<Y>["/"<Z>] where:

1. Xis the number of sectors per track

2. Y is the number of tracks per cylinder

3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on
the unit that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX / CHARON-PDP will configure the geometry based on the most probable disk type.

Initially not set.

use_io_file_buffering[N]

N=0...9999

Boolean

Enables the use of the host OS I/O buffering.

Initially set to “NO” (buffering disabled).

Create a KDB50 MSCP controller in Bl slot 1 of a VAX/PDP11:
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| oad KDB50/ KDB50 PUA vax_bi _node_i d=1
Configure on this controller a system disk to be DUAO: in VMS:
set PUA contai ner[0] ="C:\ Charon\ Di sks\vns72-66X0. vdi sk"
Configure a user disk to be DUA1: in VMS:
set PUA contai ner[1] ="C:\ Charon\ Di sks\usertest. vdi sk"
The first host system CD-ROM can be used to read VMS CDs, named DUA9:
set PUA container[9]="\\.\CdRonD"
The host system floppy drive “A:" can be used in VMS, named DUA10:

set PUA container[10] ="\\.\A"

Configured physical devices or tape/disk images that do not exist on the host system will, in general, cause VAX/VMS to report the unit
offline. In some cases this will result in a VMS BUG CHECK. In this case, an error message will be written to the log file.

Back to Table of Contents
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SCSI Controllers
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Introduction

CHARON-VAX provides two SCSI controllers for the SCSI and SCSI/QBUS models of VAX.

Hardware disks, disk images, hardware tapes, tape images, floppy devices and CD-ROM devices can be connected to these SCSI controllers.
Each device has to be configured to connect to a specific SCSI address in CHARON-VAX.

Use the following emulated device types to map real peripherals to the emulated SCSI devices:

Type of mapping Description
virtual_scsi_disk For disk image containers and physical disks
virtual_scsi_tape For tape image containers

physical_scsi_device = For physical SCSI devices on a host.
This instance type can be used for any SCSI device: disk drives, tape drives or SCSI CD-ROM/DVD-ROM drives.

CHARON-VAX disk/tape devices can be SCSI disk/tape devices connected to a host system or disk/tape containers that are presented to the
operating system environment as files.

Two SCSI controllers are provided ("PKA" and "PKB") in CHARON-VAX, with 7 addresses each.

Beyond the capabilities of the hardware, VAX 3100/9x and 4000/10x, CHARON-VAX/XX implements extended SCSI addressing. Each of the
seven device addresses, of a SCSI controller, supports up to eight disk/tape images. Thus the number of disks supported becomes 2x
Controllers*7 addresses*8 Disks/Tapes, a total of 112 disks/tapes.

SCSI devices with the same ID but different LUNs (logical units) appear in the VAX console with different names. The naming convention is as
follows:

Each SCSI device has the name in the form of "xKctOn:", where:

"x" stands for the device type (D means disks, M means magnetic tapes, G is reserved by VAX/VMS for special purposes)
"c" stands for the controller letter (A - the first controller, B - the second controller, ...)

"t" stands for the SCSI device ID (usually 0 through 6, and 7 is allocated by the controller itself)

"n" stands for a particular logical unit number, LUN.

Most of the 'normal' SCSI devices have only one logical unit - 0. Therefore, under normal conditions, disks in VAX/VMS appear as DKAO (which is
really DKA000), DKA100, DKA200, ..., tapes as MKAO (which is really MKA00O), MKA100, MKA200, ...

As soon as there is a disk/tape device with LUNs 0 and 1, VMS identifies them as, for example, DKA300 and DKA301 (MKA300 and MKA301)
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respectively.

The boot ROM of CHARON-VAX detects SCSI devices with multiple LUNs and builds proper device names for them.

o To display a list of devices on the VAX console (SRM), enter ">>> show devi ce".

This list is passed to VAX/VMS at boot time.

I, VAX/VMS creates devices only for logical unit O for each device detected in the boot ROM. To add additional logical units, use the following S
YSGEN command:

$ MCR SYSGEN CONNECT DKxxx/ NOADAPTER

where DKxxx (or MKxxx) stands for the correct VAX/VMS name of the logical unit to be connected. You can find its name from the SRM console
using the ">>> show scsi " command.

This command is not boot persistent, so it must be included in the VAX/VMS "SYSTARTUP_VMS.COM" file to ensure it is executed with each
startup.

Also note: that the following rules are applied for logical units.

1. Each SCSI device must implement logical unit O.
2. A SCSI device must implement all logical unit numbers between the highest and the lowest numbers implemented.

Empty disk images can be created with the "MkDisk" utility.

CHARON-VAX is able to boot from disk images of any VAX/VMS version, starting with 4.5 or higher for MicroVAX Il or VAX 3600 and VMS 5.5-2
or higher for the VAX4000.

Back to Table of Contents

Load a mapping device with the "load" command. Specify the name of the device instance, the emulated SCSI bus to connect the device to and
the SCSI identifier of the CHARON-VAX device.

Parameter Type Value
scsi_bus Identifier | Name of the emulated SCSI disk controller: "pka" or "pkb"
scsi_id Numeric = A value between 0 and 7. This is the ID number of the emulated SCSI device. The SCSI adapter is preloaded with

address 7. If required, set it to another value in the range of 0-7 from the VAX console.

There is no direct correspondence between the host hardware SCSI ID and these CHARON-VAX SCSI addresses. Set the
correspondence between the physical SCSI addresses on the host system and the CHARON-VAX SCSI bus ID in the configuration file.

Syntax:

| oad <instance type>/ <nbdul e nane> <i nstance nane> scsi _bus=<bus nane> scsi _i d=<nunber >
Example:

| oad virtual _scsi _di sk/chscsi pka_0 scsi_bus=pka scsi _i d=0

CHARON-VAX/XX has only one preloaded SCSI adapter, named: PKA. If a second adapter (PKB) is required then add the following line to the
configuration file before loading and configuring any device on the second SCSI adapter PKB:

i ncl ude kzdda. cfg

"kzdda.cfg" loads the second SCSI adapter.

o OpenVMS version 5.5-2H4, or above, is required to use the "pkb" controller.

Back to Table of Contents
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"virtual_scsi_disk"

Use the "virtual_scsi_disk" mapping for disk containers. This is the most convenient way of connecting disks to SCSI adapters in CHARON-VAX

The "virtual_scsi_disk" mapping has the following parameters:

container

Parameter

container[N]

N=0...7

Type

Text String

Value

A string containing the full path to a disk container. N stands for logical unit number. The first unit must be 0 with no gaps in
subsequent numbering..

If only the name of the disk container is specified, CHARON-VAX will look for the container in the folder where the emulator
executable resides, typically "C:\Program Files (x86)\CHARON\Build_XXXXX\x86" (Windows x64; for Windows x86 the path is "C:
\Program Files\CHARON\Build_XXXXX\x86").

media_type

Parameter media_type[N]
N=0...7
Type Text String
Value Overrides PRODUCT ID in the default SCSI INQUIRY data.

Valid values may contain uppercase letters, integers and spaces. The length of this string cannot exceed 16 characters.
If not specified, synthetic SCSI INQUIRY data is returned containing the PRODUCT ID selected, based on the disk size.

Initially left unspecified.

geometry

Parameter

geometry[N]
N=0...7

Type

Text String

Value

This formatted string value specifies the explicit geometry of the disk storage element
The string format is <X>"/"<Y>[‘/"<Z>] where:

® "X"is the number of sectors per track,

® "Y"is the number of tracks per cylinder,

® "Z" (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors
on the unit that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
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use_io_file_buffering

Initially set to “NO” (buffering disabled).

Parameter use_io_file_buffering[N]
N=0...7
Type boolean
Value Enables the use of the host OS I/O buffering.

removable
Parameter removable[N]
N=0...7
Type boolean
Value Enables the logical unit to appear as a removable SCSI disk drive.
Initially set to “NO” (fixed, non-removable).

Example

set pka_0O
set pka_0

| oad virtual _scsi_disk/chscsi

cont ai ner[ 0]
contai ner[ 1]

" C:\ Char on\ Di sks\di sk1. vdi sk"
" C:.\ Char on\ Di sks\ di sk2. vdi sk"

pka_0 scsi _bus=pka scsi _i d=0

If only one LUN is configured, the LUN number can be omitted:

set pka_0 container = "C\Charon\Di sks\diskl. vdi sk"
set pka_0 nedia_type = "RZ1ED"

When a virtual SCSI disk image is dismounted in VMS, it is no longer open by CHARON and may be copied. This capability can be useful when
designing back-up and restore procedures. If copying CHARON-VAX disk images while CHARON-VAX is running, take care to minimize the risk

of overloading

the host system.

Example of CD-ROM ISO image usage:

set pka_0 container[?2]
set pka_0 renovabl e[ 2]

"C:\ Charon\Di sks\distributibe_vol _1.iso"
YES

Unlike MSCP controlled disk images, a disk image connected to a SCSI controller as a virtual SCSI disk CANNOT be replaced by
another disk image unless "removable" parameter is set for this particular disk image.

Back to Table of Contents

"virtual_scsi_tape"

Use "virtual_scsi_tape" for tape containers. This is the most convenient way of connecting tapes to SCSI adapters in CHARON-VAX.

"virtual_scsi_tape" has the following parameters:
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Parameter

Type

Value

Parameter

Type

Value

Parameter

Type

Value

container[N]

N=0...7

Text String

A string containing the full path to a tape container. If the specified tape image does not exist, CHARON-VAX creates it.

N stands for the logical unit number (LUN). The first unit must be 0 with no gaps in subsequent numbering. If only the name of the
tape container is specified, CHARON-VAX will look for the container in the folder where the emulator executable resides, typically
"C:\Program Files (x86)\CHARON\Build_XXXXX\x86" (Windows x64; for Windows x86 the path is "C:\Program
Files\CHARON\Build_XXXXX\x86").

media_type[N]

N=0...7

Text String

Overrides PRODUCT ID in the default SCSI INQUIRY data.

Valid values may contain uppercase letters, integers and spaces. Length of this string cannot exceed 16 characters.

By default the PRODUCT ID returned is "TLZ04"

geometry[N]

N=0...7

Text String

Specifies the size of the tape image and (optionally) the size of the "early-warning" area at the end of the tape image.

Syntax:
"<i mage- si ze>[, <early-warni ng-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is the size (in KB) of the space remaining on the tape when a warning to the OS is issued. If
omitted, 64K is assumed.

Example:

| oad virtual _scsi_tape/chscsi pka_0
set pka_0 geonetry[0] = 90

| oad virtual _scsi_tape/chscsi pka_0 scsi_bus=pka scsi _id=0

set pka_0 container[0] = "C:\Charon\Tapes\tapel. vtape"

set pka_0 container[1] = "C:\Charon\Tapes\tape2.vtape"
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If only one LUN is configured, the LUN number can be omitted:

set pka_0 container = "C:\Charon\Tapes\tapel. vtape"

set pka_0 nedia_type = "TLZ08"

o Tape images can be replaced anytime once they have been dismounted in guest operating system.

Back to Table of Contents

"physical_scsi_device"

Use "physical_scsi_device" to connect any host SCSI device to CHARON-VAX.

"physical_scsi_device" has the following parameters:

Parameter container[N]

N=0...7
Type Text String
Value A string containing the device name to map to the emulator. N stands for logical unit number (LUN). It must begin at 0 and have

no gaps in subsequent numbering. If there is only one logical unit the number can be omitted.
® Local fixed disks (IDE, SCSI, SATA)
* "\.\PhysicalDrive<X>", where X is 0, 1, ...
® "\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set pka_1 container="\\.\Physical Drive(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® iSCSI disks
* "\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iSCSI target name. LUN specifies LUN on connected iSCSI disk.
Example:

set pka_5 container="\\.\Physical Drive(i Scsi Target =i gn. 2008-04:i scsi.charon-target-testl, LUN=1)"
® Floppy drives
e "\L\AM
e "\\B:"

® CD-ROM, DVD drives (IDE, SCSI, ...)
® "\\CdRom<X>", where Xis 0, 1, ...

® Physical tape drives recognized by Windows
®* "\\Tape<X>", where Xis 0, 1, ...

® Physical tape drives and other SCSI devices not recognized by Windows
® "\\Scsi<X>:<Y>:<Z>:<N>"
Use the utility "Host Device Check" to find the values of X,Y,Z and N

This parameter is initially not set, thus creating NO storage elements on the controller
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media_type

Parameter media_type[N]
N=0...7
Type Text String
Value Overrides the PRODUCT ID in the default SCSI INQUIRY data.

Valid values may contain uppercase letters, integers and spaces. The length of the string cannot exceed 16 characters.
If not specified, synthetic SCSI INQUIRY data is returned containing a PRODUCT ID selected based on the disk size.

Initially left unspecified.

geometry

Parameter

geometry[N]
N=0...7

Type

Text String

Value

This formatted string value specifies the explicit geometry of the disk storage element
The string format is <X>"/"<Y>[‘/"<Z>] where:

"X" is the number of sectors per track;

"Y" is the number of tracks per cylinder;

® "Z" (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors
on the unit that reflects the size of the disk storage element;

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.

use_io_file_buffering

Parameter use_io_file_buffering[N]
N=0...7
Type boolean
Value Enables use of the host OS I/O buffering.

Initially set to “NO” (buffering disabled).

Parameter removable[N]
N=0...7

Type boolean

Value Enables the logical unit to appear as a removable SCSI disk drive.
Initially set to “NO” (fixed, non-removable).
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| oad physi cal _scsi _devi ce/ chscsi pka_0 scsi_bus=pka scsi _i d=0
set pka_0 container="\\.\Physical Drivel"

This example associates an unallocated SCSI drive "\\.\PhysicalDrivel" with physical_scsi_device "pka_0".

Back to Table of Contents
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Introduction

The DSSI storage subsystem, for the VAX 4000 Models: 106, 108, 700 and 705 emulators, is based on the emulation of SHAC host adapters and
the ability to route SCS cluster information between the emulated SHAC host adapters, of multiple nodes, via separate TCP/IP links.

The DSSI storage subsystem is functionally emulated, but the emulation is incompatible with the physical DSSI and operates at a much higher
throughput than the original hardware. Connection to the physical DSSI hardware is neither possible nor planned for future releases.

This version of the DSSI emulation for CHARON-VAX supports up to 3 VAX nodes in a virtual DSSI cluster and handles a maximum cluster size
of 8 nodes. A single virtual DSSI network supports up to 256 storage elements.

To use a single CHARON-VAX system with DSSI emulation, either one or both of the following two elements must be configured:

1. A DSSI storage element (disk or tape).
2. A DSSI storage controller. Currently an emulated HSD50 storage controller is provided. The emulated HSD50 supports physical host
drives, CD-ROM drives, physical tapes, removable disks, virtual disks and virtual tapes.

To create a cluster of DSSI interconnected CHARON-VAX systems, the DSSI hardware topology is emulated by establishing TCP/IP channels
between the emulated SHAC host adapters on each CHARON-VAX system (The use of TCP/IP for the interconnects makes the cluster in
principle routable in a WAN). The emulated HSD50 storage controllers are then connected to every SHAC host adapter in the virtual DSSI
network.

Cluster operation requires (virtual) disks that are simultaneously accessible by all CHARON-VAX nodes involved. This can be implemented, for
instance, by using a properly configured iSCSI initiator / target structure or a fiber channel storage back-end. Disks on a multiport SCSI switch are
not acceptable, as a SCSI switch does not provide true simultaneous access to multiple nodes.

o When a tape or disk image, connected to an emulated DSSI controller, is dismounted, in VAX/VMS, it is disconnected from CHARON-VAX
and can be manipulated.

The emulated DSSI subsystem has many configurable parameters when multiple nodes on a single DSSI bus are to be connected.
Incorrect configuration, in particular non-identical specification of emulated HSD50 disks in the DSSI nodes, is likely to cause data
corruption. It is advisable to start any field test by implementing a single node.

Back to Table of Contents
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SHAC host adapter

To connect an emulated VAX 4000 model 106, 108, 700 and 705 node to a virtual DSSI network, the CHARON-VAX configuration must load at
least one emulated SHAC host adapter.

Emulated VAX 4000 models 106, 108, 700 and 705 have two pre-loaded SHAC host adapters named "PAA" and "PAB". There is no need to load
any extra instances of SHAC in the configuration file.

Note: VAX/VMS running on an emulated VAX 4000 model 106 or 108 node enumerates the emulated SHAC host adapters and assigns them the
VMS internal names "PAA" and "PAB". It is recommended, for clarity, to keep the same naming scheme in the CHARON-VAX configuration file for
these emulated SHAC host adapters.

The SHAC emulation has the following configuration parameters:

port

Parameter = port[N]

N=0...7
Type Numeric
Value An integer value that specifies the TCP/IP port number on which the emulated SHAC host adapter listens for connections from

another emulated SHAC host adapter with DSSI node id: N.

Possible values are from 1024 through 32767.

Initially not set.

host

Parameter host[N]

N=0...7
Type Text String
Value A string value that specifies the TCP/IP hostname (and optionally the TCP/IP port number) to connect to another

emulated SHAC host adapter with DSSI node id: N.
The syntax for the string is “host-name[:port-no]”, with possible values for port-no in the range of 1024 through 32767.

Initially not set.

scs_node_name

Parameter scs_node_name[N]

N=0...7
Type Text String
Value A string value that specifies the SCSNODENAME of the emulated storage element. This string can contain up to 6 characters.

Possible characters are uppercase letters A through Z and integers 0 through 9.

Initially set to an arbitrary value that is guaranteed to be unique within the running emulated VAX 4000 model 106, 108, 700 or
705 node.
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Parameter scs_system_id[N]
N=0...7
Type Text String
Value An integer value that specifies the SCSSYSTEMID of the emulated storage element.

Initially set to an arbitrary value that is guaranteed to be unique within the running emulated VAX 4000 model 106, 108, 700 or
705 node.

mscp_allocation_class

Parameter mscp_allocation_class[N]
N=0...7
Type Text String
Value An integer value that specifies the ALLOCLASS of the emulated storage element.
Possible values are from 0 through 255.
Initially set to 0 which means no allocation class assigned.
© Stromasys, 2015 251/ 302




Document number: 30-16-044-012

Parameter container[N]

N=0...7
Type Character
Value A string value that specifies the container of the storage element with DSSI node id: N and MSCP unit number: N. This storage

element might be either a (virtual) disk or tape. In VMS, running on an emulated VAX 4000 model 106 or 108 node, these storage
elements appear as DSSI disks (DIAN:) or DSSI (TF86) tapes (MIAN:).

Possible values of the parameter are strings in one of the following forms:
® Physical disk drives
® “\\\PhysicalDrive<X>", where X is 0, 1, ...
® "\\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set PAA container[3]="\\.\Physical Drive(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® iSCsSl disks
* "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iISCSI target name. LUN specifies LUN on connected iSCSI disk.
Example:

set PAA container[0] ="\\.\Physical Drive(i Scsi Target =i gn. 2008-04:i scsi.charon-target-testl, LUN=1)"

® Physical tape drives recognized by Windows
* "\.\Tape<X>", where Xis 0, 1, ...

® Physical tape drives not recognized by Windows
® "\.\Scsi<X>:<Y>:<Z>:<N>"

Use the utility "Host Device Check" to find the values of X,Y,Z and N
®* Floppy drives
°* "\WAM
* "\\B:"

® CD-ROM drives (read-only)
* "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[".vdisk"]

® CHARON-VAX tape images

® [<drive>":\"<path-name>"\"]<file-name>".vtape"

This parameter is initially not set, thus creating NO storage elements on the bus with corresponding DSSI node id.
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Parameter media_type[N]

N=0...7

Type Text String

Value Overrides default (automatically determined) MSCP media type of the device.
Syntax:

"<devi ce- name>, <devi ce-type>"

where:
<device-name> is either; “DU”, “MU", “DK”, “MK”, “SCSI”, “DI", “MI", “DSSI”, “DJ”" or “MJ"

<device-type> is the form of: “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through
99

If not specified, the device name is set to “DI”, and the device type is selected based on disk size for the disk storage elements.
For tape storage elements, the device name and type are set to “MI” and “TF86”, respectively.

Initially not specified.

Parameter geometry[N]

N=0...7
Type Text String
Value This formatted string value specifies the explicit geometry of the disk storage element with DSSI node ID: N and MSCP unit

number: N. This parameter is not applicable to tape storage elements.
The string format is <X>"/"<Y>["/"<Z>] where:

X is the number of sectors per track

Y is the number of tracks per cylinder

Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the
unit that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
Initially not set.

The syntax above is applicable only to disk storage elements.

If the container is a tape image, the following format is used:

Syntax:
"<i mage- si ze>[, <early-warning-zone-size>]"

where:
<image-size> is the tape size in MB

<early-warning-zone-size> is the size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K is
assumed.
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use_io_file_buffering

Parameter use_io_file_buffering[N]

N=0...7
Type Boolean
Value Enables use of the host OS I/O buffering.

Initially set to “NO” (buffering disabled).

Example of a Standalone VAX system with 2 disks on a PAA SHAC controller:

set session hw_nodel =" VAX 4000_Model _108"
set session | og="exanpl el. | o0g"

set toy container="exanpl el.dat"

set rom cont ai ner =" exanpl el. ron{

| oad operator_consol e OPAO

set PAA container[0] ="C:\ Charon\Di sks\di a0-rz24-vns-v6. 2. vdi sk"
set PAA contai ner[1] ="C:\ Charon\ Di sks\ di al-rz24-vns-v6. 2. vdi sk"

The emulated VAX 4000 model 106 or 108 can then boot VMS with the following command:
>>> BOOT DI A0
After logging into VMS, the “SHOW DEVICE D” command displays the following:

$ show devices d

Devi ce Devi ce Error Vol unme Free Trans Mnt

Nare St at us Count Label Bl ocks Count Cnt
004200%DI AO: Mount ed 0 DSsSI 01 32022 147 1
004201%DI Al: Ol i ne 0

Back to Table of Contents

HSD50 storage controller

To connect a storage controller to the virtual DSSI network, the CHARON-VAX configuration file must load at least one emulated HSD50 storage
controller. In most cases one emulated HSD50 storage controller per virtual DSSI network is enough. The CHARON-VAX configuration file must

supply a unique reference name for that instance. Even though this name is only valid within the configuration file, it is recommended, for clarity,

to use the VMS SCSNODENAME as the instance hame.

The line below loads an emulated HSD50 storage controller, assigns it the instance name SCSNODE and connects it to the primary built-in DSSI
controller:

| oad HSD50 MYDI SKS dssi _host =PAA

The HSD50 emulation has the following configuration parameters:
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dssi_host_name

Parameter dssi_host_name
Type Text String
Value A string value that specifies the instance name of an emulated SHAC host adapter serving the virtual DSSI network.

If this value is not set, CHARON-VAX will try to locate the host adapter automatically. This automatic lookup works only if the
CHARON-VAX configuration has exactly one instance of an emulated SHAC host adapter.

dssi_node _id

Parameter dssi_node_id
Type Numeric
Value An integer value that specifies the address of an emulated HSD50 storage controller on the virtual DSSI network.

Possible values are from 0 through 7 (initially set to 0).

scs_node_name

Parameter scs_node_name
Type Text String
Value A string value that specifies the SCSNODENAME of the emulated HSD50 storage controller.

The string can contain as many as 6 characters. Possible characters are uppercase letters: A through Z, and the integers: 0
through 9.

Initially set to the name of the emulated HSD50 controller. Therefore, the name of the emulated HSD50 controller should follow
the above rules.

scs_system _id

Parameter scs_system_id
Type Numeric
Value An integer value that specifies the SCSSYSTEMID of the emulated HSD50 storage controller.

Initially set to an arbitrary value that is guaranteed to be unique within the running emulated VAX 4000 model 106, 108, 700 and
705 node.

mscp_allocation_class

Parameter mscp_allocation_class
Type Numeric
Value An integer value that specifies the ALLOCLASS of the emulated HSD50 storage controller.

Possible values are 0 through 255 (initially set to 0).
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Parameter container[N]

N=0...9999
Type Character
Value A string value that specifies the container of the storage element with MSCP unit number: N. This storage element might be either

a (virtual) disk or tape. In VMS running on an emulated VAX 4000 node, these storage elements appear as HSX00 disks (DUAN:)
or HSTOO tapes (MUAN:).

Possible values of the parameter are strings in one of the following forms:
® Physical disk drives
® “\\\PhysicalDrive<X>", where X is 0, 1, ...
® "\\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set DI SKS contai ner[ 3] ="\\.\Physi cal Dri ve(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® iSCsSl disks
* "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iISCSI target name. LUN specifies LUN on connected iSCSI disk.
Example:

set DI SKS container[ 0] ="\\.\Physical Drive(i Scsi Target =i gn. 2008-04: i scsi . charon-target-test1l, LUN=1)"

® Physical tape drives recognized by Windows
* "\.\Tape<X>", where Xis 0, 1, ...

® Physical tape drives not recognized by Windows
® "\.\Scsi<X>:<Y>:<Z>:<N>"

Use the utility "Host Device Check" to find the values of X,Y,Z and N
®* Floppy drives
°* "\WAM
* "\\B:"

® CD-ROM drives (read-only)
* "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[".vdisk"]

® CHARON-VAX tape images

® [<drive>":\"<path-name>"\"]<file-name>".vtape"

This parameter is initially not set, thus creating NO storage elements on the controller
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Parameter

Type

Value

Parameter

Type

Value

media_type[N]

N=0...9999

Text String

Overrides the default (automatically determined) MSCP media type of the device.

Syntax:
"<devi ce- name>, <devi ce-type>"

where:
<device-name> is either; “DU”, “MU", “DK”, “MK”, “SCSI”, “DI", “MI", “DSSI”, “DJ”" or “MJ"

<device-type> is the form of: “LLD” or “LLLD”, where “L” is a letter from A through Z, and “D” is a decimal number from 0 through
99

If not specified, the device name is set to “DI” and the device type is selected based on disk size for disk storage elements. For
tape storage elements, the device name and type are set to "MI" and "TF86" respectively.

Initially not specified.

geometry[N]
N=0...9999
Text String

This formatted string value specifies the explicit geometry of the disk storage element with DSSI node ID: N and MSCP unit
number: N. This parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>["/"<Z>] where:
X is the number of sectors per track
Y is the number of tracks per cylinder

Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on the
unit that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
Initially not set.

The syntax above is applicable only to disk storage elements.

If the container is a tape image, the following format is used:

Syntax:
"<i mage- si ze>[, <early-warning-zone-size>]"
where:

<image-size> is the tape size in MB

<early-warning-zone-size> is the size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K is
assumed.
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Parameter use_io_file_buffering[N]

N=0...9999
Type Boolean
Value Enables use of the host OS I/O buffering.

Initially set to “NO” (buffering disabled).

| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=5

The configuration file below emulates a VAX 4000 Model 108 node with one HSD50 storage controller serving two disks and another instance of
an HSD50 controller that serves a tape drive to the VAX over a virtual DSSI:

set session hw_nodel =" VAX 4000_Model _108"

set session | og="exanpl e2. | og"
set toy contai ner="exanpl e2. dat"
set rom cont ai ner =" exanpl e2. ron{

| oad operator_consol e OPAO

| oad HSD50 DI SKS dssi _host =PAA dssi _node_i d=1

set DI SKS cont ai ner[ 0] =" C: \ Char on\ Di sks\ duaO-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[1] ="C:\ Charon\ Di sks\ dual-rz24-vns-v6. 2. vdi sk"

| oad HSD50 TAPES dssi _host =PAA dssi _node_i d=2

set TAPES container[3]="\\.\Tape0"

In this example we emulate two HSD50 instances.

They are both connected to the same virtual DSSI bus, therefore we must assign them different DSSI node ID values.

The emulated VAX 4000 Model 108 can boot VMS with the following command:

>>> BOOT DUAO

After logging into VMS, the “SHOW DEVICE D” and "SHOW DEVICE M" command displays the following:

$ show devices d

Devi ce Devi ce
Nanme St at us

DI SKS$DUAO: Mount ed

DI SKS$DUAL: Ol ine

$ show devices m

Devi ce Devi ce
Name St at us

TAPES$MUAS: Ol i ne
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Cl Subsystem
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Introduction

The virtual CIXCD is the functional equivalent of a hardware CIXCD host adapter, with the exception that there is no physical layer to connect to.
The current host hardware is an order of magnitude faster than the physical Cl implementation, such connections - if it were possible - would
greatly limit the virtual system throughput.

For data storage, the CIXCD connects to one or more virtual HSJ50 storage controllers, that are loaded as a separate component in the
configuration file. To configure VAX CI clusters, the virtual CIXCDs of the multiple CHARON-VAX/66X0 instances are interconnected via TCP/IP
links.

Configuring (large) virtual VAX ClI clusters requires many configurable parameters and a replicated identical definition of the shared
virtual HSJ50 storage controllers in each virtual VAX instance.

To connect a virtual VAX 66x0 to a virtual Cl network, the CHARON-VAX configuration file must load at least one virtual CIXCD host adapter; one
unit is sufficient in all practical cases.

VAX/VMS enumerates the virtual CIXCD host adapters in the order of increasing XMI node IDs and assigns them the VMS internal
names PAA, PAB, etc. It is recommended for clarity to keep the same naming scheme for virtual CIXCD host adapters in the configuration file.

The emulated CI subsystem has many configurable parameters when multiple nodes on a single Cl bus are to be configured. Incorrect
configuration, in particular non-identical specification of the emulated HSJ50 storage controller disks in the ClI nodes, is likely to cause
data corruption. It is advisable to start any field test by implementing a single node.

Back to Table of Contents

CIXCD host adapter

To connect an emulated VAX 66x0 node to a virtual Cl network, the CHARON-VAX configuration must load at least one emulated CIXCD host
adapter.

To load the adapter and assign it an instance name of "PAA", enter the following line in the configuration file:
| oad Cl XCD PAA

The CIXCD emulation has the following configuration parameters. These parameters can be added to the "load" command or specified separately
with the "set" command.
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port

Parameter

port[N]
N=0...127

Type

Numeric

Value

An integer value that specifies the TCP/IP port number on which the emulated CIXCD host adapter listens for connections from
other emulated CIXCD host adapters with address: N.

Possible values are from 1024 through 32767.

Initially not set.

host

Parameter

host[N]
N=0...127

Type

Text String

Value

A string value that specifies the TCP/IP hostname (and optionally the TCP/IP port number) to connect to another
emulated CIXCD host adapter with address: N.

The syntax for the string is “host-name[:port-no]”, with possible values for the port-no in the range of 1024 through 32767.

Initially not set.

Xmi_node_id

Parameter xmi_node_id
Type Numeric
Value An integer value that specifies the location of the virtual CIXCD host adapter on the XMI bus.

Possible values are 11 through 14 (Initially set to 14).

ci_node_id

Parameter

ci_node_id

Type

Numeric

Value

An integer value that specifies the address of the virtual CIXCD host adapter on the virtual Cl network.

Possible values are 0 through 127 (Initially set to 127).

Example

The example below shows how to configure a virtual CIXCD adapter with a location on the XMI bus other than the default. It declares
a CIXCD adapter in slot 11 (OxB = decimal 11) of the virtual XMl bus:

| oad Cl XCD PAA xmi _node_i d=0xB

The configuration file below creates a virtual VAX 6610 (single CPU) node with one virtual HSJ50 storage controller serving two disks to the VAX
over a virtual Cl network:
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set
set
set
set

sessi on hw_nodel =" VAX_6000_Mdel _610"
session | og="vax6610. | og"

toy contai ner="vax6610. dat"

eeprom cont ai ner ="vax6610. r ont

| oad operator_consol e OPAO

| oad Cl XCD PAA

| oad HSJ50 DI SKS

set
set

DI SKS cont ai ner [ 0] =" C: \ Char on\ Di sks\ duaO-rz24-vns-v6. 2. vdi sk"
DI SKS cont ai ner[ 1] =" C:\ Char on\ Di sks\ dual-rz24-vns-v6. 2. vdi sk"

Back to Table of Contents

HSJ50 storage controller

The virtual HSJ50 storage controller functionally replaces a physical HSJ50 CI storage unit. It supports virtual and physical disks, tapes and

removable storage devices that are mapped on local or remote host platform storage. The virtual HSJ50 cannot connect to a physical Cl infrastruc

ture.

In a single CHARON-VAX/66XO0 instance without a ClI cluster, the virtual HSJ50 is located as a separate entity on the same host platform. In a CI
cluster, the definition of each HSJ50 is replicated exactly in each CHARON-VAX CI node. In most cases one HSJ50 storage controller per virtual
ClI network is enough.

When loading an instance of a virtual HSJ50 storage controller, the CHARON-VAX configuration file must supply a unique reference name for that

instance. While this name is only valid within the configuration file, it is recommended, for clarity, to use the VAX/VMS SCSNODENAME as an
instance name.

The line below loads an emulated HSJ50 storage controller and assigns it the instance name SCSNODE:

| oad HSJ50 MyDl SKS

The HSJ50 emulation has the following configuration parameters:

Parameter ci_host_name

Type

Text String

Value A string value that specifies the instance name of the emulated CIXCD host adapter serving the virtual Cl network.

If this value is not set, CHARON-VAX will try to locate the host adapter automatically. Automatic lookup works only if the
CHARON-VAX configuration has exactly one instance of an emulated CIXCD host adapter.

Parameter ci_node_id

Type

Numeric

Value An integer value that specifies the address of an emulated HSJ50 storage controller on the virtual Cl network.

Possible values are 0 through 7 (initially set to 0).
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scs_node_name

Parameter scs_node_name
Type Text String
Value A string value that specifies the SCSNODENAME of the emulated HSJ50 storage controller.

The string can contain up to 6 characters. Possible characters are uppercase letters A through Z and the integers 0 through 9.

Initially set to the name of the emulated HSJ50 controller. Therefore the name of the emulated HSJ50 controller must follow the
above rules.

scs_system _id

Parameter scs_system_id
Type Numeric
Value An integer value that specifies the SCSSYSTEMID of the emulated HSJ50 storage controller.

Initially set to an arbitrary value that is guaranteed to be unique within the running emulated VAX 66x0 node.

mscp_allocation_class

Parameter mscp_allocation_class
Type Numeric
Value An integer value that specifies the ALLOCLASS of the emulated HSJ50 storage controller.

Possible values are 0 through 255 (initially set to 0).
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Parameter container[N]

N=0...9999
Type Character
Value Possible values of the parameter are strings in one of the following forms:

® Physical disk drives
* "\\.\PhysicalDrive<X>", where X is 0, 1, ...
® "\\.\PhysicalDrive(DevID =XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX-XXXX)"

DevID addresses the target physical disk by its WWID (hexadecimal 128-bit identifier assigned to the disk drive by its
manufacturer/originator).

Example:

set PAA container[3]="\\.\Physical Drive(Devl D=6008- 05F3- 0005- 2950- BF8E- 0B86- AOC7- 0001) "

® |SCSl disks
® "\\.\PhysicalDrive(iScsiTarget = <iSCSI target>, LUN = <LUN number>)"

iScsiTarget addresses the disk by its iISCSI target name. LUN specifies LUN on connected iSCSI disk.
Example:

set PAA container[0]="\\.\Physical Drive(i Scsi Target =i gn. 2008-04:i scsi.charon-target-testl, LUN=1)"

® Physical tape drives recognized by Windows
* "\\Tape<X>", where Xis 0, 1, ...

® Physical tape drives not recognized by Windows
® "\\Scsi<X>:<Y>:<Z>:<N>"

Use the utility "Host Device Check" to find the values of X,Y,Z and N
® Floppy drives
e "\\AM
* "\.\B:"

® CD-ROM drives (read-only)
® "\\CdRom<X>", where Xis 0, 1, ...

® CHARON-VAX disk images
® [<drive>":\"<path-name>"\"]<file-name>[".vdisk"]

® CHARON-VAX tape images

® [<drive>":\"<path-name>"\"]<file-name>".vtape"

This parameter is initially not set, thus creating NO storage elements on the controller
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Parameter

Type

Value

Parameter

Type

Value

media_type[N]

N=0...9999

Text String

Overrides the default (automatically determined) MSCP media type of the device.

Syntax:
"<devi ce- name>, <devi ce-type>"

where:

® <device-name> is either: “DU”, “MU", “DK”, “MK”, “SCSI", “DI", “MI", “CI", “DJ" or “MJ"
® <device-type> is in the for of: “LLD” or “LLLD”, where “L" is a letter from A through Z, and “D” is a decimal number from O
through 99

If not specified, the device name is set to “DI” and the device type is selected based on disk size for disk storage elements. For
tape storage elements, the device name and type are set to "MI" and "TF86" respectively.

Initially not specified.

geometry [N]
N=0...9999

Text String

This formatted string value specifies the explicit geometry of the disk storage element with Cl node ID: N and MSCP unit number:
N. This parameter is not applicable to tape storage elements.

The string format is <X>"/"<Y>["/"<Z>] where:

1. Xis the number of sectors per track

2. Y is the number of tracks per cylinder

3. Z (optional) is the number of cylinders on the unit. If omitted, Z is calculated based on X, Y and the total number of sectors on
the unit that reflects the size of the disk storage element

If this parameter is not set, CHARON-VAX will configure the geometry based on the most probable disk type.
Initially not set.

The syntax above is applicable only to disk storage elements.

If the container is a tape image, the following format is used:

Syntax:
"<i mage-si ze>[, <early-warning-zone-size>]"

where:
® <image-size> is the tape size in MB
® <early-warning-zone-size> is a size (in KB) of the space left on the tape when a warning to the OS is issued. If omitted, 64K
is assumed.
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Parameter use_io_file_buffering[N]

N=0...9999
Type Boolean
Value Enables the use of the host OS I/O buffering.

Initially set to “NO” (buffering disabled).

The following example configures a virtual HSJ50 storage controller with a non-default Cl network address of 75:
| oad HSJ50 DI SKS ci _node_i d=75
The configuration file below emulates a VAX 6610 node with one HSJ50 storage controller serving two disks:

set session hw_nodel =" VAX 6000_Mdel _610"
set session | og=" vax6610. 1 og"

set toy container="vax6610. dat"

set eeprom cont ai ner ="vax6610. r ont

| oad operator_consol e OPAO
| oad Cl XCD PAA
| oad HSJ50 DI SKS

set DI SKS cont ai ner[ 0] =" C:\ Char on\ Di sks\ duaO-rz24-vns-v6. 2. vdi sk"
set DI SKS contai ner[1] ="C:\ Charon\ Di sks\ dual-rz24-vns-v6. 2. vdi sk"

When this configuration file is executed and "container[0]" points to a valid VMS system disk image, a virtual VAX 6610 can boot VAX/VMS with
the following command:

>>> BOOT /XM : E / NODE: 0

In the above boot command, "/XMI:E" and "/NODE:0" instruct the boot ROM to connect to the disk via the host adapter in XMl slot 14 (this is the
default CIXCD XMI node ID, the hex value E stands for decimal 14).

Then via the storage controller with Cl node id 0, DUO is reached (defined as container[0]) and the boot command is executed for the associated
file on the host system.

After logging into VMS, the “SHOW DEVICE” command displays the following:

$ show devi ces

Devi ce Devi ce Error Vol une Free Trans Mnt
Nanme St at us Count Label Bl ocks Count Cnt
DI SKS$DUAO: Mount ed 0 DSsSI 01 32022 147 1
DI SKS$DUA1: Ol ine 0
Devi ce Devi ce Error
Name St at us Count
OPAO: Ol i ne 0
FTAO: O fline 0
Devi ce Devi ce Error
Nanme St at us Count
PAAQ: Ol i ne 0
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o When a tape or disk image, connected to an emulated HSJ50 controller, is dismounted, in VAX/VMS, it is disconnected from CHARON-VAX

and can be manipulated.

Back to Table of Contents
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Networking
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Introduction

To configure CHARON-VAX / CHARON-PDP networking, follow these 3 steps:
1. Load network adapter (if required)

If you are configuring a DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI or PMADAA adapter, use the "load" command as
shown below. CHARON-VAX 3100/96/98 and 4000/106/108 emulations automatically load SGEC (with the name "EZA") and therefore
no "load" command is required.

Example:

| oad DELQA/ DEQNA NI C

2. Load "packet_port"

Load "packet_port" to connect the SGEC, DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI or PMADAA adapter to the host
hardware network card (or to a virtual network interface).
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Example:

| oad packet _port/chnetwk NDI S interface = "connection: Charon"

3. Connect the loaded "packet_port" to the loaded virtual network adapter

Connect the SGEC, DEQNA, DESQA, DELQA, DEUNA, DELUA, DEMNA, DEBNI or PMADAA adapter to the "packet_port" by setting
the interface name.

Example:
set NNICinterface = NDI' S

Back to Table of Contents

SGEC Ethernet Controller

The built-in SGEC controller emulator ("EZA") has the following parameters that are specified with the "set" command:

interface

Parameter interface
Type Text String

Value Name of the corresponding instance of the "packet_port" component

station_address

Parameter station_address
Type Text String

Value The "station_address" provides the ability to configure the adapter’s permanent address. By default the adapter’'s permanent
address is read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system that will run DECnet or when the
migrated software uses the permanent address on the network adapter.

Format:

XK= XK= XK= XXK- XX- XX
or

XX XX XX XX XX: XX
Example:

set eza station_address="AF: 01: AC: 78: 1B: CC"
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rx_fifo_size

Parameter  rx_fifo_size

Type

Value

Numeric

"rx_fifo_size" sets the receive FIFO size.

The value is specified in Kb and, by default, is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

Example

| oad packet _port/chnetwk EZAO interface = "connection: Charon"
set EZA interface = EZAO
set EZA station_address="0C: FE 35: AA 67: 3B"

DEQNA / DESQA / DELQA Ethernet Controller

Back to Table of Contents

CHARON-VAX / CHARON-PDP Q-bus systems provide support for DEQNA, DESQA, DELQA, DEUNA and DELUA Ethernet controllers.

Use the following command to load the instances of DEQNA, DESQA, DELQA, DEUNA or DELUA Ethernet controllers:

| oad
| oad
| oad
| oad
| oad

DEQNA/ DEQNA <I ogi cal
DESQA/ DEQNA <I ogi cal
DELQA/ DEQNA <I ogi cal
DEUNA/ DEUNA <I ogi cal
DELUA/ DEULA <I ogi cal

Example:

| oad

DESQA DEQNA XQA

nane>
name>
name>
name>
name>

DEQNA, DESQA, DELQA, DEUNA and DELUA offer the following configuration parameters that can be specified using the "set" command:

address

Parameter address

Type

Value

Numeric

Specifies the CSR address. The address must be a valid QBUS and UNIBUS address in I/0 space. Initial value is 017774440,

which is the factory setting for DEQNA, DESQA and DELQA Ethernet controllers.

Use the address parameter if loading several instances of DEQNA, DESQA, DELQA, DEUNA and DELUA Ethernet controllers.

"address" parameter values must be unique for every instance of an DEQNA, DESQA, DELQA, DEUNA and DELUA Ethernet

controller.

Example:

| oad DEQNA/ DEQNA XQA addr ess=017774440
| oad DEQNA/ DEQNA XQB addr ess=017764460
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interface

Parameter interface
Type Text String

Value Name of the corresponding instance of the "packet_port" component

station_address

Parameter station_address
Type Text String

Value "station_address" provides the ability to configure the adapter’'s permanent address. By default the adapter’s permanent address
is read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system that will run DECnet or when the
migrated software uses the permanent address on the network adapter.

Format:
or

XX XX XX XX XX XX
Example:

set eza station_address="AF: 01: AC. 78: 1B: CC"

rx_fifo_size

Parameter rx_fifo_size
Type Numeric
Value "rx_{fifo_size" sets the receive FIFO size.
The value is specified in Kb and by default is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

Example

| oad DESQA/ DEQNA QNA interface = QNAO
set QNA station_address="0C: FE: 35: AA: 67: 3B"
| oad packet _port/chnetwk QNAO interface = "connection: Charon"

Back to Table of Contents

DEMNA Ethernet Adapter

CHARON-VAX/66X0 systems provide support for the DEMNA Ethernet controller.

Use the following command to load an instance of the DEMNA Ethernet controller:
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| oad DEMNA/ DEMNA <I ogi cal nane>

Example:

| oad DEMNA/ DEMNA EXA

DEMNA Ethernet controllers offer the following configuration parameters that can be specified using the "set" command:

xmi_node_id

Parameter xmi_node_id
Type Number

Value Specifies the XMl slot in which the virtual DEMNA controller is placed.

For CHARON-VAX/66X0 a free slot between 10 (A) and 14 (E) must be chosen.

interface

Parameter interface
Type Text String

Value Name of the corresponding instance of the “packet_port" component

station_address

Parameter station_address
Type Text String

Value The "station_address" provides the ability to configure the adapter’'s permanent address. By default the adapter’s permanent
address is read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system which will run DECnet or when the
migrated software uses the permanent address on the network adapter.

Format:

XK= XK= XK= XK= XX- XX
or

XX XX XX XX XX: XX
Example:

set eza station_address="AF: 01: AC: 78: 1B: CC"
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rx_fifo_size

Parameter rx_fifo_size
Type Numeric
Value The "rx_fifo_size" sets the receive FIFO size.
The value is specified in Kb and, by default, is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

Example

| oad DEMNA/ DEMNA EXA xmi _node_id = 11 interface = EXAO
set EXA station_address = "0C: FE: 35: AA: 67: 3B"
| oad packet _port/chnetwk EXAO interface = "connection: Charon"

Back to Table of Contents

DEBNI Ethernet Adapter

CHARON-VAX/63X0 systems provide support for the DEBNI Ethernet controller.

Use the following command to load an instance of the DEBNI Ethernet controller:

| oad DEBNI/ DEMNA <I| ogi cal name>

Example:

| oad DEBNI / DEMNA EXA

DEBNI Ethernet controllers offer the following configuration parameters that can be specified using the "set" command:

vax_bi_node_id

Parameter vax_bi_node_id
Type Number

Value Specifies the VAXBI slot in which the virtual DEBNI controller is placed.

interface

Parameter interface
Type Text String

Value Name of the corresponding instance of the "packet_port" component
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station_address

Parameter station_address
Type Text String

Value The "station_address" provides the ability to configure the adapter’'s permanent address. By default the adapter’s permanent
address is read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system which will run DECnet or when the
migrated software uses the permanent address on the network adapter.

Format:
or

XX XXz XX XX XX XX
Example:

set eza station_address="AF: 01: AC. 78: 1B: CC"

rx_fifo_size

Parameter rx_fifo_size
Type Numeric
Value The "rx_fifo_size" sets the receive FIFO size.
The value is specified in Kb and, by default, is pre-calculated from the connected port’s size of the receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

Example

| oad DEBNI/ DEMNA EXA vax_bi _node_id = 11 interface = EXAO
set EXA station_address = "0C: FE: 35: AA: 67: 3B"
| oad packet _port/chnetwk EXAO interface = "connection: Charon"

Back to Table of Contents

PMAD-AA TurboChannel Ethernet Adapter

The CHARON-VAX VAXstation 4000 Model 90 system provides support for a PMAD-AA TurboChannel Ethernet controller (in addition to the
preloaded SGEC "EZA").

Use the following command to load an instance of a PMAD-AA Ethernet controller:
| oad PMADAA/ PMADAA <l ogi cal nanme>

Example:
| oad PMADAA/ PMADAA EXA

PMAD-AA TurboChannel Ethernet controllers use the following configuration parameters that can be specified using the "set" command:
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interface

Parameter interface
Type Text String

Value Name of the corresponding instance of the "packet_port" component

station_address

Parameter station_address
Type Text String

Value The "station_address" provides the ability to configure the adapter’s permanent address. By default the adapter’'s permanent
address is read from the host system’s NIC.

Set the "station_address" when you need to configure a satellite (remotely booted) system which will run DECnet or when the
migrated software uses the permanent address on the network adapter.

Format:
or

XX XX XX XX XX XX
Example:

set eza station_address="AF: 01: AC. 78: 1B: CC"

rx_fifo_size

Parameter rx_fifo_size
Type Numeric
Value The "rx_fifo_size" sets the receive FIFO size.
The value is specified in Kb and by default is pre-calculated from the connected port’s size of receive queue.

Typically, you do not need to change the "rx_fifo_size" parameter. It is available for extended tuning and debugging purposes.

Example

| oad PMADAA/ PMADAA ECA interface = ECAO
set ECA station_address = "0C: FE: 35: AA: 67: 3B"
| oad packet _port/chnetwk ECAO interface = "connection: Charon"

Back to Table of Contents

Packet Port

The CHARON-specific "packet_port" interface establishes a connection between an Ethernet adapter in the Windows host system and a network
adapter in the virtual VAX/PDP11 system.

For every virtual adapter instance loaded, one dedicated host Ethernet physical adapter is required.
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To create instances of the "packet_port", use the “load” command in the configuration file as follows:
| oad packet _port/chnetwk <instance-nane>

Example:
| oad packet_port/chnetwk pp_1

"packet_port" uses several configuration parameters to control its behavior.

interface

Parameter interface
Type Text string

Value This parameter identifies an Ethernet adapter of the host system dedicated to CHARON-VAX / CHARON-PDP with a keyword
"connection” preceeding it.

Syntax:
set <name> interface="connection: <adapt er >"

Example:

set pp_1 interface="connection: Charon"

port_enable_mac_addr_change

Parameter port_enable_mac_addr_change
Type Boolean

Value If "true" is specified (default value), CHARON sets the appropriate Ethernet address automatically.

If "false" is specified, set the Ethernet address manually.

Example:

set pp_1 port_enabl e_mac_addr_change=f al se

port_ignore_on_rx

Parameter port_ignore_on_rx
Type Numeric

Value The "port_ignore_on_rx" parameter provides the ability to shutdown the port when a specified number of sequential "on receive"
errors is exceeded.

Typically, errors "on receive" indicate serious (unrecoverable) errors.

By default, the value is set to the value of the "port_pending_rx_number" parameter. A value of ‘0’ means infinite.

Example:

set pp_1 port_ignore_on_rx=16
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port_retry_on_tx

Parameter port_retry_on_tx
Type Numeric
Value The "port_retry_on_tx" parameter controls the number of times a port will attempt to transmit a packet before giving up.
By default, the value is 3.
Increasing this value may introduce problems in carrier loss logic, because not all NIC drivers support a carrier status query.

Typically, you do not need to increase the value.
Example:

set pp_1l port_retry_on_tx=8

port_pending_rx_number

Parameter port_pending_rx_number

Type Numeric

Value The "port_pending_rx_number" parameter sets the number of pending receive buffers.
The default value is 63. The maximum value allowed is 195.

You may want to increase the "port_pending_rx_number" when you have very busy networking and experience problems like
losing connections not related to the carrier loss.

Typically, you do not need to change this parameter.

Example:

set pp_1 port_pendi ng_rx_nunber =128

port_pending_rx_number

Parameter = port_pending_rx_number
Type Numeric
Value The "port_pending_tx_number" parameter sets the number of buffers the port uses to transmit.

The default value is 62.

You may want to increase the "port_pending_tx_number" value if the log file indicates dropped TX packets due to TX queue
overflow.

Typically, you do not need to change this parameter.
Example:

set pp_1 port_pendi ng_rx_nunber =128
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suspend_msg_on_mac_change

Parameter suspend_msg_on_mac_change

Type Boolean
Value To avoid confusion arising from non critical errors during a MAC address change, logging is by default suppressed (default value
is "true").

To enable tracing during a MAC address change set this parameter to "false"

Example:

set pp_1 suspend_nsg_on_nac_change=f al se

legacy_mode

Parameter legacy_mode
Type Boolean

Value If this parameter is set to "true" CHARON-VAX tries to use very first implementation of "packet_port" having certain restrictions
such as inability to automatically change MAC address on given interface etc.

This setting may be needed if CHARON-VAX runs in VMware environment for example. In other situations please do not change
its default value ("false").

Example:

set pp_1 | egacy_node=true

This parameter is required only if you do not want to allow promiscuous traffic for the VMware adapter/port. In this
mode, CHARON-VAX / CHARON-PDP use legacy MAC address change logic, so use of this option is not desirable.

Thus for ESXi networking configuration:

1. Create the port with e1000 adapter;
2. Enable the promiscuous traffic;
3. Do not use "legacy_mode" option in CHARON's configuration file;

Example

| oad DEQNA/ DEQNA XQA
| oad packet _port/chnetw k XQAO i nterface="connection: Charon"
set XQA interface=XQA0

CHARON supports VLAN adapters. If for some reasons you are going to use them, proceed with their installation and configuration
according to the network adapter's vendor's User's Guide and then use the resulting VLAN interface the same way as the regular
network interface.

Back to Table of Contents

Supported Ethernet Q-bus Adapters for DECnet OSI (DECnet Plus)

The only supported Q-bus device is the DELQA adapter model.

During DECnet OSl installation or DECnet OSI interface reconfiguration, DEQNA and DESQA models are not recognized as valid devices.
(DECnet OSI SPD).
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The integrated SGEC Ethernet "EZA" on a MicroVAX 3100 & VAX 4000-106/108 is supported by DECnet OSI.

The integrated ESA (AMD Lance 7990) device is not currently implemented in CHARON-VAX.

Back to Table of Contents

Ethernet Q-bus Adapter and Cluster configuration rules

In a VMS Cluster using VMS version 5.5 and above, use only DELQA and DESQA Ethernet adapters that are supported (VMS Cluster SPD).
The default DEQNA device is not supported for SCS Cluster protocol and the emulated VAX will fail with a CLUEXIT Bugcheck.

Back to Table of Contents
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Specific Controllers

Table of Contents

® |PV11 Line Printer Controller
® address
® vector
® other parameters
® Examples
* DUMMY_VCBO02 device

Back to Table of Contents

LPV11 Line Printer Controller

CHARON-VAX / CHARON-PDP Q-bus systems provide support for the LPV11 Parallel Line Printer Controller.

The LPV11 emulation is implemented using the CHARON Qbus API (CHAPI). This interface is designed to allow third-parties to custom design
emulated Qbus peripherals.

To enable CHAPI modules, request an update to the CHARON-VAX / CHARON-PDP license. For details on CHAPI read the
CHARON-VAX / CHARON-PDP CHAPI user manual, available from the STROMASYS web site.

Use the following command to load an instance of an LPV11 Parallel Line Printer Controller:
| oad CHAPI <l ogical name> dl|=LPV11

Example:
| oad CHAPI LPAO dI I =LPV11

The LPV11 (being a CHAPI component) provides the following configuration parameters, to be specified using the "set" command:

address

Parameter address
Type Numeric
Value Specifies the CSR address.
This address must be a valid QBUS 22-bit address in an 1/O space.

The initial value is 017777514, which is the factory setting for an LPV11.

vector

Parameter vector
Type Numeric
Value Specifies the interrupt vector.

The initial value is 0200, which is the factory setting for an LPV11.
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other parameters

Parameter see below
Type Text String

Value Specifies the name of the file in which the LPV11 prints the text, the name of a physical printer or a TCPIP port to connect to an
external utility, like HOSTPrint, (along with some additional parameters):

Parameters = Description
"WA\LPT<N>" Host port to connect to a physical printer
"port" TCP/IP port to connect to an external application

"application" = An application to run after opening the port.

Note: the name of the application including its own parameters must be framed within * characters (apostrophe).

-port The TCP/IP port the HOSTprint utility will connect to.
-fontsize The font size to be used for printing.
-font The font to be used for printing. The font name must be framed with \ (backslash) symbols.

It's possible to load as many LPV11 devices as you wish and the system running on the emulated VAX/PDP-11 allows this to be done. To load
LPV11 devices use the standard QBUS parameters: "address" and "vector" to select the correct place on the QBUS.

The following example demonstrates how to load 2 instances of LPV11, mapped to 2 host system LPT ports:

| oad chapi |pvl address = 017777514 vector = 0200
set lpvl dll = 1pvll.dl| parameters = "\\.\LPT1"

| oad chapi |pv2 address = 017764004 vector = 0170
set Ipv2 dll = Ilpvll.dll paraneters = "\\.\LPT2"

The printers connected to the host must understand output of the LPV11 driver on the emulated VAX/PDP-11. Use printers that work
with the VAX/PDP-11 hardware.

The "configure" utility (VAX), available from the SRM console, is used to find out the correct QBUS addresses and interrupt vectors for multiple
LPV11 instances.

It is also possible to redirect output from an LPV11 to an external application, for example, HOSTPrint. This application allows printing to the
Windows system printers using the desired font.

In the following example the LPV11 instance, called: Ipvl, opens host port 10004 and starts the HOSTPrint application, directing it to connect to
the port 10004 and use the font "Courier New", size 12 for printing:

| oad chapi |pvl address = 017777514 vector = 0200
set Ipvl dll = 1pvll.dll paranmeters="port = 10004 application="HOSTPrint -port=10004 -fontsize=12 -font=\Courier New\'"

Back to Table of Contents

DUMMY_VCBO02 device

This description applies only to MicroVAX 3600, MicroVAX 3900, VAXserver 3900 and VAXserver 3600 server emulations.

The dummy VCBO02 device emulates the QBUS registers of a VCBO02 graphic controller, (at the secondary VCB02 device address) but does not
implement graphic display functionality. Its purpose is to be able to use a workstation version of VMS.

© Stromasys, 2015 280/ 302



Document number: 30-16-044-012

When this device is loaded and VAX/VMS boots with a "D" (workstation) type license, the license is accepted because VMS recognizes that a
VCBO02 is present.

As the dummy VCBO2 is located on the secondary address (0x3fff02), VMS boots using the normal console terminal without graphics capability.

The format is as follows:

| oad dummy_vcb02/ nul | _vcb02 dumy

Since this dummy device cannot draw graphics, CHARON-VAX will fail the initial hardware diagnostics, but it will still boot correctly.

Back to Table of Contents
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Sample configuration files

Contents

PDP-11/93 configuration file

VAX 4000 Model 108 configuration file
VAX 6310 configuration file

VAX 6610 configuration file
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PDP-11/93 configuration file

#

# Copyright (C) 1999-2014 STROMASYS

# Al rights reserved.

#

# The software contained on this nedia is proprietary to and enbodi es

# the confidential technol ogy of STROVASYS. Posession, use, duplication,
# or dissem nation of the software and nedia is authorized only pursuant
# to avalid witten license from STROVASYS.

#

#

# Sanpl e configuration file for PDP-11/93 nachi nes.

#

Ho o o o m o e e e e e e e e e e e e e e e e e e e e e e oo
set session hw _nodel = PDP1193

#

# Sel ect nanme of the instance to differentiate it anong other instances
# runnig on the sane host.

#set session configuration_nanme = PDP1193

#
# Disable rotating LOG and enable single file LOG Select either appendi ng or
# overwiting it on every instance start. Then specify desired log file nane
# and path to it.

#set session | og_nethod = append
#set session log _nethod = overwite
#set session |og = PDP1193.1 og

set toy container = "pdpl193.dat"

#

# Specify KW1-L timer frequency here (default is 50). Note, that appropriate
# di sk i nage supports appropriate frequency because system cl ock

# frequency is the system configuration paraneter.

#

50
60

#set KWL1 frequency
#set KWL1 frequency

#
# Sel ect connection for the console serial |ine TTO.

#|l oad physical _serial _line TTO line = "\\.\ COKN>"

#l oad virtual _serial _line TTO port = 10003

load virtual _serial _|line TTO port = 10003 application = "putty -load TTO -P 10003"
set UART line = TTO

# oad RQDX3 DU
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Uncomment to connect the enulator's DU to the disk inage.

H H o HH

#set DU container[0] = "<file-nanme>. vdi sk"

Uncoment to connect the enmulator's DUL to host's disk drive.

HF oH o HH

#set DU contai ner[1]
#set DU contai ner[1]

"\\ .\ Physical Drive0"
"\\.\ Physi cal Dri ve<N>"

#

# Uncoment to connect the enulator's DU2 to host's CD/ DVD-ROM drive or | SO
# di sk i mage.
#
#

#set DU container[2] = "\\.\CdRonD"
#set DU container[2] = "\\.\CdRonmkN>"
#set DU container[2] = "<file-nanme>.iso"

Uncoment to connect the emulator's DU3 to host's 3.5" FDD.

Either "A:" or "B:" may be used in container specification.

#set DU container[3] = "\\.\A"

Boot from DUO MSCP di sk.

o H HH

#set cpu_0 auto_boot = "DU0"

#l oad TQK50 MJ

m
H

#
# Uncoment to connect the enulator's MJ to the tape inage.

#set MJ container[0] = "<fil e-nanme>.vtape"

Uncomment to connect the emulator's MJL to host's tape drive.

* H H HH

#set MJ container[1]
#set MJ container[1]

"\\.\ TapeO"
"\\.\ Tape<N>"
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Load optional DEQNA QBUS Et hernet Adapter (QNA).

H H o HH

#1 oad DEQNA QNA interface = QNAO
#|l oad packet _port QNAO interface = (disabled)
#set QNAO interface = "connection: <connecti on- nane>"

# this is the end of the configuration file ######HHH#BHHHHHAHHHHHHHEFHH T

Back to Top

© Stromasys, 2015 285/ 302



Document number: 30-16-044-012

VAX 4000 Model 108 configuration file

#

# Copyright (C 1999-2014 STROVASYS

# Al rights reserved.

#

# The software contained on this nedia is proprietary to and enbodi es

# the confidential technol ogy of STROVASYS. Posession, use, duplication,

# or dissemnation of the software and nmedia is authorized only pursuant

# to avalid witten |icense from STROVASYS.

#

#

# Sanpl e configuration file for VAX 4000 Mbdel 108.

#

# Specify hw_nodel prior to any other commands. This paranmeter infornms the
# emul ator what type of VAX it should emulate. Al the other conmands

# availability and possibility to use depend on this specification.

#

-

set session hw_nodel = VAX 4000_Mbdel _108

#
# Sel ect name of the instance to differentiate it anpng other instances
# runnig on the same host.

#

#set session configuration_name = VAX_4000_Mbdel _108

#
# Disable rotating LOG and enable single file LOG Select either appendi ng or
# overwiting it on every instance start. Then specify desired log file name
# and path to it.

#set session | og_nmethod = append
#set session log_nethod = overwite
#set session | og = VAX_4000_Model _108.1 og

#
# The following line tells the ermul ator where to preserve NVRAM content. |t
# will keep the current time of the ermul ated VAX (when you do not run the
# emul ator) and consol e paraneters (such as default boot device).

#set toy container="vx4k108. dat"

The following line tells the enulator where to store intermediate state
of the Flash ROM It will keep the rest of console paraneters. It is
recommended to keep both previous and this |line uncommented for the

emul ator to be able to correctly preserve the saved state of the console.

HOH O H O HH

#set rom cont ai ner ="vx4k108. r ont

#
# Disable or enable dynam c instruction translation by the cpu (ACE). The use
# of DIT may be also prohibited by the license. If not specified (i.e. when
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# both lines remain commented out) the DIT is enabled as soon as the |icense
# allows to do so and is disabled otherwise ...

#set cpu ace_node=f al se
#set cpu ace_node=true

H
#

#

# Specify the size of RAM (default is 16MB). Note that DI T (when enabl ed)

# al so needs certain amount of mermory which grows linearly follow ng the size
# of menory specified here. Al so renenber that the dongle license mght limt
# the maxi num anount of nenory.

#set ram si ze=32
#set ram si ze=64
#set ram si ze=80
#set ram si ze=128
#set ram si ze=256
#set ram si ze=512

H

#

# Now assign four built-in serial lines. Currently the enmulator offers two
# possi bl e ways of using built-in serial lines. First of themis connection
# to COM ports (via physical _serial _|ine). The second is to attach a third
# party terminal ermulator (virtual _serial_line).

#

# Once desired way of connection is chosen and the corresponding line is

# uncoment ed connect it to prel oaded controller QUART by chosing the QUART
# line nunmber (in square brackets) to connect the interface to. See OPAO

# bel ow, for exanple.

#

- T

#|l oad physical _serial _line/chserial TTAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial TTAO port=10000

#l oad virtual _serial _line/chserial TTAO port=10000 application="tta0.ht"

#l oad virtual _serial _line/chserial TTAO port=10000 application="putty.exe -load TTAO"
#set quart |ine[0] =TTAO

#l oad physical _serial _line/chserial TTAl |ine="\\.\COM"

#l oad virtual _serial _line/chserial TTAl1 port=10001

#l oad virtual _serial _line/chserial TTAl port=10001 application="ttal. ht"

#l oad virtual _serial _line/chserial TTAl port=10001 application="putty.exe -load TTAL"
#set quart |ine[1l] =TTAl

#l oad physical _serial _|line/chserial TTA2 |ine="\\.\COWw"

#l oad virtual _serial _line/chserial TTA2 port=10002

#l oad virtual _serial _line/chserial TTA2 port=10002 application="tta2. ht"

#l oad virtual _serial _line/chserial TTA2 port=10002 application="putty.exe -|load TTA2"
#set quart |ine[2] =TTA2

Sel ect connection for the console serial |ine OPAO.

* H H# H

#l oad physical _serial _|line/chserial OPAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial OPAO port=10003

#l oad virtual _serial _line/chserial OPAO port=10003 application="opa0. ht"

load virtual _serial _line/chserial OPAO port=10003 application="putty.exe -load OPAD"
set quart |ine[3]=0PA0

m
H

#
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# The VAX 4000 Model 108 contains built-in PCl SCSI adapter called PKA
# within the configuration file.

#l oad virtual _scsi_disk pka_0 scsi_bus=pka scsi _id=0
#set pka_0 container="<fil e-name>. vdi sk"

i

Uncoment to connect the enulator's DKA100 to host's disk drive

* B H*

#l oad virtual _scsi_disk pka_1l scsi_bus=pka scsi _id=1
#set pka_l container="\\.\Physical Drive0"
#set pka_1 container="\\.\Physical DriveN'

e

Uncoment to connect the enmulator's GKA200 to an unknown SCSI device

H*H B H*

#l oad physical _scsi_devi ce pka_2 scsi_bus=pka scsi _i d=2
#set pka_2 container="\\.\ScsiN X Y:Z"

F

Uncoment to connect the enulator's DKA300 to host's CD/ DVD- ROM dri ve.

H* H H*

#l oad virtual _scsi_cdrom pka_3 scsi _bus=pka scsi _i d=3
#set pka_3 container="\\.\CdRonD"
#set pka_3 container="\\.\ CdRonm\'

#l oad virtual _scsi_cdrom pka_4 scsi _bus=pka scsi _id=4
#set pka_4 container="<fil e-nanme>.iso"

e

Uncomment to connect the enulator's MKA500 to host's SCSI tape drive

H B H*

#l oad physi cal _scsi _devi ce pka_5 scsi_bus=pka scsi _id=5
#set pka_5 container="\\.\Tape0"
#set pka_5 container="\\.\TapeN'

m
H

#
# Uncomment to connect the enulator's MKAGOO to . VTAPE file (tape inmage)

#l oad virtual _scsi_tape pka_6 scsi_bus=pka scsi _i d=6
#set pka_6 container="<fil e-nanme>. vt ape"

m
H

#
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If necessary, |oad optional SCSI controller SCSI_B (PKB)

#

#

# ATTENTION' A d versions of VAX VM5 (ol der then 5.5-2H4) do not support

# optional SCSI controller and might fail to boot when SCSI option is |oaded
#

#
# Uncomment to connect the enulator's DKB600, DKB601 to host's floppy disk
# drives (A, B, if any).

#

#l oad fl oppy_scsi_device pkb_6 scsi_bus=pkb scsi _i d=6

#
# Uncomment to enable built-in SCGEC Ethernet Adapter (EZA)
#

#l oad packet_port EZAO interface="(disabl ed)"
#|l oad packet _port EZAO interface="connection: <connecti on-name>"

e

#

# Load optional DHWM2-AA (or DHW2-BA, or DHW2-CA) serial line controller

# (C-DAL).

#

# Only one instance of DHWM2AA/ BA/ CA can be | oaded

#

He o m e m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e m e e ea oo

#l oad DHWI2AA/ DHV11 TXA
#l oad DHWI2BA/ DHV11 TXA
#l oad DHWI2CA/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXAO port=10010

#l oad virtual _serial _line/chserial TXAO0 port=10010 application="txa0. ht"
#set TXA |ine[ 0] =TXAO

#l oad physical _serial _|ine/chserial TXAl line="\\.\COw"

#l oad virtual _serial _line/chserial TXAl port=10011

#l oad virtual _serial _line/chserial TXAl port=10011 application="txal. ht"
#set TXA |line[ 1] =TXAl

#l oad physical _serial _|line/chserial TXA2 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA2 port=10012

#l oad virtual _serial _line/chserial TXA2 port=10012 application="txa2. ht"
#set TXA |ine[ 2] =TXA2

#l oad physical _serial _Iline/chserial TXA3 line="\\.\COwn"

#l oad virtual _serial _line/chserial TXA3 port=10013

#l oad virtual _serial _line/chserial TXA3 port=10013 application="txa3. ht"
#set TXA |ine[ 3] =TXA3

#l oad physical _serial _|line/chserial TXA4 |ine="\\.\COwn"
#l oad virtual _serial _line/chserial TXA4 port=10014
#l oad virtual _serial _line/chserial TXA4 port=10014 application="txa4.ht"
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#set TXA

#l oad physical _serial _line/chseri al

i ne[ 4] =TXA4

#l oad virtual _serial _line/chserial TXA5 port=10015

TXA5 |ine="\\.\COw"

#l oad virtual _serial _line/chserial
#set TXA |ine[ 5] =TXA5
#l oad physical _serial _|ine/chserial TXA6 |ine="\\.\COwm"

#l oad virtual _serial _line/chserial TXA6 port=10016

#l oad virtual _serial _line/chserial
#set TXA |ine[ 6] =TXA6
#l oad physical _serial _line/chserial TXA7 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA7 port=10017

TXA5 port=10015 application="txa5. ht"

TXA6 port=10016 application="txa6. ht"

#l oad virtual _serial _line/chserial TXA7 port=10017 application="txa7.ht"
#set TXA |ine[ 7] =TXA7
#

# Configure optional RQDX3 storage controller (MSCP/ QBUS).

# i mages,

Handl es di sk

di sk drives, CD-ROM drives, magneto-optical drives, floppy drives.

# oad RQDX3 DUA

#set DUA
#set DUA
#set DUA
#set DUA
#set DUA

contai ner[ 0] ="<fil e-name>. vdi sk"
contai ner[1] ="\\.\ Physical Dri veN'
container[2] ="\\.\CdRonmN"
container[3]="<fil e-nane>.i so"
container[4] ="\\.\H"

#l oad RQDX3 DUB address=...
#l oad RQDX3 DUC address=...

i

#

# Configure optional TQK50 tape storage controller (TMSCP/ QBUS). Handl es tape
# i mages, and physical tape drives attached to the host.

#

He o o m oo e e e e e e e e e e e e e e e e e e e e e e e ee e oo
#l oad TQK50 MUA

#set MUA contai ner[ 0] ="<fil e- name>. vt ape"

#set MJA container[1] ="\\.\TapeN'

#1 oad TQK50 MUB address=...

#l oad TQK50 MJUC address=...

#

# Configuring the optional DELQA Ethernet adapters (QBUS).

#

He o o m s e e e e e o e e e e e e e e e e e e e e e e e e e e e em e eeo

#| oad DELQA DEQNA XQA

#l oad packet _port XQAO interface="connection

#set XQA

i nt er f ace=XQA0

#| oad DELQA XB address=...
#1 oad DELQA XQC address=...

m

: <connecti on- name>"

H

#

# Configure optional DHV11 (or DHQL1l, CXY08, CXAl6, CXB16) seri al

# control
# system

l'ine

ler (QBUS). Address and vector nust be set as required by operating
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#|l oad DHV11l/ DHV11 TXA
#l oad DHQL1/ DHV11 TXA
#l oad CXY08/ DHV11l TXA
#|l oad CXAL16/ DHV11 TXA
#l oad CXB16/ DHV11 TXA

#l oad physical _serial _line/chserial TXAO |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXAO port=10010

#l oad virtual _serial _line/chserial TXAO port=10010 application="txa0. ht"
#set TXA |ine[ 0] =TXAO

#l oad physical _serial _line/chserial TXAl |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXAl port=10011

#l oad virtual _serial _line/chserial TXAl port=10011 application="txal. ht"
#set TXA line[ 1] =TXAl

#l oad physical _serial _|line/chserial TXA2 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA2 port=10012

#l oad virtual _serial _line/chserial TXA2 port=10012 application="txa2. ht"
#set TXA |ine[ 2] =TXA2

#l oad physical _serial _Iline/chserial TXA3 line="\\.\COwn"

#l oad virtual _serial _line/chserial TXA3 port=10013

#l oad virtual _serial _line/chserial TXA3 port=10013 application="txa3. ht"
#set TXA |ine[ 3] =TXA3

#l oad physical _serial _|line/chserial TXA4 |ine="\\.\COwn"

#l oad virtual _serial _line/chserial TXA4 port=10014

#l oad virtual _serial _line/chserial TXA4 port=10014 application="txa4.ht"
#set TXA |ine[4] =TXA4

#|l oad physical _serial _line/chserial TXA5 |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXA5 port=10015

#l oad virtual _serial _line/chserial TXA5 port=10015 application="txa5.ht"
#set TXA |ine[ 5] =TXA5

#l oad physical _serial _|ine/chserial TXA6 |ine="\\.\COwm"

#l oad virtual _serial _line/chserial TXA6 port=10016

#l oad virtual _serial _line/chserial TXA6 port=10016 application="txa6.ht"
#set TXA |ine[ 6] =TXA6

#l oad physical _serial _line/chserial TXA7 |ine="\\.\COw"

#l oad virtual _serial _line/chserial TXA7 port=10017

#l oad virtual _serial _line/chserial TXA7 port=10017 application="txa7.ht"
#set TXA |ine[ 7] =TXA7

#l oad DHV11l TXB address=..
#l oad DHQL1 TXB address=...
#1 oad CXY08 TXB address=...
#l oad CXA1l6 TXB address=...
#l oad CXB16 TXB address=...

# this is the end of the configuration file ######HHHHBHHHHHARHHHHHAHHHHHHHIR
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VAX 6310 configuration file

#

# Copyright (C 1999-2014 STROVASYS

# Al rights reserved.

#

# The software contained on this nedia is proprietary to and enbodi es

# the confidential technol ogy of STROVASYS. Posession, use, duplication,
# or dissemnation of the software and nmedia is authorized only pursuant
# to avalid witten |icense from STROVASYS.

#

#

# Sanpl e configuration file for VAX 6000 Mbdel 310.

#

He o m m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e m e e ea— o

set session hw nodel = VAX 6310

Sel ect nane of the instance to differentiate it anong other instances
runnig on the same host.

* H o HH

#set session configuration_name = VAX_6310

i

#

# Disable rotating LOG and enable single file LOG Select either appending or
# overwiting it on every instance start. Then specify desired log file nanme
# and path to it.

#

He e m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e

#set session | og_nethod = append
#set session log _nethod = overwite
#set session |og = VAX 6310.1 og

It is possible to reduce the size of the log file using filtering
possibilities:

1) Based on nessage type (info, warning, error)
2) Based on repeatetive nessages renoving.

You can specify which type of nmessages should be | ogged using option

'l og_show nessages' which is a string option containing nentioned above
message types delinmted by comma. Default is "all" which means to | og
all existing message types.

You can specify that repeatetive nmessages should be filtered out using
'"log_repeat _filter' "on"/"off" option. Default value is "off"

HHHHHHHHHH R

# The same as default "all"
set session | og_show nmessages="info, warning, error"

# Show only information and error nmessages
#set session | og_show nmessages="info, error"

# Show only error nessages
#set session | og_show _nessages="error"

# Filter repeatetive nmessages out
#set session log repeat _filter="on"
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The following lines tell the enmulator where to preserve NVRAM content.
It will keep the current tine of the emul ated VAX (when you do not

run the enmulator) and consol e paranmeters (such as default boot device).
Note, both storages nust be enabled for preserving NVRAM st ate.

H H O HH R

#set toy container="charon.dat"
#set eeprom cont ai ner ="charon. r ont

#

# Specify the size of RAM (default 512MB). Renenber that the dongle
# license might linmit the maxi mum anount of menory.

#

set ram size=32
#set ram si ze=64
#set ram si ze=128
#set ram si ze=256
#set ram si ze=512

Now assign console built-in serial line. Currently the

ermul ator offers three possible ways using serial lines. First
of themis connection to COM ports (via physical_serial_line).
The second is to attach a third party term nal emul ator
(virtual _serial _line). And the third one is to connect to MOXA

NPort 5210 box ports (via np5210_serial _line).

Once desired way of connection is chosen |load the interface
Ii ke OPAO which is expected by built-in console controller.

H O OHH HHHHHH R

# MOXA NPort 5210 box connection
#l oad np5210_serial _line/ chserial OPAO
#set OPAO i p="XxXX.XXX. XXX. Xxx" rs_port=n

# Physical COM port connection
#l oad physical _serial _|ine/chserial OPAO |ine="COM:"

#

# Virtual serial line connection listening for the TCP/IP port

# nunber 10003 on the host system It is possible to connect to
# this port fromany appropriate application (standard term nal,
# user witten termnal, etc...).

#

#l oad virtual _serial _line/chserial OPAO port=10003

#

# Virtual serial line connection listening for the TCP/IP port
# nunber 10003 on the host system Specified programis started
# autonmtically.

#

load virtual _serial_line/chserial OPAO

#set OPAO port=10003 applicati on="opa0. ht"

set OPAO port=10003 application="putty.exe -|load OPAQO"

#set OPAO port=10003 application="c:\kea\user\opa0O. ktc"

# | oad DWWBB XM -t o- VAXBI adapter into slot 14 of the XM
| oad DWWBB XBA xm _node_i d=14

#
# Slots 1 - 15 (1 - F) of the VAXBI are able to handle |/ O adapters.
#

# | oad KDB50 MSCP disk controller into slot 1 of the VAX BI
| oad KDB50 PUA vax_bi _node_id=1

#
# Attach unit 0 of the PUA controller to disk imge (.dsk or .vdisk);
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# VM5 woul d see it as "DUAO:"
#
#set PUA container[0]="..\vdi sk\vnssys. vdi sk"

#

# Attach unit 1 of the PUA controller to physical disk drive (Nto be
# replaced with decinal nunber); VM5 would see it as "DUAL:"

#set PUA container[1]="\\.\Physical DriveN"

#

# ...

#

# Attach unit 9 of the PUA controller to COROMdrive (0 might to be
# replaced with another decimal nunber, if necessary); VM5 would see
# it as "DUA9:"

#set PUA container[9]="\\.\CdRom\"

#

# Attach unit 10 of the PUA controller to floppy disk drive ('A" to be
# replaced with 'B, if necessary); VMS would see it as "DUA10:"

#set PUA container[10]="\\.\A:"

# ...

# | oad DEBNI Ethernet Controller into slot 2 of the VAXBI
| oad DEBNI/ DEMNA ETA vax_bi _node_i d=2

# connect the ETA Ethernet controller to host network interface
#l oad packet _port/chnetwk ETAO interface="connection: <connecti on-nane>"
#set ETA interface=ETAO

# Load VAXBI to UNI BUS adapter
| oad DW\BUA UBA vax_bi _node_i d=14

# Load TMSCP tape to have the tape instead of non-inplenented TBK70
| oad TUK50 MUA

#

# Attach MJA controller to tape inmage (.ntd or .vtape); VMS would see
# it as "MJAO: "

#

set MJA cont ai ner [ 0] ="nua0. nmt d"

#

# Attach MJA controller to physical tape drive (N to be replaced with
# decimal nunber); VMS would see it as "MJAO:"

#

#set MJA container[0]="\\.\TapeN'

# ...
# this is the end of the configuration file HHHHHHHHHHHHHHHHHHHHHHHHHHHHHHHHH
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VAX 6610 configuration file

Copyright (C) 1999-2014 STROVASYS
Al'l rights reserved.

The software contained on this nedia is proprietary to and enbodi es
the confidential technol ogy of STROVASYS. Posession, use, duplication,
or dissemnation of the software and nedia is authorized only pursuant
to avalid witten |icense from STROVASYS.

HH O H HH O H R

Sanpl e configuration file for:
* Char on- VAX/ 6610
Enul at or of the VAX nodel:

* VAX 6610

H O HH HHHH R

set session hw _nodel = VAX 6610

#
# Sel ect name of the instance to differentiate it anong other instances
# runnig on the sane host.

#

#set session configuration_name = VAX 6610

#
# Disable rotating LOG and enable single file LOG Select either appending or
# overwiting it on every instance start. Then specify desired log file nane
# and path to it.

#set session | og_nethod = append
#set session |og_nethod = overwite
#set session |log = VAX 6610.1 og

#

# To enabl e automatic boot, define the default boot device in the VAX
# consol e and uncoment the |ine bel ow.

#

#set xm boot=auto

#
# TOY date/tinme, boot options,
#

set toy container="vx6k610. dat"

#
# EEPROM settings, e.g. default boot drive
#

set eeprom cont ai ner ="vx6k610. r ont'

#

# Specify the size of RAM (default 32MB). Note that DI T (when enabl ed)
# al so needs certain amount of menmory which grows linearly follow ng
# the size of nenmory specified here. Al so remenber that the dongle

# license might limt the maxi mum amount of menory.
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#
# The valid settings are: 32,64, 128, 256,512, 768, 1024, ... 3584,

# 32bit systens only: Please note, that to be able to run the ~2&
# (2048) of sinulated menory you should enable /3GB switch
#

set ram size=512
#set ram si ze=768
#set ram si ze=1024
#set ram si ze=2048
#set ram si ze=3584

#

# Now assign built-in console serial line. Currently the emul ator
# offers two possible ways of using built-in serial lines. First of
# themis to attach a third party term nal enmulator (virtual _serial_line).
# The second is connection to COM ports (via physical _serial_line).
#

# Once the way of the connection is defined correspondi ng mappi ng
# to the host resources can be perforned.

#

# Connection to a third party ternminal enul ator:

#

load virtual _serial _|ine/chserial OPAO

#set OPAO port=10003 applicati on="opa0. ht"
set OPAO port=10003 application="putty.exe -load OPAO"
#set OPAO port=10003 application="c:\kea\user\opa0. ktc"

#
# Connection to a physical COM port of the host:
#

# | oad physical _serial _line/chserial OPAO
# set OPAO |ine="COML:"

#
# Load the MSCP controller with the name DUA
#

| oad KDW7O/ KDM7O DUA xmi _node_i d=11

Map the storage units for | oaded MSCP controller DUA
In VM5, the DUAO will correspond to the 'DUA container[0]', etc...
Exanpl es:

set DUA contai ner[0] ="C:\Di sk-1nages\ char on- 6000\ duaO. vdi sk"
set DUA container[1] ="\\.\Physical Drivel"

set DUA container[2]="\\.\CdRonD"

set DUA container[3]="\\.\A"

It is also possible to map a tape drive identified by the host
operating systemto the DUA controller.

Exanpl e:

#
#
#
#
#
#
#
#
#
#
#
#
#
#
#
#
# set DUA container[3]="\\.\Tape0O"
#

#set DUA container[O0]="..."

#

# Support of Cl:

# Load Cl XCD adapter into slot 12 (C) of the XM.
#

#l oad Cl XCD PAA xm _node_i d=12 ci _node_i d=0x01
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#

# Support of Cl:

# Connect HSJ50 controller to the Cl XCD adapter PAA

#

#l oad HSJ50 PUA ci _node_i d=0x0B nscp_al | ocati on_cl ass=1

#

# Map the storage units for the | oaded HSJ50 controller PUA

#

# 1n VM5 the PUA w Il correspond to the 'DUA container[0]', etc...
#

# Exanpl es:

#

# set PUA container[0]="C:\Di sk-Inmages\charon- 6000\ dua0. vdi sk"
# set PUA container[1]="\\.\Physical Drivel"

# set PUA container[2]="\\.\CdRonD"

# set PUA container[3]="\\.\A"

#

# 1t is also possible to map a tape drive identified by the host
# operating systemto the PUA controller.

#

# Exanpl e:

#

# set PUA container[3]="\\.\Tape0"

#

#set PUA container[0]="..."

#

# | MPORTANT NOTE:

#

# Make sure that DUA and PUA do not conflict in the VM5 environnment, since
# the disks on those controllers have the same nane "DUA[ x]" preceded by
# their allocation class (for the HSJ50 controller it is set in the

# configuration file). Assign the allocation class in such a way to avoid
# name conflicts or enable only either DUA or PUA

#

# See CHARON- 66x0 User Guide for nore details.

#

#

# Load Ethernet Controllers

#

# 2 Ethernet controllers are loaded in this sanple configuration file: EXA
# and EXB. Both of them are connected to correspondi ng network interfaces:
# EXA 0 and EXB_0. The initial settings for the interfaces are "di sabl ed".
# The exact mapping to the host ethernet interfaces will be defined later
# in this configuration file.

#

| oad DEMNA/ demma EXA xmi _node_i d=13 interface=EXA 0
| oad packet _port/chnetwk EXA 0 interface="(disabled)"

| oad DEM\W demma EXB xmi _node_i d=14 interface=EXB_0
| oad packet_port/chnetwk EXB_O interface="(disabled)"

Map the Network connecti ons.

Each connection is instantiated by the two objects. One is DEMNA controler
emul ator EXn where n is A or B, and second is packet port EXn_O where the
nis Aor B

In the emul ated VMS, the network devices EXn will correspond to the
EXn, EXn_O0 pair in the configuration file.

To assign the spesific permanent address to the desired EXn controller
ucoment the corresponding |ine bel ow.

HOHHHHHHH R
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#

# Exanpl e:

#

# set EXA station_address="00-63-50-1A- A3- 1E"
#

#set EXA station_address="..."
#set EXB station_address="..."

To connect the correspondi ng adapter to the external device, unconment
the line below and put the valid interface definition.

Exanpl e:

set EXA O interface="Cabl etron DE500B PCl Fast Ethernet Adapter (21143-PC)"

H O OHH O HH R

#set EXA O interface="connection: <connecti on-nane>"
#set EXB_O interface="connection: <connecti on- nane>"

g g g g g

# this is the end of the configuration file ######HHHHBHHHHHAHHHHHHHHEFHHH T

Back to Top
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CHARON-VAX and CHARON-PDP for Windows deinstallation

Deinstallation procedure

Perform a clean shutdown of the running guests, stop all running CHARON-VAX / CHARON-PDP instances and remove the corresponding
CHARON-VAX / CHARON-PDP services for the emulated VAX/PDP11 models to be removed.

In case of a complete deinstallation:

® Remove all CHARON-VAX / CHARON-PDP services.

® Using the "Network Control Center" utility, release all the network interfaces back to the CHARON host.
* Remove any specific CHARON drivers installed manually (if any).

Open up the "Control Panel", select "Uninstall a program":

E=N Eop =)

@Ov|@ v Control Panel »

Adjust your computer’s settings

System and Security

Review your computer's status

Back up your computer
Find and fix problems

Network and Internet
&h View network status and tasks

, / Hardware and Sound

ﬁ Wiew devices and printers
Add a device
% Programs
k & Uninstall a program
. Get pregrams

“&2 . Choose homegroup and sharing options

- | +y | | |Search Control Panet yel |

View by: Category *

User Accounts

'@' Change account type

Appearance and Personalization
Change the theme

Change desktop background
Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Ease of Access

Let Windows suggest settings
Optimize visual display

In the list of applications, double click on "CHARON Products":
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Search Progra
Search Progra

@U'| » Contrel Panel » Programs » Programs and Features - | ‘¢|

Contral Panel Home .
Uninstall or change a program

View installed updates To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.

gl Turn Windows features on or

i Organize *  Uninstall/Change == - I@I

Install a program from the -

network Name Publisher Installed On 5 *
Adobe Flash Player 14 ActiveX Adobe Systems Incorporated 16.07.2014 n
& Adobe Photoshop CC14.1.2 26.06.2014
Adobe Reader XI (11.0.07) - Russian Adobe Systems Incorporated 25,06.2014
EMDAﬁd Extreme v4.50 FinalWire Ltd. 29,07.2014
CHARON Products 01.08.2014
ECPUID CPU-Z1.70 29.07.2014
[%] Crystal Reports Basic for Visual Studio 2008 Business Objects 25,06.2014 A
4 [ | b

In the appearing CHARON installation dialog, select "Remove components or products” and press "Next":

ﬁ CHAROM Installation Wizard - Installation Mode 3

Installation options

S TROH:‘IASYS

" Install some absent companents or new products
{* Remove components or products

" Repair components or products

Mext = Cancel

In the following dialog, select the CHARON products to be removed (or changed). Check "Select all the products” for deinstallation (or changing)
of all installed CHARON products.
Press "Next":
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STROMASYS

ﬂ CHARON Installation Wizard - Products

Awailable Products

Product MName

Description

CHAROM-VAX XM for Windows v4.5.15804
CHAROMN-VAX,/ XM Plus for Windows v4.5.15804
CHAROM-VAX %K Plus for Windows v4.5.15804
CHAROMN-VAX/ XL for Windows v4.5.15804
CHARON-VAX XL Plus for Windows v4.5.15804
CHAROMN-VAX/8610 Plus for Windows v4 5 15804
CHAROMN-VAX/8620 Plus for Windows v4. 5 15804
CHAROM-VAX/8630 Plus for Windows v4.5.15804
CHAROM-VAX/6640 Plus for Windows v4.5.15804
CHAROM-VAX/6650 Plus for Windows v4.5.15804
CHAROM-VAX/6660 Plus for Windows v4.5.15804

<

I

[¥ Select all the products

<

CHAROMN-VAX/ %M product. Needs a H/
CHAROM-VAX XM Plus product. Needs
CHAROM-VAX %K Plus product. Meeds
CHAROM-VAX %L Plus product. Needs
CHAROMN-VAX XL Plus product. Needs
CHAROMN-VAX/8610 Plus product. Neec
CHAROMN-VAX/ 8620 Plus product. Neec
CHAROMN-VAX/ 8630 Flus product. Neec
CHAROMN-VAX/ 8640 Plus product. MNeec
CHAROMN-VAX/ 8650 Plus product. Neec
CHAROMN-VAX/ 8660 Plus product. Neec

Back Meat > Cancel

Select the particular components to be deinstalled. Selection of all the components means that entire CHARON product will be removed.

Press "Next".

I CHARON Installation Wizard - The Cumpcnem:-

o

'STROMASYS

Product Components

Description

4

- [l MicroVAX 1| emulator
- [l MicroWAX3100 Model 56 emulator

- [l MicroWAX3600 emulator
- [ MicroVAX3900 emulator

- [Pz VAX 4000 Model 106 emulator
ca VAKX 6310 emulator

- [l VARserver 3600 emulator

- [ VAXserver 3600 emulator (128Mb)
- el VAKserver 3500 emulator

- Wl VARserver 3500 emulator (128Mb)
[l VAXStation 4000 Model 50 emulat

Elw Material

‘E CHAPI version 6.1.15804
&g dle VMS package version 2.0

B[k Utiities

[} CHARON Launcher version 1.34
L} CHARON Log Monitor and Dispatc

i 1ER CHARON Service Manaaer versior ™

i} | §

CHARON-WAX/ XM for Windows v4.5.158[ -
Drivers |E|
NDIS6E Packet Driver version 6.3.0—
= [y Emulators

COMPOMENT NAME:
HOSTPrint wtility version 1.10

COMPOMENT DESCRIPTION:
HOSTPrirt utility for printing from

CHAROM environment to host
printers

Desktop lcon
I
Space Requirements
This selection: 461.659 Kb

Total space: -210.91 Mb

Mend > Cancel

The uninstallation process will begin:
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[ CHARON Installation Wizard - Uninstallation Progress W e e

'STROMASYS

— Uninstallation progress

Removing start menu entry for "dev_check exe” ...

¢ Back |

eut » | Cancel |

Once uninstallation (or changing) is done, the following dialog will be displayed:

[ CHARON Installation Wizard - Uninstallation is completed W ]
R —

ISTROMASYS

— Status

Removing is completed successfully!

Press finish to exdt from the CHARCON Installation Wizard

In order to complete the installation it's required to reboot

computer

v Reboot computer now

< Back I Firish I Cancel

Press "Finish". The CHARON host will reboot automatically.
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